TMS570LS20x/10x Safety MCUs

Microcontroller

Technical Reference Manual (TRM)

I3 TEXAS

INSTRUMENTS

Literature Number: SPNU489C
February 2012



13 TEXAS
INSTRUMENTS

www.ti.com

TMS570LS20x/10x Safety MCUs
Technical Reference Manual (TRM) SPNU489C—February 2012


www.ti.com

B TEXAS o ENTS Table of Contents
TMS570LS20x/10x Safety MCUs Architecture Overview . .......... ... ittt iieenanennnn 1
11  Functional Block Diagram. . . ... .. ittt ittt it aa et s aaaann e annnns 2
L2 © 1Y - 4
LI T 1 U= 0 0 T T Y - T 6
1.4 ENdianness. ... ..o i et i 13
1.5 Memory Module Hardware Initialization. . ........... ... .. i i e 14
Clocks on TMS570LS20x/10x Safety MCUS .. ... ...ttt ittt ittt iinn et nnnnneneens 17
2.1 Clocks on TMS570LS20x/10x Safety MCUS . . . ... ...ttt ittt ettt ennae e innnnnnns 18
22 CloCK SOUICES . ...ttt it ittt et e et e et s s e e ea et aaae s aanesanseaanneannsenn 20
e B O oo | o 1 T- 11 1= 21
2.4 Mapping Clock Sources and ClockDomains ..............cciiiiiiiiiinneenrnrnnnnnnnnns 22
2.5 Enabling and Disabling Clock Sources and ClockDomains.................c.iiiiiinnnnnnn 24
2.6 Low Power Modes on TMS570LS20x/10x Safety MCUS .. ...ttt enerrnnnnnnns 26
27 Clock MONItoring . ... ..ottt ittt i e ettt st a s saa e anananeaaessnnnnnnns 29
2.8 External Clock (ECLK) Pin Functions ........... ...ttt innnnnneeeeennnnnnns 31
TMS570LS20x/10x Safety MCUs EXceptions . ......... ..ttt inintinnnrnnernnnennnesns 35
B O == - = 36
B 0 N o Yo Y (T 38
3.3 System Software Interrupts. . . ... ... e 43
Tightly-Coupled RAM (TCRAM) WrapPer . ... .v vttt et et e e e ea e eaane e aanesaaeesannennneenn 45
B O © = 46
42 RAMMEMOrY Map . ...t i ettt e ettt s e ettt s 48
4.3 TCRAM Wrapper Support for Memory Fault Detection and Correction ........................ 49
4.4 Emulation/DebugMode Behavior. ... ......... ... ... i i et 53
4.5 Trace Module SUPPOIt . ... .. ittt i i i ittt ettt aaae e aaannaneseasnnnnnnns 53
4.6 Auto Initialization Support. . . ... ... i et e a e 53
4.7 Controland Status Registers . ... ..... ... . i i i i e e et e 54
System and Peripheral Control Registers ............. ... ittt iataannnn 69
5.1 Primary System Control Registers (SYS) ... ... ...t i et i ennnn 70
5.2 Secondary System Control Registers (SYS2) ... ...ttt eaeenns 146
5.3 Peripheral Central Resource (PCR) Control Registers. ... ........... ... i iiiiiiinnnn. 150
Programmable Built-In Self Test (PBIST) Module .......... ... ittt et 183
0 O © 1 =Y V1 184
6.2 PBISTvs.Embedded CPU. ........ ...ttt iia it taatsaae e aanesannenannennn 185
6.3 PBISTblockdiagram .. ............ ittt ittt a ettt s 186
6.4 PBIST selftest flow . ... ... ...t it et sttt s et e aa e aa e aanerannennn 189
6.5 Memory test algorithms onthe On-chipROM. . ...... ... ... i it 192
6.6 RAM Grouping and Algorithm. . .......... ... i ittt et 194
6.7 PBISTControl Registers . ... ...ttt a it et ana s an e rannenns 196
6.8 PBIST Configuration Example . ......... ... it ittt a e et aneenns 234
Phase-Locked Loop (PLL) Clock Modules .. .......... .. ittt eaeeraaeernanannns 237
7.1 Device CloCK OVeIVIEW . . . ... ittt ittt it et e et a et aa e naa e naaneaaneennneenn 238
7.2 FMzPLL Introduction/Feature Overview. . .. ......... ..ttt in it ea i tnaaenaaennnennn 240
7.3 FMzPLL Operation . ....... . ittt ittt it snae et ssnannannaeessnnnnnnnnns 241

February 2012 i



13 TEXAS

INSTRUMENTS
www.ti.com
7.4 FMzPLL Control Registers . ........ ... ittt i e et nnannns 247
7.5 FMzPLL Calculator (FO35 FMzPLL Calculator) ... ....... ...ttt e enanenns 252
7.6 FMzPLL Configuration Example . ... ... ... i et e et nans 253
7.7 FPLL Introduction/Feature OVerview . .. ........ ...t iii ittt iea e eaaaeenaanenanennn 255
7.8 FPLL Operation .......... ...ttt it eaanannaanassseeaeennaaansnsssnnnnnnenns 256
7.9 FPLLCoNntrol Register. .. ... .. .. ittt et et a et a e aa e aaa e aaneennnennn 259
740 FPLL Calculator . ... ...ttt it e et e e e e e aae e aae e aaenaneeaaneenaneenn 261
7.11 FPLL Configuration Example .. ......... ... ittt ittt e s aaa e saanenannennn 262
FO35 Flash Module .. ... ... ... .t ettt ettt aa e aasaanesaanennanennns 263
L JRg T © 1= 264
8.2 Defaultflash configuration . ........... .. ... it i i iiaee e et nannnnnns 267
8.3 MemoOry Map .. ...ttt ittt ittt e e aa s e e 268
8.4 CPUATCMaccess and AXI Slave ACCESS . .. ... v ittt it iie s it et n s a e iaaneanenns 269
8.5 Operation ...... ... . i i i e i et a e 270
8.6 Control Registers . . ... i i ittt i ettt ettt aaa et a e s 284
CPU Self Test Controller (STC)Module . ...........iitiiii ittt a i eraat e rnnnenns 311
9.1 General Description . . . ... .. i i 312
9.2 Deterministic Logic BIST concept. . ....... ..ottt it s ia iy 313
9.3 STCBlockdiagram .. ..........utiiitiii ittt taaa s raanrannnennnsss 314
9.4 Module Description . . ... ... .. . i i 315
9.5 Application Self Test Flow Chart . . ........ ... .. i et e e e e e e 316
9.6 SelfTestExecution FIOw . ... ... ... . ittt aaa e e nans 318
9.7 Self Test Completion and Error Generation ... ........... .. . .. i iiiannnns 319
9.8 STCTestCoverageandDuration........... ...ttt ittt ia e nnness 320
9.9 STCControl Registers. . ......oiiiii it it it sttt annnss 321
9.10 ROMOrganization. .. ......c.u ittt ittt it e a e a s a st aan s aansaannennnsss 335
911 TimiNng Diagrams ... ...ttt ittt ittt sttt e 337
9.12 STC Configuration Example. . .. ... ...t it ettt e s a s 339
Asynchronous External Memory Interface (EMIF) . . ......... ... it ieaeennnens 341
10.1 Introduction . ... ... . i e 342
10.2 Peripheral Architecture .. ....... ... i i i ittt sttt e nnnnnaaanaaaaananens 343
10.3 Example Configuration . . ......... ... . ittt ittt et a e 358
10.4 RegiSterS. .. oo i i i 367
Parameter Overlay Module (POM) . ....... ittt i ettt et eaaa e aannnnneeeens 375
111 Introduction . ... ... ittt e e 376
11.2 Block diagram. . ... i i ittt it aa s s e n s ttna e 377
11.3 Module Operation. . ... ... . ittt ittt st taaa et aenann e raannnnnneeees 378
11.4 Control Registers . ... ... oottt i ittt ettt aae et aannneessnnannnneeees 379
General-Purpose Input/Output (GIO) Module . . ...... ...ttt i iaee e nnannns 409
20 B 1Y T 410
12.2 Quick Start GUIde. . ... ... i i i i i i it e e e a e e e 411
12.3 Functional Description of GIOModule. . . .......... . . i ittt et enaeeeenns 413
12.4 Device Modes of Operation. . ...... ... ittt ettt aaa e aanannneeeens 421
12.5 GIOControl Registers . . ... ... .ottt i ittt st a it aa s nas e annns 422
12.6 Applications Examples . ... ...... . ettt ettt e 445
Serial Communication Interface (SCl)/Local Interconnect Network (LIN) Module ................... 449
13.1 Introduction and Features. . . ...... ... i i i e it s st e 450
13.2 Block Diagram . .. ... ..ottt ettt e 452

ii February 2012



13 TEXAS

INSTRUMENTS
www.ti.com
13.3 SClCommunication Formats ... ........... ... it et i e enaneenaanennns 455
13.4 SCIINterrUPES . ...t i i ittt ittt et e a et 463
13.5 SCIDMA INterface . ... ... .t i ittt et e et e aae e aaenaaneaaanennnn 466
13.6 SCIConfigurations. ... ... ... i i ettt a e e e 467
13.7 SClLow Power Mode. . . ... ...ttt et ettt e e e e aa e aanesaneeaaanennns 469
13.8 LIN Communication Formats . ............. .. ittt et ea e naneenaanennnn 470
13.9 LININterrupts .. ... i i ittt it e essesanaa e nnnnaaanaanananaens 487
1310 LIN DMA INterface . ... ..ottt e e e e et e et e e aa e aaa e 488
1311 LIN Configurations. . . .. ... . it i ettt et et a e aa e aan e aa e 489
1312 Low-Power Mode . . ... ..o i st e 491
13 A3 Emulation Mode . . . ..o e m e 493
13.14 SCI/LIN Control Registers. . . . ... ...ttt e et e a e aa e naan e naanennnn 494
1315 GPIO FuNnctionality. . . ... ... i i i i i ettt i et e 577
Multi-Buffered Serial Peripheral Interface Module (MibSPI) with Parallel Pin Option (MibSPIP) ....... 579
L 30t B 1Y T 580
14.2 Operating Modes . ... .. ittt ettt eaan ettt anannn e aannnnnneeees 582
14.3 TestFeatures .. ... it i it a ettt st e 601
14.4 General-Purpose /0. . ... ... . i ittt it ettt e 603
14.5 Low-Power Mode . ... ... i i it ettt st et 604
14.6 INtermUPES. . . ..o i i e e e e e e e e e 605
147 DMA INterface . . . .. .. i i e 608
14.8 Module Configuration .. ........... i i ettt et eeanne e enannnneeeens 609
14.9 Control Registers . . ... ..o ittt ettt et it taae e aanneeesnnannnneeesnn 611
1410 Multi-Buffer RAM . . ... ... i i ettt e et ae et aae e nae e aaaeennans 703
B 0 B T = 1 Y201 U= ¢ 4 o 713
14.12 MibSPIPin Timing Parameters . ............. ittt i iiae et nnnnnnneneenn 716
Analog To Digital Converter (ADC) Module .. ....... ..ot ittt e ia s 721
LIS T T 0 =Y 7 - 722
15.2 Introduction . .. ... ... e 723
15.3 Basic Featuresand Usage of the ADC. ....... ... it it et ia et aannns 725
15.4 Advanced Conversion Group Configuration Options ................ ... ... . i, 734
15.5 ADC Module Interrupts . . ... ... e ittt it aa ittt 737
15.6 Servicingthe ADC by DMA .. .. ... it i it ittt et st a s a et annns 740
15.7 ADCError Calibration ... ......... . i ittt e ae et naaaannaeeens 742
15.8 ADC Built In Diagnostics and Self TestLogic........... ..t it e e innns 745
15.9 ADC Special Modes . . ... oo ittt s e et e 749
15.10 ADEVT Pin General Purpose I/O Functionality . .. .. ... i i e es 750
15.11 ADC Control Registers . ... ...ttt e ettt st a et aa e aasennanannns 752
Controller Area Network (DCAN) Module . ........... .ttt ittt a e e et e aaeennnennn 843
g B 1Y T 844
16.2 CAN Operation . ...ttt i i i ettt ettt taae e naannneeesnannnnnenesn 847
16.3 DUal CloCK SOUICE . . . .. .ottt i e e et e et e e aan e aan e aanenaaeenaanennns 858
16.4 Interruptfunctionality .............. .. i i i it i i ettt e 859
16.5 Global Power Down Mode. . .. ... ...ttt ettt ettt et et aae e aa e aanaaanennns 861
16.6 Local PowerDown Mode. . . ... i it s ittt e et e 862
16.7 Parity Check Mechanism. . ... ... ... ... . .. i i ittt et e eae e naanennnn 864
16.8 Debug/Suspend Mode . . ... ... . ittt it e e e 865
16.9 Configuration of Message Objects. .. ... ... ...ttt it i e e e eae e aaaeennns 866
16.10 Message Handling . . . ... ..ottt e ittt et e 869
16.11 CAN Bit Timing. . .. ... oot i et e et e e et e e ae e aae e saaesaanenaanennnn 874
16.12 Message Interface Register Sets .. ........ ... i i i et e et aaenns 883

February 2012 ii



13 TEXAS

INSTRUMENTS
www.ti.com
16. 13 Message RAM. . .. ... i ittt ittt e ettt s e 886
ST I ] 10 2= W' o o o 894
16.15 DCAN Control Registers . .. ... ... ittt et et at et eae e aae e aaeeaaanennns 895
FlexRay and FlexRay Transfer Unit Modules . .......... ... ... ittt ittt rrnnnnnneeeens 959
0t B 1Y o 961
17.2 FlexRay Module Block Diagram . . ............t ittt tennnnnannnnnnnnnsnnns 962
17.3 FlexRay Module BIoCK Mapping . . . ... oo ittt it it e et taa st nenannnnnnnnnnnnns 965
17.4 Transfer Unit Block Diagram. ... ........ .0ttt ettt nanane e ennnnneeeeenn 966
17.5 Transfer Unit Functional Description. .. ........... . i i i ittt st anee e 967
17.6 Communication CycCle . ... i i i ettt ettt aaa e nanannnneaeens 973
17.7 Communication Modes . ... ... . it it it et a s a e a e 975
17.8 Clock Synchronization. ... ......... . i i ittt it aaa et anannnneaeenn 976
17.9 ErrorHandling . ... i i i ittt it eas s nana et ennaaaanaaaaaa s 978
17.10 Communication Controller States . ... ......... ... . i ittt 980
1711 Network Management . ... ... . i i i ittt an st eennannannannnnnns 993
1712 Filtering and Masking . . ...ttt ittt e e ee e s nan s annnnnnannnnnsnnns 994
1743 Transmit ProCeSS. . . . o u ittt ittt ittt e e ettt e 997
17.14 RecCeIVE ProCeSS . ... ittt ittt ettt ettt a et e e 999
17 A5 FIFO FUNCHiON. . ... i i ittt ettt e et e a e aa e aareaaneeannennn 1001
1716 Message Handling . . . . .. ... i it i i ittt e et et eaaa st nnnnnannanaannnnns 1003
1717 Message RAM. . ... ... i i i ittt ettt enaaaaaaaass s nnnnnnsnnnnnnnsnns 1012
1718 Transfer Unit Interrupts. . .. ... .. i i ittt it ean et anannanenns 1019
17.19 Communication Controller Interrupts . ............ . i it ettt nnne s 1021
17.20 Register Map ........o ittt ittt ittt e aaaaaanann s ssssnnnnnannnnnnnnnsnns 1024
17.21 Transfer Unit Registers . . . . ... .. i ittt i it eae et e anananenenns 1029
17.22 Communication Controller Register Map .. .......... ... ittt it innaeeennns 1091
17.23 Communication Controller Registers . ............. .0ttt ittt nnneeeennn 1106
17.24 Control Registers. . ... ..o oo i ettt ittt aa ettt aaaan e snannnnnneneens 1141
17.25 Status Registers. . ... ... . i i i i ettt et it 1167
17.26 Message Buffer Control Registers. .. ...ttt i ettt et nna s 1186
17.27 Message Buffer Status Registers. . . ........... ittt i i et ettt 1193
17.28 Identification Registers . .......... . i i ittt it it aa e e e 1207
17,29 InpuUt BUffer. . ... i i i et e i e e e 1209
17.30 Output Buffer . . .. ... i i e 1218
17.31 Minimum VBUS CloCK FreqUeNCY . .. ... vttt ittt it ettt enane e nannnnneeeeennn 1233
High-End Timer (NHET) Module . . .. ... ... it it it a e e ea e ane e aaeenannennn 1235
181 FeatuUres . ...ttt ittt et ettt e e m e 1236
T 0 1YY T 1237
18.3 Block Diagram .. ...... ottt i e e 1240
18.4 NHET Functional Description . . ... ... i i ettt et anaaeanenns 1241
18.5 Angle FUNCHIONS . .. ... i i i et i e sttt e s 1273
18.6 NHET Control Registers . .. ...ttt ittt s it n e e a e enns 1277
18.7 Instruction Set . ... ... . i e 1318
High End Timer Transfer Unit (HTU) Module . .......... ... .. ittt inaeennnnennn 1389
B TR T 0 1YY 1390
19.2 Module Operation. . ... ... . ittt ittt tae ettt e anae e rannnnnnanens 1391
19.3 USE CaSeS ... ittt iiiii ittt it eaaa et e aaanae e sanaanaea e 1404
19.4 Control Registers . . ... ... ..ttt ettt et et e e et aa e aaaaanenannennn 1407
19.5 Double Control Packet Configuration Memory . ........... ... . ittt 1453
19.6 EXampPles. . ... ...t i i i i e i e e e a e e e et e e 1464

iv February 2012



13 TEXAS

INSTRUMENTS
www.ti.com
Direct Memory Access Controller (DMA) Module . ........... ... it iiiiiinarannennnn 1467
20,1 OVeIVIEW . . ..ottt ittt e et et e e 1468
20.2 Block Diagram . ... ..ottt e 1469
20.3 Module Operation. . .........ii ittt ittt i isae ettt aaaanae e saaaaneeaeerannnnn 1470
20.4 Control Registers and Control Packets . . .......... ... . ittt aaennnns 1488
Real-Time Interrupt (RTI) Module . ...ttt ittt tane e nannaneeenenn 1587
g T T Y=Y T 1588
21.2 Module Operation. . ........ii ittt ittt s ettt a e aaa e, 1589
21.3 Control Registers . . ...ttt i i i ettt et isaa et et 1597
Cyclic Redundancy Check Controller (CRC)Module ........... ...t iiia s 1635
7200 B 1= T 1636
22,2 Features .. ... ..ttt e it i e e 1637
22.3 Module Operation. . ... ...t ettt e m e 1639
22,4 Example . .. ... e 1660
22,5 CRCControl Registers. .. .......c.iitiiiit it iia et e e aa s annsss 1665
CPU Compare Module for CortexTM-R4F (CCM-R4F) . ......... ... it i eaaeenns 1751
231 Main Features . .. ... o i i i e e ittt e e 1752
23.2 Blockdiagram. . . ... ...t i e 1752
23.3 Module Operation. . .........i ittt it i itat ettt aeaanae e snananeeaeerannnns 1753
23.4 Control Registers . . . ... ..o et et ettt et et e 1756
Vectored Interrupt Manager (VIM) Module . .......... ... ittt nnnnnaneeennn 1761
2 0 Y=Y = 1762
24.2 Device Level Interrupt Management. . ... ... ... .. ittt 1763
24.3 Interrupt Handling Inside VIM . . ... . ... i it ittt nannnns 1765
24.4 Interrupt Vector Table (VIM RAM). . . ... . i it i i ettt e st aaanaeenennnnnns 1770
245 VIMWakeup Interrupt ... ... ... i i ittt sttt e e aaasaanas s aannnns 1773
24.6 Capture EVent SOUICeS .. ... .. ittt i ettt et s aaaan e nnnanasaeesnnnnns 1774
S = 11 ] o1 (== 1775
R T & =T o 53 =] 1777
Error Signaling Module (ESM) ......... ot i ittt st a st enns 1801
L T B 1= T 1802
25.2 Block Diagram . ... ...ttt e e e 1803
25.3 Module Operation. . . ........i ittt a ettt m e e 1804
25.4 Recommended Programming Procedure ........... ...t iiia e 1806
25.5 Control Registers . . ... ..ot i i ittt e e e e 1807
Data Modification Module (DMM) . . . ... ... it it a e e ae e aanenaaeenannennn 1825
0 T O Y=Y = 1826
26.2 Block Diagram . ............. .ttt i et at et m e 1827
26.3 Module Operation. . ..........i ittt iiiat ettt aananaeeeessnaannaeeeesnnnnns 1828
26.4 Control Registers SUMMaAry . ...... ... ittt ittt it ean et sannanneeesnnnnns 1834
RAM Trace Port (RTP)Module . . ........ it it e et e et i enae e aaaanenenennn 1895
7 O =Y 1= 1896
27.2 BloCcK Diagrams .. .........iiiii it e ea ettt m e 1897
27.3 Module Operation. . .........i ittt ittt s ettt aaanaae e aaaaana e aannns 1898
27.4 GIO FUNCHION. . ... it ettt et e e et e e 1904
27.5 Control Registers . . ... ...ttt i i i ettt ettt aan e et e s 1905
Revision History .. ... ... i i it ittt s a s annenns 1943

February 2012 v



{f

TexAs
INSTRUMENTS

www.ti.com

Vi

February 2012



Q” TEXAS Chapter 1
INSTRUMENTS SPNU489C-February 2012

TMS570LS20x/10x Safety MCUs Architecture Overview

This TMS570LS20x/10x Safety MCUs are based on the TMS570 platform architecture. This chapter provides
an overview of the TMS570 platform architecture and also describes the CPU memory map.
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Functional Block Diagram

1.1 Functional Block Diagram
Figure 1-1 shows the functional block diagram of the TMS570LS20216 microcontroller.
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Functional Block Diagram

Figure 1-1. Functional Block Diagram
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1.2 Overview

The TMS570LS20x/10x Safety MCUs are based on the TMS570 platform architecture, which defines the
interface between the CPUs and the modules. The platform is independent of a CPU and can be used with
any ARM CPU. The system bus protocol used for the CPU interconnect varies per CPU as needed to
maximize performance and minimize silicon area.

This TMS570LS20x/10x Safety MCUs use the ARM Cortex-R4F CPU, which connects to a Switch Central
Resource (SCR) using the AMBA Advanced eXtensible Interface (AXI). More information about the ARM
Cortex-R4F CPU and the ETM (Embedded Trace Macrocell) can be obtained from Advanced RISC Machines
Limited (ARM).

The SCR (Primary SCR) is responsible for managing the arbitration priority between accesses from multiple
masters to each of the slaves. The arbitration priority can be programmed to be either round-robin or fixed
priority.

The bus masters on this TMS570LS20x/10x Safety MCUs are — Cortex-R4F CPU, Direct Memory Access
(DMA) Controller, High-End Timer Transfer Unit (HET TU), FlexRay Transfer Unit (FTU), Data Modification
Module (DMM), and the Debug Access Port (DAP).

The slave modules on this TMS570LS20x/10x Safety MCUs are — Cyclic Redundancy Checker module
(CRC), CPU Program memory (flash) and data memory (RAM), the peripheral bridge, the Peripheral Central
Resource (PCR) controller, and External Memory Interface module (EMIF).

The PCR manages the accesses to the peripheral registers and peripheral memories. It provides a global
reset for all the peripherals. It also supports the capability to selectively enable or disable the clock for each
peripheral individually. The PCR also manages the accesses to the system module registers required to
configure the device’s clocks, interrupts, etc. The system module registers also include status flags for
indicating exception conditions — resets, aborts, errors, interrupts.

The Error Signalling Module (ESM) handles all the error signals generated by the various modules. It provides
the ability to either generate a non-maskable interrupt to the CPU, or an abort based on the severity of the
error. The ESM module also has the ability to indicate an error condition on a dedicated device pin.

Interrupt requests generated by different sources are handled by the Vectored Interrupt Manager (VIM)
module. The vectored interrupt capability decreases the interrupt latency by providing to the CPU the address
of the service routine for the pending interrupt with the highest priority.

The Real-Time Interrupt (RTI) module is specifically designed to support time-triggered operating systems
and real-time operating systems.

The Cyclic Redundancy Checker module (CRC) provides two channels to perform background signature
verification on any memory sub-system. It also supports maximum-length Parallel Signature Analysis (PSA)
based on a 64-bit primitive polynomial.

The non-volatile CPU program memory (flash) is connected to the ATCM interface of the CPU. The CPU data
memory (RAM) is connected in an interleaved fashion to the BO and B1 TCM interfaces of the CPU. The
Cortex-R4F provides a slave L2 interface so that the CPU program and data memories can be accessed by
the other masters such as the DMA and the Transfer Units.

The device supports external memory. The external memory is driven by the External Memory Interface
module (EMIF) allowing different memory configuration and speed.

The main peripherals of the device include several communication modules: Controller Area Network
(DCAN) modules, Multibuffer Serial Peripheral Interface (MibSPI), Local Interconnect Network (LIN), and TI
FlexRay module (FIexRAY) and the associated Transfer Unit, FlexRay Transfer Unit module (FlexRay TU).
Other key modules as shown in the block diagram are the Enhanced High End Timer module (NHET), the
HET Transfer Unit (HET TU), Multibuffer Analog to Digital converter (MibADC), General Purpose Input/
Output module (GPIO). Refer to the corresponding chapters for information on these modules.
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Note:

Exact hardware configuration features and memory maps can be found in the device
datasheet.
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Memory Map

1.3 Memory Map
The TMS570LS20216 default memory map is shown in Figure 1-2.

Figure 1-2. Default Memory Map

OXFFFFFFFF
OxFFF80000 SYSTEM Modules
OxFFF7FFFF _
0xFF000000 Peripherals
OxFEFFFFFF
0xFE000000 CRC
RESERVED
0x6FFFFFFF|_Cs3
CS2
—==——  EMIF (256MB)
CS1
R POM (4ME)| oX60000000
RESERVED
0x204FFFFF -
0x20400000 Flash - ECC (Mirrored Image)
RESERVED
0x201FFFFF
Flash (2MB) (Mirrored Image)
0x20000000
RESERVED
0x08427FFF
0x08400000 RAM - ECC
RESERVED
0x08027FFF
0x08000000 RAM (160kB)
RESERVED
0x004FFFFF
0x00400000 Flash - ECC
RESERVED
0x001FFFFF
Flash (2MB)
0x00000000

Table 1-1 shows the flash memory configuration in more detail. The 2MB of program memory is comprised
of 4 physical flash banks, each bank being 512KB. The flash wrapper module provides a pipelined interface
to the flash banks and is capable of providing four 32-bit words to the CPU when the pipelined mode is
enabled. The flash wrapper module provides a pipelined interface to the flash banks and is capable of
providing four 32-bit words to the CPU when the pipelined mode is enabled. The flash in pipeline mode is
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capable of accessing 128 bits at a time and provides two 64-bit pipelined words to the CPU. The minimum
size for an erase operation is one sector. A single program operation can program either one 32-bit word or
one 16-bit half word at a time.)

The flash banks support non-pipelined mode accesses at CPU clock frequencies up to 36 MHz, and pipelined

mode accesses at CPU clock frequencies up to 160 MHz.

Table 1-1. Flash Memory Banks and Sectors

SECTOR
NO. SEGMENT LOW ADDRESS HIGH ADDRESS ME(“é':;R; AANF:(RS?YS
Bank 0: 512K Bytes
0 32K Bytes 0x0000_0000 0x0000_7FFF
1 32K Bytes 0x0000_8000 0x0000_FFFF
2 32K Bytes 0x0001_0000 0x0001_7FFF
3 8K Bytes 0x0001_8000 0x0001_9FFF
4 8K Bytes 0x0001_A000 0x0001_BFFF BANKO
5 16K Bytes 0x0001_C000 0x0001_FFFF (512k Bytes)
6 64K Bytes 0x0002_0000 0x0002_FFFF
7 64K Bytes 0x0003_0000 0x0003_FFFF
8 128K Bytes 0x0004_0000 0x0005_FFFF
9 128K Bytes 0x0006_0000 0x0007_FFFF
Bank 1: 512K Bytes
0 128K Bytes 0x0008_0000 0x0009_FFFF
1 128K Bytes 0x000A_0000 0x000B_FFFF BANK1
2 128K Bytes 0x000C_0000 0x000D_FFFF (512k Bytes)
3 128K Bytes 0x000E_0000 0x000F_FFFF

Bank 2: 512K Bytes

0 128K Bytes 0x0010_0000 0x0011_FFFF
1 128K Bytes 0x0012_0000 0x0013_FFFF
2 128K Bytes 0x0014_0000 0x0015_FFFF
3 128K Bytes 0x0016_0000 0x0017_FFFF

BANK2
(512k Bytes)

Bank 3: 512K Bytes

0 128K Bytes 0x0018_0000 0x0019_FFFF
1 128K Bytes 0x001A_0000 0x001B_FFFF
2 128K Bytes 0x001C_0000 0x001D_FFFF
3 128K Bytes 0x001E_0000 0x001F_FFFF

BANK3
(512k Bytes)

February 2012

TMS570LS20x/10x Safety MCUs Architecture Overview




Memory Map

{? TEXAS
INSTRUMENTS

www.ti.com

Table 1-2 shows the memory map for the Cyclic Redundancy Check module (CRC), the Cortex-R4F, CoreSight

debug modules and the System modules.

Table 1-2. System Modules Memory Map

FRAME NAME

ADDRESS RANGE

FRAME START ADDRESS

FRAME ENDING ADDRESS

CRC

0xFE00_0000

OXFEFF_FFFF

CoreSight Debug ROM Register

0xFFA0_0000

OxFFAO_OFFF

Cortex-R4F Debug Register

0xFFAO0_1000

OxFFAO_1FFF

ETM-R4 Register

0xFFA0_2000

OxFFAO_2FFF

CoreSight TPIU Register

0xFFAO_3000

OxFFAO_3FFF

POM Register

O0xFFAO_4000

OxFFAO_4FFF

DMA RAM 0xFFF8_0000 OxFFF8_OFFF
VIM RAM OxFFF8_2000 OxFFF8_2FFF
RTP RAM OxFFF8_3000 OxFFF8_3FFF

Flash Wrapper Register

OxFFF8_7000

OxFFF8_7FFF

PCR Register

OxFFFF_E000

OxFFFF_EOFF

Secondary System Registers
FlexRay PLL/STC CLK Register

OxFFFF_E100

OXFFFF_E1FF

PBIST Register

OxFFFF_E400

OXFFFF_ESFF

STC Register

OxFFFF_E600

OxFFFF_E6FF

EMIF Register

OxFFFF_EB800

OxFFFF_E8FF

DMA Register

OxFFFF_F000

OxFFFF_F3FF

ESM Register

OxFFFF_F500

OXFFFF_F5FF

CCMR4 Register

OxFFFF_F600

OXFFFF_F6FF

DMM Register

OxFFFF_F700

OXFFFF_F7FF

RAM ECC even Register

OxFFFF_F800

OxFFFF_F8FF

RAM ECC odd Register

OxFFFF_F900

OxFFFF_FOFF

RTP Register

OxFFFF_FAO00

OXFFFF_FAFF

RTI Register OxFFFF_FCO00 OXFFFF_FCFF
VIM Parity Register OxFFFF_FDOO OxFFFF_FDFF
VIM Register O0xFFFF_FEO0 OxFFFF_FEFF

Primary System Register

OxFFFF_FFO0

OxFFFF_FFFF

The peripheral frame contains the memory map for the peripheral registers as well as the peripheral
memories. The architecture supports up to 32 peripheral registers’ frames of 1KB each, and up to 64
peripheral memories’ frame of up to 128KB each Table 1-3 shows the memory map for the peripheral
memories while Table 1-4 shows the memory map for the peripheral module registers.

Table 1-3. Peripheral Memories Map

ADDRESS RANGE
PERIPHERAL MODULE MEMORY PERIPHERAL SELECTS
BASE ADDRESS ENDING ADDRESS
MIBSPIP5 RAM 0xFFOA_0000 OxFFOB_FFFF PCSI[5]
MIBSPI3 RAM 0xFFOC_0000 OxFFOD_FFFF PCSI6]
MIBSPI1 RAM OxFFOE_0000 OxFFOF_FFFF PCS[7]
DCAN3 RAM O0xFF1A_0000 OxFF1B_FFFF PCS[13]

8

TMS570LS20x/10x Safety MCUs Architecture Overview

February 2012



{f’ TEXAS

INSTRUMENTS
www.ti.com Memory Map

DCAN2 RAM 0xFF1C_0000 OxFF1D_FFFF PCS[14]

DCAN1 RAM OxFF1E_0000 OxFF1F_FFFF PCS[15]

MIBADC2 RAM 0xFF3A_0000 OxFF3B_FFFF PCS[29]

MIBADC1 RAM OxFF3E_0000 OxFF3F_FFFF PCS[31]

NHET RAM OxFF46_0000 OxFF47_FFFF PCS[35]

HET TU RAM OxFF4E_0000 OxFF4F_FFFF PCS[39]

FlexRay TU RAM O0xFF50_0000 OxFF51_FFFF PCS[40]

Table 1-4. Peripheral Registers Memory Map

PERIPHERAL MODULE

ADDRESS RANGE

PERIPHERAL SELECTS

BASE ADDRESS ENDING ADDRESS

MIBSPIP5 OXFFF7_FCO00 OXFFF7_FDFF PS[0]
MIBSPI3 OXFFF7_F800 OXFFF7_F9FF PS[1]
MIBSPI1 OXFFF7_F400 OXFFF7_F5FF PS[2]

LIN2 OXFFF7_E500 OXFFF7_E5FF
LIN1 OXFFF7_E400 OXFFF7_EAFF PSlel
DCAN3 OXFFF7_E000 OXFFF7_E1FF PS[7]

DCAN2 OxFFF7_DEOO OXFFF7_DFFF
DCAN1 OxFFF7_DCO0 OxFFF7_DDFF PSIel

FlexRay OXFFF7_C800 OXFFF7_CFFF PS[12]+PS[13]

MIBADC2 OxFFF7_C200 OXFFF7_C3FF
MIBADCH1 OxFFF7_C000 OXFFF7_C1FF PS[13l
GIO OxFFF7_BC00 OXFFF7_BCFF PS[16]
NHET OxFFF7_B800 OXFFF7_B8FF PS[17]
HET TU OXFFF7_A400 OXFFF7_A4FF PS[22]
FlexRay TU OxFFF7_A000 OXFFF7_A1FF PS[23]

The FlexRay transfer unit peripheral select 23 must be enabled before accessing a FlexRay register within the peripheral selects 12

or 13.

February 2012
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1.3.1 Boot Memory Selection

At boot up, the CPU starts fetching instructions starting at address 0x0000 0000. By default, this memory
location is mapped to the internal flash program memory as shown in the default memory map in Figure 1-2.
The device offers the capability to swap the internal flash and internal CPU data RAM memory maps. This is
especially useful for debugging portions of the application code that can fit into the available CPU data RAM.

Table 1-5. Memory Map Swap Control Registers

0xC4 Reserved
BMMCR1
Page 128 Reserved MSI\E,CA
0xCC Reserved
MMUGCR
Page 131 Reserved REZET
10 TMS570LS20x/10x Safety MCUs Architecture Overview February 2012
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The Flash and RAM are swapped by first programming the MEM SW field of BMMCR1 register to 0x5 and then
resetting the Cortex-R4F CPU by changing the setting of the CPU RESET bit in the MMUGCR register. A CPU reset
is triggered when either the CPU RESET bit is changed from a 0 to a 1 or from a 1 to a 0. Figures 1 and 2 show the
default (no swapping) and swapped memory mappings, respectively.

Figure 1. Memory Map before swapping RAM and Flash

0xFFFFFFFF
OxFFF80000 SYSTEM Modules
0xFFF7FFFF _
0xFF000000 Peripherals
0xFEFFFFFF
0xFE000000 CRC
RESERVED
0x6FFFFFFF|___Cs3
CS2
—===— EMIF (256MB)
CS1
o000 | o) ST
RESERVED
0x204FFFFF :
0x20400000 Flash - ECC (Mirrored Image)
RESERVED
0x201FFFFF
Flash (2MB) (Mirrored Image)
0x20000000
RESERVED
0x08427FFF
0x08400000 RAM - ECC
RESERVED
0x08027FFF
0x08000000 RAM (160kB)
RESERVED
0x004FFFFF
0x00400000 Flash - ECC
RESERVED
0x001FFFFF
Flash (2MB)
0x00000000
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Figure 2. Memory Map after swapping RAM and Flash
OxFFFFFFFF
OxFFF80000 SYSTEM Modules
OxFFF7FFFF ]
0xFF000000 Peripherals
OxFEFFFFFF
0xFE000000 CRC
RESERVED
0x6FFFFFFF|{___CS3
CS2
EMIF (256MB)
CS1
0x60000000 T50 POM (4MB) g’;ﬁgﬁg(ﬂ:
RESERVED
0x204FFFFF .
0x20400000 Flash - ECC (Mirrored Image)
RESERVED
0x201FFFFF
Flash (2MB) (Mirrored Image)
0x20000000
RESERVED
0x084FFFFF
0x08400000 FLASH - ECC
RESERVED
0x081FFFFF
0x08000000 FLASH (2MB)
RESERVED
0x00427FFF
0x00400000 RAM - ECC
RESERVED
0x00027FFF
RAM (160kB)
0x00000000
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Endianness

1.4 Endianness

The TMS570LS20x/10x Safety MCUs use a word invariant big endian (BE-32) programmer’s model. Table

1-6 shows which byte(s) of data are selected with varying offset address and transfer size.

Table 1-6. Active Byte Lanes for a 32-Bit Data Bus

Transfer Offset DATA DATA DATA DATA
size Address 31:24 23:16 15:8 7:0
Word 0 v v v v
Half-Word 0 4 v

Half-Word 2 v v
byte 0 v

byte 1 v

byte 2 v

byte 3 v

February 2012

TMS570LS20x/10x Safety MCUs Architecture Overview 13



{? TEXAS
INSTRUMENTS

e g , www.ti.com
Memory Module Hardware Initialization

1.5 Memory Module Hardware Initialization

The TMS570LS20x/10x Safety MCUs system provide the capability to perform a hardware initialization on
most memories on the system bus and on the peripheral bus. The memory used for the FlexRay message
objects is not directly CPU addressable, hence there is no memory auto-initialization support for this memory.

The intent of having the hardware initialization is to program the memory arrays with error detection capability
to a known state based on their error detection scheme — odd/even parity or ECC. For example, the contents
of the CPU data RAM after power-on reset is unknown. A hardware auto-initialization can be started to that
there is no ECC error.

Note:
The ECC or parity should be enabled on the RAMs before hardware auto-initialization
starts if parity or ECC is being used.

1.5.1 Memory Module Hardware Initialization Features
* Can run all the memory modules’ initialization in parallel or individually.
» Captures memory module initialization completion results in status registers.

Figure 1-3. Hardware Memory Initialization Protocol

e MU Uy U
™

Write to enable
MINTIGENA key

Write to enable N
MSIENAN / \
(where n =31:0)

Poll MIDONEn field of X!“ﬁ;rsxs*ﬁeﬁ’n‘ﬁ%ﬁﬁam?n",Li'ﬁe‘”m"'ef/
(where n = 31:0) corresponding MIIDONE bit is set.
After all enabled modules’ hardware initialization
Poll MINIDONE bit completes, the MINIDONE bit is set, indicating
MSTCGSTAT[si all hardware memory initialization is done. ™

— Black indicates System register activity.

The hardware memory initialization protocol is as follows:

1. Enable the global hardware memory initialization key by programming a value of Oxa into MINITGCR[3:0],
the Memory Initialization Key field (MINITGENA) of the Memory Hardware Initialization Global Control
Register (MINITGCR) register.

2. Select the module on which the memory hardware initialization has to be performed by programming the
appropriate value into the MSIENA(31-0) bits in the MSIENA register.

3. If the global hardware is enabled, on detecting a write of a value 1 to the MSIENAnN bit of the MSIENA
register, a pulse of 1 VCLK is generated on the corresponding MMISTART (31-0) signal, which triggers a

14 TMS570LS20x/10x Safety MCUs Architecture Overview February 2012
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hardware initialization on the corresponding module. The mapping of the MSIENA bit to corresponding
module is device specific and can be found in the device data sheet.

4. On detection of a pulse of 1 VCLK on its MMISTART (memory module initialization) input signal, the
corresponding module will initialize its memories based on its memory error checking scheme (even parity
or odd parity or ECC).

5. When the memory initialization is complete, the module will generate a pulse of 1 VCLK on its MMIDONE
(memory module initialization done) output signal, which sets the corresponding bit in the system module
MIDONE field of the MINISTAT register to indicate the completion of its memory initialization.

6. When the memory hardware initialization completes for all modules, (indicated by each module’s MIDONE
bit being set), the memory hardware initialization done bit (MINIDONE) is set in the MSTCGSTAT register.

February 2012 TMS570LS20x/10x Safety MCUs Architecture Overview 15
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Clocks on TMS570LS20x/10x Safety MCUs

2.1 Clocks on TMS570LS20x/10x Safety MCUs

Figure 2-1 shows a block diagram of the clocks on the TMS570LS20x/10x Safety MCUs. As shown in the
diagram, there are five clock sources and seven clock domains. The Global Clock control Module (GCM)
manages these clock sources and clock domains.

18 Clocks on TMS570LS20x/10x Safety MCUs February 2012
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Figure 2-1. TMS570LS20x/10x Safety MCUs Device Clocks
r—- - — — — — — — — l
| GCM |
OSCIN * 0
F———FMZPQ———‘|| |
mmW&mMnan&#T——L | GCLK (o CPU)
= = = — = - HCLK (to SYSTEM)
LFLPO (CLK80K) | 4 — | (to SYS, DMA, Flash, etc.)
Low Power | 7] |
Oscillator HFLPO (CLK10M) 5 /1..16 VCLK (VBUS CLK to Peripherals)
| I— | (i.e. VCLK_Sys, VCLK_Periph)
e _FlexRay PLL  __ - /1..16 VCLK2 (to NHET)
——ﬁmzHMJanﬁ! | 6 L
=== = d | 0 |
* The frequency at this node, | |
must not exceed the maximum HCLK 0—
frequency. | |
1 —|
Note: | | VCLKA1 (to DCANX)
The OSCIN frequency is limited to | 4 — |
10MHz, 16MHz or 20MHz — VCLKAZ2 (to FlexRay)
to reach the 80MHz required by | |
the FlexRay sample clock. 5—
The crystal must be selected | |
accordingly. 6 —
| |
I 0—] VCLK— |
| 1 |
| |
[ — |
/1,2,4,0r8
I 5| |
| —Ii RTHMCLK (to Real Time Interrupt)
6 JE—
| |
| VCLK |
Lo _

VCLKA1 VCLK VCLK2
L V0 kv e Vs 0 VA i 0 VA R Vo A LA VAR ‘Il—\/—T— aryT | T
| I I I || I I I |l |

24 HRP
| 1,2,..1024 | [| 711,24 I || 11,2,..256 || || /23.2 H 1,2.32 || |1/1,2..65536 || |: .64 :
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2.2 Clock Sources

Table 2-1 describes the clock sources. Refer to the device data sheet for electrical specifications and AC
characteristics of these clock sources.

Table 2-1. TMS570LS20x/10x Safety MCUs Clock Sources Description

Clock Source # Clock Source Name Description

Main oscillator. This is the primary clock for the microcontroller and is the

0 OSCIN only clock that is input to the phase-locked loops. The oscillator frequency
must be between 5 and 20 MHz.
This is the output of the main PLL. The PLL is capable of modulating its

1 FMzPLL . ) o
output frequency in a controlled manner to reduce the radiated emissions.

Not implemented. No clock source is available
Not implemented. No clock source is available
This is the low-frequency output of the internal reference oscillator. This is
LFLPO : - L S
4 typically an 80 KHz signal which is used by the real-time interrupt module for
(Low Frequency LPO) ) Lo
generating periodic interrupts to wake up from low power mode.
This is the high-frequency output of the internal reference oscillator. This is
HFLPO ) . L .
5 . typically a 10 MHz signal which is used by the clock monitor module as a
(High Frequency LPO) . . .

reference clock to monitor the main oscillator frequency.
This is the output of the PLL dedicated to generate a clock source for
FlexRay. The generated clock source is non-modulated because the

6 FPLL FlexRay protocol places severe jitter constraints on the clock used for
generating the baud rate. A separate non-modulating PLL allows the
generation of an asynchronous clock source that is independent of the CPU
clock frequency.

7 Not implemented. No clock source is available

Note: Unimplemented clock sources 2, 3, and 7 should not be enabled or used.

20 Clocks on TMS570LS20x/10x Safety MCUs
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Clock Domains

2.3 Clock Domains

Table 2-2 describes the various clock domains. Refer to the device data sheet for the maximum frequency

constraints on each of these clock domains.
Table 2-2. TMS570LS20x/10x Safety MCUs Clock Domains Description

— The device enters stand-by mode
— The PLL is shut down

Domain Clocked By Generated By Comments
Any clock source. By
CPU Clock default, GCLK is clocked GCLK controls all the CPU subsystems, including the Memory Protection
- GCLK . : ;
Domain by main oscillator, Unit (MPU).
OSCIN.
Always the same clock
System bus source as GCLK, The ratio between GCLK and HCLK is always 1, i.e.. GCLK and HCLK
clock domain HCLK although HCLK could be frequencies are the same
active while GCLK is held 9 :
static.
VCLK_sys is the primary clock for the VBUS clock domain. It is used for
all the bus transactions as well as the system peripherals (system
module, VIM, etc.), with the exception of the real-time interrupt (RTI)
module.
System The ratio between HCLK and VCLK_sys is programmable from 1 to 16
Peripheral VCLK_sys Derived from HCLK via CLKCNTL[19:16], the VBUS Clock Ratio field (VCLKR) of the Clock
Clock Domain Control register (CLKCNTL).
The default HCLK:VCLK_sys ratio is 1:2, i.e.. the VCLK_sys frequency is
HCLK divided by 2.
HCLK and VCLK_sys share the same enable and disable control bits.
VCLK_periph is the primary clock for the peripherals. VCLK_periph is
synchronous with VCLK_sys (ratio 1:1), but it can be shut down
separately.
VCLK2 is a second VBUS clock domain that is used by the NHET and
HET TU peripherals to allow it to run faster than VCLK_periph.
The ratio between HCLK and VCLK?2 is programmable from 1 to 16 via
CLKCNTL[27:24], the VBUS clock2 ratio field (VCLKR2) of the Clock
Peripheral VCLK_periph ) Control register (CLKCNTL).
Clock Domains ~ |and VCLK2 Derived from HCLK
The default HCLK:VCLK?2 ratio is 1:2, i.e.. the VCLK2 frequency is HCLK
divided by 2.
The frequency relationship between VCLK2, HCLK, and VCLK_sys is as
follows:
HCLK = VCLK2 2 VCLK_sys
The GCM only supports integer ratios between VCLK_sys, VCLK2, and
HCLK.
Primary and The asynchronous clock domains are used specifically for
Secondary VCLKA1 and g . . .
Any clock source communication modules with strict tolerance constraints that do not allow
Asynchronous VCLKA2
. the use of frequency-modulated clocks, for example, DCAN and FlexRay.
Clock Domains
By default, RTI1CLK uses the same ratio as VCLK_sys, that is
VCLK_sys frequency is HCLK divided by 2.
Real-Time OSCIN or VCLK. Other
Interrupt Clock RTIMCLK low jitter sources could be | The RTI1CLK switches to OSCIN under the following conditions:
Domains used. — The RTI timebase is set to OSCIN by the software

February 2012
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24

Mapping Clock Sources and Clock Domains

Table 2-3 summarizes the control registers that allow mapping of the clock domains to one of the available
clock sources.

Table 2-3. Clock Source Selection for Clock Domains

0x48 Reserved GHVWAKE(3-0) Reserved HVLPM(3-0)

GHVSRC
Page 95

Reserved GHVSRC(3-0)

0x4C Reserved

VCLKASRC
Page 97

Reserved VCLKA2SRC(3-0) Reserved VCLKA1SRC(3-0)

0x50 Reserved

RCLKSRC
Page 99

Reserved RTIMDIV(1-0) Reserved RTIMSRC(3-0)

2.4.1

2.4.2

24.3

Mapping GCLK, HCLK and VCLK

The GCLK, HCLK and VCLK_sys / VCLK_periph / VCLK2 domains use the same clock source, as described
in Table 2-2. This clock source is selected via the GHVSRC field of the GCLK/HCLK/VCLK Source
(GHVSRC) register. The default clock source for these clock domains is the main oscillator, OSCIN. The
GCM module also allows the option to select an alternate clock source under two conditions:

* When just the CPU clock is disabled via the Clock Domain Disable (CDDIS) register, the HCLK and the
VCLK clock domains use the clock source selected via the HVLPM field of the GHVSRC register. By
default, the main oscillator is also selected as the HVLPM source.

* When the device enters a low power mode in which the GCLK, HCLK and VCLK clock domains are
disabled, the clock source for these domains upon wake up is selected via the GHVWAKE field of the
GHVSRC register. By default, the main oscillator is also selected as the clock source for the GCLK, HCLK
and VCLK domains after wake up.

Mapping VCLKA1 and VCLKA2

On the TMS570LS20x/10x Safety MCUs the VCLKA1 domain is used as the clock for generating the DCAN
bit timings, while the VCLKA2 domain is used as the clock for generating the FlexRay timings. The DCAN
and FlexRay protocols have very strict requirements in terms of the permissible jitter on the clock used for
the timing generation.

The VCLKA1 and VCLKAZ2 domains are allowed to be mapped to any available clock source independent of
the clock source used for the GCLK, HCLK and VCLK domains. The clock source for the VCLKA1 domain is
selected via the VCLKA1SRC field of the VCLKASRC register, and the clock source for the VCLKA2 domain
is selected via the VCLKA2SRC field of the VCLKASRC register.

By default, the VCLKA1 and VCLKAZ2 are mapped to VCLK as the source.

Mapping RTI1CLK

The RTI1CLK domain is used to generate the time base for the real-time interrupt (RTI) module. The source
for the RTI1CLK can be selected via the RTI1SRC field of the RCLKSRC register. By default, the RTI1CLK
domain is mapped to VCLK as the source.
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Note: Changing the mapping of RTI1CLK

When the RTI1CLK domain is mapped to a clock source other than VCLK, the
frequency of the clock input to the RTI module must be at least 3 times slower than
the VCLK frequency. This can be managed by configuring the RTI1DIV field of the
RCLKSRC register. The RTI1CLK divider only applies when the RTI1CLK is mapped
to a clock source other than VCLK.
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2.5 Enabling and Disabling Clock Sources and Clock Domains

Table 2-4 summarizes the control registers that allow each clock source and clock domain to be disabled and/
or enabled as required by the application.

Table 2-4. Registers for Enabling / Disabling Clock Sources and Clock Domains

0x30 Reserved
PCSDI26 Clk | ck | cLk CLK | cLK
age Reserved SR6 SR5 SR4 Reserved SR1 | SRO
OFF | OFF | OFF OFF | OFF
0x34 Reserved
CSDISSET CLK | CLK | CLK CLK | CLK
Page 87 SR6 | SR5 | SR4 SR1 | SRO
REsEEE OFF | OFF | OFF ResEEE OFF | OFF
SET | SET | SET SET | SET
0x38 Reserved
CSDISCLR CLK | CLK | CLK CLK | cLK
Page 88 SR6 | SR5 | SR4 SR1 | SRO
Rseied OFF | OFF OFF Resgied OFF | OFF
CLR | CLR | CLR CLR | CLR
0x3C Reserved
cDDIS —
Page 89 Reserved Lk |VCLKA2 | VCLKAT | VCLK2 | VCLKP | HOLK | GCLK
Ser | OFF | OFF | OFF | OFF | OFF | OFF
0x40 Reserved
CF'?D'SS(;? EIE VCLKA2 | VCLKAT | VCLK2 | VCLKP | HCLK | GCLK
age Reserved OFF | OFF | OFF | OFF | OFF | OFF | OFF
or | SET | SET | SET | SET | SET | SET
Oxa4 Reserved
CFE’D'SC'-R E[E VCLKA2 | VCLKA1 | VCLK2 | VCLKP | HCLK | GeLK
age 93 Reserved Ofr | OFF | OFF | OFF | OFF | OFF | ENA
SR | ctR | cR | clR | ClR | CIR | CLR
0x54 Reserved
CSVSTAT
Page 101 CLK | clk | cLK CLK | cLK
RESEIRER SR6V | SR&V | SR4v Reserved | gpiv | srov

Upon reset, the clock sources 0, 4 and 5 are already enabled. These are the main oscillator, OSCIN, and the
two outputs of the internal reference oscillator, LFLPO (CLK80K) and HFLPO (CLK10M) respectively. The
other two available clock sources 1, and 6, the main PLL output and the FlexRay PLL output, are disabled
upon reset. The status of the available clock sources is always reflected in the Clock Source Valid Status

(CSVSTAT) register.
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A clock source can be enabled by clearing the corresponding bit in the Clock Source Disable (CSDIS)
register. Conversely, a clock source can be disabled by setting the corresponding bit. Separate registers with
set and clear functionalities are provided so that the application can enable or disable the desired clock
sources without having to perform a read-modify-write operation.

All the clock domains are enabled upon reset. A clock domain can be disabled by setting the corresponding
bit in the Clock Domain Disable (CDDIS) register. Conversely, a clock domain can be enabled by clearing the
corresponding bit. Separate registers with set and clear functionalities are provided so that the application
can enable or disable the desired clock domains without having to perform a read-modify-write operation.

2.5.1 Clock Source and Domain Disabling Mechanism

The GCM module incorporates a hardware handshake mechanism in order to disable a clock source as well
as a clock domain.

A clock domain disable request is generated when the application sets the corresponding bit in the Clock
Domain Disable (CDDIS) register or the Clock Domain Disable Set (CDDISSET) register. This request to turn
off the clock domain is sent to all targets on that clock domain. The GCM waits for all these targets to approve
the clock domain disable request, and then disables the clock domain output from the GCM.

A clock source disable request is generated when the application sets the corresponding bit in the Clock
Source Disable (CSDIS) register or the Clock Source Disable Set (CSDISSET) register. The GCM only
disables the affected clock source once all clock domains using this clock source are disabled.

2.5.2 Clock Source and Domain Enabling Sequence

All disabled clock sources and clock domains are re-enabled upon a system reset condition. The
TMS570LS20x/10x Safety MCUs also support specific “wake up” signals that can be used to re-enable any
disabled clock sources and clock domains from a device low power mode. The wake up conditions supported
are dependent on the actual low power mode entered, and are described in section 2.6, Low Power Modes
on TMS570LS20x/10x Safety MCUs.

All clock domains are automatically enabled upon detecting a wake up condition. The GCM only enables
clock sources that are chosen as clock source for at least one of the clock domains after wake up.
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2.6 Low Power Modes on TMS570LS20x/10x Safety MCUs
The TMS570LS20x/10x Safety MCUs support the following low power modes:
2.6.1 Doze Mode

Doze mode is defined as follows:

» The primary oscillator is enabled.

» The RTI clock can be either enabled or disabled (depends on user setting).

» The low-frequency output of the internal reference oscillator can be either enabled or disabled by the user.

Since the primary oscillator is still enabled in doze mode, the device can wake up much faster and start

executing instructions in the fewest amount of cycles of any low power mode. Doze mode will also have the

highest current of any of the low power modes.

In order to enter doze mode, the following steps are required by the user software.

1. Software writes to the flash control registers to put all flash pumps to sleep. Flash pumps will not be
disabled until all flash banks have been put to sleep. This is done by programming the fall back modes for
the flash banks and pump.

2. Software writes to the clock source disable register (CSDIS) to disable the clock sources that are
not needed. The main oscillator must still be enabled for the device to be in doze mode.

Note: Timing of actual disabling of clock sources
The selected clock sources will not actually be disabled until the clock domains that
use them are disabled.

3. Software writes to the clock domain disable register (CDDIS) to disable the GCLK (CPU clock),
HCLK (system clock), VCLKP (peripheral VBUS clock), VCLK2 (peripheral VBUS clock2), VCLKA1
(asynchronous peripheral VBUS clock1), and VCLKAZ2 (asynchronous peripheral VBUS clock2). All
these domains must be disabled in order for the device to be in doze mode. A particular domain is not
actually disabled until all modules using that domain assert their clockstop acknowledge signal. The
RTI1CLK domain may or may not be disabled. Doze mode is typically used in conjunction with an RTl in
order to wake up the device periodically from within.

4. Software “idles” the ARM core, then stops the core clock.

Sleep mode supports the following wakeup (return to normal operation) methods:

* Any asynchronous wakeup interrupt
— RTl interrupt
— An external GIO Interrupt
— CAN message
— SCl or LIN message

* Power-on reset or system reset

The clock source for each clock domain upon wake up is user programmable. For wake up from doze mode,

typically the high-frequency oscillator (CLK10M) is used as the clock source after wake up for the GCLK,

HCLK, and VCLK domains to minimize the time to start executing instructions.

If the PLL is used as the clock source for the GCLK, HCLK and VCLK after wake up, a longer delay will occur

since the PLL needs to restart and re-lock. The PLL can be re-locked after waking up from doze mode in

parallel with performing other operations. Once the PLL locks, the software can select the PLL as the source
for the clock domains.
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2.6.2

2.6.3

Snooze Mode
Snooze mode is defined as follows:
* The primary oscillator is disabled.
» The low-frequency output of the internal reference oscillator is enabled.
« The RTI clock can be either enabled or disabled (depending on application use case).

Since the primary oscillator is disabled in snooze mode, the current consumption will be less than in doze
mode. It will, however, take longer to resume normal operation because the high-frequency oscillator must
first be restarted. The device will start much faster by using the high-frequency output of the internal reference
oscillator (HFLPO) as the clock source upon wake up.

The steps to enter snooze mode are the same as those for doze mode, except that in snooze mode the high-
frequency oscillator is also disabled.

Sleep mode supports the following wakeup (return to normal operation) methods:
* Any asynchronous wakeup interrupt

— RTl interrupt

— An external GIO Interrupt

— CAN message

— SCl or LIN message
* Power-on reset or system reset

The clock source for each clock domain upon wake up is user programmable. For wake up from snooze
mode, typically the high-frequency output of the internal reference oscillator is used as the clock source after
wake up for the GCLK, HCLK, and VCLK domains to minimize the time to start executing instructions.

The application can then restart the main oscillator and subsequently the PLL to return to full speed operation.

Sleep Mode
In sleep mode all clock sources are disabled as shown below:
* The PLL is disabled.
» The primary oscillator is disabled.
* The LPO clock is disabled.

All clock domains are disabled, including the RTI1CLK. Since all clocks are disabled in sleep mode the
current consumption of the device is limited to normal leakage currents.

The steps to enter sleep mode are the same as those for snooze mode, except that in sleep mode all clock
sources must be disabled and all clock domains must be disabled. If any clock is still running the device is
not in sleep mode.

Sleep mode supports the following wakeup (return to normal operation) methods:
» The following asynchronous wakeup interrupt

— An external GIO Interrupt

— CAN message

— SCl or LIN message
* Power-on reset or system reset

The clock source to be used upon wake up is user programmable. Typically, the main oscillator or the high-
frequency output of the internal reference oscillator is used as the wake up clock source for the GCLK, HCLK
and VCLK. The selected clock source will start up before the clocks are released internally.

If the PLL is used after returning to normal operation, a longer delay may occur since the PLL needs to re-
lock. The PLL can be re-locked after waking up from sleep mode in parallel with performing other operations.
Once the PLL locks, the software can select the PLL as the source for the clock domains.
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2.6.4 Cortex-R4F Idle Mechanism

The ARM Cortex-R4F has internal power management logic. The R4F has a dedicated instruction which may
be used to enter low power modes: Wait for Interrupt (WFI).

When a WFI instruction is executed, the core flushes its pipeline, flushes all write buffers, cleans and
invalidates all caches, and completes all pending bus transactions on both the L1 and L2 memory interfaces.
At this time the core indicates to the system that it may stop the core clock (CLKIN) and free running core
clock (FREECLKIN). This is signalled via the STANDBYWFI signal. The STANDBYWFI signal is used by the
clock controller module as a clockstop acknowledge for purposes of externally stopping core clock
generation.

Upon receipt of a wakeup request, the GCM will start both FREECLKIN and CLKIN to the R4F core. Code
execution will not restart until receipt of an interrupt. Code execution will restart in the appropriate interrupt
handler.

A Cortex R4F CPU may only be awakened by an interrupt or CPU reset.
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2.7 Clock Monitoring

The TMS570LS20x/10x Safety MCUs incorporate special functions to monitor the main oscillator clock as
well as the primary PLL output clock. These monitoring mechanisms are described in the following sections.

2.7.1 Clock Monitor Block Diagram
Figure 2-2 shows a high-level block diagram for the Low Power Oscillator/Clock monitor module.

Figure 2-2. Low Power Oscillator/Clock monitor module block diagram

BIAS EN LFLPO (CLK80K)
LF EN LPO HFLPOVALID (CLK10MVALID)
HF EN HFLPO (CLK10M)
OSC FAIL
OSCIN CLKDET
nPORRST OSC_CLKOUT (OSCIN or HFLPO)

\‘ PLL_CLKOUT (PLL CLK or OSC_CLKOUT)

PLL CLK

PLL SLIP

The LPO provides two different clock outputs: LFLPO and HFLPO. The typical frequencies of these outputs
are 80KHz and 10MHz, respectively. Please refer to the TMS570LS20x/10x Safety MCUs data sheet for the
minimum and maximum frequencies for these clock sources.

The CLKDET is the actual monitor for the oscillator input clock (OSCIN). It also provides a mechanism to
respond to a PLL slip condition indicated by the FMzPLL module.

2.7.2 Oscillator Fail Detection and Response

The TMS570LS20x/10x Safety MCUs have a clock monitoring macro that uses an internal reference clock
generator (LPO) to check whether the main oscillator frequency is within a certain range.

This oscillator fail detector is a gross failure detection mechanism intended to monitor the oscillator input pin.
It determines whether the external reference input — either the crystal or the oscillator — is stuck low, stuck
high, or running at a frequency too slow or too fast.

2.7.2.1  Oscillator Stuck Low/High Detection

The CLKDET module signals an oscillator fault (OSC FAIL) whenever there is no edge detected on the
OSCIN signal within a fixed number of CLK10M cycles.
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2.7.2.2

2.7.2.3

2.7.3

Note: No oscillator fault detection occurs if the device is powered up with the oscillator
stuck at a high or low state

The main oscillator is used as the default clock source. A 1024 cycle counter is used

to count OSCIN cycles before the CPU is released from reset. This system reset
release is used to enable the CLK10M clock source in the LPO. Therefore, if the

device is powered up with no oscillator input (stuck high or low), then the device will

be in a persistent reset state.

Oscillator Frequency Range Detection

The CLKDET module also signals an oscillator fault (OSC FAIL) when the oscillator frequency fall outside a
fixed range.

Oscillator Fault Response

The oscillator fail condition is flagged in the Oscillator Fail bit (OSC FAIL) in the system module Global Status
register, GLBSTAT[0]. Upon detecting an oscillator fault the CLKDET module switches any clock domain
using the main oscillator as its source to the high-frequency output of the LPO (CLK10M). The microcontroller
is now said to be in “limp” mode. It allows the processor to continue to operate and take the appropriate
actions to ensure system safety.

Note: Availability of main oscillator after OSC FAIL is detected
The main oscillator can be used as a source for any clock domain only after power-
on reset is asserted.

The application can also choose to generate a system reset when an oscillator fault is detected. This is
controlled by the Reset On Oscillator Fail bit (ROF) of the PLL Control 1 Register, PLLCTL1[23].

If ROF is set, a system reset is generated under an oscillator fail condition. This reset condition is flagged as
the Oscillator Reset status bit (OSC RST) in the System Exception Status Register, SYSESR[14].

PLL Slip Detection and Response

The PLL macro includes slip detection logic that indicates whether the PLL has lost lock between the output
frequency and the input reference frequency.

The system module Global Status register (GLBSTAT) contains a status flag that indicates an over cycle slip
(FBSLIP bit) and a separate flag that indicates an under cycle slip (RFSLIP bit). The response to a PLL slip
condition is controlled by configurable system module registers.

+ Ifthe Bypass on PLL Slip bit is not set, then the system only captures the PLL slip condition in the SYSESR
register and does nothing else.

+ If the Bypass on PLL Slip bit is set, and the Reset On PLL Slip (ROS) bit is not set, then the clock monitor
will switch any clock domain using the main PLL’s output as its source to the primary oscillator output from
the CLKDET module as shown in Figure 2-2.

+ If both the Bypass on PLL Slip bit and the Reset On PLL Slip (ROS) bit are set, a system reset is generated
whenever a PLL slip is detected. This reset condition is also flagged using the Oscillator Reset status bit
(OSC RST) in the System Exception Status Register, SYSESR[14]. After the reset, the clock monitor will
force any clock domain selecting the main PLL’s output as its source, to instead use the primary oscillator
output from the CLKDET module.

30

Clocks on TMS570LS20x/10x Safety MCUs February 2012



{9 TeExAs
INSTRUMENTS

www.ti.com

External Clock (ECLK) Pin Functions

2.8

2.8.1

External Clock (ECLK) Pin Functions

The TMS570LS20x/10x Safety MCUs have a dedicated device pin called ECLK, which has several functions
associated with it. It can be used to output a continuous clock signal, to bring out clock sources for test and
debug purposes, or as a general-purpose I/O pin. The following sections describe each of these functions of
the ECLK pin.

ECLK as Output Clock Pin

The system module supports an external clock prescaler (ECP) that can be configured to drive out a
continuous clock signal on the device ECLK pin.

Table 2-5. External Clock (ECLK) Control Registers

Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x00
SYSPC1
Page 77 ECP
Reserved CLK
FUN
0xD4 Reserved EEE 582 Reserved
ECPCNTRL
Page 134 ECPDIV

2.8.1.1

2.8.1.2

2.8.2

The continuous clock output on the ECLK pin is enabled by setting the ECP CLK FUN bit in the System Pin
Control 1 (SYSPCH1) register. This bit is not set by default. The default value for this bit configures ECLK as
a general-purpose I/O pin.

The frequency of the signal output on the ECLK pin is divided down from the main oscillator or the VCLK_sys
frequency by a user-programmable ratio defined by the ECPDIV field in the ECP Control (ECPCNTL) register.
This is a 16-bit field and provides division ratios from 1 up to 65536. The clock source is selected using the
ECP SEL bit. ECP SEL is 0 for VCLK_sys to be the source for the ECLK output, and is 1 for OSCIN to be the
source for ECLK output.

Effect of Debug Mode

When the ECP Continue On Suspend (COS - bit ECPCNTL.23) is set, the ECP continues to output ECLK
even when the CPU execution is halted.

Effect of Power Down

When the device begins powers down, the VCLK_sys clock domain is disabled. Therefore, the ECLK output
is also disabled. After waking up from low-power mode, the ECP returns to its previous state, removing the
need to reconfigure the ECPCNTL register.

ECLK in Clock Test Mode

In Clock Test mode, the device clock sources can be brought out to the ECLK pin. The Clock Test Mode is
only supported for test and debug purposes and must not be used in an application.
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Table 2-6. Clock Test Mode Control Register
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
i [ [P
0x8C Reserved cLock | DET ENA Reserved CLK_TEST_EN(3-0)
ENABLE CTRL SSEL
CLKTEST
Page 117 Reserved SEL_GIO_PIN(3-0) Reserved SEL_ECP_PIN(3-0)

The Clock Test mode is enabled by writing 0x5 to the CLK_TEST_EN field of the CLKTEST register. Writing
any other value to this field disables the clock test mode.

The SEL_ECP_PIN field is used to select the device clock source that is brought out on the ECLK pin. Table
2-7 lists the options available in this mode.

Table 2-7. Clock Test Mode: Sources for the ECLK pin

SEL_ECP_PIN[3:0] CLOCK SOURCE
0 OSCIN
FMzPLL output
Reserved

Reserved
LFLPO
HFLPO

FPLL output

Reserved

GCLK

RTIMCLK

Reserved

VCLKA1
12 VCLKA2

13t0 15 OSCIN

OO N[O|O|BD]|W|N| =

-
o

N
N

2.8.3 ECLK As General-Purpose I/O Pin

As stated before, the ECP CLK FUN bit in the SYSPC1 register is 0 by default. This causes the ECLK pin to
be a general-purpose I/O pin by default. The System module has the following registers to control the
general-purpose /O functionality of the ECLK pin.
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Table 2-8. Control Registers for ECLK 1/0O Functionality
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1 10 8 7 6 5 4 3 2 0
Reserved
0x00
SYSPC1
Page 77 ECP
Reserved CLK
FUN
0x04 Reserved
SYSPC2
Page 78 ECP
Reserved CLK
DIR
0x08 Reserved
SYSPC3
ECP
Page 79 Reserved CLK
DIN
0x0C Reserved
SYSPC4
ECP
Page 80 Reserved CLK
DOUT
0x10 Reserved
SYSPC5 ECP
Page 81 Reserved CLK
SET
0x14 Reserved
SYSPC6
ECP
Page 82 Reserved CLK
CLR
0x18 Reserved
SYSPC7
ECP
Page 83 Reserved CLK
ODE
ox1C Reserved
SYSPC8
ECP
Page 84 Reserved CLK
PDIS
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Table 2-8. Control Registers for ECLK 1/0O Functionality
0x20 Reserved
SYSPC9
ECP
Page 85 Reserved CLK
PSEL

The ECP CLK DIR bit in the SYSPC2 register is used to control the direction of the ECLK pin when used as
a general-purpose I/O pin.

The ECP CLK DIN bit in the SYSPC3 register always reflects the logic state of the ECLK pin.

The ECP CLK DOUT bit in the SYSPC4 register is used to define the logic state output onto the ECLK pin.
This bit is only effective when the ECLK pin is a general-purpose output pin, that is, the ECP CLK FUN bit is
0 and the ECP CLK DIR bit is 1.

The ECP CLK SET bit in the SYSPCS5 register is used to drive a logic High state onto the ECLK pin. This bit
is only effective when the ECLK pin is a general-purpose output pin, that is, the ECP CLK FUN bit is 0 and
the ECP CLK DIR bit is 1.

The ECP CLK CLR bit in the SYSPCG6 register is used to drive a logic Low state onto the ECLK pin. This bit
is only effective when the ECLK pin is a general-purpose output pin, that is, the ECP CLK FUN bit is 0 and
the ECP CLK DIR bit is 1.

The ECP CLK ODE bit in the SYSPCY7 register is used to make the ECLK pin an open-drain output pin. This
function requires the ECLK pin to be configured as a general-purpose output pin, that is, the ECP CLK FUN
bit is 0 and the ECP CLK DIR bit is 1. When the ECP CLK ODE bit is set, then driving a 1 via the ECP CLK
DOUT or ECP CLK SET bits will tristate the ECLK pin. Driving a 0 via the ECP CLK DOUT or ECP CLK CLR
bits will output a logic low on the ECLK pin.

The ECP CLK PDIS bit in the SYSPCS8 register is used to disable the pull on the ECLK pin. When this bit is
set, there is no pull on the ECLK pin. When the bit is cleared, the pull on the ECLK pin is determined by the
value of the ECP CLK PSEL bit in the SYSPC9 register.

When the ECP CLK PSEL bit is set the ECLK pin is pulled up, and when the ECP CLK PSEL bit is cleared
the ECLK pin is pulled down.

The pull on ECLK pin is active only when it is an input pin, that is, ECP CLK FUN bitis 0 and ECP CLK DIR
bit is 0
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TMS570LS20x/10x Safety MCUs Exceptions

This chapter describes the exception conditions on the TMS570LS20x/10x Safety MCUs.
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3.1 Resets

3.1.1 Reset Conditions

The TMS570LS20x/10x Safety MCUs can be reset by any of the conditions listed in Table 3-1. Each reset
condition is flagged in the system exception status register (SYSESR).

Table 3-1. Causes of TMS570LS20x/10x Safety MCUs Resets

Condition

Description

Driving nPORRST pin low exter-
nally

Cold reset, or power-on reset. This reset signal is typically driven by an external voltage
supervisor. This reset is flagged by the PO RST bit in the SYSESR register,
SYSESR[15].

Voltage Monitor reset

The TMS570LS20x/10x Safety MCUs have an embedded voltage monitor that generates
a power-on reset when the core voltage gets out of a valid range, or when the I/O voltage
falls below a threshold. This reset is also flagged by the PO RST bit in the SYSESR reg-
ister, SYSESR[15].

Note: The voltage monitor is not an alternative for an external voltage supervisor.

Driving nRST pin low externally

Warm reset. This reset input is typically used in a system with multiple ICs and which
requires that the TMS570LS20x/10x Safety MCUs also get reset whenever the other IC
detects a fault condition. This reset is flagged by the EXT RST bit in the SYSESR, regis-
ter SYSESR[3].

Oscillator failure

This reset is generated by the system module when the clock monitor detects an oscilla-
tor fail condition. Whether or not a reset is generated is also dictated by a register in the
system module. This reset is flagged by the OSC RST bit in the SYSESR register,
SYSESR[14].

Software reset

This reset is generated by the application software writing a 1 to bit 15 of System Excep-
tion Control Register (SYSECR) or a 0 to bit 14 of SYSECR. It is typically used by a boot-
loader type of code that uses a software reset to allow the code execution to branch to
the application code once it is programmed into the program memory. This reset is
flagged by the SW RST bit of the SYSESR register, SYSESR[4].

CPU reset

This reset is generated by the CPU self-test controller (LBIST) or by changing the mem-
ory protection (MMU/MPU) configuration in the MMUGCR register. This reset is flagged
by the CPU RST bit of the SYSESR register, SYSESR][5].

Debug reset

The ICEPICK logic implemented on the TMS570LS20x/10x Safety MCUs allow a system
reset to be generated via the debug logic. This reset is flagged by the DBG RST bit of the
SYSESR register, SYSESR[13].

The device nRST pin is an indicator for the TMS570LS20x/10x Safety MCUs to be under a reset condition.
This pin will be driven output low whenever the device is under reset. As a result the EXT RST bit in the
SYSESR register, SYSESR[3], gets set for all reset conditions. The device nRST pin is driven output low for
at least 8 VCLK cycles for any reset condition. This time is 1048 cycles of the main oscillator (OSCIN) if the

device power-on reset is asserted ("(PORRST pin driven low).
Table 3-2 shows the system exception control and status registers.

Table 3-2. System Exception Control and Status Registers

Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1" 10 9 8 7 6 5 4 3 2 0
O0xEO Reserved
SYSECR
Page 137 RE“S]ET RE[g]ET Reserved
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OxE4 Reserved
SYSESR
Page 138 PO | OSC | DBG CPU | SW | EXT
g RST | RST | RST Aot RST | RST | RST Rt
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3.2 Aborts

3.2.1 Precise and Imprecise Aborts

Two general types of aborts are possible: precise (or synchronous) and imprecise (or asynchronous) abort.

» A precise abort is defined as an abort in which the initiator of a transaction can determine the exact
transaction which generated the abort. The initiator may then “rewind” the system back to the pre-abort
state. Since the transaction which generated the abort is known, information about this transaction such
as the address, read vs. write, etc. is recorded for later debug. A fault on a CPU instruction fetch is an
example of a precise abort.

* Animprecise abort is defined as an abort in which the initiator of a transaction cannot determine the exact
transaction which has generated the abort. In this case, the initiator cannot restore the state of the system
to that before the abort. A fault on a buffered write transaction is an example of an imprecise abort.

An imprecise abort may be defined as internal or external.

* An internal imprecise abort occurs due to buffering or other imprecision inside a bus master. Such
imprecision is generally comprehended by the bus master.

» An external imprecise abort occurs due to buffering or other imprecision in the data path of a bus master,
but outside the bus master. The bus master cannot directly comprehend such an abort and the system
impact is often fatal.

The TMS570 platform architecture applies techniques at the system level to mitigate the impact of external
imprecise aborts. System level adoption of write status sidebands to the datapath allow bus masters to
comprehend external imprecise aborts, turning them into precise aborts. In cases where this approach is not
feasible, buffering bridges or other sources of imprecision may build a FIFO of current transactions such that
an external imprecise abort may be registered at the point of imprecision for later analysis.

3.2.2 System Abort Conditions
The TMS570 platform architecture defines the following error conditions:
* Access to an illegal address (a non-implemented address)

» Access to a protected address (protection violation)
» Parity / ECC / Timeout Error on a valid access

3.2.2.1 Accesses to lllegal Addresses

The definition of an illegal address is dependent on the target slave memory frame being addressed, as
described in Table 3-3.

Table 3-3. Definition of a Non-Implemented Address

Slave Memory Frame Definition of Non-Implemented Address (lllegal Address)

eSRAMx The eSRAM memory frame is capable of addressing up to 64MB. This TMS570LS20x/10x
Safety MCUs only have 160KB of eSRAM in the eSRAMO frame. Any access beyond 160KB
generates an error response.

Reserved RAM frame This TMS570LS20x/10x Safety MCUs does not have the RAM frames nCSRAM2 and
nCSRAM3 implemented. Any access to these frames generates an error response.

Reserved memory An error response is generated for any access to reserved memory.

CRC slave The CRC module generates an error response for any access to the non-implemented
addresses in the CRC slave frame.
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Table 3-3. Definition of a Non-Implemented Address
Slave Memory Frame Definition of Non-Implemented Address (lllegal Address)
Peripheral memory chip An access to a non-implemented peripheral memory address generates an error response.
select frame
Each peripheral memory select can address up to 128KB. For any peripheral memory smaller
than 128KB, an error response is generated for accesses to addresses starting from the near-
est power of 2, with a minimum resolution of 1KB. For example, the MiBSPI1 supports 128
buffers. Each buffer is 64 bits wide. So the MiBSPI1 RAM only occupies 128 * 8 bytes = 1KB.
Any access over an offset of 1KB to the MiBSPI1 memory frame will generate an error
response.
Peripheral select frame Each peripheral select frame contains 4 quadrants of 256 bytes each. An error response is

generated for any access to the non-implemented peripheral select quadrants.

Error handling for accesses within a frame/quadrant is module specific.

3.2.2.2 Accesses to protected address

Accesses to protected memory are defined as illegal accesses. The different types of illegal accesses are
described below:

* Memory access protection.
Memory access permissions are controlled by the MPU. A memory access violation is logged as a
permission fault in the CPU’s fault status register and the virtual address of the access is logged into the
CPU’s fault address register.

» Peripheral register or Peripheral memory access right violation.
Accesses to the peripherals are protected either by the MPU or by the peripheral frame protection register
in the system module.

Peripheral Register Access Violation:

The PCR module registers PPROTSETx contain one protection bit per peripheral register quadrant.
These protection bits define the access rights to the peripherals on the VBUS. When the CPU attempts
to write to any peripheral register frame for which it does not have the correct permissions, a protection
violation is detected and an error response is generated.

In addition, individual peripherals on the VBUS have certain register bits that are only writable in the
privileged operating modes. If the CPU attempts to write to these peripheral register bits in a non-
privileged operating mode, the write operation is simply ignored and no error response is generated.
Peripheral Memory Access Violation:

The PCR module registers PMPROTSETx have one bit per peripheral memory frame. These protection
bits define the access rights to the peripheral memory frames on the VBUS. When the CPU attempts to
write to any peripheral memory frame for which it does not have the correct permission rights, a
protection right access is detected and an error response is generated.

The peripheral register and peripheral memory protection control registers are shown in Table 3-4. Not all
peripheral memory selects and peripheral register selects are implemented on the TMS570LS20x/10x Safety
MCUs. Refer to Table 1-3 and Table 1-4 for the available peripheral memory selects and peripheral register
selects.

Writing a 1 to each of the applicable PROT SET bits enables the access protection for the corresponding
peripheral memory or register frames. Any protected peripheral register or memory frame can only be written
to in privileged CPU mode. User mode write accesses generate an error response. Reads are still permitted
in both user and privileged modes.
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Table 3-4. Peripheral Register and Memory Protection Control Registers
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
OffsetAddress
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Pcs | pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs
0x00 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
X PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
PMPROTSETO | _SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
Page 157 Pcs | pcs | pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | pcs | Pcs | Pcs | Pcs | Pcs | pcs
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
Pcs | pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs
63 62 61 60 59 58 57 56 55 54 53 52 51 50 49 48
0x04 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
PMPROTSET1 | pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs
Page 158 47 46 45 44 43 42 41 40 39 38 37 36 35 34 33 32
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
Pcs | pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
0x10 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PMPROTCLRO | pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs
Page 159 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
Pcs | pcs | pPcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs | Pcs
63 62 61 60 59 58 57 56 55 54 53 52 51 50 49 48
0x14 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
PMPROTCLRA CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
Page 160 | PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
Ps7 | ps7 | Pps7 | Ps7 | Ps6 | Ps6 | Ps6 | Pse | Pss | Pss | Pss | Pss | Psa | Psa | Psa | Psa
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x20 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
PPROTSETO | ps3 | ps3 | Ps3 | Ps3 | Ps2 | Ps2 | Ps2 | Ps2 | Ps1 | Ps1 | PS1 | Ps1 | Pso | Pso | Pso | Pso
Page 161 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
Ps15 | PS15 | PS15 | PS15 | PS14 | Ps14 | Ps14 | Ps14 | Ps13 | Ps13 | Ps13 | Ps13 | Ps12 | Ps12 | pPs12 | Ps12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x24 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
PPROTSET1 | psq1 | Ps11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 | PS9 | PS9 | PS9 | Ps9 | Pss | Pss | Pss | Pss
Page 163 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
Ps23 | Ps23 | Ps23 | Ps23 | Ps22 | Ps22 | Ps22 | Ps22 | Ps21 | Ps21 | Ps21 | Ps21 | Ps20 | Ps20 | Ps20 | Ps20
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x28 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
PPROTSET2 | ps19 | PS19 | Ps19 | Ps19 | Ps18 | Ps18 | Ps18 | pPs18 | Ps17 | Ps17 | Ps17 | Ps17 | PsS16 | Ps16 | PS16 | PS16
Page 164 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
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Table 3-4. Peripheral Register and Memory Protection Control Registers

PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x2C PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PPROTSET3 | ps27 | Ps27 | PS27 | Ps27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | PS24 | Ps24 | PS24 | PS24
Page 165 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

PS7 PS7 PS7 PS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 PS4 PS4 PS4
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x40 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PPROTCLRO | ps3 | ps3 | PS3 | Ps3 | Ps2 | Ps2 | Ps2 | Ps2 | Ps1 | Ps1 | Ps1 | Ps1 | Pso | Pso | Pso | Pso
Page 166 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
Ox44 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PPROTCLR1 | ps11 | pS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 | PS9 | PS9 | Ps9 | Ps9 | Ps8 | Ps8 | Pss | Pss
Page 167 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x48 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PPROTCLR2 | ps19 | Ps19 | PS19 | PS19 | Ps18 | PS18 | Ps18 | PS18 | PS17 | Ps17 | PS17 | Ps17 | PS16 | PS16 | PS16 | PS16
Page 168 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x4C PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PPROTCLR3 | ps27 | PS27 | PS27 | PS27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | PS24 | PS24 | PS24 | Ps24
Page 169 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

3.2.2.3 lllegal Transaction Detection and Response
Almost all illegal transactions provide an error response to the initiator except in the following cases:

» Write access to non-cacheable buffered memory. In this case, the CPU cannot identify the precise
instruction that caused the transaction error. This is called an imprecise abort. For these imprecise
transactions on the AMBA-AXI instruction and data buses, the SCR provides the system module with the
address for an imprecise transaction.
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Note:
For further explanation of imprecise aborts, please refer to the ARM Architecture
Reference Manual (ARM reference number DDI0100). Please also refer to the
Cortex-R4 Technical Reference Manual version r1p3 to verify the actual CPU
behavior in case of an imprecise abort.

+ lllegal writes to VBUS peripherals. These writes are buffered in the AXI-to-VBUS (A2V) bridge, which
provides the CPU with an OKAY response before the actual write transaction error is detected. In this case,
the A2V bridge provides the address, system mode (user/privileged), and the initiator ID of the illegal
transaction to be logged in the system module.

Table 3-5 is a summary of the TMS570LS20x/10x Safety MCUs system responses when an illegal transaction

is detected.

Table 3-5. lllegal Transaction Detection Responses
System
Access Type mode lllegal Transaction Response

1) Error response to precise CPU transactions

Non-cacheable, non-buffer-
able CPU accesses (NCNB)

User/Privileged

Non-cacheable bufferable
CPU reads (NCB)

The system generates an external abort for an error response from
the slave. The virtual address of the access and the abort status are
logged in the MPU fault address register (FAR) and the MPU fault sta-
tus register (FSR), respectively.

2) Error response to imprecise

CPU transactions

Non-cacheable, bufferable All modes The system generates an imprecise abort. The CPU enters the abort

writes (NCB) routine. The address of an illegal NCB is logged in the IMPFTADD
register in the system module register. The status is given by the
IMPFASTS register.

TCM writes All modes The CPU enters the abort routine. The auxiliary Fault Status Register

(FSR) indicates which TCM bank caused the error. This information is
overwritten by subsequent TCM write errors. See ARM CPU Technical
Reference Manual for more details.

3) Error response to DMA transactions

All DMA transactions are
performed as non-cache-
able, non-bufferable data
accesses in user mode

User

The DMA generates an error interrupt to the host CPU for an error
response from the slave to the DMA. For more information, refer to the
DMA chapter.

4) lllegal writes to VBUS on wh

ich the initiator receives an okay response

VBUS writes

All modes

The system generates an imprecise abort. The CPU enters the abort
routine. The address of an illegal transaction on the VBUS is logged in
the IMPFTADD register in the system module register. The status is
given by the IMPFASTS register.
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3.3 System Software Interrupts

The system module provides the capability of generating up to four software interrupts. A software interrupt
is generated by writing the correct key value to either of the four System Software Interrupt Registers (SSIR).
The SSiI registers also allow the application to provide a label for that software interrupt. This label is an 8-bit
value that is then used by the interrupt service routine to perform the required task based on the value
provided. The source of the system software interrupt is reflected in the system software interrupt vector
(SSIVEC) register. Refer to the System and Peripheral Control Register section for details on the related

registers.
Table 3-6. System Software Interrupt Control and Status Registers
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
0xBO Reserved
SSIR1
Page 122 SSKEY1 SSDATA1
0xB4 Reserved
SSIR2
Page 123 SSKEY2 SSDATA2
0xB8 Reserved
SSIR3
Page 124 SSKEY3 SSDATA3
0xBC Reserved
SSIR4
Page 125 SSKEY4 SSDATA4
OxF4 Reserved
SSIVEC
Page 144 SSIDATA SSIVECT[7-0]
0xF8 Reserved
SSIF
Page 145 SSI_ | SSI_ | SSI_ | sSI_
ez FLAG4 | FLAG3 | FLAG2 | FLAG1
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Tightly-Coupled RAM (TCRAM) Wrapper

This chapter describes the tightly-coupled RAM wrapper of the Texas Instruments TMS570 microcontroller

family.

Topic Page
41 L0 Y= T 46
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4.1

Overview

The Tightly-Coupled RAM wrapper (TCRAMW) is used to connect the CPU BTCM interface to the RAM array
using a 64-bit bus.

N\ A N
] [ Upper 32 bits data & 3§ Bit
Cortex R4F 4 ECC bits wide
RAM
EVEN Address <E
BO TCM BUS
<—Z——> TCRAMW 1
TCM <—>[ ¢mie
64 Bit data bus e
wide
A Lower 32 bits data &| RaM
<:> TCM 4 ECC bits
Upper 32 bits data & 36 Bit
Bl ODD Address 4 ECC bits wide
TCM TCM BUS : : RAM

Figure 4-1. TCRAM Wrapper Connections

VBUSPIF PMT I/F RTP IVF

64 Bit data bus TCRAMW 2

<———>| 36Bit

wide
Lower32bitsdata&| RAM
4 ECC bits |

VBUSP I/F  PMT I/F RTP I/F

Some of the functions of the TCRAM wrapper are:

Controls the RAM read and write operations as well as decoding the addresses within the RAM space
Supports the Internal SECDED scheme implemented in the Cortex-R4F CPU

— Uses the Event bus signals of the Cortex-R4F CPU to monitor the SECDED Operation and maintains
the SECDED status in a user-accessible memory mapped register

— The ECC checking logic inside the Cortex-R4F CPU is disabled after reset, and needs to be enabled
by programming the auxiliary control register via a CP15 instruction

Supports RAM trace port interface

— Generates and traces out all RAM reads and writes to the Ram Trace Port (RTP) module.
Supports read and write accesses in 64-bit, 32-bit, 16-bit, or 8-bit access sizes

— Does not support bit-wise operations

Uses redundant address decoding scheme for safety

— Checks the decoding of address lines and generation of proper memory selects for the RAM banks
Checks integrity of the TCM interface control bus by using the Cortex-R4F's TCM address parity scheme
— Generates an address parity error and stores error address in memory-mapped register

Supports auto-initialization of RAM

— Auto-initialization can be triggered by configuring the SYS module registers

— Refer section 1.5, Memory Module Hardware Initialization for more information

The TCRAM wrapper supports two types of wait states:

— Address pipeline which introduces a wait-state latency.

— Extension data phase, which allows more time for data propagation.
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Both types of wait states can be used and are programmable through RAM Control Register (RAMGCR)
in the system module.
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4.2 RAM Memory Map

The TCRAM wrapper decodes the entire 8MB of the BTCM frame. The TMS570LS20216 device supports
160KB of RAM on the CPU BTCM interface. Any access to the unimplemented space results in an error
response from the TCRAM wrapper.

Figure 4-2. RAM Memory Map

8 MB
llleaal address
X : 4MB + 256KB
Unimplemented ECC region
4MB + 160KB
Implemented ECC space
4MB
lllegal address
256KB
Unimplemented data region
160KB
Implemented data space
0x0

Each RAM data word is 64 bits wide although the word is made up of two 36-bit wide banks connected in
parallel, as shown in Figure 4-1, TCRAM Wrapper Connections. The 4 most significant bits from each 36-bit
wide bank contributes one nibble to the 8 bits of ECC code needed to implement the Single Error Correction
Double Error Detection (SECDED) scheme in the Cortex-R4F CPU.

An 8-bit ECC address is placed at every double-word (64 bits) boundary. The entire 64-bit TCM read data
bus is appended with an 8-bit ECC value for a read from the 160KB RAM data space.

The ECC memory can also be directly read by a bus master by accessing a memory-mapped offset address
starting from 4MB, as shown in Figure 4-2. ECC bits are read out in all byte lanes for a read from the ECC
memory.

The ECC memory can be written only if the access is a 64-bit access and if ECC memory write permission
is enabled via the RAMCTRL register.

Reads and writes to the ECC memory are not traced out to the RAM Trace Port.

Note: No ECC Error Generated for Accesses to ECC Memory

Reading the ECC memory sends the ECC values on both the TCM read data bus as
well as the ECC bus. This may make the Cortex-R4F CPU detect a multi-bit error
event as a response if ECC protection is enabled in the Cortex-R4F CPU. In order to
prevent such un wanted errors for an ECC memory read, the TCRAM wrapper blocks
the error signal generation for accesses to the ECC memory.
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4.3 TCRAM Wrapper Support for Memory Fault Detection and Correction
The TCRAM wrapper module has safety/integrity support built-in by way of the following features:
1. Single Error Correction Double Error Detection (SECDED) support to the Cortex-R4F CPU
2. Redundant address decoding
3. Address bus parity
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4.3.1

SECDED Support

The TCRAM wrapper sends out the ECC for each data read by the Cortex-R4F CPU on a dedicated TCM
ECC read port. It also stored the TCM ECC Write port contents to the ECC memory when the master writes
to the ECC memory. It is the master’s responsibility to maintain integrity between the data and its ECC for all
operations.

The TCRAM wrapper monitors the event bus of the TCM interface of the CPU.
Features dedicated for SECDED Support:
» Dedicated single error counter register (RAMOCCUR)
— Used to count the single-bit error corrections by the Cortex-R4F CPU’s SECDED block
» Error status register (RAMERRSTATUS)
— Used to indicate the status of errors flagged by the TCRAM wrapper

— Separate bits to indicate single-bit error, double-bit error, address decode failure, address compare logic
failure, read address parity failure, and write address parity failure

» Configurable threshold for single-bit corrections (RAMTHRESHOLD)
— Prevents single-bit error corrections from exceeding a certain limit
— Option to generate Single-bit error interrupt when threshold is exceeded (RAMINTCTRL)
» Register to hold the RAM address on which a double-bit error is detected (RAMUERRADDR)
» Register to hold the RAM address on which a single-bit error is detected (RAMSERRADDR)
— This register is only updated when the single-bit error threshold is set to be 1
The TCRAM wrapper ignore the CPU’s Event bus if an error is indicated for an access to ECC memory.

Note: Enabling monitoring of Cortex-R4F CPU’s Event Bus

On reset the Event Export bit (X bit) of the Performance Monitor Control Register
(PMNC) in the Cortex-R4F CPU is disabled. This bit must be set for the Event bus to
indicate the data error so that the TCRAM wrapper could capture the Events in the
registers dedicated for SECDED support.
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4.3.2 Redundant Address Decode Logic

The address decode logic to generate the selects for the RAM memory and the ECC memory are duplicated
in order to be able to detect decode logic errors. The primary and the redundant select signals are constantly
compared by the safety logic and any mismatch is indicated by an address error signal mapped to the Error
Signaling Module group 2 channel 6 for BOTCM, and channel 8 for BITCM. The faulty address is captured in
the RAMUERRADDR register.

In addition to the redundant address decode logic, any error in the RAM bank address decode logic is
detected by generating two different memory selects and address signals to the RAM banks. Each 36-bit wide
bank receives one of the memory selects and the address from the TCRAM wrapper. Any difference between
the address and the memory selects results in wrong data and ECC pair being sent to the CPU. The CPU’s
SECDED scheme will detect this data error.

The TCRAM wrapper also supports a testing mechanism to ensure proper operation of the redundant
address decode and compare logic itself. This logic is checked by providing a test stimulus and is triggered
by programming the RAMTEST register. The address of an error identified during testing of the address
decode and compare logic is not captured in the RAMUERRADDR register.

Note: Address decode checking when in compare logic test mode

When the address decode and compare logic test mode is enabled, the redundant
address decode and compare logic is not available for checking the proper generation
of selects for the RAM memory and the ECC memory.
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4.3.3 Address Bus Parity Checking

The TCRAM wrapper checks the address bus integrity by calculating a syndrome for the entire BTCM control
bus comprised of the TCENO, TCEN1, TCADDR, TCBYTEWR, TCSEQ, TCACCTYPE and PARLVRAM
signals output from the Cortex-R4F CPU along with the address parity bit generated by the Cortex-R4F CPU.
The Cortex-R4F CPU generates a single parity bit in the cycle after it issues an access. This parity bit would
always reach the TCRAM wrapper a cycle after the address reaches the TCRAM wrapper. Any mismatch
between the address and the parity bit would result in an Address Parity Failure error signal. This error signal
is mapped to the Error Signaling Module’s Group 2 Channel 10 for BOTCM and Channel 12 for BITCM.

The RAM address which fails the parity checking is captured in the RAMPERRADDR register. The TCRAM
wrapper also indicates whether the parity checking failure occurred on a read access or a write access. This
is indicated by two separate bits: RADDR PAR FAIL and WADDR PAR FAIL in the RAMERRSTATUS register.

The RAMERRSTATUS and RAMPERRADDR registers must be cleared in order to continue capturing
subsequent errors.

The parity scheme used for checking the address parity is defined by the global system parity selection. This
can be selected by configuring the DEVPARSEL field in the system module DEVCR1 register.

The global parity scheme can be overridden by configuring the address parity override field in the RAMCTRL
register.

Note: No change of parity scheme on the fly

The TCRAM wrapper does not support on the fly change to the parity scheme being
used. The application must ensure that the parity polarity (odd or even) is not changed
when there is an ongoing access to the RAM.
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4.4 Emulation / Debug Mode Behavior
The following describes the behavior of the TCRAM wrapper when in debug mode:

The RAMOCCUR register continues to count the single-bit error corrections performed by the Cortex-R4F
CPU’s SECDED logic.

No single-bit error interrupt is generated nor is any single-bit error address captured even when the
RAMOCCUR counter reaches the programmed single-bit error correction threshold.

No uncorrectable error interrupt is generated nor is any double-bit error address captured.
No address parity error interrupt is generated nor is any parity error address captured.
The RAMUERRADDR register is not cleared by a read in debug mode.

— That s, if a double-bit error address is captured and is not read by the CPU before entering debug
mode, then it remains frozen during debug mode even if it is read.

The RAMPERRADDR register is not cleared by a read in debug mode.

4.5 Trace Module Support

The TCRAM wrapper traces out the following signals to the RAM Trace Port (RTP) module, thereby providing
RAM dataport trace capability.

18-bit address line

64-bit data bus

Byte strobe information

Current access master identification number
Access type: Opcode or data fetch

Read or Write access

No data is traced for an access to ECC memory.

4.6 Auto Initialization Support

The RAM memory can be initialized by using the dedicated auto-initialization hardware. The TCRAM wrapper
initializes the entire memory when the auto-init is enabled for the RAM. All RAM data memory is initialized to
zeros and the ECC memory is initialized to the correct ECC value for zeros, that is, 0x0C.
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4.7 Control and Status Registers

The TCRAM wrapper registers are accessed in the Cortex-R4F CPU’s memory map. All registers are 32-bit
wide and are located on a 32-bit boundary. Reads and writes to registers are supported in 8-, 16-, and 32-bit
accesses. The base address for the control registers is OXFFFFF800 and OxFFFFF900 for even and odd

RAM ECC.
Table 4-1. TCRAM Wrapper Control and Status Register Map
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserv EMU
0x00 od TRACE Reserved ADDR PARITY OVERRIDE Reserved ADDR PARITY DISABLE
DIS
RAM
CTRL ECC
Page 56 Reserved WR EN Reserved ECC DETECT EN
0x04 Reserved
RAM
THRESHOLD
Page 58 THRESHOLD(15-0)
0x08 Reserved
RAM
OCCUR
Page 59 SINGLE ERROR OCCURRENCES(15-0)
0x0C Reserved
RAM
INTCTRL
SERR
Page 60 Reserved EN
0x10 Reserved
RAM
ADDR
ERRSTATUS WADD | RADD COMP ADDR
Page 61 Reserved RPAR | RPAR Reserved DERR LOGIC Res DEC Res | SERR
FAIL FAIL FAIL FAIL
0x14 Reserved
RAM
SERRADDR
Page 63 SINGLE ERROR ADDRESS(17-3) Reserved
0x1C Reserved
RAM
UERRADDR
Page 64 UNCORRECTABLE ERROR ADDRESS(22-3) Reserved
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Offset

Register

Address 31

30
15

29
14

28
13

27
12

1

26 25
10

24

23

22

21

20 19

18

17 16

0x30

Reserved

RAM
TEST
Page 65

Reserved

GER

TRIG-

TEST MODE

Reserved

TEST ENABLE

0x38

Reserved

ECC
SELEC

Reserved

RAM
ADDRDECVECT
Page 67

RAM CHIP SELECT(15-0)

0x3C

Reserved

RAM
PERADDR
Page 68

ADDRESS PARITY ERROR ADDRESS(22-3)

Reserved
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4.7.1 TCRAM Wrapper Control Register (RAMCTRL)

The RAMCTL register, shown in Figure 4-3 and described in Table 4-2, controls the safety features supported
by the TCRAM wrapper.

Figure 4-3. TCRAM Wrapper Control Register (RAMCTRL) [offset = 0x00]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Res:”’e TEXEE Reserved ADDR PARITY OVERRIDE Reserved ADDR PARITY DISABLE
RO  RMWP-0 R-0 RIWP-0 R-0 RIWP-0101
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved WERC I(E:N Reserved ECC DETECT EN
R-0 RIWP-0 R-0 RWP-1010

R = Read in all modes; WP = write in privileged mode only; n = value after reset

Table 4-2. TCRAM Wrapper Control Register (RAMCTRL) Field Descriptions

Bit Name Value Description
31 Reserved Reads return zero and writes have no effect.
30 EMU TRACE DIS Emulation Mode Trace Disable. This bit, when set, disables the trac-

ing of read data to RAM Trace Port (RTP) module for an emulation
mode access.

0 Data is allowed to be traced out to the trace modules for emulation
mode accesses.

1 Data is blocked from being traced out to the trace modules for emu-
lation mode accesses.

29-28 Reserved Reads return zero and writes have no effect.
27-24 ADDR PARITY Address Parity Override. This field, when set to 0xD, will invert the
OVERRIDE parity scheme selected by the device global parity selection.

The address parity checker would then work on the inverted parity
scheme. By default, the parity scheme is the same as the global
device parity scheme.

1101 Parity scheme is opposite to the device global parity scheme.
All others Parity scheme is the same as the device global parity scheme.
23-20 Reserved Reads return zero and writes have no effect.
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Table 4-2. TCRAM Wrapper Control Register (RAMCTRL) Field Descriptions (Continued)

Bit Name Value Description
19-16 ADDR PARITY Address Parity Detect Disable. This field, when set to OxA, disables
DISABLE the parity checking for the address bus. The parity checking is

enabled when this field is set to any other value.

Note: The application must ensure that the parity error address
register is cleared before enabling address parity checking.

1010 Address parity checking is disabled

All others Address parity checking is enabled

15-9 Reserved Reads return zero and writes have no effect.

8 ECC WR EN ECC Memory Write Enable. This bit is provided to prevent acciden-
tal writes to the ECC memory. A write access to the ECC memory is
allowed only when the ECC WR EN bit is set to 1. If this bit is
cleared, then any writes to ECC memory are ignored.

Note: Reads are allowed from the ECC memory regardless of
the state of the ECC WR EN.

0 ECC memory writes are disabled.
1 ECC memory writes are enabled.
74 Reserved Reads return zero and writes have no effect.
3-0 ECC DETECT EN ECC Detect Enable. This is a 4-bit key to enable the ECC detection

feature in the TCRAM wrapper. If this field is set to any value other
than 0x5, then the TCRAM wrapper starts monitoring the TCM
event bus and generates the corresponding error status flags. The
error status updates are done only when the ECC DETECT EN field
is not 0x5. The ECC detection is enabled by default as the ECC
DETECT EN default value is OxA.

0101 ECC detection is disabled.

All others ECC detection is enabled.
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4.7.2 TCRAM Wrapper Single-Bit Error Correction Threshold Register (RAMTHRESHOLD)

The RAMTHRESHOLD register, shown in Figure 4-4 and described in Table 4-3, allows the application to
configure the number of single-bit error corrections by the SECDED logic inside the Cortex-R4F CPU before
generating a single-bit error interrupt.

Figure 4-4. TCRAM Wrapper Single-Bit Error Correction Threshold Register RAMTHRESHOLD) [offset =

0x04]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

THRESHOLD(15-0)

R/WP-0

R = Read in all modes; WP = write in privileged mode only; n = value after reset

Table 4-3. TCRAM Wrapper Single-Bit Error Correction Threshold Register RAMTHRESHOLD) Field
Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15-0 THRESHOLD Single-bit Error Threshold Count. This field contains the threshold

value for the Single-bit Error Correction (SEC) occurrences before
the single-bit error interrupt is generated. If this threshold is set to 1
then all single-bit error addresses are captured. To enable the error
occurrence detection, the threshold must be set to a non-zero value.
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4.7.3 TCRAM Wrapper Single-Bit Error Occurrences Counter Register (RAMOCCUR)

The RAMOCCUR register, shown in Figure 4-5 and described in Table 4-4, indicates the number of single-

bit error corrections performed by the SEC logic inside the Cortex-R4F CPU.

Figure 4-5. TCRAM Wrapper Single-Bit Error Occurrences Counter Register (RAMOCCUR) [offset = 0x08]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

SINGLE ERROR OCCURRENCES(15-0)

R/WP-0

R = Read in all modes; WP = write in privileged mode only; n = value after reset

Table 4-4. TCRAM Wrapper Single-Bit Error Occurrences Counter Register (RAMOCCUR) Field
Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15-0 SINGLE ERROR Single-bit Error Correction Occurrences. This 16-bit counter con-
OCCURRENCES tains the number of single-bit error occurrences. RAMOCCUR is

reset to zero when it becomes equal to the THRESHOLD value set
in the RAMTHRESHOLD register. The application must clear the
RAMOCCUR register by writing 0x0 before setting the THRESH-
OLD value. If the RAMOCCUR value is already higher than the pro-
grammed THRESHOLD value then the counter increments and
wraps around (overflow) to zero.

Note: If the application tries to clear the RAMOCCUR register at
the same time as the TCRAM wrapper tried to update it, then
the TCRAM wrapper takes priority.

Note: When the RAMTHRESHOLD register is set to 1, then the
RAMOCCUR register must be cleared whenever a single-bit
error correction occurs in order to count subsequent single-bit
error corrections.
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4.7.4 TCRAM Wrapper Interrupt Control Register (RAMINTCTRL)

The RAMINTCTRL register, shown in Figure 4-6 and described in Table 4-5, enables the generation of an
interrupt to the CPU whenever the number of single-bit error corrections (RAMOCCUR) reaches the
programmed threshold (RAMTHRESHOLD).

Figure 4-6. TCRAM Wrapper Interrupt Control Register (RAMINTCTRL) [offset = 0x0C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved
R-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved SERR
R-0 R/WP-0

R = Read in all modes; WP = write in privileged mode only; n = value after reset
Table 4-5. TCRAM Wrapper Interrupt Control Register (RAMINTCTRL) Field Descriptions
Bit Name Value Description
31-1 Reserved Reads return zero and writes have no effect.
0 SERR EN Single-bit Error Correction Interrupt Enable. This bit, when set to 1,

enables the generation of the single-bit error interrupt when the
RAMOCCUR count reaches the programmed RAMTHRESHOLD. If
the interrupt is not enabled, the single-bit error counter continues to
count by resetting back to zero without generating any error inter-
rupt. The SERR status flag in the RAMERRSTATUS register gets
set regardless of whether the SERR interrupt is enabled or not.

0 Single-bit error generation is disabled.

1 Single-bit error generation is enabled.
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4.7.5 TCRAM Wrapper Error Status Register (RAMERRSTATUS)

The RAMERRSTATUS register, shown in Figure 4-7 and described in Table 4-6, indicates the status of the
various error conditions monitored by the TCRAM wrapper.

Figure 4-7. TCRAM Wrapper Error Status Register (RAMERRSTATUS) [offset = 0x10]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
WADDR | RADDR égI,\D/”R; ADDR
Reserved PAR PAR Reserved DERR LOGIC Res DEC Res SERR
FAIL FAIL FAIL
FAIL

R-0 R/WP-0 R/WP-0 R-0 R/WP-0 R/WP-0 R-0 R/WP-0 R-0 R/WP-0

R = Read in all modes; WP = write in privileged mode only; n = value after reset

Table 4-6. TCRAM Wrapper Error Status Register RAMERRSTATUS) Field Descriptions

Bit Name Value Description
31-10 Reserved Reads return zero and writes have no effect.
9 WADDR PAR This bit indicates a Write Address Parity Failure. This bit must be
FAIL cleared by writing 1 to it in order to enable the capture of parity error
address for subsequent failures. This bit must be in a cleared state
for generation of any new parity error interrupt.
8 RADDR PAR This bit indicates a Read Address Parity Failure. This bit must be
FAIL cleared by writing 1 to it in order to enable the capture of parity error
address for subsequent failures. This bit must be in a cleared state
for generation of any new parity error interrupt.
7-6 Reserved Reads return zero and writes have no effect.
5 DERR This bit indicates a multi-bit error detected by the Cortex-R4F
SECDED logic.
4 ADDR COMP Address decode logic element failed. This bit indicates that the
LOGIC FAIL redundant address decode logic test scheme has detected that a
compare element has malfunctioned during the testing of the logic.
This bit has to be cleared by writing 1 to it in order to enable the cap-
ture of uncorrectable error address for subsequent failures. This bit
has to be in a cleared state for generation of a new uncorrectable
error interrupt. This bit only gets set in the test mode, and has no
relevance in functional mode.
3 Reserved Reads return zero and writes have no effect.
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Table 4-6. TCRAM Wrapper Error Status Register RAMERRSTATUS) Field Descriptions (Continued)

Bit

Name

Value

Description

2

ADDR DEC FAIL

Address decode failed. This bit indicates that an address error inter-
rupt was generated by the redundant address decode and compare
logic due to a functional failure. This bit must be cleared by writing 1

to itin order to enable the capture of uncorrectable error address for
subsequent failures. This bit has to be in a cleared state for genera-
tion of a new address error interrupt.

Reserved

Reads return zero and writes have no effect.

SERR

Single Error Status. This bit indicates that the single-bit error thresh-
old has been reached. This bit is set even if the single-bit error
threshold interrupt is disabled. This bit must be cleared by writing 1
to it in order to clear the interrupt request and to enable subsequent
single-bit error interrupt generation.
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4.7.6 TCRAM Wrapper Single-Bit Error Address Register (RAMSERRADDR)

The RAMSERRADDR register, shown in Figure 4-8 and described in Table 4-7, captures the address for

which the Cortex-R4F CPU detected a single-bit error.
Figure 4-8. TCRAM Wrapper Single-Bit Error Address Register (RAMSERRADDR) [offset = 0x14]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved
R-0 R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
SINGLE ERROR ADDRESS(17-3) Reserved
R-0 R-0

R = Read in all modes; WP = write in privileged mode only; n = value after reset

Table 4-7. TCRAM Wrapper Single-Bit Error Address Register (RAMSERRADDR) Field Descriptions

Bit Name Value Description
31-18 Reserved Reads return zero and writes have no effect.
17-3 SINGLE ERROR This register captures the bits 17-3 of the address for which the
ADDRESS Cortex-R4F CPU detects a single-bit error when the RAMTHRESH-

OLD register is set to 1. The lower 3 bits are always tied to zero so
that the address captured is a double-word (64-bit) address.

This register can only be reset by asserting power-on reset, and
holds the last error address even after a system reset.

2-0 Reserved Reads return zero and writes have no effect.
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4.7.7 TCRAM Wrapper Uncorrectable Error Address Register (RAMUERRADDR)

The RAMUERRADDR register, shown in Figure 4-9 and described in Table 4-8, captures the address for
which the Cortex-R4F CPU detected a multi-bit error.

Figure 4-9. TCRAM Wrapper Uncorrectable Error Address Register RAMUERRADDR) [offset = 0x1C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved UNCORRECTABLE ERROR ADDRESS(22-16)
R-0 R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
UNCORRECTABLE ERROR ADDRESS(15-3) Reserved
R-0 R-0

R = Read in all modes; WP = write in privileged mode only; n = value after reset

Table 4-8. TCRAM Wrapper Uncorrectable Error Address Register RAMUERRADDR) Field Descriptions

Bit Name Value Description
31-23 Reserved Reads return zero and writes have no effect.
22-3 UNCORRECT- This register captures the address for which there was an uncorrect-
ABLE ERROR able error or an address error.
ADDRESS

The uncorrectable error is indicated by the Cortex-R4F CPU’s
SECDED logic and the address error is indicated by the TCRAM
wrapper’s redundant address decode and compare logic.

For the SECDED multi-bit or double-bit uncorrectable error this reg-
ister stores the bits 17-3 of the TCM access address. The lower 3
bits 2-0 are always read as zeros to indicate that the latched
address is a double-word address. The address bits 31-18 are read
as zeros.

For a redundant address decode and compare logic error this regis-
ter stores the complete TCM access address rounded to a double-
word boundary (bits 22-3). This error is also indicated by the ADDR
DEC FAIL status flag in the RAMERRSTATUS register.

The register has to be read-cleared to enable further error address
captures. Reading the register does not clear its contents but
enables the register to be updated with an uncorrectable error
address.

This register can only be reset by asserting power-on reset, and
holds the last error address even after a system reset.

2-0 Reserved Reads return zero and writes have no effect.
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4.7.8 TCRAM Wrapper Test Mode Control Register (RAMTEST)

The RAMTEST register, shown in Figure 4-10 and described in Table 4-9, controls the test mode of the
TCRAM wrapper.

Figure 4-10. TCRAM Wrapper Test Mode Control Register (RAMTEST) [offset = 0x30]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 8 7 6 5 4 3 2 1 0
R TRIG-
eserved GER TEST MODE Reserved TEST ENABLE
R-0 R/WP-0 R/WP-00 R-0 R/WP-0101

R = Read in all modes; WP = write in privileged mode only; n = value after reset

Table 4-9. TCRAM Wrapper Test Mode Control Register (RAMTEST) Field Descriptions

Bit

Name

Value

Description

31-9

Reserved

Reads return zero and writes have no effect.

TRIGGER

Test Trigger. This is an auto reset test trigger used to test the redun-
dant address decode and compare logic. A redundant address
decode test is executed when test mode is enabled and the test trig-
ger is applied by writing a 1 to this bit. The trigger is valid only if test
is enabled and the correct mode is configured in the TEST MODE
field, and the RAMERRSTATUS and RAMUERRADDR registers are
in the cleared state.

TEST MODE

Test Mode. This field selects either equality of inequality testing
schemes.

If TEST MODE is set to 0x2, equality check is done. The test stimu-
lus stored in ADDRTEST_VECT register is fed directly to both the
channels of the comparator. If the XOR of these two inputs is not
zero then UERR interrupt is generated and ADDR COMP LOGIC
FAIL flag is setin RAMERRSTATUS register.

If TEST MODE is set to 0x1, inequality check is done. The test stim-
ulus stored in ADDRTEST_VECT register is inverted and fed into
one channel and the non-inverted vector is fed into the other chan-
nel. If the XOR of these inputs is zero then the UERR interrupt is
generated and ADDR COMP LOGIC FAIL flag is set in
RAMERRSTATUS register.

54

Reserved

Reads return zero and writes have no effect.

TEST ENABLE

Test Enable. This is a 4-bit key to enable the redundant address
decode and compare logic test scheme. If the test scheme is
enabled then the compare logic uses the test vector inputs from the
ADDRTEST_VECT register. The functional path comparison is dis-
abled when test mode is enabled.
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Table 4-9. TCRAM Wrapper Test Mode Control Register (RAMTEST) Field Descriptions (Continued)

Bit

Name

Value

1010

All others

Test mode is enabled.

Test mode is disabled.

Description
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4.7.9 TCRAM Wrapper Test Mode Vector Register (RAMADDRDECVECT)

The RAMADDRDECVECT register, shown in Figure 4-11 and described in Table 4-10, is used for testing the

redundant address decode and compare logic of the TCRAM wrapper.
Figure 4-11. TCRAM Wrapper Test Mode Vector Register (RAMADDRDECVECT) [offset = 0x38]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

ECC
Reserved SELECT
R-0 R/WP-0 R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

RAM CHIP SELECT(15-0)

R/WP-0x0000

R = Read in all modes; WP = write in privileged mode only; n = value after reset

Table 4-10. TCRAM Wrapper Test Mode Vector Register (RAMADDRDEVECT) Field Descriptions

Bit Name Value Description
31-27 Reserved Reads return zero and writes have no effect.
26 ECC SELECT ECC Select. This bit is used to store the ECC select value for the

redundant address decode and compare logic. The stored value is
passed as test stimulus for the built-in test scheme.

25-16 Reserved Reads return zero and writes have no effect.
15-0 RAM CHIP RAM Chip Select. This field is used to store the RAM chip select
SELECT value for the redundant address decode and compare logic. The

stored value is passed as test stimulus for the built-in test scheme.
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4.7.10 TCRAM Wrapper Parity Error Address Register (RAMPERRADDR)

The RAMPERRADDR register, shown in Figure 4-12 and described in Table 4-11,stores the address for
which an address-parity error was detected.

Figure 4-12. TCRAM Wrapper Parity Error Address Register RAMPERRADDR) [offset = 0x3C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved ADDRESS PARITY ERROR ADDRESS(22-16)
R-0 R-U
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

ADDRESS PARITY ERROR ADDRESS(15-3)

R-U R-0

R = Read in all modes; WP = write in privileged mode only; n = value after reset

Table 4-11. TCRAM Wrapper Parity Error Address Register (RAMPERRADDR) Field Descriptions

Bit Name Value Description
31-23 Reserved Reads return zero and writes have no effect.
22-3 ADDRESS PAR- Parity Error Address. This register stores the double-word boundary
ITY ERROR (bits 22—3) of the TCM access address for which there was an
ADDRESS address parity error. This register must be read-cleared to enable

further error address captures. Reading the register does not clear
the register contents but enables the register to be updated with a
new parity error address.

2-0 Reserved Reads return zero and writes have no effect.
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This chapter describes the system and peripheral control registers of the Texas Instruments TMS570 architecture.
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5.1 Primary System Control Registers (SYS)
This section describes the SYSTEM registers. These registers are broken up into two separate frames. The
start address of the primary system module frame is OxFFFF FFOO and the end address is OxFFFF FFFF.
The start address of the secondary system module frame is OxXFFFF E100 and the end address is OxFFFF
E1FF. The registers support 32-, 16-, and 8-bit writes. The offset is relative to the system module frame start
address.
Figure 5-1 contains a summary figure of the system control registers.
Figure 5-1. Frame 1 System Control Registers Summary
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1" 10 8 7 6 5 4 3 2 0
0x00 Reserved
SYSPC1
Page 77 ECP-
Reserved CLK-
FUN
0x04 Reserved
SYSPC2
Page 78 ECP
Reserved CLK
DIR
0x08 Reserved
SYSPC3
ECP
Page 79 Reserved CLK
DIN
0x0C Reserved
SYSPC4
ECP
Page 80 Reserved CLK
DOUT
0x10 Reserved
SYSPC5
ECP
Page 81 Reserved CLK
SET
ox14 Reserved
SYSPC6
ECP
Page 82 Reserved CLK
CLR
0x18 Reserved
SYSPC7
ECP
Page 83 Reserved CLK
ODE
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Figure 5-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1 10 8 7 6 5 4 3 2 1 0
ox1C Reserved
SYSPC8
ECP
Page 84 Reserved CLK
PUE
0x20 Reserved
SYSPC9
ECP
Page 85 Reserved CLK
PS
0x30 Reserved
PCSD'EE) cK | ck | ok | ok | ok | ok | ck | ek
age Reserved SR7 | SR6 | SR5 | SR4 | SR3 | SR2 | SR1 | SRO
OFF | OFF | OFF | OFF | OFF | OFF | OFF | OFF
0x34 Reserved
CSDISSET CLK | CLK | CLK | CLK | CLK | CLK | CLK | CLK
Page 87 R SR7 | SR6 | SR5 | SR4 | SR3 | SR2 | SR1 | SRO
OFF | OFF | OFF | OFF | OFF | OFF | OFF | OFF
SET | SET | SET | SET | SET | SET | SET | SET
0x38 Reserved
CSDISCLR CLK | clk | clk | clk | ok | ck | ck | cLk
Page 88 S SR7 | SR6 | SR5 | SR4 | SR3 | SR2 | SR1 | SRO
OFF | OFF | OFF | OFF | OFF | OFF | OFF | OFF
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
0x3C Reserved
CcDDIS
Page 89 R 'z['é VC'Z'KA VCLKA | VCLK2 | VCLKP | HCLK | GCLK
OFF | oFf | OFF | OFF | OFF | OFF | OFF
0x40 Reserved
CF'?D'SSQ'? Fé['é VC'Z-KA VCLKA | VCLK2 | VCLKP | HCLK | GeLk
age Reserved OFF | oFf | OFF | OFF | OFF | OFF | OFF
SET | seT | SET | SET | SET | SET | SET
Oxdd Reserved
CSD'S%'-; 'é['ll VC;KA VCLKA | VCLK2 | VCLKP | HCLK | GeLK
age Reserved OFF | oFf | OFF | OFF | OFF | OFF | ENA
SR | CIR | CLR | CLR | CLR | CLR | CLR
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Figure 5-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
0x48 Reserved GHVWAKE(3-0) Reserved GHVLPM(3-0)
GHVSRC
Page 95 Reserved GHVSRC(3-0)
0x4C Reserved
VCLKASRC
Page 97 Reserved VCLKA2S(3-0) Reserved VCLKA1S(3-0)
0x50 Reserved
RCLKSRC
Page 99 Reserved RTIDIV(1-0) Reserved RTI1SRC(3-0)
0x54 Reserved
CSVSTAT
Page 101 Reserved CLK | CLK | CLK | CLK | CLK | oLk | cLK | cLK
SR7V | SR6V | SR5V | SR4V | SR3V | SR2V | SR1V | SRoV
0x58 Reserved
MSTGCR
Page 102 Reserved ROM_DIV(1-0) Reserved MSTGENA(3-0)
0x5C Reserved
MINITGCR
Page 104 Reserved MINITGENA(3-0)
0x60 MSIENA[31-16]
MSIENA
Page 105 MSIENA[15-0]
0x64 Reserved
MSTFAIL
Reserved

72 System and Peripheral Control Registers February 2012



{f’ TEXAS

INSTRUMENTS
www.ti.com . .
Primary System Control Registers (SYS)
Figure 5-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 0
0x68 Reserved
MSINIGSTAT
Page 107 Reserved D'\gmi Reserved DMOSNTE
OxX6C MIDONE[31-16]
MINISTAT
Page 108 MIDONE[15-0]
ROS : PLLDIV[4:0 Reserv :
0x70 BPOS[1:0] [4:0] ROF - REFCLKDIV[5:0]
PLLCTL1
Page 109 PLLMUL[15:0]
FM . Reserv .
o074 AN/ SPREADINGRATE[8:0] " BWADJ[8:4]
PLLCTL2
Page 111 BWADJ[3:0] ODPLL SPR_AMOUNTI[8:0]
0x78 Reserved
Reserved
Reserved
OX7C DIEIDL(31-16)
DIEIDL
Page 113 DIEIDL(15-0)
0x80 DIEIDH(31-16)
DIEIDH
Page 114 DIEIDH(15-0)
0x8C Reserved CLK_TEST_EN(3-0)
CLKTEST
Page 117 Reserved SEL_GIO_PIN(3-0) Reserved SEL_ECP_PIN(3-0)
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Figure 5-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x90-0xA0
Reserved
Reserved
OXAC IMPFTADD(31-16)
IMPFTADD
Page 121 IMPFTADD(15-0)
0xBO Reserved
SSIR1
Page 122 SSKEY1 SSDATAT
0xB4 Reserved
SSIR2
Page 123 SSKEY2 SSDATA2
0xB8 Reserved
SSIR3
Page 124 SSKEY3 SSDATA3
0xBC Reserved
SSIR4
Page 125 SSKEY4 SSDATA4
0xCO Reserved RAM_DFT_EN(3-0)
RAMGCR
Page 126 Reserv XVESI\TK Reserv | WST_ | Reserve XVESI:II—K Reserv | WST_ | Reserv XVESI:JI—K Reserv | WST_ | Reserv XVESI:II—K Reserv | WST_
DENA3 d 2 ed DENA2 ed 1 DENA1 ed 0 ed DENAO
0xC4 Reserved
BMMCR1
Page 128 MEM
Reserved SW
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Figure 5-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
0xC8 Reserved
BMMCR2
Page 129 Reserved PRTY_|PRTY_|PRTY_|PRTY_|PRTY_|PRTY_|PRTY_|PRTY_
PBM HPI RAM3 | RAM2 | CRC | PBRG |FLASH | RAMO
0xDO Reserved VCLK2R[3-0] Reserved VCLKR[3-0]
CLKCNTL
Page 132 Reserved PENA Reserved
0xD4 Reserved I(E:%PS_ Reserved
ECPCNTRL
Page 134 ECPDIV
0xD8 Reserved
DSPGCR
Reserved
0xDC Reserved
DEVCR1
Page 136 Reserved DEVPARSEL
OXEO Reserved
SYSECR
Page 137 RESET |RESET Reserved
[1] [0]
OXE4 Reserved
SYSESR
Page 138 PO OSsC WD CPU SW EXT Unuse
RST | RST | RST REEES RST | RST | RsT | Reserved d
OXES8 Reserved
Reserved
Reserved
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Figure 5-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
OXEC Reserved
GLBSTAT
Page 140 FBSLI | RFS- 0sC
9 Reserved P LIP Reserved FAIL
0xFO CP15 ID TECH
DEVID
Page 142 TECH o | PPAR Pg{gm RECC Version 1 0 1
OxF4 Reserved
SSIVEC
Page 144 SSIDATA SSIVECT[7-0]
0xF8 Reserved
SSIF
Page 145 SSI_ | SSI_ | SSI_ | SsSI_
Aot FLAG4 | FLAG3 | FLAG2 | FLAG1
OxFC Reserved
SSIR1
Page 122 SSKEY1 SSDATA1
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5.1.1 SYS Pin Control Register 1 (SYSPC1)
The SYSPCH1 register, shown in Figure 5-2 and described in Table 5-1, controls the function of the ECLK pin.

Figure 5-2. SYS Pin Control Register 1 (SYSPC1) [offset = 0x00]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECP
Reserved CLK
FUN
R-0 R/W-0

R = Read in all modes;

W = write in all modes; n = value after reset

Table 5-1. SYS Pin Control Register 1 (SYSPC1) Field Descriptions

Bit Name Value Description
31-1 Reserved Reads return zero and writes have no effect.
0 ECPCLKFUN ECLK function. This bit changes the function of the ECLK pin.
0 ECLK is in GIO mode.
1 ECLK is in functional mode as a clock output.

Note: Proper ECLK duty cycle is not guaranteed until 1 ECLK
cycle has elapsed after switching into functional mode.
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5.1.2 SYS Pin Control Register 2 (SYSPC2)

The SYSPC2 register, shown in Figure 5-3 and described in Table 5-2, controls whether the pin is an input
or an output when in GIO mode.

Figure 5-3. SYS Pin Control Register 2 (SYSPC2) [offset = 0x04]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECP
Reserved CLK
DIR

R-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 5-2. SYS Pin Control Register 2 (SYSPC2) Field Descriptions

Bit Name Value Description
311 Reserved Reads return zero and writes have no effect.
0 ECPCLKDIR ECLK data direction. This bit controls the direction of the ECLK

pin when it is configured to be in GIO mode only.

0 The ECLK pin is an input.
Note: If the pin direction is set as an input, the output buffer is
tristated.

1 The ECLK pin is an output.

Note: The ECLK pin is placed into GIO mode by clearing the
ECPCLKFUN bit to 0 in the SYSPC1 register (offset 0x00).
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5.1.3 SYS Pin Control Register 3 (SYSPC3)

The SYSPC3 register, shown in Figure 5-4 and described in Table 5-3, displays the logic state of the ECLK

pin when it is in GIO mode.

Figure 5-4. SYS Pin Control Register 3 (SYSPC3) [offset = 0x08]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
ECP
Reserved CLK
DIN
R-0 R-U
R = Read only; -n = value after reset; -U = undefined
Table 5-3. SYS Pin Control Register 3 (SYSPC3) Field Descriptions
Bit Name Value Description
31-1 Reserved Reads return zero and writes have no effect.
0 ECPCLKDIN ECLK data in. This bit displays the logic state of the ECLK pin when
it is configured to be in GIO mode.
0 The ECLK pin is at logic low (0).
1 The ECLK pin is at logic high (1).
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5.1.4 SYS Pin Control Register 4 (SYSPC4)

The SYSPC4 register, shown in Figure 5-5 and described in Table 5-4, controls the logic level output function
of the ECLK pin when it is configured as an output in GIO mode.

Figure 5-5. SYS Pin Control Register 4 (SYSPC4) [offset = 0x0C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
ECP
Reserved CLK
DOUT
R-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 5-4. SYS Pin Control Register 4 (SYSPC4) Field Descriptions

Bit Name Value Description
311 Reserved Reads return zero and writes have no effect.
0 ECPCLKDOUT ECLK data out write. This bit is only active when the ECLK pin is

configured to be in GIO mode. Writes to this bit will only take effect
when the ECLK pin is configured as an output in GIO mode. The
current logic state of the ECLK pin will be displayed by this bit in
output GIO mode.

0 The ECLK pin is driven to logic low (0).
1 The ECLK pin is driven to logic high (1).

Note: The ECLK pin is placed into GIO mode by setting the
ECPCLKFUN bit to 0 in the SYSPC1 register (offset 0x00). The
ECLK pin is placed in output mode by setting the ECPCLKDIR
bit to 1 in the SYSPC2 register (offset 0x04).
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5.1.5 SYS Pin Control Register 5 (SYSPC5)

The SYSPCS5 register, shown in Figure 5-6 and described in Table 5-5, controls the set function of the ECLK

pin when it is configured as an output in GIO mode.

Figure 5-6. SYS Pin Control Register 5 (SYSPC5) [offset = 0x10]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
ECP
Reserved CLK
SET
R-0 R/W-0
R = Read; W = Write; -n = value after reset
Table 5-5. SYS Pin Control Register 5 (SYSPC5) Field Descriptions
Bit Name Value Description
31-1 Reserved Reads return zero and writes have no effect.
0 ECPCLKSET ECLK data out set. This bit drives the output of the ECLK pin high
when set in GIO output mode.
0 Write— Writing a 0 has no effect.
1 Write— The ECLK pin is driven to logic high (1).

put mode.

bit to 1 in the SYSPC2 register (offset 0x04).

Note: The ECLK pin is placed into GIO mode by setting the
ECPCLKFUN bit to 0 in the SYSPC1 register (offset 0x00). The
ECLK pin is placed in output mode by setting the ECPCLKDIR

Note: The current logic state of the ECPCLKDOUT bit will also
be displayed by this bit when the pin is configured in GIO out-
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5.1.6 SYS Pin Control Register 6 (SYSPC6)

The SYSPCG6 register, shown in Figure 5-7 and described in Table 5-6, controls the clear function of the ECLK
pin when it is configured as an output in GIO mode.

Figure 5-7. SYS Pin Control Register 6 (SYSPC6) [offset = 0x14]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
ECP
Reserved CLK
CLR
R-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 5-6. SYS Pin Control Register 6 (SYSPC6) Field Descriptions

Bit Name Value Description
31-1 Reserved Reads return zero and writes have no effect.
0 ECPCLKCLR ECLK data out clear. This bit drives the output of the ECLK pin low
when set in GIO output mode.
0 Write— The ECLK pin value is unchanged.
1 Write— The ECLK pin is driven to logic low (0).

Note: The current logic state of the ECPCLKDOUT bit will also
be displayed by this bit when the pin is configured in GIO out-
put mode.

Note: The ECLK pin is placed into GIO mode by setting the
ECPCLKFUN bit to 0 in the SYSPC1 register (offset 0x00). The
ECLK pin is placed in output mode by setting the ECPCLKDIR
bit to 1 in the SYSPC2 register (offset 0x04).
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5.1.7 SYS Pin Control Register 7 (SYSPC7)

The SYSPCY register, shown in Figure 5-8 and described in Table 5-7, controls the open drain function of the

ECLK pin.
Figure 5-8. SYS Pin Control Register 7 (SYSPC7) [offset = 0x18]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
ECP
Reserved CLK
ODE
R-0 R/W-0
R = Read; W = Write; -n = value after reset
Table 5-7. SYS Pin Control Register 7 (SYSPC7) Field Descriptions
Bit Name Value Description
31-1 Reserved Reads return zero and writes have no effect.
0 ECPCLKODE ECLK open drain enable. This bit is only active when ECLK is con-
figured to be in GIO mode.
0 The ECLK pin is configured in push/pull (normal GIO) mode.
1 The ECLK pin is configured in open drain mode. The ECPCLKD-

ECLK output buffer:

ECPCLKDOUT = 0 The ECLK output buffer is driven low
ECPCLKDOUT = 1 The ECLK output buffer is tristated

Note: The ECLK pin is placed into GIO mode by setting the
ECPCLKFUN bit to 0 in the SYSPC1 register (offset 0x00).

OUT bit in the SYSPCA4 register (offset 0Ch) controls the state of the
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5.1.8 SYS Pin Control Register 8 (SYSPC8)

The SYSPCS8 register, shown in Figure 5-9 and described in Table 5-8, controls the pull enable function of the
ECLK pin when it is configured as an input in GIO mode.

Figure 5-9. SYS Pin Control Register 8 (SYSPC8) [offset = 0x1C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
ECP
Reserved CLK
PUE
R-0 R/W-D

R = Read; W = Write; -n = value after reset; D = Device Specific

Table 5-8. SYS Pin Control Register 8 (SYSPC8) Field Descriptions

Bit Name Value Description
31-1 Reserved Reads return zero and writes have no effect.
0 ECPCLKPUE ECLK pull enable. Writes to this bit will only take effect when the
ECLK pin is configured as an input in GIO mode.
0 ECLK pull enable is active.
1 ECLK pull enable is inactive.

Note: The pull direction (up/down) is selected by the ECP-
CLKPS bit in the SYSPC9 register (offset 0x20).

Note: The ECLK pin is placed into GIO mode by setting the
ECPCLKFUN bit to 0 in the SYSPC1 register (offset 0x00). The
ECLK pin is placed in input mode by setting the ECPCLKDIR
bit to 0 in the SYSPC2 register (offset 0x04).

84 System and Peripheral Control Registers February 2012



4Q’?‘TEXA_S
INSTRUMENTS

www.ti.com

Primary System Control Registers (SYS)

5.1.9 SYS Pin Control Register 9 (SYSPC9)

The SYSPC9 register, shown in Figure 5-10 and described in Table 5-9, controls the pull up/pull down

configuration of the ECLK pin when it is configured as an input in GIO mode.

Figure 5-10. SYS Pin Control Register 9 (SYSPC9) [offset = 0x20]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
ECP
Reserved CLK

PS
R-0 R/W-0

R = Read; W = Write; -n = value after reset
Table 5-9. SYS Pin Control Register 9 (SYSPC9) Field Descriptions
Bit Name Value Description
31-1 Reserved Reads return zero and writes have no effect.

0 ECPCLKPS ECLK pull up/pull down select. This bit is only active when ECLK is
configured as an input in GIO mode and the pull up/pull down logic
is enabled.

0 ECLK pull down is selected, when pull up/pull down logic is
enabled.
1 ECLK pull up is selected, when pull up/pull down logic is enabled.

0x1C).

bit to 0 in the SYSPC2 register (offset 0x04).

Note: The ECLK pin pull up/pull down logic is enabled by set-
ting the ECPCLKPUE bit to 0 in the SYSPC8 register (offset

Note: The ECLK pin is placed into GIO mode by setting the
ECPCLKFUN bit to 0 in the SYSPC1 register (offset 0x00). The
ECLK pin is placed in input mode by setting the ECPCLKDIR
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5.1.10 Clock Source Disable Register (CSDIS)
The CSDIS register shown in Figure 5-11 and described in Table 5-10, controls and displays the state of the

device clock sources.

Figure 5-11. Clock Source Disable Register (CSDIS) [offset = 0x30]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 11 10 8 7 6 5 4 3 2 1 0
CLK CLK CLK CLK CLK CLK CLK CLK
Reserved SR7 SR6 SR5 SR4 SR3 SR2 SR1 SRO
OFF OFF OFF OFF OFF OFF OFF OFF

R-0 R/WP-1 R/WP-1 R/WP-D R/WP-0 R/WP-1 R/WP-1 R/WP-1 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = Device-specific reset value

Table 5-10. Clock Source Disable Register (CSDIS) Field Descriptions

Bit Name Value

Description

31-8 Reserved

Reads return zero and writes have no effect.

7-0 CLKSR[7-0] OFF

Clock source[7-0] off.
Clock source[7-0] is enabled.

Clock source[7-0] is disabled.

Note: On wakeup, only clock sources 0, 4 and 5 are enabled.

Table 5-11. Clock Sources Table

Clock Source #

Clock Source Name

Clock Source 0
Clock Source1
Clock Source 2

Clock Source 3

Clock Source 4

Clock Source 5

Clock Source 6

Clock Source 7

Oscillator
PLL1 (FMzPLL)
Not Implemented

Not Implemented

Low Frequency LPO (Low Power Oscilla-
tor) clock

High Frequency LPO (Low Power Oscilla-
tor) clock

PLL2 (FPLL)

Not Implemented

Note: Non implemented clock sources should not be enabled or used.
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5.1.11 Clock Source Disable Set Register (CSDISSET)
The CSDISSET register shown in Figure 5-12 and described in Table 5-12, sets clock sources to the disabled

state.
Figure 5-12. Clock Source Disable Set Register (CSDISSET) [offset = 0x34]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

SET | SET | SET | SET | SET | SET | SET | SET
NN CLK | CLk | CLK | CLK | CLK | CLK | CLK | CLK

SR7 | SR6 | SR5 | SR4 | SR3 | SR2 | SR1 | SRO
OFF | OFF | OFF | OFF | OFF | OFF | OFF | OFF

R-0 R/WP-1 R/WP-1 R/WP-0 R/WP-0 R/WP-1 R/WP-1 R/WP-1 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = Device-specific reset value

Table 5-12. Clock Source Disable Set Register (CSDISSET) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 SETCLKSR[7-0] OFF Set clock source[7-0] to the disabled state.
0 Read- Clock source[7-0] is enabled.

Write— Clock source[7-0] is unchanged.

1 Read- Clock source[7-0] is disabled.
Write— Clock source[7-0] is set to the disabled state.

Note: After a new clock source disable bit is set via the CSDIS-
SET register, the new status of the bit will be reflected in the
CSDIS register (offset 0x30), the CSDISSET register (offset
0x34) and the CSDISCLR register (offset 0x38).

Note: A list of the available clock sources is shown in the Clock Sources Table.

February 2012 System and Peripheral Control Registers 87




Primary System Control Registers (SYS)

{? TEXAS
INSTRUMENTS

www.ti.com

5.1.12 Clock Source Disable Clear Register (CSDISCLR)

The CSDISCLR register shown in Figure 5-13 and described in Table 5-12, clears clock sources to the
enabled state.

Figure 5-13. Clock Source Disable Clear Register (CSDISCLR) [offset = 0x38]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
CLR CLR CLR CLR CLR CLR CLR CLR
Reserved CLK CLK CLK CLK CLK CLK CLK CLK
SR7 SR6 SR5 SR4 SR3 SR2 SR1 SRO
OFF OFF OFF OFF OFF OFF OFF OFF

R-0 R/WP-1 R/WP-1 R/WP-D R/WP-0 R/WP-1 R/WP-1 R/WP-1 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = Device-specific reset value

Table 5-13. Clock Source Disable Clear Register (CSDISCLR) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 CLRCLKSR[7-0] Enables clock source[7-0].

OFF
0 Read- Clock source[7-0] is enabled.

Write— Clock source[7-0] is unchanged.

Read- Clock source[7-0] is disabled.
Write— Clock source[7-0] is cleared to the enabled state.

Note: After a new clock source disable bit is cleared via the
CSDISCLR register, the new status of the bit will be reflected in
the CSDIS register (offset 0x30), the CSDISSET register (offset
0x34) and the CSDISCLR register (offset 0x38).

Note: A list of the available clock sources is shown in the Clock Sources Table.
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5.1.13 Clock Domain Disable Register (CDDIS)

The CDDIS register shown in Figure 5-14 and described in Table 5-14, controls the state of the clock

domains.
Note: All the clock domains are enabled on wakeup.
The application should guarantee that when HCLK and VCLK_sys are turned off
through the HCLKOFF bit, the GCLK domain is also turned off.
Figure 5-14. Clock Domain Disable Register (CDDIS) [offset = 0x3C]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
e E['Q VCLKA2 | VCLKA1 | VCLK2 | VCLKP | HCLK | GCLK
OFF | OFF | OFF | OFF | OFF | OFF | OFF

R-0

R/WP-0 R/WP-0 R/WP-0 R/WP-0 R/WP-0 R/WP-0 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-14. Clock Domain Disable Register (CDDIS) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-6 RTI1CLKOFF RTI1CLK (Real Time Interrupt) domain off.
0 The RTI1CLK domain is enabled.
1 The RTIMCLK domain is disabled.
54 VCLKA[2-1]OFF VCLKA[2—1] (Flexray and DCAN) domains off.
0 The VCLKA[2—-1] domains are enabled.
1 The VCLKA[2—-1] domains are disabled.
3 VCLK20OFF VCLK2 (NHET) domain off.
0 The VCLK2 domain is enabled.
1 The VCLK2 domain is disabled.
2 VCLKPOFF VCLK_periph (Peripheral) domain off.
0 The VCLK_periph domain is enabled.
1 The VCLK_periph domain is disabled.
1 HCLKOFF HCLK and VCLK_sys (System Module) domains off.
0 The HCLK and VCLK_sys domains are enabled.
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Table 5-14. Clock Domain Disable Register (CDDIS) Field Descriptions (Continued)

Bit Name Value Description

1 The HCLK and VCLK_sys domains are disabled.
0 GCLKOFF GCLK (Cortex R4 CPU) domain off.

0 The GCLK domain is enabled.

The GCLK domain is disabled.
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5.1.14 Clock Domain Disable Set Register (CDDISSET)

This CDDISSET register shown in Figure 5-15 and described in Table 5-15, sets clock domains to the
disabled state.

Figure 5-15. Clock Domain Disable Set Register (CDDISSET) [offset = 0x40]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
S.El-l; SET SET SET SET SET SET
Reserved CLK VCLKA2 | VCLKA1| VCLK2 | VCLKP | HCLK | GCLK
OFF OFF OFF OFF OFF OFF
OFF
R-0 R/WP-1 R/WP-D R/WP-0 R/WP-1 R/WP-1 R/WP-1 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = Device Specific

Table 5-15. Clock Domain Disable Set Register (CDDISSET) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-6 SETRTIMCLK Set RTI1CLK (Real Time Interrupt) domain.
OFF
0 Read- The RTIM1CLK domain is enabled.
Write— The RTI1CLK domain is unchanged.
1 Read- The RTI1CLK domain is disabled.
Write— The RTI1CLK domain is set to the disabled state.
5 SETVCLKA20FF Set VCLKA2 (Flexray) domain.
0 Read- The VCLKA2 domain is enabled.
Write— The VCLK2 domain is unchanged.
1 Read- The VCLKA2 domain is disabled.
Write— The VCLKA2 domain is set to the disabled state.
4 SETVCLKA10OFF Set VCLKA1 (DCAN) domain.
0 Read- The VCLKA1 domain is enabled.

Write— The VCLKA1 domain is unchanged.

1 Read- The VCLKA1 domain is disabled.
Write— The VCLKA1 domain is set to the disabled state.
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Table 5-15. Clock Domain Disable Set Register (CDDISSET) Field Descriptions (Continued)

Bit

Name

Value

Description

3

SETVCLK20OFF

Set VCLK2 (NHET) domain.

Read- The VCLK2 domain is enabled.
Write— The VCLK2 domain is unchanged.

Read — The VCLKA domain is disabled.
Write— The VCLK2 domain is set to the disabled state.

SETVCLKPOFF

Set VCLK_periph (Peripheral) domain.

Read- The VCLK_periph domain is enabled.
Write— The VCLK_periph domain is unchanged.

Read — The VCLK_periph domain is disabled.
Write— The VCLK_periph domain is set to the disabled state.

SETHCLKOFF

Set HCLK and VCLK_sys (System Module) domains.

Read- The HCLK and VCLK_sys domains are enabled.
Write— The HCLK and VCLK_sys domains are unchanged.

Read- The HCLK and VCLK_sys domains are disabled.
Write— The HCLK and VCLK_sys domain are set to the disabled
state.

SETGCLKOFF

Set GCLK (Cortex R4 CPU) domain.

Read- The GCLK domain is enabled.
Write— The GCLK domain is unchanged.

Read- The GCLK domain is disabled.
Write— The GCLK domain is set to the disabled state.
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5.1.15 Clock Domain Disable Clear Register (CDDISCLR)
The CDDISCLR register shown in Figure 5-16 and described in Table 5-16, clears clock domains to the

enabled state.

Figure 5-16. Clock Domain Disable Clear Register (CDDISCLR) [offset = 0x44]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 8 7 6 5 4 3 2 1 0
%ﬁ CLR CLR CLR CLR CLR CLR
Reserved CLK |VCLKA2|VCLKAT| VCLK2 | VCLKP | HCLK | GCLK
OFF OFF OFF OFF OFF OFF
OFF
R-0 R/WP-1 R/WP-D RMWP-0 RMWP-1 R/WP-1 RMWP-1 R/WP-0
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = Device Specific
Table 5-16. Clock Domain Disable Clear Register (CDDISCLR) Field Descriptions
Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-6 CLRRTIM1CLK OFF Clear RTI1CLK (Real Time Interrupt) domain.
0 Read- The RTI1CLK domain is enabled.
Write— The RTIM1CLK domain is unchanged.
1 Read- The RTI1CLK domain is disabled.
Write— The RTI1CLK domain is cleared to the enabled state.
5 CLRVCLKA2 OFF Clear VCLKA2 (Flexray) domain.
0 Read- The VCLKA2 domain is enabled.
Write— The VCLKA2 domain is unchanged.
1 Read — The VCLKA2 domain is disabled.
Write— The VLCKA2 domain is cleared to the enabled state.
4 CLRVCLKA10FF Clear VCLKA1 (DCAN) domain.
0 Read- The VCLKA1 domain is enabled.
Write— The VCLKA1 domain is unchanged.
1 Read- The VCLKA1 domain is disabled.
Write— The VCLKA1 domain is cleared to the enabled state.
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Table 5-16. Clock Domain Disable Clear Register (CDDISCLR) Field Descriptions (Continued)

Bit

Name

Value

Description

3

CLRVCLK20OFF

Clear VCLK2 (NHET) domain.

Read- The VCLK2 domain is enabled.
Write— The VCLK2 domain is unchanged.

Read- The VCLK2 domain is disabled.
Write— The VCLK2 domain is cleared to the enabled state.

CLRVCLKPOFF

Clear VCLK_periph (Peripheral) domain.

Read— The VCLK_periph domain is enabled.
Write— The VCLK_periph is unchanged.

Read- The VCLKP domain is disabled.
Write— The VCLKP domain is cleared to the enabled state.

CLRHCLKOFF

Clear HCLK and VCLK_sys (System Module) domains.

Read- The HCLK and VCLK_sys domains are enabled.
Write— The HCLK and VCLK_sys domains are unchanged.

Read — The HCLK and VCLK_sys domains are disabled.
Write— The HCLK and VCLK_sys domains are cleared to the
enabled state.

CLRGCLKOFF

Clear GCLK (Cortex R4 CPU) enable.

Read- The GCLK domain is enabled.
Write— The GCLK domain is unchanged.

Read — The GCLK domain is disabled.
Write— The GCLK domain is cleared to the enabled state.
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5.1.16 GCLK, HCLK, VCLK, and VCLK2 So

urce Register (GHVSRC)

The GHVSRC register is shown in Figure 5-17 and described in Table 5-17, controls the clock source
configuration for the GCLK, HCLK, VCLK and VCLK2 clock domains.

Figure 5-17. GCLK, HCLK, VCLK, and VCLK2 Source Register (GHVSRC) [offset = 0x48]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved GHVWAKE(3-0) Reserved HVLPM(3-0)
R-0 R/WP-0000 R-0 R/WP-0000
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved GHVSRC(3-0)
R-0 R/WP-0000

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-17. GCLK, HCLK, VCLK, and VCLK2 Source Register (GHVSRC) Field Descriptions

Bit Name Value Description

31-28 Reserved Reads return zero and writes have no effect.

27-24 GHVWAKE][3-0] GCLK, HCLK, VCLK, VCLK2 source on wakeup.
0000 Clock source0 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0001 Clock source1 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0010 Clock source? is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0011 Clock source3 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0100 Clock source4 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0101 Clock source5 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0110 Clock source6 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0111 Clock source? is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.

1000-1111 | Reserved - These values should not be used.
23-20 Reserved Reads return zero and writes have no effect.
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Table 5-17. GCLK, HCLK, VCLK, and VCLK2 Source Register (GHVSRC) Field Descriptions (Continued)

Bit Name Value Description
19-16 HVLPM[3-0] HCLK, VCLK, VCLK2 source on wakeup when GCLK is turned off.
0000 Clock source0 is the source for HCLK, VCLK, VCLK2 on wakeup.
0001 Clock source1 is the source for HCLK, VCLK, VCLK2 on wakeup.
0010 Clock source? is the source for HCLK, VCLK, VCLK2 on wakeup.
0011 Clock source3 is the source for HCLK, VCLK, VCLK2 on wakeup.
0100 Clock source4 is the source for HCLK, VCLK, VCLK2 on wakeup.
0101 Clock source5 is the source for HCLK, VCLK, VCLK2 on wakeup.
0110 Clock sourceb is the source for HCLK, VCLK, VCLK2 on wakeup.
0111 Clock source? is the source for HCLK, VCLK, VCLK2 on wakeup.
1000-1111 | Reserved - These values should not be used.
15-4 Reserved Reads return zero and writes have no effect.
3-0 GHVSRC[3-0] GCLK, HCLK, VCLK, VCLK2 current clock source.
Note: The GHVSRC[3-0] bits are updated with the HVLPM[3-0] set-
ting when GCLK is turned off, and are updated with the
GHVWAKE[3-0] setting on system wakeup.
0000 Clock source0 is the source for GCLK, HCLK, VCLK, VCLK2.
0001 Clock source1 is the source for GCLK, HCLK, VCLK, VCLK2.
0010 Clock source2 is the source for GCLK, HCLK, VCLK, VCLK2.
0011 Clock source3 is the source for GCLK, HCLK, VCLK, VCLK2.
0100 Clock source4 is the source for GCLK, HCLK, VCLK, VCLK2.
0101 Clock source5 is the source for GCLK, HCLK, VCLK, VCLK2.
0110 Clock sourceb is the source for GCLK, HCLK, VCLK, VCLK2.
0111 Clock source? is the source for GCLK, HCLK, VCLK, VCLK2.
1000-1111 | Reserved - These values should not be used.

Note: Non implemented clock sources should not be enabled or used. A list
of the available clock sources is shown in the Clock Sources Table.
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5.1.17 Peripheral Asynchronous Clock Source Register (VCLKASRC)

The VCLKASRC register shown in Figure 5-18 and described in Table 5-18, sets the clock source for the

asynchronous peripheral clock domains to be configured to run from a specific clock source.

Figure 5-18. Peripheral Asynchronous Clock Source Register (VCLKASRC) [offset = 0x4C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved VCLKA25(3-0) Reserved VCLKA1S(3-0)
R-0 R/WP-1001 R-0 R/WP-1001
R = Read in all modes; WP = Write in privileged mode only; -n values after reset
Table 5-18. Peripheral Asynchronous Clock Source Register (VCLKASRC) Field Descriptions
Bit Name Value Description
31-12 Reserved Reads return zero and writes have no effect.
11-8 VCLKA2S[3-0] Peripheral asynchronous clock2 source.
0000 Clock source0 is the source for peripheral asynchronous clock2.
0001 Clock source1 is the source for peripheral asynchronous clock2.
0010 Clock source?2 is the source for peripheral asynchronous clock2.
0011 Clock source3 is the source for peripheral asynchronous clock2.
0100 Clock source4 is the source for peripheral asynchronous clock2.
0101 Clock source5 is the source for peripheral asynchronous clock2.
0110 Clock source6 is the source for peripheral asynchronous clock2.
0111 Clock source? is the source for peripheral asynchronous clock2.
1000-1111 VCLK is the source for peripheral asynchronous clock?2.
7-4 Reserved Reads return zero and writes have no effect.
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Table 5-18. Peripheral Asynchronous Clock Source Register (VCLKASRC) Field Descriptions (Continued)

Bit Name Value Description

3-0 VCLKA1S[3-0] Peripheral asynchronous clock1 source.
0000 Clock source0 is the source for peripheral asynchronous clock1.
0001 Clock source1 is the source for peripheral asynchronous clock1.
0010 Clock source?2 is the source for peripheral asynchronous clock1.
0011 Clock source3 is the source for peripheral asynchronous clock1.
0100 Clock source4 is the source for peripheral asynchronous clock1.
0101 Clock source5 is the source for peripheral asynchronous clock1.
0110 Clock source6 is the source for peripheral asynchronous clock1.
0111 Clock source? is the source for peripheral asynchronous clock1.

1000-1111 VCLK is the source for peripheral asynchronous clock1.

Note: Non implemented clock sources should not be enabled or used. A list of
the available clock sources is shown in the Clock Sources Table.
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5.1.18 RTI Clock Source Register (RCLKSRC)

The RCLKSRC register shown in Figure 5-19 and described in Table 5-19, controls the RTI (Real Time

Interrupt) clock source selection.

Note: Important constraint when the RTI clock source is not VCLK

If the RTIx clock source is chosen to be anything other than the default VCLK, then
the RTI clock needs to be at least three times slower than the VCLK. This can be
achieved by configuring the RTIXCLK divider in this register. This divider is internally
bypassed when the RTIx clock source is VCLK.

Figure 5-19. RTI Clock Source Register (RCLKSRC) [offset = 0x50]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved RTI1DIV(1-0) Reserved RTI1SRC(3-0)
R0 R/WP-01 R-0 R/WP-1001
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
Table 5-19. RTI Clock Source Register (RCLKSRC) Field Descriptions
Bit Name Value Description
31-10 Reserved Reads return zero and writes have no effect.
9-8 RTI1DIV[1-0] RTI clock1 divider.
00 RTI1CLK divider value is 1.
01 RTIMCLK divider value is 2.
10 RTIMCLK divider value is 4.
11 RTI1CLK divider value is 8.
74 Reserved Reads return zero and writes have no effect.
3-0 RTIMSRC[3-0] RTI clock1 source.
0000 Clock sourceO is the source for RTI1CLK.
0001 Clock source1 is the source for RTI1CLK.
0010 Clock source? is the source for RTI1CLK.
0011 Clock source3 is the source for RTI1CLK.
0100 Clock source4 is the source for RTI1CLK.
0101 Clock source5 is the source for RTI1CLK.
0110 Clock source6 is the source for RTI1CLK.
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Table 5-19. RTI Clock Source Register (RCLKSRC) Field Descriptions (Continued)

Bit Name Value Description
0111 Clock source? is the source for RT1ICLK.
1000-1111 VCLK is the source for RTI1CLK.

Note: A list of the available clock sources is shown in the Clock Sources Table.
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5.1.19 Clock Source Valid Status Register (CSVSTAT)
The CSVSTAT register shown in Figure 5-20 and described in Table 5-20, indicates the status of usable clock

sources.
Figure 5-20. Clock Source Valid Status Register (CSVSTAT) [offset = 0x54]
31 30 29 28 26 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 10 8 7 6 5 4 3 2 1 0
CLK CLK CLK CLK CLK CLK CLK CLK
Reserved SR7 SR6 SR5 SR4 SR3 SR2 SR1 SRO

\% \% \% \% \% \% \% \
R-D R-D R-D R-D R-D R-D R-D R-D

R = Read all modes; -n = Value after power-up reset; D = Device Specific

Table 5-20. Clock Source Valid Register (CSVSTAT) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 CLKSR[7-0]V Clock source[7-0] valid.
0 Clock source[7-0] is not valid.

Clock source[7-0] is valid.

Note: If the valid bit of the source of a clock domain is not set
(i.e., the clock source is not fully stable), the respective clock
domain is disabled by the Global Clock Module (GCM).

Note: A list of the available clock sources is shown in the Clock Sources Table.
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5.1.20 Memory Self-Test Global Control Register (MSTGCR)

The MSTGCR register shown in Figure 5-21 and described in Table 5-21, controls several aspects of the
PBIST (Programmable Built-In Self Test) memory controller. More information about PBIST can be found in
the PBIST chapter.

Figure 5-21. Memory Self-Test Global Control Register (MSTGCR) [offset = 0x58]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved MBIST_ALGSEL(7:0)
R-0 R/WP-00000000
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved ROM_DIV(1:0) Reserved MSTGENA(3:0)
R-0 R/WP-00 R-0 R/WP-0101

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-21. Memory Self-Test Global Control Register (MSTGCR) Field Descriptions

Bit Name Value Description
31-24 Reserved Reads return zero and writes have no effect.
23-16 MBIST_ALGSEL Selects different test algorithm for PBIST
00000000 No Algorithm selected.
00000001 Checkerboard has been selected.
00000010 March 13N with background of all Os and all 1s has been selected.
00000100 March 11N with background of hex 5 and As has been selected.
00001000 March 13N with backgrounds of hex 3 and Cs, hex OF and FOs, and
69 and 96s has been selected.
00010000 PMOS Open Address Decode has been selected.
00100000 No Algorithm selected.
01000000 No Algorithm selected.
10000000 No Algorithm selected.
15-10 Reserved Reads return zero and writes have no effect.
9-8 ROM_DIV[1:0] Prescaler divider bits for BIST ROM clock source.
00 The BIST ROM clock source is HCLK divided by 1.
PBIST will reset for 16 VBUS cycles.
01 The BIST ROM clock source is HCLK divided by 2.

PBIST will reset for 32 VBUS cycles.
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Table 5-21. Memory Self-Test Global Control Register (MSTGCR) Field Descriptions (Continued)

Bit Name Value Description

The BIST ROM clock source is HCLK divided by 4.

10 PBIST will reset for 64 VBUS cycles.

The BIST ROM clock source is HCLK divided by 8.

" PBIST will reset for 96 VBUS cycles.

7-4 Reserved Reads return zero and writes have no effect.

Memory self-test controller global enable key

3-0 MSTGENA[3:0] Note: Enabling the MSTGENA key will generate a reset to the
state machine of the selected PBIST controller.

1010 Memory self-test controller is enabled.

Memory self-test controller is disabled.

Note: It is recommended that a value of 0101b be used to dis-
Others able the memory self-test controller. This value will give maxi-
mum protection from a bit flip inducing event that would
inadvertently enable the controller.
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5.1.21 Memory Hardware Initialization Global Control Register (MINITGCR)

The MINITGCR register shown in Figure 5-22 and described in Table 5-22, enables automatic hardware
memory initialization.

Figure 5-22. Memory Hardware Initialization Global Control Register (MINITGCR) [offset = 0x5C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved MINITGENA(3-0)
R-0 R/WP-0101

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-22. Memory Hardware Initialization Global Control Register (MINITGCR) Field Descriptions

Bit Name Value Description
31-4 Reserved Reads return zero and writes have no effect.
3-0 MINITGENA[3-0] Memory hardware initialization global enable key.
1010 Global memory hardware initialization is enabled
Others Global memory hardware initialization is disabled

Note: It is recommended that a value of 0101b be used to dis-
able memory hardware initialization. This value will give maxi-
mum protection from an event that would inadvertently enable
the controller.

Note: Software should ensure that both the memory self-test
global enable key (MSTGENA) and the memory hardware ini-
tialization global key (MINITGENA) are not enabled at the same
time.
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5.1.22 Memory Self-Test/Initialization Enable Register (MSIENA)

The MSIENA register shown in Figure 5-23 and described in Table 5-23 enables PBIST controllers for
memory self test and the memory modules initialized during automatic hardware memory initialization. See
the device data sheet for memory bit mapping.

Figure 5-23. Memory Self-Test/Initialization Enable Register (MSIENA) [offset = 0x60]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
MSIENA[31-16]
R/WP-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
MSIENA[15-0]
R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-23. Memory Self-Test/Initialization Enable Register (MSIENA) Field Descriptions

Bit Name Value Description
31-0 MSIENA[31-1] Memory initialization enable.
0 In memory self-test mode (MSTGENA = 1010):
Reserved.

In memory Initialization mode (MINITGENA = 1010):
Memory module [31-1] auto hardware initialization is disabled.

1 In memory self-test mode (MSTGENA = 1010):
Reserved.
In memory Initialization mode (MINITGENA = 1010):
Memory module[31-1] auto hardware initialization is enabled.

Note: Software should ensure that both the memory self-test global
enable key (MSTGENA) and the memory hardware initialization global
key (MINITGENA) are not enabled at the same time.

31-0 MSIENA[O] Memory Self-Test (PBIST) controller and memory initialization enable.

In memory self-test mode, this bit should be set before enabling the global
memory self-test controller key (MSTGENA) in the MSTGCR register (off-
set 0x58). The reason for this is that MSTGENA, in addition to being the
global enable for all individual PBIST controllers, is the source for the reset
generation to all the PBIST controller state machines.

Disabling the MSTGENA or MINITGENA key (by writing from a 1010b to
any other value) will reset all the MSIENA[31-0] bits to their default values.
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Table 5-23. Memory Self-Test/Initialization Enable Register (MSIENA) Field Descriptions (Continued)

Bit

Name

Value

Description

0

In memory self-test mode (MSTGENA = 1010):
PBIST controller is disabled.
In memory Initialization mode (MINITGENA = 1010):
Memory module [0] auto hardware initialization is disabled.

In memory self-test mode (MSTGENA = 1010):
PBIST controller is enabled.
In memory Initialization mode (MINITGENA = 1010):
Memory module[0] auto hardware initialization is enabled.

Note: Software should ensure that both the memory self-test global
enable key (MSTGENA) and the memory hardware initialization global
key (MINITGENA) are not enabled at the same time.
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5.1.23 MSTC Global Status Register (MSTCGSTAT)

The MSTCGSTAT register shown in Figure 5-24 and described in Table 5-24, shows the status of the memory
hardware initialization and the memory self-test.

Figure 5-24. MSTC Global Status Register (MSTCGSTAT) [offset = 0x68]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 8 7 6 5 4 3 2 1 0
Reserved D'\ng Reserved DN(I)SNTE
R-0 R-0 R-0 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-24. MSTC Global status register (MSTCGSTAT) Field Descriptions

Bit

Name

Value

Description

31-9

Reserved

Reads return zero and writes have no effect.

MINIDONE

Memory hardware initialization complete status.

Note: Disabling the MINITGENA key (By writing any value other
than 1010b) will clear the MINIDONE status bit to 0.

Note: Individual memory initialization status is shown in the
MINISTAT register (offset 0x6C).

Read- Memory hardware initialization is not complete for all mem-

ory.
Write— A write of 0 has no effect.

Read- Hardware initialization of all memory is completed.
Write— A write of 1 has no effect.

Reserved

Reads return zero and writes have no effect.

MSTDONE

Memory self-test run complete status.

Note: Disabling the MSTGENA key (by writing from a 1010b to
any other value) will clear the MSTDONE status bit to 0.

Read- Memory self-test is not completed.
Write— A write of 0 has no effect.

Read- Memory self-test is completed.
Write— The bit is cleared to 0.
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5.1.24 Memory Hardware Initialization Status Register (MINISTAT)

The MINISTAT register shown in Figure 5-25 and described in Table 5-25 indicates the status of hardware
memory initialization.

Figure 5-25. Memory Hardware Initialization Status Register (MINISTAT) [offset = 0x6C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
MIDONE[31-16]
R/WP-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
MIDONE[15-0]
R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-25. Memory Hardware Initialization Status Register (MINISTAT) Field Descriptions

Bit Name Value Description
31-0 MIDONE[31-0] Memory hardware initialization status bit.
0 Read— Memory module[31-0] hardware initialization is not com-
pleted.

Write— A write of 0 has no effect.

1 Read— Memory module[31-0] hardware initialization is completed.
Write— The bit is cleared to 0.

Note: Disabling the MINITGENA key (by writing from a 1010b to
any other value) will reset all the individual status bits to 0.
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5.1.25 PLL Control Register 1 (PLLCTL1)

The PLLCTLA1 register shown in Figure 5-26 and described in Table 5-26, controls the output frequency of
PLL1 (Clock Source 1 - FMzPLL). It also controls the behavior of the device if a PLL slip or oscillator failure
is detected. More information about the FMzPLL can be found in the PLL chapter.

Figure 5-26. PLL Control Register 1 (PLLCTL1) [offset = 0x70]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
ROS BPOS[1:0] PLLDIV[4:0] ROF Res(f“’e REFCLKDIV[5:0]
R/WP-0 R/WP-01 RIWP-1111 RWP-0 R0 R/WP-000010
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
PLLMUL[15:0]

R/WP-0101111100000000

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = device specific

Table 5-26. PLL Control Register 1 (PLLCTL1) Field Descriptions

Bit Name Value Description
31 Reset on PLL Slip
(ROS)
0 Do not reset system when PLL slip is detected
Reset when PLL slip is detected
1 Note: BPOS (Bits 30-29) must also be enabled for ROS to be
enabled.
Bypass on PLL
30-29 Slip (BPOS)
10 Bypass on PLL Slip is disabled. If a PLL Slip is detected no action is
taken.
Bypass on PLL Slip is enabled. If a PLL Slip is detected the device
will automatically bypass the PLL and use the oscillator to provide
other the device clock.
Note: If ROS (Bit 31) is set to 1 the device will be reset if a PLL
Slip and the PLL will be bypassed after the reset occurs.
28-24 PLL Output Clock R =PLLDIV + 1
Divider (PLLD'V) fPLL CLK ~= pOSt_ODCLK/R
0x00 fpLL cLk = fpost-opcLk/1
0x01 fpLL cLk = foost-oDCLK/2
continues in sequence
Ox1F feLL cLk = foost-obcLk/32
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Table 5-26. PLL Control Register 1 (PLLCTL1) Field Descriptions (Continued)

Bit Name Value Description
23 Reset On Oscilla-
tor Fail (ROF)
0 Do not reset system when oscillator is out of range.
1 Reset when oscillator is out of range.
22 Reserved Read/Write, but value has no effect on PLL operation.
Reference Clock NR = REFCLKDIV + 1
21-16 Divider f =f NR
(REFCLKDIV) INT CLK = ToscIN
0x00 fint cLk = foscin/1
0x01 fint cLk = foscin/2
continues in sequence
O0x3F fint cLk = foscin/64
PLL Multiplica- Valid multiplication factors are from 92 to 184.
15-0 tion Factor (PLL- NF = (PLLMUL / 256) + 1
MUL) fvco cLk = fint cLkX NF
0x5B00 fyco cLk = finT cLkX 92
0x5C00 fvco cLk = fint cLkx 93
continues in sequence
0xB700 fVCO CLK = fINT CLKX 184
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5.1.26 PLL Control Register 2 (PLLCTL2)

The PLLCTL2 register shown in Figure 5-27 and described in Table 5-27, controls the modulation
characteristics and the output divider of the PLL.

Note: Modulation Frequency and Depth Setting Constraints

There are several combinations of the modulation depth and modulation frequency
that are not allowed. Some of these settings effect the PLL even when frequency
modulation is not enabled. Refer the device data sheet to identify these combinations

to avoid PLL malfunction.

Figure 5-27. PLL Control Register 2 (PLLCTL2) [offset = 0x74]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
EFN'V'A SPREADINGRATE][8:0] Res;”’e BWADJ[8:4]
R/WP-0 RAWP-111111111 R-0 R/WP-00000
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
BWADJ[3:0] ODPLL SPR_AMOUNT[8:0]
RWP-0111 R/WP-001 R/WP-000000000

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = device specific

Table 5-27. PLL Control Register 2 (PLLCTL2) Field Descriptions

Bit Name Value Description
31 Erequency Modula-
tion Enable (FMENA)
0 Disable frequency modulation
1 Enable frequency modulation
NS = SPREADINGRATE + 1
30-22 SPREADINGRATE froog = fs = finT cLi/(2*NS)
0x000 fmod = fs = fiNT cLK/(2*1)
0x001 fmod = s = fint cLk/(272)
continues in sequence
Ox1FF fmod = fs = finT cLK/(2*512)
21 Reserved Read/Write, but value has no effect on PLL operation.
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Table 5-27. PLL Control Register 2 (PLLCTL2) Field Descriptions (Continued)

Bit Name Value Description
20-12 Bandwidth Adjust- NB = BWADJ + 1
ment (BWADJ) fBw = from_w/NB
0x007 faw = from_Bw/8 (must be set to this value in non-modulation mode)
0x008 faw = from_Bw/9
continues in sequence
OxOFF fw = from_pw/256
OD = ODPLL +1
11-9 ::?it\%ﬁl (z%POLE;DUt foost-opcLk = fvco cLk/OD
These bits must be changed before the PLL is enabled
0x0 foostobcLk = fvco cLk/1
0x1 foostobcLk = fvco cLk/2
continues in sequence
0x7 foost-oncLk = fvco cLk/8
8-0 (Sgg‘;af/iﬁg‘tj'm;t NV = SPR_AMOUNT + 1
0x000 NV =1
0x001 NV =2
continues in sequence
Ox1FF NV =512
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5.1.27 Die Identification Register Lower Word (DIEIDL)

The DIEIDL register shown in Figure 5-28 and described in Table 5-28, contains information about the die lot
number, wafer number and X, Y wafer coordinates.

Figure 5-28. Die Identification Register, Lower Word (DIEIDL) [offset = 0x7C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
LOT # (LOWER 10 BITS) WAFER #
R-D R-D
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Y WAFER COORDINATE X WAFER COORDINATE
R-D R-D

R = Read only; -X = Value unchanged after reset; -D = device specific

Table 5-28. Die Identification Register, Lower Word (DIEIDL) Field Descriptions

Bit Name Value Description
LOT # - These read only bits contain the lower 10 bits of the device lot num-
31-22 .
(Lower 10 Bits) ber.
21-16 WAFER # - These read only bits contain the wafer number of the device.
Y WAFER - . . . .
15-8 COORDINATE These read only bits contain the Y wafer coordinate of the device
X WAFER - . . . .
7-0 COORDINATE These read only bits contain the X wafer coordinate of the device

Note: Die Identification Information
The die identification information will vary from unit to unit. This information is
programmed by Tl as part of the initial device test procedure.
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5.1.28 Die Identification Register Upper Word (DIEIDH)

The DIEIDH register shown in Figure 5-29 and described in Table 5-29., contains information about the die
lot number.

Figure 5-29. Die ldentification Register, Upper Word (DIEIDH) [offset = 0x80]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-D
15 14 13 12 1" 10 8 7 6 5 4 3 2 1 0
Reserved LOT # (UPPER 14 BITS)

R = Read only; -D = Value is device dependent

R-D

Table 5-29. Die ldentification Register, Upper Word (DIEIDH) Field Descriptions

Bit Name Value Description
31-14 RESERVED - These read only bits are reserved.
13-0 LOT # - This read-only register contains the upper 14 bits of the device lot
(Upper 14 Bits) number.

Note: Die Identification Information

The die identification information will vary from unit to unit. This information is

programmed by Tl as part of the initial device test procedure.
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5.1.29 LPO/Clock Monitor Control Register (LPOMONCTL)

The LPOMONCTL register shown in Figure 5-30 and described in Table 5-30, controls the Low Frequency
(Clock Source 4) and High Frequency (Clock Source 5) Low Power Oscillator’s (LPO) trim values.

Note: This register is for test and debug use only!
Modifying the contents of this register will effect the behavior of clock monitor circuitry.

Figure 5-30. LPO/Clock Monitor Control Register (LPOMONCTL) [offset = 0x88]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved EI\?X-\BSLE Reserved
R-0 R/WP-1 R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved HFTRIM(3-0) Reserved LFTRIM(3-0)
R-0 R/WP-1000 R-0 R/WP-1000

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-30. LPO/Clock Monitor Control Register (LPOMONCTL) Field Descriptions

Bit Name Value Description
31-25 Reserved Reads return zero and writes have no effect.
24 BIAS ENABLE Low Power Oscillator (LPO) Bias enable.
0 The bias circuit is disabled and the LPO is in low power mode.
1 The LPO is enabled.
11-8 HFTRIM[3-0] High frequency oscillator trim value. This four-bit value is used to
center the HF oscillator’s frequency.
Caution: This value should only be changed when the HF oscil-
lator is not the source for a clock domain, otherwise a system
failure could result.
The values below are the ratio: f/ fo
0000 50.00%
0001 56.25%
0010 62.50%
0011 68.75%
0100 75.00%
0101 81.25%
0110 87.50%
1000 100.00%
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Table 5-30. LPO/Clock Monitor Control Register (LPOMONCTL) Field Descriptions (Continued)

Bit Name Value Description
1001 106.25%
1010 112.50%
1011 118.75%
1100 125.00%
1101 131.25%
1110 137.50%
1111 143.75%
74 Reserved Reads return zero and writes have no effect.
3-0 LFTRIM[3-0] Low frequency oscillator trim value. This four-bit value is used to
center the LF oscillator’s frequency.
Caution: This value should only be changed when the LF oscil-
lator is not the source for a clock domain, otherwise a system
failure could result.
The values below are the ratio: f/ fo
0000 50.00%
0001 56.25%
0010 62.50%
0011 68.75%
0100 75.00%
0101 81.25%
0110 87.50%
1000 100.00%
1001 106.25%
1010 112.50%
1011 118.75%
1100 125.00%
1101 131.25%
1110 137.50%
1111 143.75%
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5.1.30 Clock Test Register (CLKTEST)

The CLKTEST register shown in Figure 5-31 and described in Table 5-31, controls the clock signal that is
supplied to the ECLK pin for test and debug purposes.

Note: Clock Test Register Usage
This register should only be used for test and debug purposes!

Figure 5-31. Clock Test Register (CLKTEST) [offset = 0x8C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

RANGE

Reserved CLOCK DET DET Reserved CLK_TEST_EN(3-0)

ALTLIMP | RANGE

ENA
ENABLE | CTRL | gop
R-0 RWP-0 RMWP-0 RMWP-0 R-0 RIWP-1010
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved SEL_ECP_PIN(3-0)
R-0 R/WP-0000

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-31. Clock Test Register (CLKTEST) Field Descriptions

Bit Name Value Description

31-20 Reserved Reads return zero and writes have no effect.

ALTLIMPCLOCKEN- This bit selects a clock driven by the GIOBJ0] pin as an alternate limp

26 ABLE clock to the clock monitor phase frequency detect (PFD).

The 10-MHz LPO fast clock is the compare clock for the clock detect
PFD circuit and the source to limp clock on a clock fail.

The ALTLIMPCLOCK driven on the GIOB|0] pin is the compare clock
1 for the clock detect PFD circuit and the source to limp clock on a clock
fail.

Range detection control. This bit’s functionality is dependant on the

25 RANGEDETCTRL state of the RANGEDETENSSEL bit (Bit 24) of the CLKTEST register.

The clock monitor range detection circuitry (RANGEDETECTENA-
BLE) is disabled.

The clock monitor range detection circuitry (RANGEDETECTENA-
BLE) is enabled.

Selects range detection enable. This bit resets asynchronously on

24 RANGEDETENSSEL ARST

The range detect enable is generated by the hardware in the clock
monitor wrapper.
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Table 5-31. Clock Test Register (CLKTEST) Field Descriptions (Continued)

1101-1111

Bit Name Value Description
1 The range detect enable is gontrolled by the RANGEDETCTRL bit
(Bit 25) of the CLKTEST register.

20-16 CLK_TEST_ENI[3-0] Clock test enable. This bit enables the clock going to the ECLK pin.
Note: The ECLK pin must also be placed into Functional mode
by setting the ECPCLKFUN bit to 1in the SYSPC1 register (offset
0x00).

0101 Clock going to ECLK pin is enabled.
Others Clock going to ECLK pin is disabled.
15-4 Reserved Reads return zero and writes have no effect.
3-0 SEL_ECP_PIN[3-0] ECLK pin clock source select
Note: Only valid clock sources can be selected for the ECLK pin.
Valid clock sources are displayed by the CSVSTAT register (off-
set 0x54).
Note: The ECLK pin does not support output frequencies greater
than 80 MHz. See the device data sheet for more information.
0000 Oscillator clock
0001 PLL clock
0010 Not Implemented
0011 External clock applied on pin GIOB[0]
0100 Low frequency LPO (Low Power Oscillator) clock
0101 High frequency clock LPO (Low Power Oscillator) clock
0110 Not Implemented
0111 Not Implemented
1000 GCLKMCLK
1001 RTI1CLK
1010 Not Implemented
1011 VCLKA1
1100 VCLKA2

Not Implemented

Note:

Non implemented clock sources should not be enabled or used.
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5.1.31 Imprecise Fault Status Register (IMPFASTS)

The IMPFASTS register shown in Figure 5-32 and described in Table 5-32, displays information about
imprecise aborts that have occurred. An imprecise abort is an abort in which the initiator of a transaction
cannot determine the exact transaction that has generated the abort. Please see the ARM Cortex R4 User

Guide for more information about imprecise aborts.

Figure 5-32. Imprecise Fault Status Register (IMPFASTS) [offset = 0xA8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved MASTERID(7-0)
R-0 R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved EMIFA | NCBA | VBUSA Reserved ATYPE
R-0 R-0 R-0 R-0 R-0 RC-0
R = Read only; C = Clear by reading; -0 value after power-up reset
Table 5-32. Imprecise Fault Status Register (IMPFASTS) Field Descriptions
Bit Name Value Description
31-24 Reserved Reads return zero and writes have no effect.
23-16 MASTERID[7-0] 0x00-0xFF Master ID. This register indicates which master is responsible for

MASTERID value.

Notes:

occurs

other resets.

the imprecise abort. The master ID value depends on device imple-
mentation— please refer to the device-specific data sheet for valid

* These bits are only updated when an imprecise abort

* These bits are cleared to 0x00 only on power-up reset.
The value of these bits remains unchanged after all

15-11 Reserved Reads return zero and writes have no effect.

9 NCBA Non-cacheable, bufferable abort (NCBA). This register indicates the

imprecise abort was generated by a non-cacheable, bufferable write
or shared device write through the write buffer of the CPU.

Notes:

* This bit is only updated when an imprecise abort
generated by a non-cacheable, bufferable write or
shared device write occurs.

¢ This bit is cleared to 0 only on power-up reset. The
value of this register remains unchanged after all other
resets.

0 A NCBA is not responsible for the last imprecise abort.
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Table 5-32. Imprecise Fault Status Register (IMPFASTS) Field Descriptions (Continued)

Bit

Name

Value

Description

1

A NCBA was written with an illegal address and generated an
imprecise abort.

VBUSA

VBUS abort. This register indicates the imprecise abort was gener-
ated when writing into the peripheral frame.

Notes:

* This bit is only updated when an imprecise abort is
generated when writing into the peripheral frame

* This bit is cleared to 0 only on power-up reset. The
value of this register remains unchanged after all other
resets.

The peripheral frame did not generate the last imprecise abort.

The peripheral frame was written with an illegal address and gener-
ated an imprecise abort.

7-1

Reserved

Reads return zero and writes have no effect.

ATYPE

Abort type.This bit indicates to the CPU whether the last abort was
an imprecise abort or a precise abort.

Notes:

¢ This bit is updated after each abort is generated to the
CPU.

¢ This bit is cleared on CPU read.

¢ This bit is cleared to 0 only on power-up reset. The
value of this bit remains unchanged after all other
resets

The last abort generated was a precise abort.
MASTERID, VBUSA, NCBA, EMIFA and IMPFTADD were not
updated.

The last abort generated was an imprecise abort.
MASTERID, VBUSA, NCBA, EMIFA and IMPFTADD were updated.

Note: Once ATYPE is set, the IMPFAWADD and IMPFASTS bits
are not updated by subsequent ABORT signals.

Note:

The DMA, DMM, and the peripheral master port will also generate an imprecise abort
to the CPU when writing to the peripheral region or to the EMIF region. This will be
indicated in the Master ID field of this register.
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5.1.32 Imprecise Fault Address Register (IMPFTADD)

This IMPFTADD register shown in Figure 5-33 and described in Table 5-33, shows the address at which an
imprecise abort occurred.

Figure 5-33. Imprecise Fault Write Address Register (IMPFTADD) [offset = 0xAC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
IMPFTADD
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
IMPFTADD
R-0

R = Read only; -n = value after power-up reset

Table 5-33. Imprecise Fault Write Address R (IMPFTADD) Field Descriptions

Bit Name Value Description
31-0 IMPFTADDI[31-0] 0—-OxFFFF These bits contain the fault address when an imprecise abort
FFFF occurs.

Note: These bits are only updated when an imprecise abort
occurs.

Note: These bits are cleared to 0x0000 0000 only on power-up
reset. The value of this register remains unchanged after all
other resets.
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5.1.33 System Software Interrupt Request 1 Register (SSIR1)

The SSIR1 register shown in Figure 5-34 and described in Table 5-34, is used for software interrupt
generation.

Figure 5-34. System Software Interrupt Request 1 Register (SSIR1) [offset = 0xB0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
SSKEY1 SSDATA1
R/W-0 R/W-0

R = Read; W = Write in all modes; -n = Value after reset

Table 5-34. System Software Interrupt Request 1 Register (SSIR1) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15-8 SSKEY1[7-0] 0x00-0xFF System software interrupt request key. A 0x75 written to these bits

initiates IRQ/FIQ interrupts. Data in this field is always read as 0.
The SSKEY1 field can be written into only if the write data matches
the key (0x75). The SSDATA1 field can only be written into if the
write data into this field, the SSKEY1 field, matches the key (0x75).

7-0 SSDATA1[7-0] 0x00-0xFF System software interrupt data. These bits contain user read/write
register bits. They may be used by the application software as differ-
ent entry points for the interrupt routine. The SSDATA1 field cannot
be written into unless the write data into the SSKEY1 field matches
the key (0x75); therefore, byte writes cannot be performed on the
SSDATAT1 field.

Note:
This register is mirrored at offset 0xFC for compatibility reasons.
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5.1.34 System Software Interrupt Request 2 Register (SSIR2)

The SSIR2 register shown in Figure 5-35 and described in Table 5-35, is used for software interrupt
generation.

Figure 5-35. System Software Interrupt Request 2 Register (SSIR2) [offset = 0xB4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
SSKEY2 SSDATA2
R/W-0 R/W-0

R = Read; W = Write; -n = Value after reset

Table 5-35. System Software Interrupt Request 2 Register (SSIR2) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15-8 SSKEY2[7-0] 0x00-0xFF System software interrupt2 request key. A 0x84 written to these bits

initiates IRQ/FIQ interrupts. Data in this field is always read as 0.
The SSKEY?2 field can be written into only if the write data matches
the key (0x84). The SSDATAZ field can only be written into if the
write data into this field, the SSKEY2 field, matches the key (0x84).

7-0 SSDATAZ2[7-0] 0x00-0xFF System software interrupt data. These bits contain user read/write
register bits. They may be used by the application software as differ-
ent entry points for the interrupt routine. The SSDATAZ field cannot
be written into unless the write data into the SSKEY2 field matches
the key (0x84); therefore, byte writes cannot be performed on the
SSDATAZ field.
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5.1.35 System Software Interrupt Request 3 Register (SSIR3)
The SSIR3 register shown in Figure 5-36 and described in Table 5-36, is used for software interrupt

generation.

Figure 5-36. System Software Interrupt Request 3 Register (SSIR3) [offset = 0xB8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
SSKEY3 SSDATA3
R/W--0 R/W--0

R = Read; W = Write; U = Undefined; -n = Value after reset

Table 5-36. System Software Interrupt Request 3 Register (SSIR3) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15-8 SSKEY3[7-0] 0x00-0xFF System software interrupt request key. A 0x93 written to these bits
initiates IRQ/FIQ interrupts. Data in this field is always read as 0.
The SSKEY3 field can be written into only if the write data matches
the key (0x93). The SSDATAGS field can only be written into if the
write data into this field, the SSKEY3 field, matches the key (0x93).
7-0 SSDATA3[7-0] 0x00-0xFF System software interrupt data. These bits contain user read/write

register bits. They may be used by the application software as differ-
ent entry points for the interrupt routine. The SSDATAGS field cannot
be written into unless the write data into the SSKEY3 field matches
the key (0x93); therefore, byte writes cannot be performed on the
SSDATAS field.
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5.1.36 System Software Interrupt Request 4 Register (SSIR4)
The SSIR4 register shown in Figure 5-37 and described in Table 5-37, is used for software interrupt

generation.

Figure 5-37. System Software Interrupt Request 4 Register (SSIR4) [offset = 0xBC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
SSKEY4 SSDATA4
R/W--0 R/W--0

R = Read; W = Write; U = Undefined; -n = Value after reset

Table 5-37. System Software Interrupt Request 4 Register (SSIR4) Field Descriptions

Bit

Name

Value

Description

31-16

Reserved

Reads return zero and writes have no effect.

15-8 SSKEY4[7-0]

0x00-0xFF

System software interrupt2 request key. A 0xA2 written to these bits

initiates IRQ/FIQ interrupts. Data in this field is always read as 0.

The SSKEY4 field can be written into only if the write data matches

the key (0xA2). The SSDATA4 field can only be written into if the

write data into this field, the SSKEY4 field, matches the key (0xA2).

7-0 SSDATA4[7-0]

0x00-0xFF

System software interrupt data. These bits contain user read/write

register bits. They may be used by the application software as differ-
ent entry points for the interrupt routine. The SSDATA4 field cannot

be written into unless the write data into the SSKEY4 field matche
the key (0xA2); therefore, byte writes cannot be performed on the
SSDATAA4 field.

S
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5.1.37 RAM Control Register (RAMGCR)

The RAMGCR register shown in Figure 5-38 and described in Table 5-38, is used to configure eSRAM data
and address wait states.

Note: The RAM_DFT_EN bits are for Tl internal use only!
The contents of the RAM_DFT_EN field should not be changed.

Figure 5-38. RAM Control Register (RAMGCR) [offset = 0xC0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved RAM_DFT_EN(3:0)
R-0 R/WP-0101
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
WST | o WST
Reserved AENA | N€S€TVE L pENA
d
0 0
R-0 RWP-0 R0 R/MWP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-38. RAM Control Register (RAMGCR) Field Descriptions

Bit

Name Value

Description

31-20

Reserved

Reads return zero and writes have no effect.

19-16

RAM_DFT_EN[3-

0]

1010

Others

Functional mode RAM DFT (Design For Test) port enable key.
Note: For Tl internal use only!

RAM DFT port is enabled.
RAM DFT port is disabled

Note: It is recommended that a value of 0101b be used to dis-
able the RAM DFT port. This value will give maximum protec-
tion from a bit flip inducing event that would inadvertently
enable the controller.

31-3 Reserved

Reads return zero, writes should not be performed to these bits.

2 WST_AENAO eSRAM data phase wait state enable bit.

0 The default address setup time for eSSRAMO is used.

1 The eSRAM address setup time is increased by one HCLK cycle.
1 Reserved Reads return zero and writes have no effect.
0 WST_DENAO eSRAM data phase wait state enable bit.
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Table 5-38. RAM Control Register (RAMGCR) Field Descriptions (Continued)

Bit

Name

Value

Description

0

1

There are no wait states for eSRAM during the data phase.

The eSRAM data phase setup time is increased by one HCLK

cycle.
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5.1.38 Bus Matrix Module Control Register 1 (BMMCR1)

The BMMCR1 register shown in Figure 5-39 and described in Table 5-39, allows RAM and Program (Flash)
memory addresses to be swapped.

Figure 5-39. Bus Matrix Module Control Register 1 (BMMCR) [offset = 0xC4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved MEMSW
R-0 R/WP-1010

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-39. Bus Matrix Module Control Register 1 (BMMCR) Field Descriptions

Bit

Name Value

Description

314

Reserved

Reads return zero and writes have no effect.

3-0

MEMSW[3-0]

1010

0101

Any other
value

Memory swap key.

Note: A CPU reset must be issued after the memory swap key
has been changed for the memory swap to occur. A CPU reset
can be initiated by changing the state of the MPM_ENA bit in
the MMUGCR register (offset 0xCC).

Default memory map:
Program memory (Flash) starts at address 0x0000 0000.
eSRAM starts at address 0x0800 0000.

Swapped memory map-:
eSRAM starts at address 0x0000 0000.
Program memory (Flash) starts at address 0x0800 0000.

The device memory map is unchanged.
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5.1.39 Bus Matrix Module Control Register2 (BMMCR?2)
The BMMCR2 register shown in Figure 5-40 and described in Table 5-40, allows the Bus Matrix Module

(BMM) arbitration priority to be configured.

Figure 5-40. Bus Matrix Module Control Register2 (BMMCR2) [offset = 0xC8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved PRTY_P| PRTY_ | PRTY_ | PRTY_ | PRTY_ | PRTY_ | PRTY_ | PRTY_
BM HPI RAM3 | RAM2 CRC PRG FLASH | RAMO

R-0

R/WP-0 R/WP-0 R/WP-0 R/WP-0 R/WP-0 R/WP-0 R/WP-0 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-40. Bus Matrix Module Control Register2 (BMMCR2) Field Descriptions

Name Value

Description

Reserved

Reads return zero and writes have no effect.

7 PRTY_PBM

Arbitration priority to PBM - Peripheral bus matrix.
Fixed priority is used.

Round robin priority is used.

6 PRTY_HPI

Arbitration priority to Coprocessor Interface.
Fixed priority is used.

Round robin priority is used.

5 PRTY_RAMS3

Arbitration priority to eSRAMS3.
Fixed priority is used.

Round robin priority is used.

PRTY_RAM2

Arbitration priority to eSRAM2.
Fixed priority is used.

Round robin priority is used.

3 PRTY_CRC

Arbitration priority to CRC.
Fixed priority is used.

Round robin priority is used.
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Table 5-40. Bus Matrix Module Control Register2 (BMMCR2) Field Descriptions (Continued)

Bit

Name

Value

Description

2

PRTY_PRG

Arbitration priority to peripheral bridge.
Fixed priority is used.

Round robin priority is used.

PRTY_FLASH

Arbitration priority to FLASH.
Fixed priority is used.

Round robin priority is used.

PRTY_RAMO

Arbitration priority to eSRAMO.
Fixed priority is used.

Round robin priority is used.
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5.1.40 MMU Global Control Register (MMUGCR)

The MMUGCR register shown in Figure 5-41 and described in Table 5-41, allows the memory protection
mode to be configured on certain TMS570 devices. It also allows a reset to the Cortex R4 CPU to be

generated.
Figure 5-41. MMU Global Control Register (MMUGCR) [offset = 0xCC]
31 30 29 28 26 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 10 8 7 6 5 4 3 2 1 0
Reserved R%ZET
R-0 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = value after power-up reset

Table 5-41. MMU Global Control Register (MMUGCR) Field Descriptions

Bit Name

Value

Description

31-1 Reserved

Reads return zero and writes have no effect.

0 CPU RESET

This bit’s function on this device is to trigger a Cortex R4 CPU reset.
When this bit is changed fromaOtoa 1 orfroma1toa0aCPU

reset is triggered.

Note: On certain TMS570 devices, this bit controls the memory
protection configuration to use either the MMU or MPU. This
device only supports an MPU; therefore the only function this

bit has on this device is to trigger a CPU reset.

Note: The CPU reset is specific to the CPU only, not to the sys-
tem (system reset remains inactive during CPU reset).

The system is configured to use the MMU, or the MPU if the system

has only an MPU.

The system is configured to use the MPU.
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5.1.41 Clock Control Register (CLKCNTL)

The CLKCNTL register shown in Figure 5-42 and described in Table 5-42, controls peripheral reset and the
peripheral clock divide ratios.

Note: VCLK and VCLK2 clock ratio restrictions.

The VCLK2 frequency must always be greater than or equal to the VCLK frequency.
Frequency of VCLK2 must also be an integer multiple of the frequency of VCLK. That
is, f(VCLK2) = f(HCLK)/2 and f(VCLK) = f(HCLK)/3 is not allowed. In addition, the
VCLK and VCLK2 clock ratios must not be changed simultaneously. The application
must configure the VCLK2 ratio, read back the contents of the CLKCNTL register, and
then configure the VCLK ratio.

Figure 5-42. Clock Control Register (CLKCNTRL) [offset = 0xDO0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved VCLK2R Reserved VCLKR
R-0 R/WP-0001 R-0 R/WP-0001
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved PENA Reserved
R-0 R/WP-0 R-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-42. Clock Control Register (CLKCNTRL) Field Descriptions

Bit Name Value Description
31-28 Reserved Reads return zero and writes have no effect.
27-24 VCLK2R[3-0] VBUS clock2 ratio.
0000 The VCLK2 speed is HCLK divided by 1.
1111 The VCLK2 speed is HCLK divided by 16.

23-20 Reserved Reads return zero and writes have no effect.

19-16 VCLKR[3-0] VBUS clock ratio.
0000 The VCLK speed is HCLK divide by 1.
1111 The VCLK speed is HCLK divided by 16.

15-9 Reserved Reads return zero and writes have no effect.

8 PENA Peripheral enable bit. The application must set this bit before
accessing any peripheral
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Table 5-42. Clock Control Register (CLKCNTRL) Field Descriptions (Continued)

Bit Name Value Description
0 The global peripheral/peripheral memory frames are in reset.
1 All peripheral/peripheral memory frames are out of reset.

Note: The peripherals’ registers/memory can only be accessed
after this bit is set to 1.

7-0 Reserved Reads return zero and writes have no effect.
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5.1.42 ECP Control Register (ECPCNTL)
The ECP register shown in Figure 5-43 and described in Table 5-43, configures the ECLK pin in functional

mode.
Note: ECLK Functional mode configuration.
The ECLK pin must be placed into Functional mode by setting the ECPCLKFUN bit
to 1 in the SYSPC1 register (offset 0x00) before a clock source will be visible on the
ECLK pin.
Figure 5-43. ECP Control Register (ECPCNTL) [offset = 0xD4]
3 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved EgEPLS ; Egg Reserved
R-0 RW-0  R/W-0 R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
ECPDIV15-0
R/W-0

R = Read; WP = Write in privileged mode only; -n = Value after reset

Table 5-43. ECP Control Register (ECPCNTL) Field Descriptions

Bit

Name Value Description

31-25

Reserved Reads return zero and writes have no effect.

24

ECPSSEL This bit allows the selection between VCLK and OSCIN as the clock
source for ECLK.

Note: Other ECLK clock sources are available for debug pur-
poses by configuring the CLKTEST register (offset 0x8C).

0 VCLK is selected as the ECP clock source.

1 OSCIN is selected as the ECP clock source.

23

ECPCOS ECP continue on suspend.

Note: Suspend mode is entered while performing certain JTAG
debugging operations.

0 ECLK output is disabled in suspend mode. ECLK output will be shut
off and will not be seen on the 1/O pin of the device.

1 ECLK output is not disabled in suspend mode. ECLK output will not
be shut off and will be seen on the 1/O pin of the device.

22-16

Reserved Reads return zero and writes have no effect.
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Table 5-43. ECP Control Register (ECPCNTL) Field Descriptions (Continued)

Bit

Name

Value

Description

15-0

ECPDIV(15-0)

0-FFFF

ECP divider value. The value of ECPDIV bits determine the external
clock (ECP clock) frequency as a ratio of VBUS clock or OSCIN as
shown in the formula:

VCLKorOSCIN

ECLR= <5 epDIvV 1)

Note: The ECLK pin does not support output frequencies
greater than 80 MHz. See the device data sheet for other ECLK
limitations.
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5.1.43 DEYV Parity Control Register1 (DEVCR1)
This register is shown in Figure 5-44 and described in Table 5-44.
Figure 5-44. DEV Parity Control Register1 (DEVCR1) [offset = 0xDC]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved DEVPARSEL
R-0 R/WP-1010

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-44. DEV Parity Control Register1 (DEVCR1) Field Descriptions

Bit Name Value Description
314 Reserved Reads return zero and writes have no effect.
3-0 DEVPARSEL Device parity select bit key.

Note: After an odd (DEVPARSEL=0101) or even (DEVPAR-
SEL=1010) scheme is programmed into the DEVPARSEL register,
any one bit change can be detected and will retain its programmed
scheme. More than one bit changes in DEVPARSEL will cause a
default to odd parity scheme.

1010 The device parity is odd.

0101 The device parity is even.
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5.1.44 System Exception Control Register (SYSECR)
The SYSECR register shown in Figure 5-45 and described in Table 5-45 is used to generate a software reset.

Figure 5-45. System Exception Control Register (SYSECR) [offset = 0xEOQ]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
RESET1 |RESETO Reserved
R/WP-0 R/WP-1 R-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-45. System Exception Control Register (SYSECR) Field Descriptions

Bit

Name Value Description

31-16 Reserved Reads return zero and writes have no effect.

15-14 | RESET[1-0]

system software reset.

Software reset bits. Setting RESET1 or clearing RESETO causes a

01 No reset will occur.
1X, A global system reset will occur.
x0
13-0 Reserved Reads return zero and writes have no effect.
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5.1.45 System Exception Status Register (SYSESR)

The SYSESR register shown in Figure 5-46 and described in Table 5-46, shows the source for different resets
encountered. Previous reset source status bits are not automatically cleared if new resets occur. All bits in
this register can be cleared by writing a ‘1’ to the bit.

Figure 5-46. System Exception Status Register (SYSESR) [offset = 0xE4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
PO osc WD Reserved CPU SwW EXT Reserved MPMOD
RST RST RST RST RST RST E
R/WC-X R/WC-X R/WC-X R-0 R/WC-X R/WC-X R/WC-X R-0 R-0

R = Read in all modes; WC = Write clear in all modes; -X = Value unchanged after reset; -n = Value after reset

Table 5-46. System Exception Status Register (SYSESR) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15 PORST Power-up reset. This bit is set when VCCOR (VCC Out of Range) is
detected.
0 No reset has occurred due to the V¢ being out of range.

A reset was caused by V¢ being out of range (nPORST was
asserted).

14 OSCRST Reset caused by an oscillator failure or PLL cycle slip. This bit is set
when a reset is caused by an oscillator failure or PLL slip.

Note: The action taken when an oscillator failure or PLL slip is
detected must configured in the PLLCTL1 register (offset

0x70).

0 No reset has occurred due to an oscillator failure or a PLL cycle slip.

1 A reset was caused by an oscillator failure or a PLL cycle slip.

13 WDRST Watchdog reset flag. This bit is set when the last reset was caused

by the analog or digital watchdog.

0 No reset has occurred because of the AWD or DWD.

1 A reset was caused by the AWD or DWD.

12-6 Reserved Reads return zero and writes have no effect.
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Table 5-46. System Exception Status Register (SYSESR) Field Descriptions (Continued)

Bit Name Value Description

CPU reset flag.

This bit is set when the CPU is reset.
5 CPURST Note: A CPU reset can be initiated by the CPU self-test control-
ler (LBIST) or by changing the memory protection (MMU/MPU)
configuration in MMUGCR register (offset 0xCC).

0 No CPU reset has occurred.

1 A CPU reset occurred.

4 SWRST Software reset flag.
This bit is set when a software system reset has occurred.

Note: A software system reset can be initiated by writing to the
RESET bits in the SYSECR register (offset 0xEO0).

0 No software reset has occurred.

1 A software reset occurred.

3 EXTRST External reset flag.
This bit is set when a reset is caused by the external reset pin nRST.

0 The external reset pin has not asserted a reset.

1 A reset has been caused by the external reset pin.

2-1 Reserved Reads return zero and writes have no effect.

0 MPMODE This indicates the current memory protection unit (MPU) mode.
0 MPU is disabled.

1 MPU is enabled.
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5.1.46 Global Status Register (GLBSTAT)

The GLBSTAT register shown in Figure 5-47 and described in Table 5-47, indicates the FMzPLL (PLL1) slip
status and the oscillator fail status.

Note: PLL and OSC fail behavior.
The device behavior after a PLL slip or an oscillator failure is configured in the
PLLCTLA1 register (offset 70h).

Figure 5-47. Global Status Register (GLBSTAT) [offset = 0xEC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved FBSLIP | RFSLIP Reserved 0sC
FAIL
R-x RC-0 RC-0 R/C-0

R = Read; C = Clear;

Table 5-47. Global Status Register (GLBSTAT) Field Descriptions

Bit Name Value Description
31-10 Reserved Reads return zero and writes have no effect.
9 FBSLIP PLL over cycle slip detection.
0 Read: No PLL over cycle slip has been detected.

Write: The bit is unchanged.

Read: A PLL over cycle slip has been detected.
Write: The bit is cleared to 0.

NOTE:

During power on, the FBSLIP and/or the RFSLIP bits may be inad-

vertently set along with the CLK source valid bit for the PLL

(OXFFFFFF54). The signal to the SYS slip reset and the error sig-

nalling module is not affected.
Workaround:

1. Write PLLCTL1[30:29] (2 bit key) to binary 10 (disable slip out-

put). This clears the PLL clock source valid signal.
2. Restore PLLCTL1[30:29] to binary 01 (enable slip output).
3. Clear the slip bits in GLBSTAT register (OXFFFFFFEC).
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Table 5-47. Global Status Register (GLBSTAT) Field Descriptions (Continued)

Bit Name Value Description
8 RFSLIP PLL under cycle slip detection.
0 Read: No PLL under cycle slip has been detected.

Write: The bit is unchanged.

1 Read: A PLL under cycle slip has been detected.
Write: The bit is cleared to 0.

NOTE:

During power on, the FBSLIP and/or the RFSLIP bits may be inad-
vertently set along with the CLK source valid bit for the PLL
(OXFFFFFF54). The signal to the SYS slip reset and the error sig-
nalling module is not affected.

Workaround:

1. Write PLLCTL1[30:29] (2 bit key) to binary ‘10’ (disable slip out-
put). This clears the PLL clock source valid signal.

2. Restore PLLCTL1[30:29] to binary ‘01’ (enable slip output).

3. Clear the slip bits in GLBSTAT register (OXFFFFFFEC).

7-1 Reserved Reads return zero and writes have no effect.
0 OSCFAIL Oscillator fail flag bit.
0 Read: No oscillator failure has been detected.

Write: The bit is unchanged.

1 Read: An oscillator failure has been detected.
Write: The bit is cleared to 0.
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5.1.47 Device Identification Register (DEV)

The DEV is a read-only register. It contains device-specific information that is hard-coded during device
manufacture. This register is shown in Figure 5-48 and described in Table 5-48.

Figure 5-48. Device Identification Register (DEV) [offset = 0xFO0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
CP15 ID( TECH
R-K R-K R-K
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
TECH Tlo) PPAR Program RECC Version Platform 1D

parity
R-K R-K R-K R-K R-K R-K R-K

R = Read only; -K = Constant value

Table 5-48. Device Identification Register (DEV) Field Descriptions

Bit Name Value Description
31 CP15 CP15 CPU. This bit indicates whether the CPU has a coprocessor
15 (CP15)
0 The CPU has no CP15 present.
1 The CPU has a CP15 present.
The CPU ID can be read using the CP15 C0,C0,0 register.
30-17 ID 0—Ox3FFF Device ID. The device ID is unique by device configuration and is
defined in the device data sheet.
16-13 TECH These bits define the process technology by which the device was
manufactured.
0000 Device manufactured in the C05 process technology.
0001 Device manufactured in the FO5 process technology.
0010 Device manufactured in the C035 process technology.
0011 Device manufactured in the FO35 process technology.
12 I/O Input/output voltage. This bit defines the 1/O voltage of the device.
0 The 1/O voltage is 3.3 V.
1 The I/O voltage is 5 V.
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Table 5-48. Device Identification Register (DEV) Field Descriptions (Continued)

Bit

Name

Value

Description

1

PPAR

Peripheral parity. This bit indicates whether or not peripheral mem-
ory parity is present.

The peripheral memories have no parity.

The peripheral memories have parity.

10-9

Program parity

00

01

10

1

These bits indicate which parity is present for the program memory.

No memory protection is present.
The program memory (Flash) has single bit parity.
The program memory (Flash) has ECC.

This combination is reserved.

RECC

RAM ECC. This bit indicates whether or not RAM memory ECC is
present.

The RAM memories do not have ECC.

The RAM memories have ECC.

VERSION

0-0x1F

Version. These bits provide the revision of the device.

Platform ID

101

The device is part of the TMS570Px family. The TMS570Px ID is
always 101b
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5.1.48 Software Interrupt Vector Register (SSIVEC)
The SSIVEC register shown in Figure 5-49 and described in Table 5-49, contains information about software

interrupts.
Figure 5-49. Software Interrupt Vector Register (SSIVEC) [offset = 0xF4]
31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 8 7 6 5 4 3 2 1 0
SSIDATA SSIVECT
R-0 R-0

R = Read only; -n = Value after reset

Table 5-49. Software Interrupt Vector Register (SSIVEC) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.

15-8 SSIDATA[7-0] 0-OxFF System software interrupt data key. These bits contain the data key
value of the source for the system software interrupt, which is indi-
cated by the vector in the SSIVEC[7-0] field.

7-0 SSIVECT[7-0] These bits contain the source for the system software interrupt.
Note: A read from the SSIVECT bits clears the corresponding
SSI_FLAG[4-1] bit in the SSIF register, corresponding to the
source vector of the system software interrupt.

Note: The SSIR[4-1] interrupt has the following priority order:
SSIR1 has the highest priority.
SSIR4 has the lowest priority.

0x00 No software interrupt is pending.

0x01 A software interrupt has been generated by writing the correct
key value to The SSIR1 register.

0x02 A software interrupt has been generated by writing the correct
key value to the SSIR2 register.

0x03 A software interrupt has been generated by writing the correct
key value to the SSIR3 register.

0x04 A software interrupt has been generated by writing the correct
key value to the SSIR4 register.

0x05- Reserved

OxFF
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5.1.49 System Software Interrupt Flag Register (SSIF)
The SSIF register shown in Figure 5-50 and described in Table 5-50, contains software interrupt flag status

information.
Figure 5-50. System Software Interrupt Flag Register (SSIF) [offset = 0xF8]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
ez FLAG4 | FLAGS | FLAG2 | FLAGH
R-0 RICO R/C-0 R/C-0 R/C-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 5-50. System Software Interrupt Flag Register (SSIF) Field Descriptions

Bit

Name

Value

Description

314

Reserved

Reads return zero and writes have no effect.

3-0

SS|_FLAG[4-1]

System software interrupt flag[4—1]. This flag is set when the correct

SSKEY is written to the SSIR register[4—1].

Note: A read from the SSIVEC register clears the correspond-
ing SSI_FLAG[4-1] bit in the SSIF, corresponding to the source

vector of the system software interrupt.

Read: No IRQ/FIQ interrupt was generated since the bit was last

cleared.
Write: The bit is unchanged.

Read: An IRQ/FIQ interrupt was generated.
Write: The bit is cleared to 0.
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5.2 Secondary System Control Registers (SYS2)

This section describes the secondary frame of system registers. The start address of the second system
module frame is OxFFFF E100 and the end address is OxFFFF E1FF. The registers support 32-, 16-, and 8-
bit writes. The offset is relative to the system module frame start address.

Figure 5-51. Secondary Frame System Control Registers Summary

Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 10 9 8 6 5 4 3 2 1 0
0x00 Reserved ODS|‘\:'/_ Reserved
PLLCTL3
Reserved PLL_MUL (30) Reserved PLL_D'V (20)
0x04 Reserved
Reserved Reserved
Reserved
0x08 Reserved CLKDIV
STCCLKDIV Reserved
Note: All additional registers in the secondary system frame are reserved.
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5.2.1 PLL Control Register 3 (PLLCTL3)

The PLLCTL3 register is shown in Figure 5-52 and described in Table 5-51. This register controls the settings
of PLL2 (Clock Source 6 - FPLL).

Figure 5-52. PLL Control Register 3 (PLLCTL3) [offset = 0x00]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved OSIS/— Reserved
R-W-000000000 R-WP-0 R-W-000000
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved PLL_MUL (3:0) Reserved PLL_DIV (2:0)
R-W-0000 R-WP-0011 R-W-00000 R-WP-111

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset;

Table 5-51. PLL Control Register 3 (PLLCTL3) Field Descriptions

Bit

Name

Value

Description

31-23

Reserved

Reads are zero and writes have no effect

22

0SC_DIV

Configures the OSC clock division factor (NR)

fintcLk = foscin / NR
NR = OSC_DIV + 1

FintoLk /1

FinTcLk / 2

21-12

Reserved

Reads are zero and writes have no effect

11-8

PLL_MUL[3-0]

0000

0001

0010

0010

1101

1111

Configures PLL reference clock multiplication factor (NF) between 1
and 15

foutputcLk = finteLk * NF
NF = PLL_MUL[3-0] + 1

foutputcLk = 1 * finTeLk
foutputcLk = 2 * finTeLk
foutputcLk = 2 * finTcLk

foutputcLk = 3 * finTeLk

foutputcLk = 15 * finTeLk
foutputcLk = 1 * finTcLk (special case)

NOTE: (PLL_MUL+1) sets the multiply factor for the PLL except
in the special case of PLL_MUL = 1111b which is logically
equivalent to the setting of 0000b.
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Table 5-51. PLL Control Register 3 (PLLCTL3) Field Descriptions (Continued)

Bit Name Value Description
7-3 Reserved Reads are zero and writes have no effect
Configures PLL division factor (R)
2-0 PLL_DIV[2-0] frLLoLk = foutputcLk / R
R = PLL_DIV[2-0] + 1
000 frLLcLk = foutputcLk / 1
001 frLLcLk = foutputcLk / 2
010 frLLcLk = foutputcLk / 3

110

1M1

fpLLcLk = foutputcLk / 7

frLLcLk = foutputcLk / 8
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5.2.2 CPU Logic BIST Clock Divider (STCCLKDIV)

The STCCLKDIV register is shown in Figure 5-53 and described in Table 5-52. This register is used to set
the internal Cortex R4 CPU Logic Built In Self-Test (LBIST) divider. This divider is used to reduce the LBIST
clock speed without the need to change the main device clock HCLK/PLL speed.

Note: Maximum Cortex R4 CPU Self-Test (LBIST) Speed.

The maximum speed that LBIST can be executed is slower than the device’s
maximum rated frequency. The maximum speed can be found in the device data
sheet.

Figure 5-53. CPU Logic BIST Clock Prescaler (STCCLKDIV) [offset = 0x08]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
CLKDIV Reserved
R-0 RWP-000 R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = device specific

Table 5-52. CPU Logic BIST Clock Prescaler (STCLKDIV) Field Descriptions

Bit Name Value Description
31-27 Reserved 0
26-24 CLKDIV Clock divider/prescaler for CPU clock during CPU Self-Test - LBIST
000 STC CLK =HCLK / 1
001 STC CLK=HCLK/2
001 STC CLK=HCLK/3
110 STC CLK=HCLK /7
111 STC CLK=HCLK/8
23-0 Reserved 0
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5.3 Peripheral Central Resource (PCR) Control Registers
This section describes the Peripheral Central Resource (PCR) control registers. The start address of the PCR
register frame is OXFFFF EO0O and the end address is OxFFFF EOFF. Figure 5-54 summarizes the registers
in the PCR, which are used to configure protection to the peripherals in PCS and PS regions. The following
sections provide detailed information about these registers. Additional information about the PCR control
registers can be found in the Exceptions section of the Architecture Overview chapter.

Figure 5-54. PCR Register Summary

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS
0x00 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
PMPROTSETO SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

Page 157 PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS
63 62 61 60 59 58 57 56 55 54 53 52 51 50 49 48

0x04 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PMPROTSET1 | pcs | pcs | pcs | pcs | Pcs | pcs | pcs | pcs | pcs | Pcs | pcs | pcs | Pcs | Pcs | pcs | pcs
Page 158 47 46 45 44 43 42 41 40 39 38 37 36 35 34 33 32
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

Reserved
0x08
Reserved
Reserved
Reserved
0x0C
Reserved
Reserved
PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
0x10 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PMPROTCLRO | pcs | pcs | pcs | pcs | Pcs | pcs | Pcs | pcs | pcs | Pcs | Pcs | Pcs | Pcs | Pcs | pcs | Pcs
Page 159 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS PCS
63 62 61 60 59 58 57 56 55 54 53 52 51 50 49 48
0x14 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
PMPROTCLR1 CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

Page 160 PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
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Figure 5-54. PCR Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x18
Reserved
Reserved
Reserved
0x1C
Reserved
Reserved

PS7 PS7 PS7 PS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 PS4 PS4 PS4
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

0x20 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PPROTSETO | ps3 | Ps3 | Ps3 | Ps3 | Ps2 | Ps2 | Ps2 | Ps2 | Ps1 | Ps1 | Pst | Ps1 | Pso | Pso | Pso | Pso
Page 161 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

0x24 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PPROTSET1 | ps11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 | Ps9 | Pso | Ps9 | Ps9 | pPss | Pss | Ps8 | Pss
Page 163 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

0x28 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PPROTSET2 | pg19 | PS19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
Page 164 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

0x2C PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PPROTSET3 | ps27 | Ps27 | PS27 | PS27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | Ps24 | Ps24 | Ps24 | Ps24
Page 165 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET
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Figure 5-54. PCR Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x30
Reserved
Reserved
Reserved
0x34
Reserved
Reserved
Reserved
0x38
Reserved
Reserved
Reserved
0x3C
Reserved
Reserved

PS7 PS7 Ps7 PsS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 PS4 PS4 PS4
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

0x40 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PPROTCLRO | ps3 | ps3 | Ps3 | Ps3 | Ps2 | Ps2 | Ps2 | Ps2 | Ps1 | Ps1 | Ps1 | Ps1 | Pso | Pso | Pso | Pso
Page 166 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

0x44 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PPROTCLRT | ps11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 | PS9 | PS9 | PS9 | Ps9 | Pss | Pss | Pss | Pss
Page 167 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

0x48 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PPROTCLR2 | pg19 | ps19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
Page 168 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
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Figure 5-54. PCR Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

0x4C PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PPROTCLR3 | ps27 | Ps27 | PS27 | PS27 | Ps26 | PS26 | Ps26 | Ps26 | Ps25 | Ps25 | PS25 | Ps25 | Ps24 | PS24 | Ps24 | Ps24
Page 169 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

Reserved
0x50
Reserved
Reserved
Reserved
0x54
Reserved
Reserved
Reserved
0x58
Reserved
Reserved
Reserved
0x5C
Reserved
Reserved
PCS31 | PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
0x60 WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
PCSPWRDWNS SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET
ETO PCS15 | PCS14 | PCS13 | PCS12 | PCS11 | PCS10 | PCS9 | PCS8 | PCS7 | PCS6 | PCS5 | PCS4 | PCS3 | PCS2 | PCS1 | PCSO

Page 170 PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

PCS63 | PCS62 | PCS61 | PCS60 | PCS59 | PCS58 | PCS57 | PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49 | PCS48
PWRD | PWRD | PWRD | PWRD | PWRD [ PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD

0x64 WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
pcsPWROWNS |_SET_| SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
ET1 PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32

Page 171 PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET
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Figure 5-54. PCR Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x68
Reserved
Reserved
Reserved
0x6C
Reserved
Reserved

PCS31 | PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD

0x70 WN | WN | WN | WwN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | wN
ocspwrowN | LR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
CLRO PCS15 | PCS14 | PCS13 | PCS12 | PCS11 | PCS10 | PCS9 | PCS8 | PCS7 | PCS6 | PCS5 | PCS4 | PCS3 | PCS2 | PCS1 | PCSO

Page 172 PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

PCS63 | PCS62 | PCS61 | PCS60 | PCS59 | PCS58 | PCS57 | PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49 | PCS48
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD

0x74 WN | WN | WN | WwN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | wN
ocspwrowWN | LR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
CLR1 PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32

Page 173 PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

Reserved
0x78
Reserved
Reserved
Reserved
0x7C
Reserved
Reserved
PS7 PS7 PS7 PS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 PS4 PS4 PS4
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
0x80 WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
PSPWRDWN SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET
SETO PS3 PS3 PS3 PS3 PS2 PS2 PS2 PS2 PS1 PS1 PS1 PS1 PSO PSO PSO PSO
Page 174 QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN WN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET
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Figure 5-54. PCR Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
OffsetAddress
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | Ps13 | PS13 | PS13 | Ps13 | Ps12 | Ps12 | Ps12 | PsS12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
0x84 WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | wN
pspwrowN |SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
SET1 PS11 | PS11 | PS11 | Ps11 | Ps10 | Ps10 | PS10 | Ps10 | Ps9 | Pso | Ps9 | Pso | pPss | pPss | Ps8 | Pss
Page 175 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN | W | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
PS23 | PS23 | PS23 | PS23 | Ps22 | Ps22 | Ps22 | Ps22 | Ps21 | Ps21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
0x88 WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
pspwrowN |SET_| SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
SET2 Ps19 | Ps19 | Ps19 | Ps19 | Ps18 | pPs18 | Ps18 | Ps18 | Ps17 | Ps17 | Ps17 | Ps17 | Ps16 | PS16 | Ps16 | PS16
Page 175 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN | W | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
PS31 | PS31 | PS31 | Ps31 | PS30 | PS30 | PS30 | PS30 | Ps29 | Ps29 | Ps29 | Ps29 | Ps28 | Ps28 | Ps28 | Ps28
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
0x8C WN | W | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
pspwrowN | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
SET3 Ps27 | Ps27 | Ps27 | Ps27 | Ps26 | Ps26 | Ps26 | Ps26 | Ps25 | Ps25 | Ps25 | Ps25 | Ps24 | Ps24 | Ps24 | Ps24
Page 177 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
Reserved
0x90
Reserved
Reserved
Reserved
0x94
Reserved
Reserved
Reserved
0x98
Reserved
Reserved
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Figure 5-54. PCR Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
OffsetAddress
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x9C
Reserved
Reserved
PS7 | PS7 | PS7 | PS7 | PS6 | PS6 | PS6 | PS6 | PS5 | PS5 | PS5 | PS5 | PS4 | PS4 | PS4 | Psa
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
0xAO WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
bspwrowN |_CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CIR
CLRO PS3 | PS3 | PS3 | PS3 | PS2 | PS2 | Ps2 | Ps2 | PS1 | PS1 | PS1 | PS1 | PSO | PSO | PSO | PsO
Page 178 | QUAD [ QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN | WN | WwN | wN | wN | WN | wN | wN | wN | WN | WN | WN | WN | WN | wN | wN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
0xA4 WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | wN
pspwROWN |_CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CIR | CIR
CLRA PS11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 | PS9 | PS9 | PS9 | Ps9 | Pss | Pss | Pss | Pss
Page 179 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN | WN | WN | WwN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | wN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
0xA8 WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
pspwroWN |_CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CIR | CIR
CLR2 PS19 | PS19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
Page 180 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN | WN | WwN | wN | wN | WN | wN | WN | WN | WN | WN | WN | WN | wWN | wN | wN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
0xAC WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN | WN
pspwrowN |CER | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
CLR3 PS27 | PS27 | PS27 | PS27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | PS24 | PS24 | PS24 | PS24
Page 181 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD | PWRD
WN | WN | wN | wN | wN | wWN | wN | wN | wWN | WN | WN | WN | WN | WN | WN | wN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
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5.3.1 Peripheral Memory Protection Set Register 0 (PMPROTSETO0)
This register is shown in Figure 5-55 and described in Table 5-53.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non-implemented bits have no effect and reads are 0.

Figure 5-55. Peripheral Memory Protection Set Register 0 (PMPROTSETO) [offset = 0x00]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PCS31 | PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

PCS15 | PCS14 | PCS13 | PCS12 | PCS11 | PCS10 | PCS9 PCS8 PCS7 PCS6 PCS5 PCS4 PCS3 PCS2 PCS1 PCSO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-53. Peripheral Memory Protection Set Register 0 (PMPROTSETO0) Field Descriptions

Bit Name Value Description
31-0 PCS[31-0]PROTSET Peripheral memory frame protection set.
0 Read- The peripheral memory frame n can be written to and read

from in both user and privileged modes.
Write— The bit is unchanged.

1 Read- The peripheral memory frame n can be written to only in priv-
ileged mode, but it can be read in both user and privileged modes.
Write— The corresponding bitin PMPROTSETO0 and PMPROTCLRO
registers is set to 1.
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5.3.2 Peripheral Memory Protection Set Register 1 (PMPROTSET1)
This register is shown in Figure 5-56 and described in Table 5-54.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-56. Peripheral Memory Protection Set Register 1 (PMPROTSET1) [offset = 0x04]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PCS63 | PCS62 | PCS61 | PCS60 | PCS59 | PCS58 | PCS57 | PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49 | PCS48
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-54. Peripheral Memory Protection Set Register 1 (PMPROTSET1) Field Descriptions

Bit Name Value Description
31-0 PCS[63—-32]PROTSET Peripheral memory frame protection set.
0 Read- The peripheral memory frame n can be written to and read

from in both user and privileged modes.
Write— The bit is unchanged.

1 Read- The peripheral memory frame n can be written to only in priv-
ileged mode, but it can be read in both user and privileged modes.
Write— The corresponding bitin PMPROTSET1 and PMPROTCLR1
registers is set to 1.
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5.3.3 Peripheral Memory Protection Clear Register 0 (PMPROTCLRO0)
This register is shown in Figure 5-57 and described in Table 5-55.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.

Writes to non implemented bits have no effect and reads are 0.

Figure 5-57. Peripheral Memory Protection Clear Register 0 (PMPROTCLRO) [offset = 0x10]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PCS31 | PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
PCS15 | PCS14 | PCS13 | PCS12 | PCS11 | PCS10 | PCS9 PCS8 PCS7 PCS6 PCS5 PCS4 PCS3 PCS2 PCS1 PCSO0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-55. Peripheral Memory Protection Clear Register 0 (PMPROTCLRO) Field Descriptions

Bit Name Value Description
31-0 PCS[31-0]PROTCLR Peripheral memory frame protection set.
0 Read- The peripheral memory frame[31-0] can be written to and

read from in both user and privileged modes.
Write— The bit is unchanged.

Read- The peripheral memory frame[31-0] can be written to only in
privileged mode, but it can be read in both user and privileged
modes.

Write— The corresponding bitin PMPROTSETO0 and PMPROTCLRO
registers is cleared to 0.
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5.3.4

Peripheral Memory Protection Clear Register 1 (PMPROTCLR1)

This register is shown in Figure 5-58 and described in Table 5-56.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-58. Peripheral Memory Protection Clear Register 1 (PMPROTCLR1) [offset = 0x14]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PCS63 | PCS62 | PCS61 | PCS60 | PCS59 | PCS58 | PCS57 | PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49 | PCS48
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-56. Peripheral Memory Protection Clear Register 1 (PMPROTCLR1) Field Descriptions

Bit Name Value Description
31-0 PCS[63-32]PROTCLR Peripheral memory frame protection clear.
0 Read- The peripheral memory frame[63—32] can be written to and

read from in both user and privileged modes.
Write— The bit is unchanged.

1 Read- The peripheral memory frame[63—32] can be written to only
in privileged mode, but it can be read in both user and privileged
modes.

Write— The corresponding bitin PMPROTSET1 and PMPROTCLR1
registers is cleared to 0.
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5.3.5 Peripheral Protection Set Register 0 (PPROTSETO)

There is one bit for each quadrant for PS0 to PS7.
The following are the ways in which quadrants are used within a PS frame—

a. The slave uses all the four quadrants
Only the bit corresponding to the quadrant 0 of PSn is implemented. It protects the whole 1K-byte frame.
The remaining three bits are not implemented.

b. The slave uses two quadrants
Each quadrant has to be in one of these groups— (Quad 0 and Quad 1), or (Quad 2 and Quad 3).
For the group Quad0/Quad1, the bit quadrant O protects both quadrants 0 and 1. The bit quadrant 1 is
not implemented.
For the group Quad2/Quad3, the bit quadrant 2 protects both quadrants 2 and 3. The bit quadrant 3 is
not implemented.

c. The slave uses only one quadrant.
In this case, the bit as specified in Table 5-57 protects the slave.

The above arrangement is true for all the peripheral select (PS0 to PS31), presented in section 5.3.6—section
5.3.12. This register holds bits for PS0 to PS7 and is shown in Figure 5-59 and described in Table 5-57.

Note:
Writes to non implemented bits have no effect and reads are 0.

Figure 5-59. Peripheral Protection Set Register 0 (PPROTSETO) [offset = 0x20]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS7 PS7 PS7 PS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 PS4 PS4 PS4
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS3 PS3 PS3 PS3 PS2 PS2 PS2 PS2 PS1 PS1 PS1 PS1 PSO PSO PS0 PS0
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
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Table 5-57. Peripheral Protection Set Register 0 (PPROTSETO0)) Field Descriptions

Bit Name Value Description
31-0 PCS[7-0]QUAD[3-0] . .
PROTSET Peripheral select quadrant protection set,
0 Read- The peripheral select quadrant can be written to and read

from in both user and privileged modes.
Write— The bit is unchanged.

Read- The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged
modes.

Write— The bit in PMPROTSETO and PMPROTCLRO registers is
setto 1.
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5.3.6 Peripheral Protection Set Register 1 (PPROTSET1)

There is one bit for each quadrant for PS8 to PS15. The protection scheme is described in PPROTSETO, in
section 5.3.5. This register is shown in Figure 5-60 and described in Table 5-58.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-60. Peripheral Protection Set Register 1 (PPROTSET1) [offset = 0x24]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS15 PS15 PS15 PS15 PS14 PS14 PS14 PS14 PS13 PS13 PS13 PS13 PS12 PS12 PS12 PS12
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

PS11 PS11 PS11 PS11 PS10 PS10 PS10 PS10 PS9 PS9 PS9 PS9 PS8 PS8 PS8 PS8
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-58. Peripheral Protection Set Register 1 (PPROTSET1) Field Descriptions

Bit Name Value Description

31-0 PCS[15-8]QUAD[3-0]

PROTSET Peripheral select quadrant protection set,

0 Read- The peripheral select quadrant can be written to and read
from in both user and privileged modes.
Write— The bit is unchanged.

1 Read- The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged

modes.
Write— The bitin PMPROTSET1 and PMPROTCLR1 registers is

setto 1.
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5.3.7 Peripheral Protection Set Register 2 (PPROTSET?2)

There is one bit for each quadrant for PS16 to PS23. The protection scheme is described in PPROTSETO,
in section 5.3.5. This register is shown in Figure 5-61 and described in Table 5-59.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-61. Peripheral Protection Set Register 2 (PPROTSET2) [offset = 0x28]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS23 PS23 PS23 PS23 PS22 PS22 PS22 PS22 PS21 PS21 PS21 PS21 PS20 PS20 PS20 PS20
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

PS19 PS19 PS19 PS19 PS18 PS18 PS18 PS18 PS17 PS17 PS17 PS17 PS16 PS16 PS16 PS16

QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-59. Peripheral Protection Set Register 2 (PPROTSET2) Field Descriptions

Bit Name Value Description

31-0 PCS[23-16]QUAD[3-

0] PROTSET Peripheral select quadrant protection set,

0 Read- The peripheral select quadrant can be written to and read
from in both user and privileged modes.
Write— The bit is unchanged.

1 Read- The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged
modes.

Write— The bit in PMPROTSET2 and PMPROTCLR?2 registers is
setto 1.

164 System and Peripheral Control Registers February 2012



{i’ TeExAs
INSTRUMENTS

www.ti.com

Peripheral Central Resource (PCR) Control Registers

5.3.8 Peripheral Protection Set Register 3 (PPROTSET3)

There is one bit for each quadrant for PS24 to PS31. The protection scheme is described in PPROTSETO,
in section 5.3.5. This register is shown in Figure 5-62 and described in Table 5-60.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-62. Peripheral Protection Set Register 3 (PPROTSET3) [offset = 0x2C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS31 PS31 PS31 PS31 PS30 PS30 PS30 PS30 PS29 PS29 PS29 PS29 PS28 PS28 PS28 PS28
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

PS27 PS27 PS27 PS27 PS26 PS26 PS26 PS26 PS25 PS25 PS25 PS25 PS24 PS24 PS24 PS24
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-60. Peripheral Protection Set Register 3 (PPROTSET3) Field Descriptions

Bit Name Value Description

31-0 PCS[31-0]QUADI[3-0] . .
PROTSET Peripheral select quadrant protection set,

0 Read- The peripheral select quadrant can be written to and read

from in both user and privileged modes.

Write— The bit is unchanged.

1 Read- The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged
modes.

Write— The bitin PMPROTSET3 and PMPROTCLRS registers is
setto 1.
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5.3.9 Peripheral Protection Clear Register 0 (PPROTCLRO)

There is one bit for each quadrant for PS0 to PS7. The protection scheme is described in PPROTSETO, in
section 5.3.5. This register is shown in Figure 5-63 and described in Table 5-61.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-63. Peripheral Protection Clear Register 0 (PPROTCLRO) [offset = 0x40]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS7 PS7 PS7 PS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 PS4 PS4 PS4
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

PS3 PS3 PS3 PS3 PS2 PS2 PS2 PS2 PS1 PS1 PS1 PS1 PSO PSO PSO PSO
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-61. Peripheral Protection Clear Register 0 (PPROTCLRO) Field Descriptions

Bit Name Value Description
31-0 PCS[7-0]QUADI[3-0] . .
PROTCLR Peripheral select quadrant protection clear,
0 Read- The peripheral select quadrant can be written to and read

from in both user and privileged modes.
Write— The bit is unchanged.

1 Read- The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged

modes.
Write— The bit in PMPROTSETO and PMPROTCLRO registers is

cleared to 0.
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5.3.10 Peripheral Protection Clear Register 1 (PPROTCLR1)

There is one bit for each quadrant for PS8 to PS15. The protection scheme is described in PPROTSETO, in
section 5.3.5. This register is shown in Figure 5-64 and described in Table 5-62.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-64. Peripheral Protection Clear Register 1 (PPROTCLR1) [offset = 0x44]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS15 PS15 PS15 PS15 PS14 PS14 PS14 PS14 PS13 PS13 PS13 PS13 PS12 PS12 PS12 PS12
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

PS11 PS11 PS11 PS11 PS10 PS10 PS10 PS10 PS9 PS9 PS9 PS9 PS8 PS8 PS8 PS8
QUADS3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-62. Peripheral Protection Clear Register 1 (PPROTCLR1) Field Descriptions

Bit Name Value Description

31-0 | PCS[15-8]QUAD[3-0]

PROTCLR Peripheral select quadrant protection clear,

0 Read- The peripheral select quadrant can be written to and read
from in both user and privileged modes.
Write— The bit is unchanged.

1 Read- The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged
modes.

Write— The bit in PMPROTSET1 and PMPROTCLR1 registers is
cleared to 0.
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5.3.11 Peripheral Protection Clear Register 2 (PPROTCLR2)

There is one bit for each quadrant for PS16 to PS23. The protection scheme is described in PPROTSETO,
in section 5.3.5. This register is shown in Figure 5-65 and described in Table 5-63.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-65. Peripheral Protection Clear Register 2 (PPROTCLR2) [offset = 0x48]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PS19 | PS19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-0
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
Table 5-63. Peripheral Protection Clear Register 2 (PPROTCLR2) Field Descriptions
Bit Name Value Description
31-0 PCS[23-16]QUADI[3-0] . .
Peripheral select quadrant protection clear,
PROTCLR P 9 P

0 Read- The peripheral select quadrant can be written to and
read from in both user and privileged modes.
Write— The bit is unchanged.

1 Read- The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged
modes.

Write— The bit in PMPROTSET2 and PMPROTCLR2 registers
is cleared to 0.
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5.3.12 Peripheral Protection Clear Register 3 (PPROTCLR3)

There is one bit for each quadrant for PS24 to PS31. The protection scheme is described in PPROTSETO,
in section 5.3.5. This register is shown in Figure 5-66 and described in Table 5-64.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-66. Peripheral Protection Clear Register 3 (PPROTCLR3) [offset = 0x4C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS31 PS31 PS31 PS31 PS30 PS30 PS30 PS30 PS29 PS29 PS29 PS29 PS28 PS28 PS28 PS28
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

PS27 PS27 PS27 PS27 PS26 PS26 PS26 PS26 PS25 PS25 PS25 PS25 PS24 PS24 PS24 PS24
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-64. Peripheral Protection Clear Register 3 (PPROTCLR3) Field Descriptions

Bit Name Value Description

31-0 | PCS[31-0]QUAD[3-0]

PROTCLR Peripheral select quadrant protection clear,

0 Read- The peripheral select quadrant can be written to and
read from in both user and privileged modes.
Write— The bit is unchanged.

1 Read- The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged
modes.

Write— The bitin PMPROTSET3 and PMPROTCLR3 registers is
cleared to 0.
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5.3.13 Peripheral Memory Power-Down Set Register 0 (PCSPWRDWNSETO0)

Each bit corresponds to a bit at the same index in the PMPROT register in that they both relate to the same
peripheral.

This register is shown in Figure 5-67 and described in Table 5-65.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-67. Peripheral Memory Power-Down Set Register 0 (PCSPWRDWNSETO0) [offset = 0x60]

31

30

29

28

27 26 25 24 23 22 21 20 19 18 17 16
PCS31 | PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET
R/WP-1
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
PCS15 | PCS14 | PCS13 | PCS12 | PCS11 | PCS10 | PCS9 PCS8 PCS7 PCS6 PCS5 PCS4 PCS3 PCS2 PCS1 PCSO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET
R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-65. Peripheral Memory Power-Down Set Register 0 (PCSPWRDWNSETO) Field Descriptions

Bit

Name

Value

Description

PCS[31-0]
PWRDNSET

Peripheral memory clock power-down set.

Read- The peripheral memory clock[31-0] is active.
Write— The bit is unchanged.

Read- The peripheral memory clock[31-0] is inactive.
Write— The corresponding bit in the PCSPWRDWNSETO and

PCSPWRDWNCLRO registers is set to 1.
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5.3.14 Peripheral Memory Power-Down Set Register 1 (PCSPWRDWNSET1)

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

This register is shown in Figure 5-68 and described in Table 5-71.

Figure 5-68. Peripheral Memory Power-Down Set Register 1 (PCSPWRDWNSET1) [offset = 0x64]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PCS63 | PCS62 | PCS61 | PCS60 | PCS59 | PCS58 | PCS57 | PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49 | PCS48
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET
R/WP-1
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-66. Peripheral Memory Power-Down Set Register 1 (PCSPWRDWNSET1) Field Descriptions

Bit

Name

Value

Description

PCS[63-32]
PWRDNSET

Peripheral memory clock power-down set.

Read- The peripheral memory clock[63-32] is active.
Write— The bit is unchanged.

Read- The peripheral memory clock[63—32] is inactive.
Write— The corresponding bit in the PCSPWRDWNSET1 and
PCSPWRDWNCLR1 registers is set to 1.
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5.3.15 Peripheral Memory Power-Down Clear Register 0 (PCSPWRDWNCLRO0)

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

This register is shown in Figure 5-69 and described in Table 5-67.

Figure 5-69. Peripheral Memory Power-Down Clear Register 0 (PCSPWRDWNCLRO) [offset = 0x70]

31

30

29

28

27

26 25

24 23 22 21 20 19 18 17 16
PCS31 | PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-1
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PCS15 | PCS14 | PCS13 | PCS12 | PCS11 | PCS10 | PCS9 PCS8 PCS7 PCS6 PCS5 PCS4 PCS3 PCS2 PCS1 PCSO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-67. Peripheral Memory Power-Down Clear Register 0 (PCSPWRDWNCLRO) Field Descriptions

Bit

Write— The bit is unchanged.

Name Value Description
31-0 PCS[31-0] Peripheral memory clock power-down clear.
PWRDNCLRO
0 Read- The peripheral memory clock[31-0] is active.

Read- The peripheral memory clock[31-0] is inactive.
Write— The corresponding bit in the PCSPWRDWNSETO0 and
PCSPWRDWNCLRO registers is cleared to 0.
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5.3.16 Peripheral Memory Power-Down Clear Register 1 (PCSPWRDWNCLR1)

This register is shown in Figure 5-70 and described in Table 5-68.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Therefore, the size of this register is device-dependent. Writes to non implemented
bits have no effect and reads are 0.

Figure 5-70. Peripheral Memory Power-Down Clear Register 1 (PCSPWRDWNCLR1) [offset = 0x74]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PCS63 | PCS62 | PCS61 | PCS60 | PCS59 | PCS58 | PCS57 | PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49 | PCS48
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-1
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-68. Peripheral Memory Power-Down Set Register 1 (PCSPWRDWNCLR1) Field Descriptions

Bit Name Value Description
31-0 PCS[63-32] Peripheral memory clock power-down clear.
PWRDNSET

Read- The peripheral memory clock[63—32] is active.
Write— The bit is unchanged.

Read- The peripheral memory clock[63—32] is inactive.

Write— The corresponding bit in the PCSPWRDWNSET1 and
PCSPWRDWNCLR1 registers is cleared to 0.
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5.3.17 Peripheral Power-Down Set Register 0 (PSPWRDWNSETO0)

There is one bit for each quadrant for PS0 to PS7. Each bit of this register corresponds to the bit at the same
index in the corresponding PPROT register in that they relate to the same peripheral.These bits are used to
power down/power up the clock to the corresponding peripheral.

For every bitimplemented in the PPROT register, there is one bit in the PSnPWRDWN register, except when
two peripherals (both in PS area) share buses. In that case, only one Power-Down bit is implemented, at the
position corresponding to that peripheral whose quadrant comes first (the lower numbered).

The ways in which quadrants can be used within a frame are identical to what is described under
PPROTSETO, section 5.3.5.

This arrangement is the same for bits of PS8 to PS31, presented in section 5.3.18—section 5.3.24. This
register holds bits for PS0 to PS7. This register is shown in Figure 5-71 and described in Table 5-69.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-71. Peripheral Power-Down Set Register 0 (PSPWRDWNSETO0) [offset = 0x80]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS7 PS7 PS7 PS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 PS4 PS4 PS4
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

PS3 PS3 PS3 PS3 PS2 PS2 PS2 PS2 PS1 PS1 PS1 PS1 PSO PSO PSO PSO
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-69. Peripheral Power-Down Set Register 0 (PSPWRDWNSETO0) Field Descriptions

Bit Name Value Description
31-0 PS[7-0]QUAD[3-0] Peripheral select quadrant clock power-down set.
PWRDWNSET
0 Read- The clock to the peripheral select quadrant is active.

Write— The bit is unchanged.

1 Read- The clock to the peripheral select quadrant is inactive.
Write— The corresponding bit in PSPWRDWNSETO and
PSPWRDWNCLRO registers is set to 1
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5.3.18 Peripheral Power-Down Set Register 1 (PSPWRDWNSET1)

There is one bit for each quadrant for PS8 to PS15. The protection scheme is described in section 5.3.17.
This register is shown in Figure 5-72 and described in Table 5-70.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-72. Peripheral Power-Down Set Register 1 (PSPWRDWNSET1) [offset = 0x84]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS15 PS15 PS15 PS15 PS14 PS14 PS14 PS14 PS13 PS13 PS13 PS13 PS12 PS12 PS12 PS12
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS11 PS11 PS11 PS11 PS10 PS10 PS10 PS10 PS9 PS9 PS9 PS9 PS8 PS8 PS8 PS8
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

R/WP = Read in all modes, any time, write in privileged mode only, -n = Value after reset

Table 5-70. Peripheral Power-Down Set Register 1 (PSPWRDWNSET1) Field Descriptions

Bit Name Value Description

31-0 PS[15-8]QUADI[3— Peripheral select quadrant clock power-down set.
0] PWRDWNSET

0 Read- The clock to the peripheral select quadrant is active.
Write— The bit is unchanged.

1 Read- The clock to the peripheral select quadrant is inactive.
Write— The corresponding bit in PSPWRDWNSET1 and
PSPWRDWNCLR1 registers is set to 1
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5.3.19 Peripheral Power-Down Set Register 2 (PSPWRDWNSET2)

There is one bit for each quadrant for PS16 to PS23. The protection scheme is described in section 5.3.17.
This register is shown in Figure 5-66 and described in Table 5-64.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-73. Peripheral Power-Down Set Register 2 (PSPWRDWNSET2) [offset = 0x88]

31 30 29 28 27 26 25

24 23 22 21 20 19 18 17 16

PS23 PS23 PS23 PS23 PS22 PS22 PS22
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1
PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET

PS22 PS21 PS21 PS21 PS21 PS20 PS20 PS20 PS20
QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET

15 14 13 12 11 10 9

R/WP-1

8 7 6 5 4 3 2 1 0

PS19 PS19 PS19 PS19 PS18 PS18 PS18
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1
PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET

PS18 PS17 PS17 PS17 PS17 PS16 PS16 PS16 PS16
QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-71. Peripheral Power-Down Set Register 2 (PSPWRDWNSET2) Field Descriptions

Bit Name Value

Description

31-0 | PS[23-16]QUAD[3-0]
PWRDWNSET

Peripheral select quadrant clock power-down set.

Read- The clock to the peripheral select quadrant is active.
Write— The bit is unchanged.

Read- The clock to the peripheral select quadrant is inactive.
Write— The corresponding bit in PSPWRDWNSET2 and
PSPWRDWNCLR? registers is set to 1
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5.3.20 Peripheral Power-Down Set Register 3 (PSPWRDWNSET3)

There is one bit for each quadrant for PS24 to PS31. The protection scheme is described in section 5.3.17.
This register is shown in Figure 5-74 and described in Table 5-72.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-74. Peripheral Power-Down Set Register 3 (PSPWRDWNSET?3) [offset = 0x8C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS31 PS31 PS31 PS31 PS30 PS30 PS30 PS30 PS29 PS29 PS29 PS29 PS28 PS28 PS28 PS28
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS27 PS27 PS27 PS27 PS26 PS26 PS26 PS26 PS25 PS25 PS25 PS25 PS24 PS24 PS24 PS24
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-72. Peripheral Power-Down Set Register 3 (PSPWRDWNSET3) Field Descriptions

Bit Name Value Description

31-0 PS[31-24]QUADI[3- Peripheral select quadrant clock power-down set.
0] PWRDWNSET

0 Read- The clock to the peripheral select quadrant is active.
Write— The bit is unchanged.

1 Read- The clock to the peripheral select quadrant is inactive.
Write— The corresponding bit in PSPWRDWNSET3 and
PSPWRDWNCLRS registers is set to 1
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5.3.21 Peripheral Power-Down Clear Register 0 (PSPWRDWNCLRO0)

There is one bit for each quadrant for PS0 to PS7. The protection scheme is described in section 5.3.17. This
register is shown in Figure 5-75 and described in Table 5-73.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-75. Peripheral Power-Down Clear Register 0 (PSPWRDWNCLRO) [offset = 0xA0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PS7 PS7 PS7 PS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 PS4 PS4 PS4
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-1
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PS3 PS3 PS3 PS3 PS2 PS2 PS2 PS2 PS1 PS1 PS1 PS1 PSO PSO PSO PSO
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-73. Peripheral Power-Down Clear Register 0 (PSPWRDWNCLRO) Field Descriptions

Bit Name Value

Description

31-0 PS[7-0]QUAD[3~
0] PWRDWNCLR

Peripheral select quadrant clock power-down clear.

0 Read- The clock to the peripheral select quadrant is active.
Write— The bit is unchanged.

1 Read- The clock to the peripheral select quadrant is inactive.
Write— The corresponding bit in PSPWRDWNSETO and
PSPWRDWNCLRO registers is cleared to 0.
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5.3.22 Peripheral Power-Down Clear Register 1 (PSPWRDWNCLR1)

There is one bit for each quadrant for PS8 to PS15. The protection scheme is described in section 5.3.17.
This register is shown in Figure 5-76 and described in Table 5-74.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-76. Peripheral Power-Down Clear Register 1 (PSPWRDWNCLR1) [offset = 0xA4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS15 PS15 PS15 PS15 PS14 PS14 PS14 PS14 PS13 PS13 PS13 PS13 PS12 PS12 PS12 PS12
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS11 PS11 PS11 PS11 PS10 PS10 PS10 PS10 PS9 PS9 PS9 PS9 PS8 PS8 PS8 PS8
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-74. Peripheral Power-Down Clear Register 1 (PSPWRDWNCLR1) Field Descriptions

Bit Name Value Description

31-0 PS[15-8]QUADI[3— Peripheral select quadrant clock power-down clear.
0] PWRDWNCLR

0 Read- The clock to the peripheral select quadrant is active.
Write— The bit is unchanged.

1 Read- The clock to the peripheral select quadrant is inactive.
Write— The corresponding bit in PSPWRDWNSET1 and
PSPWRDWNCLR1 registers is cleared to 0.
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5.3.23 Peripheral Power-Down Clear Register 2 (PSPWRDWNCLR2)

There is one bit for each quadrant for PS16 to PS23. The protection scheme is described in section 5.3.17.
This register is shown in Figure 5-77 and described in Table 5-75.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-77. Peripheral Power-Down Clear Register 2 (PSPWRDWNCLRZ2) [offset = 0xA8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PS23 PS23 PS23 PS23 PS22 PS22 PS22 PS22 PS21 PS21 PS21 PS21 PS20 PS20 PS20 PS20
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-1
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PS19 PS19 PS19 PS19 PS18 PS18 PS18 PS18 PS17 PS17 PS17 PS17 PS16 PS16 PS16 PS16
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-75. Peripheral Power-Down Clear Register 2 (PSPWRDWNCLR2) Field Descriptions

Bit Name Value

Description

31-0 | PS[23-16]QUAD[3-
0] PWRDWNCLR

Peripheral select quadrant clock power-down clear.

0 Read- The clock to the peripheral select quadrant is active.
Write— The bit is unchanged.

1 Read- The clock to the peripheral select quadrant is inactive.
Write— The corresponding bit in PSPWRDWNSET2 and
PSPWRDWNCLR?2 registers is cleared to 0.
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5.3.24 Peripheral Power-Down Clear Register 3 (PSPWRDWNCLR3)

There is one bit for each quadrant for PS24 to PS31. The protection scheme is described in section 5.3.17.
This register is shown in Figure 5-78 and described in Table 5-76.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 5-78. Peripheral Power-Down Clear Register 3 (PSPWRDWNCLR) [offset = 0xAC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS31 PS31 PS31 PS31 PS30 PS30 PS30 PS30 PS29 PS29 PS29 PS29 PS28 PS28 PS28 PS28
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS27 PS27 PS27 PS27 PS26 PS26 PS26 PS26 PS25 PS25 PS25 PS25 PS24 PS24 PS24 PS24
QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR PWR
DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 5-76. Peripheral Power-Down Clear Register 3 (PSPWRDWNCLR3) Field Descriptions

Bit Name Value Description

31-0 PS[31-24]QUADI[3- Peripheral select quadrant clock power-down clear.
0] PWRDWNCLR

0 Read- The clock to the peripheral select quadrant is active.
Write— The bit is unchanged.

1 Read- The clock to the peripheral select quadrant is inactive.
Write— The corresponding bit in PSPWRDWNSET3 and
PSPWRDWNCLRS registers is cleared to 0.
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Overview

6.1

6.1.1

Overview

The PBIST (Programmable Built-In Self Test) architecture provides a run-time-programmable memory BIST
engine for varying levels of coverage across many embedded memory instances. This document describes
how the PBIST architecture is used to test embedded memories in based Tl microcontrollers. This document
is targeted towards describing PBIST from an application self test perspective.

Features of PBIST
» Extensive instruction set allows multiple kinds of algorithms
« Supports multiple configurability with memory-mapped configuration registers
» Status registers available that allows status checking
« Simple register set allows easy programming
» Supports algorithm development before and after silicon
» External and CPU controlled modes of operation
» Supports ROM-based testing
» Peripheral Bus compatible Config bus interface
* Supports ROM testing
» Supports multiple clock domains for testing different memories
» Clock gating to conserve power
+ Data-width is soft programmable
» Supports any number of background patterns
« The algorithms, background patterns and other information is generated and stored in the on-chip ROM.
» Supports Test execution speed up to 100MHz peripheral clock.
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PBIST vs. Embedded CPU

6.2 PBIST vs. Embedded CPU

The PBIST architecture consists of a small CPU with an instruction set targeted specifically towards testing
RAM memories. This CPU includes both control and instruction registers necessary to execute the individual
memory algorithms. Once an algorithm is loaded into the instruction registers, it can be run on multiple
memories of different sizes or types by changing the control register to minimize test load overhead. The
memory configuration information is stored into on-chip ROM. The test algorithm code is also loaded into on-
chip ROM.

The functionality of PBIST controller is similar to using an embedded CPU to test the memories in the terms
of the flexibility to add, remove or modify algorithms without changing the silicon. It differs in these ways:

» PBIST does not need to be tightly coupled to the memory to provide algorithmic coverage, while
embedded CPUs do. Embedded CPUs have difficulty covering memory instances used outside the CPU
subsystem.

» PBIST is easily programmable. Embedded CPUs are designed for their targeted use and are often not
easily programmed for memory test algorithms.

Embedded CPUs require more time to develop the algorithm code.
The algorithm code for embedded CPUs is significantly larger than that needed for PBIST.
For embedded CPUs, the code must be optimized for each memory type and size.

The embedded CPU is often much larger than the PBIST engine and therefore more susceptible to
process defects that will render it unable to test the memories on some percentage of the devices.

For embedded CPU testing algorithms need to be re-coded for every new version of the CPU
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PBIST block diagram

6.3 PBIST block diagram
The Figure 6-1 illustrates the basic PBIST blocks and its wrapper logic for the device.
The ATE interface is used only during the production tests. For memory self test during application, PCR
(Peripheral Bus) and ROM interfaces are used.

Figure 6-1. PBIST Block Diagram
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PBIST block diagram

6.3.1 The On-chip ROM

The On-chip ROM contains the information regarding the algorithms and memories to be tested. It contains
the algorithm header, microcode, the PBIST RAM grouping information and header information.

» The algorithm header contains the following:

Size of the algorithm micro code.

Valid bit to enable the execution of the next algorithm on the onchip ROM. The 1st algorithm in the
onchip ROM is always executed by default.

Retention mode enable bit to indicate the PBIST to stop executing the next algorithm until driven by an
retention resume signal

MISR mode enable bit to perform an MISR check after execution of each selected individual RAM group
for an algorithm

Cumulative MISR mode to perform an MISR check after cumulative execution of all selected RAM group
for an algorithm.

Six bit unique id for the algorithm. An total of 64 algorithms can be stored in the Onchip ROM

» The algorithm microcode section contains the binary code to be loaded into the PBIST controller register
file for execution of the algorithm.

* An RAM group header contains the following:

Size of the RAM group information.

Valid bit to enable the execution of the next RAM group information on the onchip ROM. The 1st RAM
group information in the onchip ROM is always executed by default.

» The RAM group information contains the following:

The At-speed clock source for the RAM test

An unique RAM select id through RGS (RAM group select - Hardware memory group, user can map
any failure to particular ‘RAM GROUP’ since failure reporting is in terms of RGS ) and RDS (return data
select - Hardware mux select to choose between the data returned from the various RAMs within a
RGS).

Read data compare width up to 64 bits can be compared.

Read compare latency to facilitate pipelining to meet timing on the data path between the PBIST
controller and the memory under test.

RAM latency programmation capability to generate wait states between RAM'’s accesses.

2 address constants to indicate the start addresses for each port during the RAM group test.

2 loop count constants to account for the memory depth for each port during the RAM group test.

2 increment constant to account for RAM mux factors during row march or column march type of test.
Write data path chip select register

RAM group test start enable

15 RAM groups are supported in this device with up to 31 individual RAM information per RAM group.

6.3.2 PBIST interface to the register file/ configuration registers:

There are 3 interfaces to the PBIST register file and configuration registers

1. The ROM interface: This is the interface for the PBIST controller to the On-chip ROM to load the algorithms
into the internal register file and configure the PBIST control registers (configuration registers) which will
be the primary source of the algorithm microcode and RAM information for RAM/ROM test during
application memory self test. The ROM information will be hard-coded during device development.

2. VLCT interface: This interface will be used as a complement to the ROM interface to develop additional
algorithms if required in addition to the onchip production algorithms. It will also provide selection capability
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PBIST block diagram

6.3.3

6.3.4

6.3.5

6.3.6

of algorithm targeted to different production test example Production memory test, Production Iddq testing
etc. This interface is used for production tests only and not required during application self test.

3. Config interface (Peripheral Bus interface): This interface provides access to PBIST registers. This will
provide the capability to select the algorithm and RAM groups for PBIST test from on the onchip ROM
based on the applications requirements.

The simplest way to set up an application self test can be achieved by programming the algorithm info and
RAM group info override registers (OVER) and triggering the ROM based memory self test.
Memory Data Path

This is the read and write data path logic between different system and peripheral memories tightly coupled
to the PBIST memory interface. The test sequence is that for each selected algorithm the PBIST controller
executes the algorithm on each valid memory group sequentially until all the algorithms are executed.

Note:

Not all algorithms are designed to run on all RAM groups. If an algorithm is selected
to run on an incompatible memory, this will result in a failure. Refer Table 6-1and Table
6-2 for RAM grouping and Algorithm informations.

Clock selection/Gating Logic
This logic selects the at-speed functional clock associated to each Memory/RAM group and its associated
clock gating for low power consumption.

Reset Control

Reset to the PBIST module is controlled from the MSTGCR register in the system module. Changing
MSTGCR from 0x5 to OxA would generate a reset to the module, resetting the PBIST logic, data paths and
registers.

Note:

MSTGCR = 0x5 does not represent the disabled state of the PBIST controller. It is
possible to run the PBIST when MSTGCR = 0x5. However, a reset is required before
starting the PBIST controller which is possible from changing MSTGCR = 0x5 to 0xA.

The PBIST module can be accessed only after the clock to PBIST is activated by writing a 0x3 to PACT[1:0]
register.

Testing ROM

When running algorithms on ROM memories, it is required to program the ROM clock divide prescaler in
MSTGCR register in system module. This is required as ROM may not support testing at maximum device
frequency.
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PBIST self test flow

6.4 PBIST self test flow
The Figure 6-1 illustrates the PBIST Memory Self Test flow.

Figure 6-2. PBIST Memory Self Test Flow Diagram

Is system in
reset = 1?

¢No

Setup memories, peripheral and clock tree like
HCLK, VCLK peripheral and ROMCLK as required

for the PBIST test.

Enable PBIST controller by
by writing MSIENA = 0x01

v

Reset the PBIST controller by
writing MSTGCR=0x0A

v

Wait for approximately N
vbus clocks.

v

Enable pbist clocks and ROM
clock by writing PACT=0x03

’

Select the RAM group and

algorithm using RAMINFO and
ALGO registers

v

Program OVER=0x00 for selftest without Override
or OVER = 1 for RAMINFO Override

v

Write ROM=0x03 to enable the
microcode load of the algorithm
and RAM info groups from the

on Chip ROM

v

Write Ox14 to DLR register to
configure PBIST in ROM mode
and start the Test

Resume PBIST self test by writing

IS FSRFO=1 OR Yes

0x02 to the STR register

¢

Read FSRD and FSRA datalog
reg. for Fail data and address values

FSRF1=1?

Disable pbist clocks and ROM
clock by writing PACT =0

v

Disable PBIST Test
by writing MSTGCR=0x05

'

PBIST Selftest Done

> Read RAMT reg for RGS/
RDS info

February 2012

Programmable Built-In Self Test (PBIST) Module 189



{? TEXAS
INSTRUMENTS

www.ti.com

PBIST self test flow

All of the Memory self test and RAM grouping information will be stored on the On-chip ROM. The information
to setup the device to run at-speed, setup PBIST controller, select Memory self test algorithms and RAM
groups and self test kickoff though the PBIST configuration and system registers will be done by the user
program.

6.4.1

PBIST Selftest Program Sequence
1.

Wait for the device reset to get deasserted. Once the reset is deasserted configure the PLL registers.
Program the HCLK to PBIST ROM clock ratio by configuring bits 9:8 in the MSTGCR register of the system
module. This will be device specific based on the maximum ROM operating frequency.

. If required to run at high frequency select PLL as clock Source. Once PLL valid is asserted, configure the

GHVSRC register in the system module to select PLL as the clock source.

. Enable PBIST Controller by setting bit 1 of MSIENA register in system module. Without this bit set the

MSTDONE flag will not get set after test completion.

. Enable the PBIST self test by writing a value of Ox0A to bits 3:0 of the MSTGCR in the system module.
. Wait for N VBUS clock cycles based on the HCLK to PBIST ROM clock ratio:

N = 16 when HCLK:PBIST ROM clock is 1:1
N = 32 when HCLK:PBIST ROM clock is 1:2
N = 64 when HCLK:PBIST ROM clock is 1:4
N = 64 when HCLK:PBIST ROM clock is 1:8

. Write 0x03 to PACT register to enable the Pbist internal clocks and ROM interface clock.
. Program the ALGO register to decide which algorithm from the instruction ROM must be selected. (Default

value of ALGO register. is all 1’s, means all algorithms are selected). Similarly program the RINFOL and
RINFOU registers to indicate whether a particular RAM group in the instruction ROM would get executed
or not.

Note:

In case of RAM Override (OVER =0x00), user should make sure that only the
algorithms that run on similar RAMs are selected. If a single port algorithm is selected
in ALGO register, the RINFOL and RINFOU register must select only the single port
RAM’s. Same applies for two port RAM’s.

. Program OVER=0x01 to run PBIST selftest without RAM override. Program OVER=0x00 to run Pbist

selftest with RAM Override.

. Write a value of 0x03 to the ROM mask register should the microcode for the Algorithms as well as the

RAM groups loaded from the on chip PBIST ROM.

10.Write DLR (Data Logger register) with 0x14 to configure the PBIST run in ROM mode and to enable the

config access. With this the PBIST selftest is kicked-off.

11. Wait for the PBIST selftest done by polling MSTDONE bit of MSTCGSTAT register in System Module.
12. Once Self test is completed, check the Fail Status registers FSRF0 and FSRF1.

In case there is a failure (FSRFO or FSRF1=0x01)
i Read RAMT register which indicates the RGS and RDS values of the failure RAM
ii Read FSRCO and FSRC1 registers which contains the failure count
iii Read FSRAO and FSRA1 registers which contains the address of first failure
iv Read FSRDLO and FSRDLA1 registers which contains the failure data.

v.Write a value of 0x02 to the STR register to resume the test.
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In case there is no failure (FSRFO and FSRF1=0x00) the Memory self test in completed.
i) Disable the PBIST internal and ROM clocks by writing a 0x00 to the PACT register.
ii) Disable the PBIST self test by writing a value of 0x05 to bits 3:0 of the MSTGCR in the system
module

Repeat steps 2 through 9 for subsequent runs with different RAM group and algorithm configurations.
13. After required Memory tests are completed, Resume or Start the Normal Application software.

Note:

The contents of the selected memory before the Test will be completly lost. User
software must take care of data backup if required. Typically the PBIST tests are
carried out at the beginning of Application software.

Note:

Memory test fail information is reported in terms of RGS:RDS and not RAM GROUP.
There is no relationship between the RAM GROUP and RGS. They can be same or
different.
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Memory test algorithms on the On-chip ROM

6.5 Memory test algorithms on the On-chip ROM

This section provides a brief description of the test algorithms that are available on the device for application
self test.

1. March13N

— March13N is the baseline test algorithm for SRAM testing. It provides the highest overall coverage. The
other algorithms provide additional coverage of otherwise missed boundary conditions of the SRAM
operation

— The concept behind the general march algorithm is to indicate:

The bit cell can be written and read as botha 1 and a 0
The bits around the bit cell do not affect the bit cell

The row and column decode is such that the targeted bits (and only the targeted bits) are affected on
a write

The row and column decode is such that only the targeted bits are presented to the boundary of the
memory on a specified read.

This level of coverage was initially managed via walking a 1 through a sea of Os and inversely walking
a 0 through a sea of 1s. However, this takes a significantly long time to execute. The layout of the
array allows this to be done in a more parallel manner because:

The bits that align to the specific external bus 1/O are packed together in sticks. This allows the sticks
to be tested in parallel.

Write disturb failures will remain until the disturbed location is rewritten.

— The basic operation of the march is to initialize the array to a know pattern, then march a different
pattern to the memory with verification.

— Type of faults detected by this algorithm:

Address decoder faults
Stuck-At faults
Coupled faults

State coupling faults.
Parametric faults

Write recovery faults

Read/write logic faults

2. Map Column

— The MAP COLUMN algorithm is used to identify bit line sensitivities in the memory array. The memory
array is loaded with a row stripe pattern of all 1s in the first row followed by all Os in the second row and
repeated throughout the array. Then the values are read down each column on consecutive cycles. The
pattern in memory is inverted and run the column reads again.

— This particular pattern is looking for the following SRAM failure mechanisms:

Leakage due to a low resist path in a bit
An Open in the bit cell.

Leakage on a BIT or BITN line.
Miss-balance in the sense amp.

Leakage in the sense.
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Memory test algorithms on the On-chip ROM

* high resist in the sense amp.

« failure of the pre-charge circuits after read operations.

3. Pre-Charge:

The Pre-Charge algorithm exercises the pre-charge capability within the SRAM array. It is important to
specifically target this issue as it is the only part of the analog portion of the SRAM that is frequency
sensitive.

Similar to the MAP COLUMN algorithm, this algorithm works its way down the columns of the SRAM.
However, unlike the MAP COLUMN, this algorithm sandwiches a write between two reads to force the
worst-case conditions for the pre-charge circuits in the array.

This test will fail when an increase in system frequency nears the minimum access time of the array, at
this boundary
* High voltage should operate better than low voltage

+ Likewise, low temperature should operate better than high temperature

If devices fail this test within the operational range of the CPU, then this is a very good test for
characterizing the CPU/memory system.

4. DOWN1a

The Down1 pattern forces the switching of all data bits and most address bits on consecutive read
cycles. This is primarily a read/Write test of the CPU/memory subsystem.

The aggressive writes target at-speed write failures.

It also targets row/column decode in the memory array
Targets the sense amps and sense amp multiplexors
Memory array output buffers.

This algorithm operates as follows:

* Load 1st half of the memory under test with one pattern;
* Load 2nd half of the memory under test with the bit-wise inverse of the pattern;

+ Alternate sequential reads sequences between one sequence starting at the first of the array and a
second sequence starting at the end of the array

» Upon completion of the read back, invert the patterns in both halves of the array and repeat the above
step

» Perform an aggressive write sequence by alternate write between the bottom half of the memory
upwards with an data pattern and the top half of the memory downwards with the inverse data pattern

» Invert the data pattern for the above two steps to performing another sequence of aggressive writes.

5. DTXN2a:

This algorithms is to target the global column decode Logic.
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6.6 RAM Grouping and Algorithm
Table 6-1 gives the list of RAM groups and their types supported on the device. Table 6-2 maps the different
algorithm supported in application mode for the RAM groups with the background patterns used for the
particular algorithm.
Table 6-1. RAM Grouping
RAM |Module Memory Type RGS/RDS
Group
1 PBIST ROM ROM 0/1
2 STC ROM ROM 13/1
3 DCANI1 Single Port 1/0..2
4 DCAN2 Single Port 2/0..2
5 DCAN3 Single Port 3/0..2
6 ESRAM Single Port 4/21..22
7 MIBSPI Single Port 5/0..5
8 VIM Single Port 6/0
9 MibADC Two Port 7/0..1
10 [DMA Two Port 8/0..5
11 NHET Two Port 9/0..11
12 |HET TU Two Port 10/0..5
13 [RTP Two Port 11/0..8
14 |Flexray Single Port 12/0..7
Table 6-2. Algorithm Mapping
Algorithm |Module Memory Type Valid RAM |Available background pat-
No Groups terns
1 triple_read _slow_read [ROM 1,2
2 triple_read_fast read |ROM 1,2
3 march13n_red Single Port 3,4,5,6,7,8,14 0x00000000, 0x96699669,
0xOFOFOFOF, 0xAAS55AASS,
0xC3C3C3C3
4 march13n_red Two Port 9,10,11,12,13 0x00000000, 0x96699669,
0xOFOFOFOF, 0xAA55AASS,
0xC3C3C3C3
5 downlA red Single Port 3,4,5,6,7,8,14 O0xFFFFFFFF, 0OXAAAAAAAA
6 downlA red Two Port 9,10,11,12,13 OXFFFFFFFF, 0OXAAAAAAAA
7 mapcolumn Single Port 3,4,5,6,7,8,14 0xFFFFFFFF, 0x00000000
8 mapcolumn Two Port 9,10,11,12,13 0xFFFFFFFF, 0x00000000
9 precharge Single Port 3,4,5,6,7,8,14 0xFFFFFFFF, 0x00000000
10 precharge Two Port 9,10,11,12,13 0xFFFFFFFF, 0x00000000
11 dtxn2 Single Port 3,4,5,6,7,8,14 OxFFFFFFFF, 0x00000000
12 dtxn2 Two Port 9,10,11,12,13 OxFFFFFFFF, 0x00000000
13 pmos_open Single Port 3,4,5,6,7,8,14 O0xFFFFFFFF, 0x00000000
14 pmos_open Two Port 9,11,12,13 0xFFFFFFFF, 0x00000000
15 pmos_open_slicel Two Port 10 O0xFFFFFFFF, 0x00000000
16 pmos_open_slice2 Two Port 10 OxFFFFFFFF, 0x00000000
Note:
March13 is the most recommended algorithm for the memory self test.
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RAM Grouping and Algorithm

Table 6-3 gives the Typical PBIST execution times covering all the RAM groups in the device at different clock

rates.

Table 6-3. Typical PBIST Execution Times

Algorithm |@ HCLK=100MHz|@ HCLK =80 MHz
Selected VCLK =100 MHz VCLK = 40 MHz
ROMCLK =100 MHz| ROMCLK = 40MHz
All 23.23 msec 43.63 msec
Marchl13 6.81 msec 12.89 msec
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PBIST Control Registers

6.7 PBIST Control Registers

PBIST uses configuration registers for programming the algorithm and it's execution. All the configuration
registers are memory mapped for access by the CPU through the Peripheral Bus interface. The base address
for the control registers is OXFFFF E400.

Note:

There is no watchdog functionality implemented in the PBIST controller. If a bad code
is executed, the PBIST will run forever. The PBIST controller does not guard against
this situation.

Note:
Registers are accessible only when the clock to PBIST controller is active. The clock
is activated by first writing 0x3 to PACT register.

Note:
Registers from offset 0x0000 to 0x0100 are used by PBIST microcontroller for
microcode execution and should not be modified by the application self test.

Table 6-4. Registers

31 30 29 28 27 26 25 24 3 22 21 20 19 18 17 16
Offset
IAddresst Register 15 14 13 12| 1" 10| 9 7 6| 5 4 3 2 1 v
0x0100 Reserved
Variable Address
Register 0 (AO)
Page 203 A0
0x0104 Reserved
Variable Address
Register 1 (A1)
Page 203 A1
0x0108 Reserved
Variable Address
Register 2 (A2)
Page 203 A2
0x010C Reserved
Variable Address
Register 3 (A3)
Page 203 A3
0x0110 Reserved
Variable Loop Count
Register 0 (LO)
Page 204 Lo
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Table 6-4. Registers (Continued)
0x0114 Reserved

Variable Loop Count
Register 1 (L1)
Page 204 L1

0x0118 Reserved
Variable Loop Count
RegisterPage 204 2

(L2)
Page 204 L2
0x011C Reserved

Variable Loop Count
Register 3 (L3)

Page 204 L3
D1
0x0120
DDO0 Data Register
Page 205
DO
E1
0x0124
DEOQ Data Register
Page 206
EO
Reserved
0x0128
Reserved
Reserved
Reserved
0x012C
Reserved
Reserved
0x0130 Reserved

Constant Address
Register 0 (CA0)
Page 207 CAO

0x0134 Reserved

Constant Address
Register 1 (CA1)
Page 207 CA1
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Registers (Continued)

0x0138 Reserved
Constant Address
Register 2 (CA2)
Page 207 CA2
0x013C Reserved
Constant Address
Register 3 (CA3)
Page 207 CA3
0x0140 Reserved
Constant Loop Count
Register 0 (CLO)
Page 208 cLO
0x0144 Reserved
Constant Loop Count
Register 1 (CL1)
Page 208 CLA1
0x0148 Reserved
Constant Loop Count
Register 2 (CL2)
Page 208 cL2
0x014C Reserved
Constant Loop Count
Register 3 (CL3)
Page 208 cL3
0x0150 Reserved
Constant Increment
Register 0 (10)
Page 209 10
0x0154 Reserved
Constant Increment
Register 1 (1)
Page 209 11
0x0148 Reserved
Constant Increment
Register 2 (12)
Page 209 12
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Table 6-4. Registers (Continued)

0x015C Reserved
Constant Increment

Register 3 (I3)
Page 209 13

RGS
0x0160
RAMT

RDS

Page 210
DWR SMS

PLS

RLS

Reserved
0x0164

DLR
Page 211
Reserved DLR10| DLR9 | DLR8 | DLR7 DLR6 DLR5

DLR4 [ DLR3

DLR2

DLR1

DLRO

Reserved
0x0168
CMS

Page 214
Reserved

CMS

Reserved
0x016C

STR
Page 215
Reserved

STR

Reserved
0x0170

Reserved
Reserved

Reserved
0x0174

Reserved
Reserved

CSR3
0x0178
CSR

CSR2

Page 216
CSR1

CSRO

Reserved
0x017C
FDLY

Page 217
Reserved

FDLY
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Table 6-4. Registers (Continued)

Reserved
0x0180
PACT
Page 218

Reserved PACT1 | PACTO

Reserved
0x0184
PBIST ID
Page 219

Reserved PBISTID[7:0]

Reserved
0x0188
OVER

Page 220

Reserved OVER2 | OVER1 | OVERO

Reserved

0x018C
Reserved

Reserved

Reserved
0x0190
FSRFO

Page 222

Reserved FSRFO

Reserved
0x0194
FSRF1

Page 223

Reserved FSRF1

Reserved
0x0198
FSRCO

Page 224

Reserved FSRCO

Reserved
0x019C
FSRC1

Page 225

Reserved FSRC1

Reserved
0x01A0
FSRAO

Page 226

FSRAO (15-0)
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Table 6-4. Registers (Continued)
Reserved
0x01A4
FSRA1
Page 227
FSRA1 (15-0)
Reserved
0x01A8
FSRDLO
Page 228
FSRDLO (15-0)
Reserved
0x01AC
Reserved
Reserved
Reserved
0x01B0
FSRDL1
Page 229
FSRDL1 (15-0)
Reserved
0x01B4
Reserved
Reserved
Reserved
0x01B8
Reserved
Reserved
Reserved
0x01BC
Reserved
Reserved
Reserved
0x01CO
ROM
Page 230
Reserved ROM
ALGO3 (31-24 ALGO2 (23-16)
0x01C4
ALGO
Page 231
ALGO1 (15-8) ALGOO (7-0)
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Table 6-4. Registers (Continued)

0x01C8
RINFOL
Page 232

RINFOL3 (31-24

RINFOL2 (23-16)

RINFOL1 (15-8)

RINFOLO (7-0)

0x01CC
RINFOU
Page 233

RINFOU3 (31-24

RINFOU2 (23-16)

RINFOU1 (15-8)

RINFOUO (7-0)
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6.7.1 Variable Address Register (A0, A1, A2, A3)
Functionality of the register is described in Figure 6-3 and Table 6-5.

Figure 6-3. Variable Address Register (A0, A1, A2, A3) [offset = 0x0100 - 0x010C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
A0
RW-x

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-5. Variable Address Register (A0, A1, A2, A3)

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 AOQ, A1, A2, A3 Variable Address 0, 1, 2, 3
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6.7.2 Variable Loop Count Register (LO, L1, L2, L3)
Functionality of the register is described in Figure 6-4 and Table 6-6.

Figure 6-4. Variable Loop Count Register (L0, L1, L2, L3) [offset = 0x110 - 11C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
LO
RW-x

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-6. Variable Loop Count Register (LO, L1, L2, L3)

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 LO, L1, L2, L3 Variable Loop Counter 0, 1, 2, 3
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6.7.3 DDO Data Register (DDO)
Functionality of the register is described in Figure 6-5 and Table 6-7.
Figure 6-5. DDO0 Data Register (DDO0) [offset = 0x0120]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
D1
RW-x
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
DO
RW-x

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-7. DDO Data Register (DDO0)

Bit Name Value Description
31-16 D1 DD1 Data Register Upper 16
15-0 DO DDO Data Register Lower 16
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6.7.4 DDE Data Register (DEO)
Functionality of the register is described in Figure 6-6 and Table 6-8.
Figure 6-6. DEO Data Register (DEO0) [offset = 0x0124]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
E1
RW-x
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
EO
RW-x

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-8. DEO Data Register (DEO)

Bit Name Value Description
31-16 E1 DE1 Data Register Upper 16
15-0 EO DEO Data Register Lower 16
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6.7.5 Constant Address Register (CAO, CA1, CA2, CA3)
Functionality of the register is described in Figure 6-7 and Table 6-9.

Figure 6-7. Constant Address Register (CA0, CA1, CA2, CA3) [offset = 0x0130 - 0x013C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
CA0
RW-X

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-9. Constant Address Register (CAO, CA1, CA2, CA3)

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 CAO0, CA1, CA2, Constant Address 0, 1, 2, 3
CA3
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6.7.6 Constant Loop Count Register (CLO, CL1, CL2, CL3)
Functionality of the register is described in Figure 6-8 and Table 6-10.

Figure 6-8. Constant Loop Count Register (CLO, CL1, CL2, CL3) [offset = 0x140 - 0x014C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
CLO
RW-X

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-10. Constant Loop Count Register (CLO, CL1, CL2, CL3)

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 CLO, CL1, CL2, Constant Loop Counter 0, 1, 2, 3
CL3

208 Programmable Built-In Self Test (PBIST) Module February 2012



{9 TeExAs
INSTRUMENTS

www.ti.com

PBIST Control Registers

6.7.7 Constant Increment Register (10, I1, 12, 13)
Functionality of the register is described in Figure 6-9 and Table 6-11.

Figure 6-9. Constant Increment Register (10, 11, 12, 13) [offset = 0x150 - 0x0154]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
10
RW-X

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-11. Constant Increment Register 0 (10)

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 10, 11,12, I3 Constant Increment Counter 0, 1, 2, 3
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6.7.8 RAM Configuration Register (RAMT)

This register is divided into following internal registers, none of which have a default value after reset. Figure
6-10 and Table 6-12 illustrate this register.

Figure 6-10. RAM Configuration Register (RAMT) [offset = 0x0160]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
RGS RDS
RW-X RW-X

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
DWR SMms PLS RLS
RW-X RW-X RW-X RW-X

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-12. RAM Configuration Register (RAMT)

Bit Name Value Description
31-24 RGS Ram Group Select
23-16 RDS Return Data Select

15-8 DWR Data Width Register

7-6 SMS Sense Margin Select Register

5-2 PLS Pipeline Latency Select

1-0 RLS RAM Latency Select

This register provides the information regarding which memory is currently being tested. In case of PBIST
test failure, this register can be read to find out which memory failed.

Bit fields RGS and RDS map to memory / memory bank. This is device specific. Please refer to device data
sheet for the mapping of RGS, RDS to memories.

Note:

Registers A0 - A3, LO - L3, DDO, DEO, CAO - CA3, 10 - I3, RAMT registers are used
by PBIST controller for microcode execution. These registers should not be modifed
by application software, as incorrect data in these may result in PBIST failure.
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6.7.9 Datalogger Register (DLR)

This register puts the PBIST controller into the appropriate comparison modes for data logging. Figure 6-11
and Table 6-13 illustrate this register.

Figure 6-11. Datalogger Register (DLR) [offset = 0x0164]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 10 9 8 7 6 5 4 3 2 1 0
Reserved DLR10 | DLR9 DLR8 DLR7 DLR6 DLR5 DLR4 DLR3 DLR2 DLR1 DLRO
R-0 R/W-0  R/W-1 RW-0 RW-0 RW-0 R/W-0 R/W-0 R/W-1 R/W-0 R/W-0 R/W-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-13. Datalogger Register (DLR)

Bit Name Value Description
31-11 Reserved Reads return zeros and writes have no effect.

10 DLR10 Retention testing

9 DLR9 GO / NO-GO testing

8 DLR8 MISR testing

7 DLR7 Time Stamp

6 DLR6 Column Fail Masking

5 DLR5 Emulation cache access

4 DLR4 Config access

3 DLR3 TCK gated (Diag_clock gated)

2 DLR2 ROM-based testing

1 DLR1 IDDQ testing

0 DLRO Distributed Compare mode

* DLRO: Distributed Compare mode

In this mode, the internal PBIST datalogger is not used for data comparison. The expected data is always
driven out on the write data buses during reads. This expected data is XOR-ed with the return data locally
at each individual memory. With distributed comparing enabled, PBIST expects a 1 or 0 in the return data
to indicate whether that compare passed (1) or failed (0). The expected data is always all 1s, and this is
compared with results in the return data. Also in this mode, each bit in DWR indicates a separate memory
that is part of the parallel test.
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DLR1: IDDQ testing mode

This mode is used to enable IDDQ testing of the memories. With this mode enabled, the new
WRITE_IDDQ AO/A1 instruction can be used to write back inverted read data from the memories. Data
comparison is disabled in this mode and the FSRD register stores the return data. This implies the test will
never fail. For config/VLCT based testing, this DLR bit should be written explicitly to enable this mode. For
ROM-based testing, if bit [23] of the algorithm header were set, it would automatically enable this mode
only for that particular algorithm.

DLR2: ROM-based testing mode

Writing a 1 to this register starts the ROM-based testing. This register is used to initiate ROM-based testing
from Config and ATE interfaces. Also, since a 1 in this bit position means the instruction ROM is used for
memory testing, all the intermediate interrupts and PBIST done signal after each memory test are masked
until all the selected algorithms in the ROM are executed for all RAM groups. However, a failure would stop
the test and report the status immediately.

DLR3: TCK Gated mode

This mode is identical to the existing one. When this bit is asserted, the pbist_done and pbist_fail signals
are driven to the tester directly from inside the datalogger instead of the VLCT interface block. This mode
exists because the tester clocks might not always be running when PBIST is done with its memory testing.
This mode refers to diag_clock and not tck.

DLR4: Config access mode

This mode, when set, indicates the CPU is being used to access PBIST. After reset, this bit is 0, which
defaults to the VLCT interface.

DLRS: Emulation cache access mode
In this mode, all failure checking is turned off. PBIST is set in single-step mode automatically and it waits

for reads from Config of the FSRDLO0/1 register. Every time a read occurs, PBIST fetches the
corresponding data from the address locations, and sends it back to CPU on the pbist_to cfgbi_rdata bus.

DLR6: Column Fail Masking mode
In this mode, the register stores the cumulative bit fails and masks them from the next failure detection.

This allows detection of columns failing without multiple failures for the same column triggering
unnecessary failures.

DLR7: Time stamp mode

PBIST supports a unique timestamping methodology. In any testing mode, the PBIST controller stops
when a failure occurs. If the testing operation is restarted, the back-to-back testing may have been
interrupted and may hide failures. To avoid this problem, use the time stamp mode. In this mode, PBIST
saves the time stamp of the last failure. When you restart, the PBIST controller starts from the top and skips
error-checking until the point of the first failure. It then enables data logging, and testing continues. At the
end of the test, you will have detected all failures only once.

DLRS8: MISR testing mode (ROM testing)

If MISR mode is set, then failure checking is turned off internally, and all read data is fed into the MISRs to
generate a signature. This mode should be set when testing chip-level ROMs. It can also be used
generally with other memory testing algorithms. The final MISR signature is compared with D1:D0, which
holds the expected signature. A pass or fail is then asserted accordingly. For ROM-based testing, the
information in the algorithm header would automatically enable this mode for the ROM test algorithms.

DLR9: GO / NO-GO testing mode

This is the default mode of testing. This bit in DLR must be set to 0 before performing testing in any other
mode. When in this mode, ROM-based testing is kicked off as soon as the tmode_pbist_ext is asserted. If
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the intention is to perform go/no-go testing via config, write to both this bit and bit [2] of the DLR register
simultaneously.

* DLR10: Retention testing mode

After an algorithm is executed while in retention mode, the retention signal is asserted and PBIST waits
for pbist_resume signal to be asserted before continuing. This mode makes the most sense with ROM-
based testing although it can also be used with the config and VLCT interfaces. For ROM-based testing,
if bit [24] of the algorithm header were set, it would automatically enable this mode only for that particular
algorithm.

Most of these modes can be set in conjunction with other DLR modes.
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6.7.10 Clock-Mux Select Register (CMS)

This 4-bit clock select register selects between 4 clock inputs. Writing to this register must be done carefully.
Default value of the register is 0000, which selects clock1. Functionality of the register is described in Figure
6-12 and Table 6-14.

Figure 6-12. Clock-Mux Select Register (CMS) [offset = 0x0168]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved CMS
R-0 R/W-0000

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-14. Clock-Mux Select Register (CMS)

Bit Name Value Description
31-4 Reserved Reads return zeros and writes have no effect.
3-0 CMS Selects the clock input

0000 Clock1/main_clk/pbist_clk1

0001 Clock2/cfg-clk/pbist_clk2

0010 Clock3/pbist_clk3

0011 Clock4/rom_clk/pbist_clk4

0100 External clk

1000 External clk

Note:

For ROM based testing, the appropriate clock is selected for each memory, based on
the RAM group information. The application software should not modify this register.
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6.7.11 Program Control Register (STR)
This register starts the PBIST controller in appropriate modes. Figure 6-13 and Table 6-15 illustrate this

register.
Figure 6-13. Program Control Register (STR) [offset = 0x016C]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved STR
R-0 R/W-00000

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-15. Program Control Register (STR)

Bit Name Value Description
31-5 Reserved Reads return zeros and writes have no effect.
4-0 STR PBIST Controller Mode

Starts the PBIST controller in appropriate mode

00001 Start / Time Stamp mode restart
00010 Resume / Emulation read
00100 Stop

01000 Step / Step for emulation mode
10000 Check MISR mode

Note:

The above bits are mutually exclusive. Incorrect software programming might give
unexpected results.
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6.7.12 Chip Select Register (CSR)

PBIST implements a chip select of up to 32 RAMs. When a READ or WRITE command is executed, the
corresponding Chip Select is driven active and enables that RAM. This is 32-bit chip select register internally
divided into four configuration registers to support doing a MVI to this register from within an algorithm, 8 bits
at a time. CSR is normally the same as the 32-bit decoded value of the 5-bit RDS. For a memory to be
selected, the corresponding CSR bit pointed to by the RDS register should be set to 1. More than 1 CSR
could be turned on at the same time to excite more than one memory simultaneously, but the return data will
always be selected from one memory pointed to by the unique RDS. Figure 6-14 and Table 6-16 illustrate this

register.

Figure 6-14. Chip Select Register (CSR) [offset = 0x0178]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
CSR3 CSR2
RIW-0 R/W-0

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
CSR1 CSRO
R/W-0 R/W-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-16. Chip Select Register (CSR)

Bit Name Value Description
31-24 CSR3 Chip Select 3
23-16 CSR2 Chip Select 2
15-8 CSR1 Chip Select 1
7-0 CSRO Chip Select 0
Note:

This register should not be modifed by application software, as incorrect data in these
may result in PBIST failure.
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6.7.13 Fail Delay Register (FDLY)

This register is used with external ATE interface. When failure occurs, instead of immediately asserting the

pbist_fail signal, the controller waits for the delay programmed through this register. The default value of the
register is 01001000 (72 cycles). PBIST waits for the delay specified in this register before processing a new

failure. This delay might be necessary as tester clocks are not fast enough and delay is required to capture
the fail signal and logout data. Figure 6-15 and Table 6-17 illustrate this register.

Figure 6-15. Fail Delay Register (FDLY) [offset = 0x017C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved FDLY
R-0

R/W-01001000
R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-17. Fail Delay Register (FDLY)

Bit Name Value Description

31-8 Reserved Reads return zeros and writes have no effect.

7-0 FDLY

Delay in asserting the FAIL signal

Note:
This register is not required during application self test.
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6.7.14 PBIST Activate/ROM Clock Enable Register (PACT)

This is the first register that needs to be programmed to activate the PBIST controller. Bit [0] is used for static
clock gating, and unless a ‘1’ is written to this bit, all the internal PBIST clocks are shut off. A value of ‘1’ in
bit [0] would select the clock pointed to by the CMS register. Bit [1] is for turning on the clock going to the
instruction ROM.

Figure 6-16. PBIST Activate/ROM Clock Enable Register (PACT) [offset = 0x0180]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved PACT1 | PACTO
R-0 R/W-0  R/W-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-18. PBIST Activate/ROM Clock Enable Register (PACT)

Bit Name Value Description
31-2 Reserved Reads return zeros and writes have no effect.
PACT1 PBIST Activate
0 Clock to on chip ROM is disabled
1 Normal PBIST operation for ROM based testing
PACTO ROM Clock Enable Register
0 Disable internal PBIST clocks
1 Enable internal PBIST clocks
« PACTO

This bit must be set to turn on internal PBIST clocks. Setting this bit asserts an internal signal that is used
as the clock gate enable. As long as this bit is 0, any access to PBIST will not go through, and PBIST will
remain in an almost zero-power mode.

+ PACT1
Setting this bit turns on the clock going to the instruction ROM.

Note:
This register must be programmed to 0x11, during application self test.
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6.7.15 PBIST ID Register
Functionality of the register is described in Figure 6-17 and Table 6-19.
Figure 6-17. PBIST ID Register [offset = 0x184]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved PBIST ID
R-0 RW-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-19. PBIST ID Register

Bit Name Value Description

31-8 Reserved Reads return zeros and writes have no effect.

7-0 PBIST ID This is a unique ID assigned to each PBIST controller in a device
with multiple PBIST controllers.

Note:
The PBIST ID should not be changed from its default value 0x00.

February 2012

Programmable Built-In Self Test (PBIST) Module 219




{ff TEXAS

lNSTRL{MENTS
PBIST Control Registers - leom
6.7.16 Override Register (OVER)
Functionality of the register is described in Figure 6-18 and Table 6-20.
Figure 6-18. Override Register (OVER) [offset = 0x0188]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved OVER2 | OVER1 | OVERO
R-0 RW-0 RMW-0  R/W-1

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-20. Override Register (OVER)

Bit

Name Value

Description

31-3

Reserved

Reads return zeros and writes have no effect.

OVER2

Multiple Memory Enable

Disables multiple memories during testing for noise-injection/IR

drop.

Enables multiple memories during testing for noise-injection/IR

drop.

OVER1

READ Override Bit

READ commands are executed normally.

READ commands are internally converted to READ Without Com-

pares.

OVERO

RINFO Override Bit

The RAM info registers RINFOL and RINFOU are used to select

the memories for test

The memory information available from ROM will override the RAM
selection from the RAM info registers RINFOL and RINFOU.

OVERO

While doing ROM-based testing, each algorithm downloaded from the ROM has a memory mask
associated with it that defines the applicable memory groups the algorithm will be run on. By default, this
bit is set to 1, which means the memory mask that is downloaded from the ROM will overwrite the RAM

info registers. The override bit can be reset by writing a 0 to it. In this case, user can program the RAM info
groups to selectively run each algorithm on predefined memory groups.
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Note:

When this override bit = 0 each algorithm selected in ALGO register will run on each
RAM selected in RINFOL and RINFOU register. It must be ensured that: (1) only
same type of RAMs are selected (Single Port or Dual Port). AND (2) Only RAMs that
are valid for ALL algoriothms are selected. Otherwise the PBIST test will fail.

e OVER1
This bit is the READ Override bit. By default, this bit is 0, which means READ commands are executed.
When this bit is set to 1, all READs are internally converted to READ Without Compares. This bit should
not be set during application self test.

¢ OVER2
If this bit is set to 1, it enables multiple memories during testing for noise-injection/IR drop. The default
value is 0. When this bit is set to 1, all bits of CSR go high. This way, data will be read by all memories
within the same RGS. This bit should not be set during application self test.
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6.7.17 Fail Status Fail Register 0 (FSRFO)

This register indicate if a failure occurred during a PBIST test. This register is set whenever a failure occurs.
FSRFO indicates Port 0 failures. Figure 6-19 and Table 6-21 illustrate this register.

Figure 6-19. Fail Status Fail Register 0 (FSRFO0) [offset = 0x0190]

31 30 29 28 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 10 8 7 6 5 4 3 2 1 0
Reserved FSRFO
R-0 R-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-21. Fail Status Fail Register 0 (FSRF0)

Bit Name Value Description
31-1 Reserved Reads return zeros and writes have no effect.
0 FSRFO Fail Status 0. This bit would be cleared by reset of the module using
MSTGCR register in system module.
0 No Failure Occurred

Indicates a failure on Port 0
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6.7.18 Fail Status Fail Register 1 (FSRF1)

This register indicate if a failure occurred during a PBIST test. This register is set whenever a failure occurs.
FSRF1 indicates Port 1 failures. Figure 6-20 and Table 6-22 illustrate this register.

Figure 6-20. Fail Status Fail Register 1 (FSRF1) [offset = 0x0194]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved FSRF1
R-0 R-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-22. Fail Status Fail Register 1 (FSRF1)

Bit Name Value Description
31-1 Reserved Reads return zeros and writes have no effect.
0 FSRF1 Fail Status 1. This bit would be cleared by reset of the module using
MSTGCR register in system module.
0 No Failure Occurred
1 Indicates a failure on Port 1
February 2012 Programmable Built-In Self Test (PBIST) Module 223
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6.7.19 Fail Status Count Register 0 (FSRCO0)

This register keeps count of the number of failures. Whenever a failure occurs, the value gets incremented
by one and when the failure is processed, the value is decremented by one. FSRCO is for Port 0. Figure 6-
21 and Table 6-23 illustrate this register.

Figure 6-21. Fail Status Count 0 Register (FSRCO0) [offset = 0x0198]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved FSRCO
R-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-23. Fail Status Count 0 Register (FSRCO0)

Bit Name Value Description
31-8 Reserved Reads return zeros and writes have no effect.
7-0 FSRCO Fail Status Count 0. Indicates the number of failures on port 0.

224 Programmable Built-In Self Test (PBIST) Module February 2012




{'? TEXAS

INSTRUMENTS

www.ti.com

PBIST Control Registers

6.7.20 Fail Status Count Register 1 (FSRC1)

This register keeps count of the number of failures. Whenever a failure occurs, the value gets incremented
by one and when the failure is processed, the value is decremented by one. FSRC1 is for Port 1. Figure 6-
22 and Table 6-24 illustrate this register.

Figure 6-22. Fail Status Count Register 1 (FSRC1) [offset = 0x019C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved FSRC1
R-0
R = Read in all modes; W = Write in all modes; -n = Value after reset
Table 6-24. Fail Status Count Register 1 (FSRC1)
Bit Name Value Description
31-8 Reserved Reads return zeros and writes have no effect.
7-0 FSRC1 Fail Status Count 1. Indicates the number of failures on port 1.
February 2012 Programmable Built-In Self Test (PBIST) Module 225




PBIST Control Registers

{? TEXAS
INSTRUMENTS

www.ti.com

6.7.21 Fail Status Address 0 Register (FSRAO)

This register captures the memory address of the first failure on port 0. Figure 6-23 and Table 6-25 illustrate
this register.

Figure 6-23. Fail Status Address 0 Register (FSRAOQ) [offset = 0x01A0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
FSRAO
R-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-25. Fail Status Address 0 Register (FSRAO0)

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 FSRAO Fail Status Address 0. Contains the address of the first failure.
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6.7.22 Fail Status Address 1 Register (FSRA1)

This register captures the memory address of the first failure on port 1. Figure 6-24 and Table 6-26 illustrate
this register.

Figure 6-24. Fail Status Address 1 Register (FSRA1) [offset = 0x01A4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
FSRA1
R-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-26. Fail Status Address 1 Register (FSRA1)

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 FSRA1 Fail Status Address 1. Contains the address of the first failure.
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6.7.23 Fail Status Data Register 0 (FSRDLO)

This internal register is used to capture the failure data in case of failures. Also, depending on the PBIST
controller mode, this register also hold the return data from the memories (IDDQ and EMU modes) or the

MISR signature (MISR and CMISR modes). FSRDLO corresponds to Port 0. Figure 6-25 and Table 6-27
illustrate this register.

Figure 6-25. Fail Status Data Register 0 (FSRDLO0) [offset = 0x01A8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

FSRDLO[31:16]

R-OxAAAA

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

FSRDLO[15:0]

R-OxAAAA

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-27. Fail Status Data Register 0 (FSRDLO0)

Bit Name Value Description

31-0 FSRDLO Failure data on port 0
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6.7.24 Fail Status Data Register 1 (FSRDL1)

This internal register is used to capture the failure data in case of failures. Also, depending on the pBIST
controller mode, this register also hold the return data from the memories (IDDQ and EMU modes) or the

MISR signature (MISR and CMISR modes). FSRDL1 corresponds to Port 1. Figure 6-26 and Table 6-28
illustrate this register.

Figure 6-26. Fail Status Data Register 1 (FSRDL1) [offset = 0x01B0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

FSRDL1[31:16]

R-OxAAAA

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

FSRDL1[15:0]

R-OxAAAA

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-28. Fail Status Data Register 1 (FSRDL1)

Bit Name Value Description
31-0 FSRDLA1 Failure data on port 1
February 2012
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6.7.25 ROM Mask Register (ROM)

This two-bit register sets appropriate ROM access modes for the PBIST controller. The default value is 0x11.
It can be programmed according to Table 6-29.

Figure 6-27. ROM Mask Register (ROM) [offset = 0x01CO0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved ROM
R-0 R/W-0x11
R = Read in all modes; W = Write in all modes; -n = Value after reset
Table 6-29. ROM Mask Register (ROM)
Bit Name Value Description
31-2 Reserved Reads return zeros and writes have no effect.
1-0 ROM ROM Mask
00 No information is used from ROM
01 Only RAM Group information from ROM
10 Only Algorithm information from ROM
11 Both Algorithm and RAM information from ROM. This option should
be selected for application self test.
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6.7.26 ROM Algorithm Mask Register (ALGO)
Figure 6-28 and Table 6-30 illustrate this register.
Figure 6-28. Algorithm Mask Register (ALGO) [offset = 0x01C4]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
ALGO3 (31-24) ALGO2 (23-16)
RW-0xFF RW-0xFF
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
ALGO1 (15-8) ALGOO (7-0)
RW-0xFF RW-0xFF

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-30. Algorithm Mask Register (ALGO)

Bit Name Value Description

31 0 Algorithm 32 is not selected
1 Selects algorithm 32 for PBIST run

30 0 Algorithm 31 is not selected
1 Selects algorithm 31 for PBIST run

0 0 Algorithm 1 is not selected
1 Selects algorithm 1for PBIST run

[31:0] 0x0000 No algorithms are selected
Note:

This algorithm mapping is device specific. Please refer to the device datasheet for list
and bit mapping for available algorithms.

February 2012

Programmable Built-In Self Test (PBIST) Module

231




{? TEXAS
INSTRUMENTS

www.ti.com

PBIST Control Registers

6.7.27 RAM Info Mask Lower Register (RINFOL)

This register is to select RAM groups to run the algorithms selected in the ALGO register. For an algorithm
to be executed on a particular RAM group, the corresponding bit in this register should be set to ‘“1’. The
default value of this register is all ‘1’s, which means all the RAM Info Groups would be selected. Figure 6-29
and Table 6-31 illustrate this register.

The information from this register is used only when bit 0 in OVER register is not set.

Figure 6-29. RAM Info Mask Lower Register (RINFOL) [offset = 0x01C8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
RINFOL3 (31-24) RINFOL2 (23-16)
RW-OxFF RW-OxFF
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
RINFOL1 (15-8) RINFOLO (7-0)
RW-OxFF RW-OxFF

R = Read in all modes; W = Write in all modes; WP = Write in privilege mode only; WC = Write in sci-compatible mode only; -n = Value after reset

Table 6-31. RAM Info Mask Lower Register (RINFOL) (RINFOL)

Bit Name Value Description
31 0 RAM Group 32 is not selected
1 Selects group 32 for PBIST run
30 0 RAM Group 31 is not selected
1 Selects RAM group 31 for PBIST run
0 0 RAM Group 1 is not selected
1 Selects RAM Group 1for PBIST run
[31:0] 0x0000 None of the RAM Groups 1 to 32 are selected
Note:

This RAM info group mapping is device specific. Please refer to the device datasheet
for list and bit mapping for RAM info groups and valid algorithms.
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6.7.28 RAM Info Mask Upper Register (RINFOU)

This register is to select RAM groups to run the algorithms selected in the ALGO register. For an algorithm
to be executed on a particular RAM group, the corresponding bit in this register should be set to ‘“1’. The
default value of this register is all ‘1’s, which means all the RAM Info Groups would be selected. Figure 6-30
and Table 6-32 illustrate this register.

Figure 6-30. RAM Info Mask Upper Register (RINFOU) [offset = 0x01CC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
RINFOU3 (31-24) RINFOU2 (23-16)
RIW-OXFF RIW-OXFF
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
RINFOU1 (15-8) RINFOUO (7-0)
R/W-0xFF RIW-OxFF

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 6-32. RAM Info Mask Upper Register (RINFOU)

Bit Name Value Description
31 0 RAM Group 64 is not selected
1 Selects group 64 for PBIST run
30 0 RAM Group 63 is not selected
1 Selects RAM group 63 for PBIST run
0 0 RAM Group 33 is not selected
1 Selects RAM Group 33 for PBIST run
[31:0] 0x0000 None of RAM Groups 33 to 64 are selected
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6.8 PBIST Configuration Example

The following examples assumes that the PLL is locked and selected as clock source with HCLK = 160MHz
and VCLK = 80MHz.

6.8.1

Example1 : PBIST Configuration for DCAN1 RAM with No RAM Override

The example explains the configurations for running March13, Down1A and Mapcolumn algorithm on DCAN1

1.

Program the HCLK to PBIST ROM clock ratio to 1:2 in System Module
MSTGCRI[9:8] = 1

. Enable PBIST Controller in System Module

MSIENA[31:0] = 0x00000001

. Enable the PBIST self test in System Module

MSTGCR([3:0] = OxA

. Wait for 32 VCLK cycles
. Enable the Pbist internal clocks and ROM interface clock.

PACT = 0x3

. Disable RAM Override

OVER = 0x0;

. Select the Algorithm (Refer Table 6-2 )

ALGO = 0x00000054 (Algo 3,5,7 for DCAN1)

. Program the RAM group Info to select DCAN1 and MIBSPI (Refer Table 6-1)

RINFOL = 0x00000004 (Select RAM Group 3)
RINFOU = 0x00000000 (since this device supports only 15 RAM Group)

. Select both Algorithm and RAM information from on chip PBIST ROM

ROM = 0x3

10.Configure PBIST to run in ROM Mode and Kickoff PBIST test

DLR = 0x14

11. Wait for PBIST test to complete by polling MSTDONE bit in System Moule.

while(MSTDONE !=1);

12. Once Self test is completed, check the Fail Status registers FSRF0 and FSRF1.

In case there is a failure (FSRFO or FSRF1=0x01)
i Read RAMT register which indicates the RGS and RDS values of the failure RAM
ii Read FSRCO and FSRC1 registers which contains the failure count
iii Read FSRAO and FSRA1 registers which contains the address of first failure
iv Read FSRDLO and FSRDL1 registers which contains the failure data.
v.Resume the Test if required using Program Control register STR = 2
In case there is no failure (FSRF0 and FSRF1=0x00) the Memory self test is completed.

i) Disable the PBIST internal and ROM clocks
PACT =0.

ii) Disable the PBIST self test
MSTGCRJ[3:0] = 0x5
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6.8.2 Example2 : PBIST Configuration for ALL RAM Groups with RAM Override

The example explains the configurations for running March13, Down1A and Mapcolumn algorithm on all
RAM groups.

1. Program the HCLK to PBIST ROM clock ratio to 1:2 in System Module
MSTGCRI[9:8] = 1

2. Enable PBIST Controller in System Module
MSIENA[31:0] = 0x00000001

3. Enable the PBIST self test in System Module
MSTGCR[3:0] = OxA

4. Wait for 32 VCLK cycles

5. Enable the Pbist internal clocks and ROM interface clock.
PACT = 0x3

6. Enable RAM Override
OVER = 0x1;

7. Select the Algorithm (Refer Table 6-2 )
ALGO = 0x000000FC

8. Select both Algorithm and RAM information from on chip PBIST ROM
ROM = 0x3

9. Configure PBIST to run in ROM Mode and Kickoff PBIST test
DLR = 0x14

10. Wait for PBIST test to complete by polling MSTDONE bit in System Moule.
while(MSTDONE !=1);

11. Once Self test is completed, check the Fail Status registers FSRFO and FSRF1.
In case there is a failure (FSRFO or FSRF1= 0x01)

i Read RAMT register which indicates the RGS and RDS values of the failure RAM
ii Read FSRCO and FSRC1 registers which contains the failure count
iii Read FSRAO and FSRA1 registers which contains the address of first failure
iv Read FSRDLO and FSRDL1 registers which contains the failure data.
vResume the Test if required using Program Control register STR = 2
In case there is no failure (FSRFO and FSRF1 = 0x00) the Memory self test is completed.

i) Disable the PBIST internal and ROM clocks
PACT = 0.

ii) Disable the PBIST self test
MSTGCRJ[3:0] = 0x5
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Phase-Locked Loop (PLL) Clock Modules

This device contains two separate Phase-Locked Loop (PLL) clock modules, the Frequency Modulated zero-
pin PLL (FMzPLL) and the Flexray PLL (FPLL). The FMzPLL is available as Clock Source 1 and is intended
to be used as the device’s main clock source. The FPLL is available as Clock Source 6 and is intended to be
used as the Flexray clock source. This chapter describes the functionality of both the Frequency Modulated
zero-pin Phase-Locked Loop (FMzPLL) and the Flexray Phased-Locked Loop (FPLL).
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7.1 Device Clock Overview
The TMS570 platform architecture supports a total of seven separate clock sources. This device implements
five of the possible seven clock sources including the oscillator, the FMzPLL, the Low Frequency Low Power
Oscillator (LFLPO), the High Frequency Low Power Oscillator (HFLPO) and the FPLL. The clock source
implementation is shown in the Clock Sources Table below.
Table 7-1. Clock Sources Table
Clock Source # Clock Source Name
Clock Source 0 External Oscillator
Clock Source1 PLL1 (FMzPLL)
Clock Source 2 Not Implemented
Clock Source 3 Not Implemented
Clock Source 4 Low Frequency LPO (Low Power Oscillator) clock
Clock Source 5 High Frequency LPO (Low Power Oscillator) clock
Clock Source 6 PLL2 (FPLL)
Clock Source 7 Not Implemented
The Global Clock Module (GCM) is used to configure and provide the clocks generated by the PLLs (and
other clock sources) to the different modules in the device. A block diagram of the global clock module that
is implemented on this device is shown below. The GCM can be configured by using the Primary System
Control Registers located between addresses OxFFFF FF30 and OxFFFF FF54. See the System and
Peripheral Control Registers Chapter for more information.
Figure 7-1. Global Clock Module Block Diagram
Meiksource — — Clock Domains
| o L HCLK (To System Module)
OSCIN | 1 F——— GCLK (To Cortex R4 CPU)
oscout OSCILLATOR FMzPLL i | RTI1CLK (To Real Time Interrupt 1)
| I VCLK sys
LFLPO |, 4 .
Low Power T | VCLK = (To Peripherals)
Oscillator | HFLPO | 5 f——— VCLK2 (To NHET)
| f——— VCLKA1 (To DCAN)
FPLL l 6 |— VCLKAZ2 (To Flexray)
| |
| GCM |
L - - - — -
The Oscillator serves as the main input to clock source 0, the FMzPLL and the FPLL. It is comprised of the
two external device pins OSCIN and OSCOUT. In most applications a crystal or resonator (between 5MHz
and 15MHz) is placed between these two pins. The oscillator is provides the necessary feedback to the
external crystal or resonator for oscillation and also converts it's sinusoidal input wave into a square wave
before it is supplied to the rest of the device.
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Note: Vendor Validation of Crystals/Resonators

The crystal is a very tight bandpass filter while a resonator is a somewhat wider
bandpass. The load circuitry pulls the center frequency of the bandpass.

Texas Instruments strongly encourages each customer to submit samples of the
device to the resonator/crystal vendor for validation. The vendor is equipped to
determine what load capacitances will best tune their resonator/crystal to the
microcontroller dvice for optimum start-up and operation over temperature and
voltage extremes. The vendor also factors in margins for variations in the
microcontroller process.
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7.2 FMzPLL Introduction/Feature Overview

This section provides an overview of the Frequency Modulated zero-pin Phase-Locked Loop (FMzPLL)
module. The FMzPLL is used to multiply the input frequency to a higher (device operation) frequency than
can be conveniently achieved with an external crystal or resonator. Additionally, the FMzPLL allows the
flexibility to be able to generate many different frequency options from a given crystal or resonator.
Frequency modulation can be superimposed on the FMzPLL output frequency. The modulation provides a
means to reduce the impact of electromagnetic radiation from the device; this reduction in measured radiation
can be useful in EMI or noise sensitive applications.

7.2.1 Features
The main features of the FMzPLL clock module are:
* The FMzPLL module can be operated in either modulation or non-modulation mode.
» The FMzPLL prescale allows a wide range of input frequencies for proper operation.
» The phase-frequency detector assures lock to the fundamental reference frequency.
» The FMzPLL provides multiple frequency configuration options.
* When the FMzPLL is used with modulation enabled, the modulation frequency, modulation depth and

bandwidth settings are programmable.

» It provides a user-option to reset the device if the external resonator or crystal fails.
* It provides a user-option to either reset the device or bypass the FMzPLL if a PLL Slip is detected.
* A PLL calculator tool (F035 FMzPLL Calculator) is available to assist the user in FMzPLL setup
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7.3 FMzPLL Operation

The FMzPLL clock module generates the PLL clock from an external external resonator/crystal reference
(CLKIN). The oscillator circuit drives an external crystal/resonator, and the FMzPLL divides (NR), the
reference input for a lower frequency input into the PLL (INTCLK); though the input divider has a range from
1 to 64 (integer) INTCLK has a valid range of 1.63MHz to 6.53MHz. The FMzPLL multiplies (NF) this internal
frequency by 92 - 184 with a valid range on Output CLK of 120MHz to 500MHz. The FMzPLL output is
subsequently divided by two prescale values (OD and R). The value of OD is an integer from 1-8 and R is an
integer from 1-32. Optionally, the frequency can be modulated (controlled jitter is introduced). See section
7.3.1.4 for more information about frequency modulation.

Figure 7-2. FMzPLL Block Diagram

INTCLK Output CLK | - Post-ODCLK | .
CLKIN “NR P oD R | pLLcLK
+1-+64 PLL +1-+8 #1432
“NF
+02-+184
Note:

ODPLL must be changed before enabling the FMzPLL

The programming algorithm for the FMzPLL is shown below:

1. Choose the Output CLK frequency as integer divider of output frequency as close to 240MHz as possible.
The Output CLK frequency should not exceed 500MHz or fall below 120MHz.

2. Choose the multiplication factor as close to 120 as possible. Multiplier (NF) may not exceed 184 or fall
below 92.

3. Select the output divider OD so that the post-ODCLK frequency does not exceed the maximum device
frequency.

4. Select the output divider R to further reduce the FMzPLL output frequency provided to the device.

Note: F035 FMzPLL Calculator
The FO035 FMzPLL Calculator is also available to assist in configuring the FMzPLL

There will be some delay before changes to the FMzPLL settings will take effect. It is best to disable the
FMzPLL prior to changing the settings. All delays shown below are valid once the FMzPLL is enabled. If the
FMzPLL is already enabled when the control registers are written, there may be additional delay cycles.

* When NR or NF is changed (or the input clock is enabled), the FMzPLL output is held static for 4096
internal clock cycles (t = 4096*NR/foscin)

In general, the smallest delay is achieved when the registers are configured prior to enabling the FMzPLL,;
when registers are written while the FMzPLL is active, some delays that may be concurrent are treated as
sequential. As a specific example, when all parameters are changed once at the beginning of the code, the
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FMzPLL output is held static for about 4650*NR/fogcn. More information about FMzPLL setup can be found

in the FMzPLL Configuration Example.

7.3.1 Phase-Locked Loop (PLL) Description

The basic PLL block consists of the following six logical sub-blocks:

» Phase-Frequency Detector (PFD)
« Charge Pump (CP)

» Loop Filter (LF)

* Voltage-Controlled Oscillator (VCO)

* Frequency Modulation
+ Slip Detector

Figure 7-3 further illustrates the sub-blocks of the FMzPLL blocks shown in Figure 7-2. The VCO adjusts its
frequency until the two signals into the PFD have the same phase and frequency. The feedback path (from
VCO to PFD) divides the frequency of the feedback signal by 2*NF; this feedback divider requires the VCO
to generate a frequency 2*NF greater than the internal frequency (OSCIN/NR). In the forward path (from VCO
to PLL CLK), the +2 block creates a clean duty cycle.

Figure 7-3. Basic PLL Circuit

INTCLK

CLKIN —

PFD

CP

LF

VCO

+NF

Output CLK

post-ODCLK

__ Feedback
CLK

— PLL CLK

7.3.1.1  Phase-Frequency Detector

The phase-frequency detector (PFD) compares the input reference phase/frequency to the phase/frequency
of the feedback divider and generates two signals: an up pulse and a down pulse that drive a charge pump.
The resulting charge, when integrated by the circuit at the LF pin, provides a VCO control voltage, as shown

in Figure 7-4.
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Figure 7-4. PFD Timing

Input
reference

Feedback
divider output

[¢——— Leading phase ble Lagging phase ———»]

w _JL L]
L

VCO control Interpulse slope caused by filter time constant and leakage

voltage

The width of the up pulse and the down pulse depends on the difference in phase between the two inputs.
For example, when the reference input leads the feedback input by 10 ns, then an up pulse of approximately
10 ns is generated as shown in Figure 7-4. On the other hand, when the reference input lags the feedback
input by 10 ns, then a down pulse of approximately 10 ns is generated. When the two inputs are exactly in
phase, the up pulse and down pulse become essentially zero-width. These pulses are fed to the charge pump
block, which meters charge into the low-pass loop filter.

The advantage of a phase-frequency detector over a phase-only detector is that it cannot lock to a harmonic
or subharmonic of the reference. This important property also ensures that the output frequency of the VCO
is always exactly 2*NF the reference frequency.

The reference feedback frequency is based upon the VCO frequency and the feedback divider. Fractional
multiplication is achieved by changing the feedback divider real-time in order to create the fractional
multiplication. As an example, if a multiplier of 100.5 is selected, the feedback divider divides by 100 and 101
in equal proportions; in this case, the PLLMUL bitfield would be programmed as 99.5 (0x6380). This fractional
multiplication is useful when trying to achieve final frequencies that are non-integer to the input frequency
(e.g. afinal frgguency that is a prime number). The fractional portion of the divider should be small compared
to the multiplier and so it is recommended that the fractional portion relate to parts in 16, implying that the last
4 bits should always be 0.

7.3.1.2 Charge Pump and Loop Filter

The charge pump (CP) adds or removes charge from the loop filter based on the pulses coming from the
phase-frequency detector (PFD).

Two components of the filter output signal are summed together: an integral component and a proportional
component. The integral component maintains a DC level going to the VCO to set its frequency, and the
proportional component makes the VCO track changes in phase to minimize jitter. The capacitors and
resistors required for the filter are integrated in silicon.

7.3.1.3  Voltage-Controlled Oscillator

The output frequency of the VCO is proportional to its input control voltage, which is generated by the charge
pump via the integrated loop filter. If the VCO oscillates too slowly, the feedback phase begins to lag the
reference phase at the PFD, which increases the control voltage at the VCO.  Conversely, if the VCO
oscillates too fast, the feedback phase begins to lead the reference phase at the PFD, which decreases the
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7.3.1.4

control voltage at the VCO. These two actions keep the VCO running at the correct frequency multiple of the

reference.

Frequency Modulation

When the FMzPLL is used in the modulating mode the output clock of the FMzPLL changes frequency in a

controlled way, centered around the unmodulated output frequency. The VCO frequency is modulated at the
loop filter and creates the triangular frequency modulation as shown in Figure 7-5.

Figure 7-5. Frequency vs. Time
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Note: Modulation Frequency and Depth Setting Constraint

There are several combinations of the modulation depth and modulation frequency
that are not allowed. Some of these settings effect the FMzPLL even when frequency
modulation is not enabled. Refer to the device datasheet to identify these
combinations to avoid FMzPLL malfunction.

The programming algorithm for the frequency modulation settings for the FMzPLL is shown below: These
settings are controlled by the bits in the PLLCTL2 register.

1. Determine modulation frequency divider NS based on desired spreading (modulation) frequency f,o4 (fs)-

f 1
NS = round(w—)
NR 2 x fg

£ —f = foscin 1
mod 'S T "NR 2xNS

2. Determine modulation depth divider (NV) based on desired Modulation Depth.

7 Depth x fg
NV = round(5.02154>< 107 x —)
fOutputCLK

3. Determine the bandwidth divider NB

f
0.00406562 x 10 x {0 vicrk OI\SICRIN

fs

NB = max(ceiling ,8)
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* When NB or NS is changed, the FMzPLL output is held static for 512 internal clock cycles (t = 512*NR/
foscin)- This timing item cannot be carried out concurrently with a PLL re-lock since the re-lock occurs
with NB forced to the default value for faster locking.

* When NV is changed or modulation enabled, the FMzPLL output is held static for 1 - 2 modulation period
(t = 1/fg~ 2/f5)

As these different fields (NV, NF, NB, etc.) are changed, the FMzPLL asserts different delays in order to insure
a valid output. It is recommended that all pertinent parameters be setup at one time in order to minimize
system delays. When multiple parameters are changed simultaneously, it is possible for all delays to be
concurrent. As a specific example, when all parameters are changed once at the beginning of the code and
modulation is enabled, the FMzPLL output is held static for about 4650*NR/fogcy + 1 modulation period.
More information about FMzPLL frequency modulation setup can be found in the FMzPLL Configuration
Example.
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7.3.1.5

FMzPLL Slip Detector

The FMzPLL Slip Detector monitors the input and output of the FMzPLL and reports any 2-cycle slips. Upon
a slip detection three actions can be taken: nothing, device reset, or the FMzPLL can be bypassed so that
the device is supplied with the oscillator input. The behavior of the device after a PLL slip is detected is
configured by the Reset on Slip (ROS) and Bypass on Slip (BPOS) bits in the PLLCTL1 register. The Reset
on Slip bit setting determines whether a reset is asserted after a PLL slip is detected. The Bypass on Slip bits
determine whether the device will automatically bypass the FMzPLL and use the oscillator to provide the
device clock after a PLL slip is detected. See the PLLCTL1 register for more details on the configuration of
the ROS and BPOS bits. Figure 7-6 below shows a block diagram of the PLL Slip Detector and the reset/
bypass logic.

Figure 7-6. PLL Slip Detection & Reset/Bypass Block Diagram

Input from PLL CLK
Oscillator

PLL Bypass CLK CLK signal to
Clock Control Module

»>—0— FMzPLL

Bypass on Slip

% BPOS
BPOS | ROS | To Device Reset

Reset on Slip

Slip Detector

7.3.1.6

Oscillator Fail Detector

The Clock Monitor Module (CMM) implements circuitry that monitors the oscillator input frequency to ensure
that it remains within a specified operational range. (This range is specified in the LPO and Clock Detection
section of the device datasheet.) If the frequency of the oscillator ever falls out of the specified frequency
window, the clock monitor can either reset the device or switch the device’s Clock Source 1 to limp mode. In
limp mode all modules driven by Clock Source 1 are switched from the FMzPLL output to be driven by the
internal High Frequency LPO (Low Power Oscillator) output. The behavior of the device after an oscillator
failure is configured by the Reset on Oscillator Fail (ROF) bit in the PLLCTL1 register. If the ROF bit in the
PLLCTLA1 register is set when the oscillator fails, a system reset will occur, and the OSC_RST history bit is
set in the SYSESR register. The only way OSCFAIL can be cleared (and to re-enable OSCIN as the clock
source) is via a power-on-reset.
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7.4 FMzPLL Control Registers
7.4.1 Control registers
The FMzPLL clock module has two registers (PLLCTL1 and PLLCTL2) located within the system module,
plus it has four bits located in other global control registers of the system module.
The FMzPLL is off at power-on. It may be turned on by clearing the CLK_SR1_OFF bit in the CSDIS register
of the System module.
The following sections describe the two registers used to configure the FMzPLL (Clock Source 1). These
registers support 8, 16, and 32-bit write accesses.
Figure 7-7. Module Registers
30 29 28 27 26 24 23 20 19 18
Offset 31 25 22 21 17 16
Addresst Register 15 |14 13 12 1 10 9|8 7 6 5(4 3 2 0
ROS BPOS[1:0] PLLDIV[4:0] ROF | Reser REFCLKDIV[5:0]
0x70 ved
PLLCTL1
Page 248
PLLMUL[15:0]
FMENA SPREADINGRATE[8:0] ey BWADJ[8:4]
0x74 ved
PLLCTL2
Page 250
BWADJ[3:0] ODPLL[2:0] SPR_AMOUNT][8:0]
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7.4.1.1  PLL Control 1 Register (PLLCTL1)
Figure 7-8 illustrates this register and Table 7-2 provides the bit descriptions.
Figure 7-8. PLL Control 1 Register (PLLCTL1)[Location = OxFFFF FF70]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

ROS BPOS[1:0] PLLDIV[4:0] ROF | Reserved REFCLKDIV[5:0]
RIWP-0 RIWP-01 RIWP-1111 RWP-0 R0 R/WP-000010

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PLLMUL[15:0]

R/WP-0101111100000000

R = Read, W = Write; P = Privilege Mode, -n = Value after reset

Table 7-2. PLL Control 1 Register (PLLCTL1) Field Descriptions

Bit Name Value Description

31 Reset on PLL Slip

(ROS)
0 Do not reset system when slip is detected
1 Reset when slip is detected
Note: BPOS (PLLCTL1.29:30) must be enabled in order to use Reset
On Slip (ROS) functionality
Bypass of PLL
30-29 Slip(BPOS)
10 Bypass on PLL Slip is disabled. If a PLL Slip is detected no action is taken.
other Bypass on PLL Slip is enabled. If a PLL Slip is detected the device will auto-
matically bypass the PLL and use the oscillator to provide the device clock.
Note: If ROS (PLLCTL1.31) is set to 1, the device will be reset if a PLL
slip is detected and BPOS will not bypass the PLL.
s8.04 | PLL Output Clock REPLLOM>T o

This divider is depicted as ‘=R’ in the FMzPLL Block Diagram.
0x00 | frLL cLk = fpost-obcL!T

0x01 | fpLL cLk = fpost-obcLk/2

continues in sequence

0x1F | fpLL cLk = fpost-obcLk/32

Note: This divider is outside of the PLL macro and can be changed at
any time without requiring a re-lock.
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Table 7-2. PLL Control 1 Register (PLLCTL1) Field Descriptions (Continued)

Bit Name Value Description
23 Reset On Oscilla-
tor Fail (ROF)
0 Do not reset system when oscillator is out of range.
1 Reset when oscillator is out of range.
22 Reserved Write 0.
Reference Clock NR = REFCLKDIV + 1
21-16 | Divider fint oLk = foscin/NR
(REFCLKDIV) This divider is depicted as ‘+NR’ in the FMzPLL Block Diagram.
0x00 | fint cLk = foscin/1
0x01 | fint cLk = foscin/2
continues in sequence
0x3F | finT oLk = foscin/64
Note: This value changes the operating point of the PLL; changing this
value while the PLL is active requires a re-lock.
Valid multiplication factors are from 92 to 184.
15-0 PLL Multiplication NF = (PLLMUL / 256) + 1
Factor (PLLMUL) fvco cLk = fint cLkx NF

This multiplier is depicted as “*NF’ in the FMzPLL Block Diagram.
0x5B00 | fvco oLk = finT cLkx 92

0x5B80 | fvco cLk = finT cLkX 92.5

0x5C00 | fvco crk = finT cLkx 93

continues in sequence

0xB700 | fyco crk = finT cLkx 184

The PLL checks the range of the multiplier.
IF PLLMUL/256 > 183 OR PLLMUL/256<91, then PLLMUL/256 = 129

Note: This value changes the operating point of the PLL; changing this
value while the PLL is active requires a re-lock.
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7.4.1.2

PLL Control 2 Register (PLLCTL2)

The PLLCTL2 register controls the frequency modulated mode of operation of the FMzPLL. The frequency
modulation option is available for applications that have critical EMC considerations. Figure 7-9 illustrates this
register and Table 7-3 provides the bit descriptions.

Figure 7-9. PLL Control 2 Register (PLLCTL2)[0xFFFF FF74]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
I;NMA SPREADINGRATE[8:0] Reserved BWADJ[8:4]
R/WP-0 R/WP-111111111 R-0 R/WP-00000
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
BWADJ[3:0] ODPLL SPR_AMOUNT][8:0]
R/WP-0111 R/WP-001 R/WP-000000000

R = Read, W = Write; P = Privilege Mode, -n = Value after reset

Table 7-3. PLL Control 2 Register (PLLCTL2) Field Descriptions

Bit Name Value Description
Frequency Modula-
31 tion Enable
(FMENA)
0 Disable frequency modulation
1 Enables frequency modulation
Note: The PLL disables the clock output for 1 modulation period
when this value is changed while the PLL is active.
NS = SPREADINGRATE + 1
fmod = fs = finT cLK/(2"NS)
30-22 SPREADINGRATE NS is th_e module_atlon frequency divider that is described in the Frequency
Modulation Section.
fiINT cLk is the frequency of INTCLK’ as depicted in the FMzPLL Block
Diagram.
0x000 | fmod = fs = finT cLk/(2*1)
0x001 | fmod = fs = finT cLk/(272)
continues in sequence
Ox1FF fmod = fs = fINT CLK/(2*512)
Note: The PLL disables the clock output for 512*NR oscillator cycles
if SPREADINGRATE is changed while FMENA is 1. If FMENA is 0,
changing SPREADINGRATE has no impact on the clock availability.
21 Reserved Read/Write, but value has no effect on PLL operation.
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Table 7-3. PLL Control 2 Register (PLLCTL2) Field Descriptions (Continued)

Bit Name Value Description

NB = BWADJ + 1

Bandwidth Adjust- few = faom_sw/NB

ment (BWADJ) NB is the bandwidth divider that is described in the Frequency Modulation
Section.

20-12

0x007 | faw = fnom_pw/8 (must be set to this value in non-modulation mode)
0x008 | few = faom_Bw/9

continues in sequence

OXOFF | faw = fhom_sw/256

The wrapper checks to insure that the BWADJ is programmed within a
valid range.

IF BWADJ <7 OR BWADJ > 255, then BWADJ = 7.

Note: The PLL disables the clock output for 512*NR oscillator cycles
if BWADJ is changed while the PLL is active.

OD = ODPLL +1

Internal PLL Output foost-obcLk = fvco cLk/OD

Divider (ODPLL) These bits must be changed before the PLL is enabled.

This divider is depicted as ‘+OD’ in the FMzPLL Block Diagram.

0x0 | foost-opcik = fvco cLk/
0x1 | foost-opcik = fvco cLk/2
continues in sequence

0x7 | foost-opcik = fvco cLk/8

Note: ODPLL cannot be changed while the PLL is active

NV = SPR_AMOUNT + 1
NV is the modulation depth divider that is described in the Frequency
Modulation Section.

Spreading Amount

8-0 (SPR_AMOUNT)

0x000 | NV =1

0x001 | NV =2

continues in sequence

Ox1FF | NV =512

Note: The PLL disables the clock output for 1 modulation period if

SPR_AMOUNT is changed while FMENA is 1. If FMENA is 0, chang-
ing SPR_AMOUNT has no impact on the clock availability.
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7.5 FMzPLL Calculator (FO35 FMzPLL Calculator)

The FO35 FMzPLL calculator is provided to assist with setting up the PLL. This calculator can be installed
and run on a Windows XP based PC. It provides the user with control of the OSCIN speed, multiplier setting,
divider settings, frequency modulation settings and also allows the user to set PLL/OSC fail options. Once
the user has configured the desired options, the calculator displays the PLL output speed and the
corresponding PLLCTL1 and PLLCTL2 register settings. These register settings can then be used to setup
the PLL. The tool also contains a reverse calculator mode that will display all PLL options when values for
PLLCTL1 and PLLCTLZ2 are entered. The F035 FMzPLL Calculator is shown below in Figure 7-10.

Note: F035 FMzPLL Calculator Warning

The FMzPLL calculator does not check for all FMzPLL configuration errors. It is the
programmer’s responsibility to determine if the FMzPLL is configured properly for
device operation. Refer to the device datasheet for more information on how to avoid
improper device configuration and FMzPLL malfunction.

Figure 7-10. F035 FMzPLL Calculator

" FO35 FMzPLL Calculator: Texas Instruments Inc. [v3.0]

"
PLL Control Register Yalues: 0 3 C | I ’
PLLCTLI1: PLLCTLZ: F 5 FMZPLL a cu ator
0 3FC06230 Directions: Fil in desired PLL options below and the corresponding PLL Control Register values will be displayed,
— PLL Configuration:
OSCIM: " R PLL ODPLL R PLL Output:
16| Mz == REF_CLK_DI¥: - - pLL_UUT_:Iv: —»  PUDIV: |y T v
it
| PLL_MuUL: _
o |%
— Frequency Modulation Options: ——— — PLL Fail Options:
Spreading Amount: 62 % ] FMENA Bypass on PLL Slip
A
BWAD: lm [] Reset on PLL Slip
spreading Rate: 256 % [] Reset on OSC Fail

Calculator Reverse Caloulator ]
’ 4 4 ik
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7.6 FMzPLL Configuration Example
This section provides an example of how to program the PLL.

Suppose that using a 7MHz crystal, the application requires a

140MHz GCLK (and HCLK) frequency
134 kHz spreading frequency
1% spreading depth.

Then, using the algorithm from Section 7.3

1.

Choose Output CLK frequency as integer divider of output frequency near to 240MHz. Output CLK
frequency should not exceed 500MHz or fall below 120MHz.

The integer values for 140MHz are 140MHz or 280MHz. For this example, select 280MHz since it is closer
to 240MHz.

. Choose the multiplication factor near to 120. Multiplier (NF) may not exceed 184 or fall below 92.

7MHz/NR *(approximately 120) = 280MHz
7MHz/3*120 = 280MHz

. Select the output divider OD so that the post-ODCLK frequency does not exceed the maximum frequency

of output divider R (device specific frequency).

If the R-divider can accept 280MHz, then either OD or R can be set to 2 (and the other divider set to 1). If
R-divider cannot operate at 280MHz, then the OD-divider must be set to 2.

. Choose the modulation frequency divider NS

fosemn_1 ) (7[MHz] 1 )
= —_— = _ ¥
NS round( NR 2x T round 3 3% 3K (89
foscn 1 7[MHz] 1
= = =
fg NR 2 xNS 3 %80 {145.8 129.6} [KHz]

For this example, select 129KHz (with NS = 9).

. Choose the modulation depth divider NV

Depth x f,
— S] = round(5.02154 « 107 x 901 % 0.1296[MHz]

;
NV = round(5.02154 x 10" x
foutputcLi 280[MHz]

):232

. Choose the bandwidth divider NB

f,
0.00406562 x 10 x /\/fOutputCLK % OI\S](}:{IN
NB = max{ceiling e
fS
0.00406562 x 10 x J280[MHZ] x —7[1\?&]
NB = ceiling 0

0.1296[MHz]

. Setting only these fields (that is, not BPOS, ROF, or ROS) yields

PLLCTL1 = 0x00027700
PLLCTL2 = 0x820082E7
INTCLK is 2.33MHz which falls within the permissible frequency range of 1.63 to 6.53 MHz
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NF is centered in the range from 92 - 184 at 120

Output CLK has a frequency of 280MHz, falling within the permissible range of 120MHz to 500MHz and
near the target of 240MHz.

OD is selected so that post-ODCLK meets the device specification

NB is selected to be large enough to allow modulation frequency fs.
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7.7 FPLL Introduction/Feature Overview

This section provides an overview of the Flexray phase-locked loop (FPLL) module. The FPLL is used to
multiply the input frequency to a higher frequency, usually 80MHz for Flexray operation. The OSCIN
frequency is limited to 10MHz, 16MHz or 20MHz to achieve the 80MHz required by the Flexray module in
most applications. The FPLL is Clock Source 6 on this device.

7.7.1 Features
The main features of the FPLL clock module are:
* The phase-frequency detector assures lock to the fundamental reference frequency.
» The FPLL provides a wide range of scalability with the following configurability:
— Reference Input divider (NR - OSC_DIV) has an integer range of 1 to 2.
— Multiplier (NF - PLL_MUL) has an integer range of 1 to 15.
— Prescaler (R - PLL_DIV) has an integer range from 1 to 8.
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7.8 FPLL Operation
The FPLL clock module generates the PLL clock from an external resonator/crystal reference. The FPLL
divides the reference input (NR) for a lower frequency input into the PLL; the reference input divider can be
programmed to either 1 or 2. The internal clock to the PLL (INTCLK) has a valid range of 10MHz to 100MHz.
The PLL multiplies this internal frequency by 1 - 15 (NF) with a valid range on the output clock of 10MHz to
250MHz. The PLL output CLK is subsequently divided by a prescale value (R), the value of R is an integer
from 1 — 8. Figure 7-11 illustrates the functional blocks in the FPLL.
Figure 7-11. FPLL Block Diagram
r——— - - - - - - - — — — A
| — I
| *NRLiNTeLk OutputCLK | | R
OSCIN —— .4 .o o PLL CLK
| PLL | [+1-+8
I I
I I
| *NF |
| +1-+15 |
| FPLL|
Lo - - _
The FPLL output frequency (PLL CLK) can be calculated as:
fpLL cLk = foscin "NF/(NR*R)
Note:
The FPLL output frequency (Output CLK) should be set so that input to the prescaler
R does not exceed the maximum device frequency. All the divider/multiplication
values must be integer values in the range given.
There will be some delay before changes to the PLL setting take effect. It is best to disable the PLL prior to
changing the settings. The delay shown below is valid from when the PLL is enabled. If the PLL is already
enabled when the control registers are written, there may be an additional delay. When NR or NF is changed
(or when the input clock is digitally re-enabled after exiting a low power mode in which the oscillator was
stopped), the PLL output is held static for 4096 internal clock cycles (t = 4096*NR/fosciN)
7.8.1 Phase-Locked Loop (PLL)
The PLL block consists of four logical sub-blocks:
» Phase-Frequency Detector (PFD)
* Charge Pump (CP)
* Loop Filter (LF)
* Voltage-Controlled Oscillator (VCO)
Figure 7-12 further illustrates the sub-blocks of the FMzPLL blocks shown in Figure 7-11. The VCO adjusts
its frequency until the two signals into the PFD have the same phase and frequency. The feedback path (from
VCO to PFD) divides the frequency of the feedback signal by NF; this feedback divider requires the VCO to
generate a frequency NF times greater than the internal frequency (INTCLK = OSCIN / NR).
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Figure 7-12. Basic PLL Circuit

OSCIN—— +NR PFD cP LF || vco +R PLL CLK

+NF

7.8.1.1  Phase-Frequency Detector
The phase-frequency detector (PFD) compares the input reference phase/frequency to the phase/frequency
of the feedback divider and generates two signals: an up pulse and a down pulse that drive a charge pump.
The resulting charge, when integrated by the circuit at the LF pin, provides a VCO control voltage, as shown

in Figure 7-13.
Figure 7-13. PFD Timing
Input
reference
Feedback
divider output
{¢——— Leading phase ble Lagging phase —»]
w L]
Down H H H
VCO control Interpulse slope caused by filter time constant and leakage

voltage

The width of the up pulse and the down pulse depends on the difference in phase between the two inputs.
For example, when the reference input leads the feedback input by 10ns, then an up pulse of approximately
10ns is generated (see Figure 7-13). On the other hand, when the reference input lags the feedback input by
10ns, then a down pulse of approximately 10ns is generated. When the two inputs are exactly in phase, the
up pulse and down pulse become essentially zero-width. These pulses are fed to the charge pump block,
which meters charge into the low-pass loop filter.

The advantage of a phase-frequency detector over a phase-only detector is that the phase-frequency
detector will not inadvertently lock to a harmonic or subharmonic of the reference frequency. This important
property also ensures that the output frequency of the VCO is always exactly NF times the reference
frequency.
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7.8.1.2 Charge Pump and Loop Filter

The charge pump (CP) adds or removes charge from the loop filter based on the pulses coming from the
phase-frequency detector (PFD).

Two components of the filter output signal are summed together: an integral component and a proportional
component. The integral component maintains a DC level going to the VCO to set its frequency, and the
proportional component makes the VCO track changes in phase to minimize jitter. The capacitors and
resistors required for the filter are integrated in silicon.

7.8.1.3  Voltage-Controlled Oscillator

The output frequency of the VCO is proportional to its input control voltage, which is generated by the charge
pump via the integrated loop filter. If the VCO oscillates too slowly, the feedback phase begins to lag the
reference phase at the PFD, which increases the control voltage at the VCO. Conversely, if the VCO
oscillates too fast, the feedback phase begins to lead the reference phase at the PFD, which decreases the
control voltage at the VCO. These two actions keep the VCO running at the correct frequency multiple of the
reference.
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7.9 FPLL Control Register

7.9.1 Control register

This section describes the FPLL control register that controls the operation of the Flexray PLL (Clock Source
6). Figure 7-14 illustrates this register and Table 7-4 provides the bit descriptions

Figure 7-14. PLL Control Register 3 (PLLCTL3) [Location = OxFFFF E100]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved OSIS— Reserved
R-W-000000000 R-WP-0 R-W-000000
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Resaned PLL_MUL (3:0) Reaed PLL_DIV (2:0)
R-W-0000 R-WP-0011 R-W-00000 R-WP-111

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 7-4. PLL Control Register 3 (PLLCTL3) Field Descriptions

Bit Name Value Description

31-23 Reserved Reads are zero and writes have no effect

Configures the OSC clock division factor (NR)
fintcLk = foscin / NR
OSC_DIV NR = OSC_DIV + 1
This divider is depicted as ‘+NR’ in the FPLL Block Diagram.

22

0 FinToLk /1

1 FinTcLk / 2

21-12 Reserved Reads are zero and writes have no effect

Configures PLL reference clock multiplication factor (NF) between 1
and 15

11-8 PLL_MUL[3-0] foutputcLk = finteLk * NF

NF = PLL_MUL[3-0] + 1

This multiplier is depicted as “NF’ in the FPLL Block Diagram.

0000 foutputcLk = 1 ™ finTeLk
0001 foutputcLk = 2 * finTeLk
0010 foutputcLk = 2 * finTeLk
0010 foutputcLk = 3 * finTeLk
1101 foutputcLk = 15 ™ finTeLk
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Table 7-4. PLL Control Register 3 (PLLCTL3) Field Descriptions (Continued)

Bit Name Value Description
foutputcLk = 1 * fintTcLk (special case)

1111 NOTE: (PLL_MUL+1) sets the multiply factor for the PLL except
in the special case of PLL_MUL = 1111b which is logically
equivalent to the setting of 0000b.

7-3 Reserved Reads are zero and writes have no effect
Configures PLL division factor (R)
0 PLL_DIV[2-0] feLLcik = foutputcik / R
R = PLL_DIV[2-0] + 1
This divider is depicted as ‘+R’ in the FPLL Block Diagram.

000 feLLcik = foutputcLk / 1

001 feLLcLk = foutputcLk / 2

010 feLLcLk = foutputcLk / 3

110 feLLcLk = foutputcLk / 7
111 frLLcLk = foutputcLk / 8
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7.10 FPLL Calculator

The FPLL calculator is provided to assist with setting up the FPLL. This calculator can be installed and run
on a Windows XP based PC. It provides the user with control of the OSCIN speed, input divider setting,
multiplier setting, and output divider setting. Once the user has configured the desired options, the calculator
displays the PLL output speed and the corresponding PLLCTL3 register settings. These register settings can
then be used to setup the PLL. The tool also contains a reverse calculator mode that will display all PLL
options when values for the PLLCTL3 register is entered. The FPLL Calculator user interface is shown below
in Figure 7-15.

Note: F035 FPLL Calculator Warning

The FPLL calculator does not check for all FPLL configuration errors. It is the
programmer’s responsibility to determine if the FPLL is configured properly for device
operation. Refer to the device datasheet for more information on FPLL configuration.

Figure 7-15. F035 FPLL Calculator

fa " F0O35 FPLL Calculator: Texas Instruments Inc. [w2.0]

e e | FO35 FPLL Calculator s

Directions: Fil in desired PLL options below and the corresponding PLL Control Register value will be displayed,

NR
0OSCIN: PLL Output:

PLL
16 |&mH, —- 0OSC_DIV: , PLL_DI¥:
16 |y MHz L —PQE — L —+ I -
it

NF

e PLL_MUL: -

+_lv

Caleulator Reverse Calculator -
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7.11 FPLL Configuration Example

This section provides an example of how to program the FPLL, the formula to calculate the FPLL CLK is
below:

feLL cLk = foscin *NF/(NR'R)
Suppose that using a 16MHz crystal, the application requires a 80MHz PLL output frequency

1, The INTCLK of the FPLL has to be in the range from 10MHz to 100MHz, so with a 16MHz crystal the
OSC_DIV (Oscillator Division factor) has to be configured to 1 (NR=1).

fintcLk = foscin / NR
leTCLK= 16MHz/1= 16MHz

2, The internal PLL frequency get multiplied with the factor PLL_MUL. The Output CLK of the PLL has to be
in the range of 100MHz to 250MHz and the maximum Output CLK frequency does not exceed the maximum
frequency of output divider PLL_DIV (device maximum frequency).

foutputcLk = fintoLk ™ NF
To get a multiplication by 10 the value 1001b needs to be written into the PLL_MUL bitfield. So the Output
CLK is calculated as following:

foutputcLk = 16MHz * 10 = 160MHz

3, To get the desired FPLL frequency the divider PLL_DIV needs to be configured:

frLLcLk = foutputcLk / R
The fpy cLk should be 80MHz, and the fopuicLk is 160MHz, so the divider R needs to be 2. To get this division rate the
PLL_DIV bitfield needs to be configured to the value 001b.

fPLLCLK =160MHz / 2 = 80MHz

Based on the above, the value of the FPLL control register is 0x00000901.

262

Phase-Locked Loop (PLL) Clock Modules February 2012



Q” TEXAS
INSTRUMENTS

Chapter 8
SPNU489C-February 2012

F035 Flash Module

The flash electrically erasable programmable read-only memory module is a type of nonvolatile memory
which has fast read access times and is able to be reprogrammed in the field or in the application. This section
describes the F035 flash module.
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Overview

8.1

8.1.1

8.1.2

Overview

The FO35 Flash is primarily used to provide the instruction memory to the Cortex-R4F CPU. It can also be
used as static data memory such as calibration tables. The flash can be electrically programed and erased
many times to ease code development.

Features
» Supports up to 4 banks and 512 kbyte each.
* Read, program and erase with a single 3.3v supply voltage.
» Supports error detection and correction.
— Single Error Correction and Double Error Detection (SECDED)
— ECC (Error Correction Code) is evaluated in the CPU which provides memory bus protection
— Address bits included in ECC calculation
» Provides different read modes to optimize performance and verify the integrity of flash contents.
» Provides built-in power mode control logic.
» Integrated program/erase state machine
Simplifies software algorithms.

Supports simultaneous read access on a bank while performing a write or erase operation on any one
of the remaining banks.

Suspend command allows read access to a sector being programmed/erased.
Fast erase and program time (refer to the device datasheet for details).

Definition of Terms
Terms used in this document have the following meaning:

+ BAGP (bank active grace period): Time (in HCLK cycles) from the most recent flash access of a particular
bank until that bank enters fallback power mode. This reduces power consumption by the flash. However,
it can also increase access time.

» Charge pump: Voltage generators and associated control (logic, oscillator, and bandgap, for example).
* CSM: Program/erase command state machine

» Fallback power mode: The power mode (active, standby or sleep, depending on which mode is selected)
into which a bank or the charge pump falls back each time the active grace period expires.

» Flash bank: A group of flash sectors which share input/output buffers, data paths, sense ampilifiers, and
control logic. Flash bank can store both program instructions and data.

» Flash module: Flash banks, charge pump, and flash wrapper.

» Flash wrapper (FWM): Power and mode control logic, data path, wait logic, and write/erase state
machines.

» OTP (one-time programmable): A program-only-once flash sector (cannot be erased)

* PAGP (pump active grace period): Time (in HCLK cycles) from when the last of the banks have entered
fallback power mode until the pump enters a fallback power mode. This can reduce power consumption
by the flash; however, it can also increase access time.

» Pipeline mode: The mode in which flash is read 128 bits (+ 16 bit ECC) at a time, providing higher
throughput.

« Sector: A contiguous region of flash memory which must be erased simultaneously.

» Standard read mode: The mode assumed when the pipeline mode is disabled. Physically, 128 bits of data
(+ 16 bit ECC) is read at a time. However, only 32 bits of data is used while the other 96 bits of data is
discarded.

* Read Margin 1 mode: More stringent read mode designed for early detection of marginally erased bits.
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» Read Margin 0 mode: More stringent read mode designed for early detection of marginally programmed
bits.
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8.1.3 F035 Flash Tools
Texas Instruments provides the following tools for FO35 flash:
* nowECC tool - to generate the flash ECC from the flash data.
» nowFlash tool - to erase/program/verify the flash content through JTAG.
An erased cell reads 1 and a programmed cell reads 0.

» Code Composer Studio V4.x - the development environment with integrated flash programming
capabilities.
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8.2 Default flash configuration
At power up, the flash module state exhibits the following properties:
— ECC inside Cortex-R4F is disabled
Wait states are set to 1
Pipeline mode is disabled
The flash content is protected from modification.
Power modes are set to Active (no power savings)

The boot code must initialize the wait states (including data wait states and address wait states) and the
desired pipeline mode by by initializing the FRDCNTL register to achieve the optimum system
performance. This needs to be done before switching to the final device operating frequency. The required
data and address waitstates for timing can be found in the device datasheet.
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8.3

Memory Map

The flash module contains the program memory, which is usually mapped starting at location zero, and one
Customer OTP sector and one Tl OTP sector per bank. The Customer OTP sectors may be programmed by
the customer, but can not be erased. They are typically blank in new parts. The Tl OTP sectors are used to
contain manufacturing information. They may be read by the customer but can not be programmed or erased.
The TI OTP sectors contain settings used by the flash state machine for erase and program operations.

Usually, the flash memory is located from 0x0 to 0x007FFFFF, total 8 Mbytes. Figure 8-1 shows the typical
memory map of a F035 device. Please refer to the device specific datasheet for the Bank/Sectoring

information.

In order to make it possible to read the ECC bits without triggering an ECC error the flash contents are also
mirrored at address 0x20000000. Section 8.4 discusses the mirrored memory in more detail.

Figure 8-1. Flash Memory Map of F035 Device

1EFFh 0x0060E000 8K
Un-implemented
0x0060D000 4K
8Mbyte Opp [BaKSTIOTP lox0060CC0O0 3K
ECC |Bank2 TIOTP |0x0060C800 2K
*PA%e  Bank1 T1 OTP 0x0060C400 1K
Bank0 TIOTP_ J0x0060C000 0
Un-implemented 0x0060A000 8K
space Un-implemented 0x00609000 4K
0x0060E000Q 6Mbyte+56K 5 X
ank3 Cust OTP|0x00608C00 3K
0x0060C00Q [ T OTP ECC space [ g\Mbyte+48K oTP
Un-implemented SE%%e Bank2 Cust OTP|0x00608800 2K
0x0060A000 space 6Mbyte+40K Pa% Bank1 Cust OTP 0x00608400 1K
Customer OTP ECC BankO Cust OTP
0x00608000 space  |BMbytet32K  — 0x00608000 0
Flash Address 00504000 | T OTP data space te+16K 0x00608000 16k
Space Customer OTP
Un-implemented
0x00600000 data space 0x00606000 8K
Un-implemented Bank3 TIOTP  |0x00605800 6K
SRECE Bank2 TIOTP  |0x00605000 4K
. Bank1 TIOTP  |0x00604800 2K
BankO TI OTP
0x00400000 space 0x00604000 0
Un-implemented
space 0x00604000 16k
Program Data Un-implemented
0x00068Q000 0x00602000 8K
Bank3 Cust OTP 0x00601800 6K
Bank2 Cust OTP|{0x00601000 4K
Bank1 Cust OTP|0x00600800 2K
BankO Cust OTP 0x00600000 0
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CPU ATCM access and AXI Slave Access

8.4

8.4.1

CPU ATCM access and AXI Slave Access

Figure 8-2 shows the diagram of the two different read paths to access the flash - CPU ATCM (Tightly-
Coupled Memory interface A) access and AXI (Advanced eXtensible Interface) slave access. During normal
operation, the CPU accesses flash through the ATCM address space. We call this type of access a CPU
ATCM access. A CPU ATCM access is a CPU read of any address from 0x0 to 0x007FFFFF. An AXI slave
access is defined as an access that goes through the SCR and into the AXI slave port. The request routes to
the ATCM from the AXI slave port. Some examples of AXI slave accesses are: CPU read of mirrored address
(from 0x20000000 to 0x207FFFFF), DMA read, HTU read and FTU read. The Cortex-R4F CPU will see the
mirrored address as outside of the ATCM space, and generate an access from the AXI master port. The
request from the AXI master port will go through the SCR and into the AXI slave port. From here the request
is routed to the ATCM, but it is seen as an AXI slave access.

Figure 8-2. CPU ATCM Access and AXI Slave Access Diagram

Is this an
Cortex-R4F AXI slave access?
CPU |
D § < ECC
E 2 ATCM pata | Flash Module
p— u % %
—J
es]
W AXI Slave
A
v
SCR
pMA|[HTU |[FTU
Note:

AXI slave access will NOT trigger ECC error if the flash content is all 1’s or all 0’s
(When EOCV and EZCYV bits are set) or EDACMODE = 5.

lllegal Address Generation

Any un-implemented flash space not decoded to a flash bank will cause an illegal address signal to be
generated. The illegal address signal forces the CPU to take either a data or an instruction abort.

To optimize performance, this device uses the ECC logic internal to the Cortex-R4F to protect the flash
memory. If the ECC in the Cortex-R4F is disabled (refer to Example 2), reading any of implemented flash
memory area will not generate ECC or ESM (Error Signaling Module) errors. If the ECC in the Cortex-R4F is
enabled (refer to Example 1), the user should follow the recommendation in section 8.5.3.6 to access the
ECC memory area.
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8.5

8.5.1

8.5.1.1

8.5.1.2

8.5.1.3

Operation

The following sections discuss various modes of operation related to reading, power modes, data protection,
and wait state generation.

Flash Read Modes

In addition to standard read mode, the flash module also has pipeline mode, which affects the technique used
to fetch the next memory word. Using this mode allows increased clock speeds and CPU throughput.

Standard Read Mode

Standard read mode is defined as the mode in effect when pipeline mode is inactive. Standard read mode is
the default read mode after reset. During standard read mode, each read access to flash is decoded by the
flash wrapper to fetch the data from the addressed location. The data is returned after the RWAIT number of
cycles. RWAIT defines the number of random access wait states. After reset the RWAIT has the reset value
of one wait state. Address wait states are not used in standard read mode.

No pipeline buffers are used in standard read mode so every access is used immediately and every access
creates a unique flash bank access.

Standard read mode is the recommended mode for lower frequency operation of which RWAIT can be set to
zero to provide single cycle access operation. The flash wrapper can operate at higher frequency using non-
pipeline mode at the expense of adding wait states. At higher frequencies, it is recommended to enable
pipeline mode. Please see the device specific datasheet to determine maximum frequency allowed in
standard read mode (non-pipeline mode).

Pipeline mode is disabled by clearing the ENPIPE bit in the flash control register FRDCNTL.0.

Pipeline Mode

Pipeline mode removes the flash memory access time for sequential addresses from the critical timing path,
which increases clock speeds and CPU throughput.

In pipeline mode, both data wait states (RWAIT) and Address Setup Wait State are required for high
frequency operation. In pipeline mode there is always at least one data wait state even when they are set to
0. The Address Setup Wait State is only available in pipeline mode and can be enabled by setting the
ASWSTEN bit. Please see the device specific datasheet to determine maximum frequency allowed in
pipeline mode versus the number of data and address wait states required.

Pipeline mode is enabled by setting the ENPIPE bit in the flash control register FRDCNTL.O.

Read Margin Modes

Read margin modes 0 and 1 are used to test cells for marginality. Read Margin 0 is used to test cells for
marginality of programmed cells. Read Margin 1 is used to test cells for marginality of erased cells.

Read margin modes should only be entered when executing from RAM. All banks must be powered up before
entering a read margin mode. When entering a read margin mode, or changing from one read margin mode
to the other, allow 1us delay before the first flash access to allow the flash banks to adjust to the new mode.

Read margin modes 0 or 1 are enabled by setting the RMO or RM1 bit in the special read control register
FSPRD. The recommended procedures to enter, change and leave read margin mode are shown below:

To enter read margin mode.

. Set the banks to remain powered up by writing OxFF to bits 0:15 of FBFALLBACK register.
. Do one dummy read from each bank to turn on the banks.

. Start execution out of RAM.

. Turn on read margin 0 or 1 by writing 1 or 2 to FSPRD register.

. Flush the data buffer by reading two RAM locations separated by at least 32 bytes.

. Do two dummy reads from each bank.

o O A WN -
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7. Wait 1 us
Any reads will now be with the selected read margins. The application can now return to flash if desired.

To change read margin mode to the other
1. Start execution out of RAM.
. Switch read margin mode to the other by writing 2 or 1 to FSPRD register.
. Flush the data buffer by reading two RAM locations separated by at least 32 bytes.
. Do two dummy reads from each bank.
. Wait 1 us
Any reads will now be with the selected read margins. The application can now return to flash if desired

a b~ WN

To leave read margin mode:

1. Start execution out of RAM.

. Turn off read margin 0 and 1. Write 0 to FSPRD register.

. Flush the data buffer by reading two RAM locations separated by at least 32 bytes.
. Do two dummy reads from each bank.

. Wait 1 us

Any reads will now be a standard read. The application can now return to flash if desired. The application
can also set the FBFALLBACK register to the original values.

a b~ WN

This read-margin mode is normally entered during power-up and a full CRC check of the flash contents is
performed. In this way a potential read mode failure can be identified prior to data loss or gain causing a bit
flip.

Note:

The read-margin modes are intended for diagnostic capabilities and the flash content
is guaranteed for the lifetime specified in the datasheet.
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8.5.2 Erase/Program Flash

The F035 Flash should be programmed, erased and verified only by using the FO35 Flash API library. These
functions are written, compiled and validated by Texas Instruments. The flash module contains a Command
State Machine (CSM) to perform program, erase, and validate operations. This section only provides a high
level description for these operations, please refer to the FO35 Flash API library documentation for more
information.

A typical flow to program flash is:
Compact ——w»Erase ——»Program ———» Verify

8.5.2.1 Compact
A device may contain depleted (over erased) columns and/or marginally erased bits. The application code
should validate the target flash before erasing it. Otherwise, the leakage current caused by the depleted bits
might confuse the sense amplifier in other operation. The CSM provides a “Validate sector” command to
perform compaction on the target sector as needed. This command is implemented by the following Flash
API function:

Flash_Compact_B().

This function validates the flash data and ECC together. For example, if this function is called to validate the
flash data of sector 0 in bank1, it validates both this sector and the corresponding ECC area.

8.5.2.2 Erase

The target flash is ready for erasing after it is validated by the compact function. After erasing, the target flash
reads as all 'OxFFFFFFFF's. This state is called as 'blank'. The erase function must be executed before
programming. The user should NOT skip erase on sectors that read as 'blank' because these sectors may
require additional erasing or compaction due to marginally erased bits or depleted columns. The CSM
provides an “Erase Sector” command and an “ Erase Bank” command to erase the target sector or bank.
Similar to the compact function, the erase function erases the data and the ECC together. These commands
are implemented by the following Flash API functions:

Flash_Erase_Bank_B() ; //erase the target bank (Support disabling preconditioning)
Flash_Erase B(); //erase the target sector (Support disabling preconditioning)
Flash_Erase_Sector_B(); //erase the target sector (Do not support disabling preconditioning)

where preconditioning means “Programming Q’s prior to applying erase pulses”. The application must make
sure that the target flash is 'blank' before disabling preconditioning. The Flash API provides the following
function to determine if the flash bank is 'blank' before disabling preconditioning erasing:

Flash_Blank_B().

This function can also be used to verify the flash has been properly erased.

8.5.2.3 Program

The CSM provides a “Program customer OTP” command and a “Program Data” command to program the
customer OTP area and program data area; The CSM also provides a “Program Customer OTP Check Bits”
command and a “Program Check Bits” command to program the customer OTP ECC and data ECC. These
commands are implemented by the following Flash API functions:

Flash_Prog_B(); //Program flash ECC and data.
OTP_Prog_B(); //Program customer OTP ECC and data.

Different from the compact and erase function, the program function programs the flash data and ECC
separately. The user must generate the flash ECC data (e. g. by calling the nowECC tool, which is developed
by Tl to generate ECC data from a compiled outfile) and program the ECC into the target flash ECC area.

8.5.2.4  Verify

After programming, the user must perform verify using Read Margin Mode. The Verify functions are
implemented in the Flash API functions Flash_Verify_B() and Flash_PSA_Verify_B().

272 F035 Flash Module February 2012



{9 TeExAs
INSTRUMENTS

www.ti.com )
Operation

8.5.3 ECC Protection

The Cortex-R4F CPU implemented in this device contains an embedded ECC (Error Correction Code) logic.
When enabled, the ECC logic provides the capability of SECDED (Single Error Correction and Double Error
Detection). The ECC logic requires a total of 8 ECC bits for each 64 bits of data to be stored in the flash
memory.

Figure 8-3 illustrates how the ECC logic works during a read operation. This is done by following three steps:

6. The flash wrapper reads the 8 ECC bits and 64 bits of data from flash bank. ECC bits stored in flash also
include address information which is used by the flash wrapper to ensure the correct bank is being
addressed.

7. The flash wrapper processes the data and ECC bits.

a. During a normal read, the flash wrapper removes the address component from the 8 read ECC bits and
send them to the Cortex-R4F CPU. Please see section 8.5.3.1 for detail information.

b. Under a few special conditions, the flash wrapper generates a correct ECC value from the data and
sends it to the Cortex-R4F CPU. In this case, the ECC bits sent to CPU are always correct for the 64
bits of read data and the ECC bits read from flash bank are discarded. Please see section 8.5.3.2 for
detail information.

8. Third, on the Cortex-R4F CPU side, the ECC logic inside Contex-R4F generates eight ECC bits based on
the 64 bits read data value. These eight calculated ECC bits are then XORed with the pre-determined ECC
bits associated with the data read from the flash. The 8-bit output is the syndrome. The syndrome is
decoded to determine one of three conditions:

c. No error occurred
d. A correctable error occurred
e. A non-correctable error (}ccurred

Figure 8-3. Cortex-R4F Flash ECC Read Path

S tnis an EDACMODE = 5 FEMU_ECC
AXI slave access? All zoros/ones Register
Cortex-R4F CPU
g | Remove g I .|ECC
Syndrome 2 ECC| 0 Address
a <€ 8
K< 8
8 1 Generate
Generate ECC Flash Bank
ECC
Data| ¢ +|Data
o Flash Wrapper
Note:

Since ECC is calculated for an entire 64-bit data, a non 64-bit read such as a byte read
or a half-word read will still force the entire 64-bit data to be read and calculated but
only the byte or half-word will be actually used by the CPU.

8.5.3.1 ECC Generation for CPU ATCM Accesses
In this mode, the flash wrapper always
1. Reads the eight ECC bits in flash.
2. Strips out the address component from the ECC value.
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8.5.3.2

8.5.3.3

3. Sends the ECC value to the CPU.

ECC Generation for AXI slave Accesses

As shown in Figure 8-3, during AXI slave access, the flash wrapper will generate a correct ECC value from
the data but not check the flash bank ECC values under any of the following three special conditions.

1. EDACMODE = 5; Or,

2. the flash data is all ones and the EOCYV bit in register FEDACCTRL1 are set to 1; Or,

3. the flash data is all zeros and the EZCV bit in register FEDACCTRL1 are set to 1.

In these cases, the ECC logic inside the CPU only checks the data bus from the flash to the CPU, but does
not check the flash data ECC bits. It can be used when the flash ECC is not programmed with correct ECC
(e.g. flash is erased).

Under all other conditions, the AXI slave access will follow the steps in section 8.5.3.1 to generate and send
ECC bits to CPU.

Enabling / Disabling ECC inside CPU

Since the ECC is provided by the Cortex-R4F CPU, globally the ECC logic is enabled and disabled by
accessing CPU registers.

_ACTM Enable ECC

MRC
ORR

MCR
MRC
ORR
MCR
MRC
ORR
MCR

MOV

pl5,
rl,

pl5,
pl5,
rl,
pl5,
pl5,
rl,

pl5,

PC,

_ACTM Disable ECC

8.5.3.4

MRC
MVN
AND
DMB
MCR
ISB

MRC
MVN
AND
DMB
MCR
ISB

MOV

Example 1. Enabling ECC Detection inside Cortex-R4F

#0,rl,c9,cl2,#0;
rl, #0x00000010;

#0,rl,c9,cl2,#0;
#0,rl,cl,cO,#1;
rl, #0x02000000;
#0, rl, cl, coO,
#0,rl,cl,cO, #1;
rl, #0x00000001;
#0, rl, cl, coO,

1r

Read PMNC register in privileged mode

Bit4 enable export of the events to the event bus (send
ECC error to the flash wrapper)

Write PMNC register in privileged mode

Read Auxiliary control register
Bit25 is ATCM ECC check enable

#1;

Write Auxiliary control register

Read Auxiliary control register
Bit0 is ATCM external error into CPU enable

#1;

Write Auxiliary control register

Example 2. Disabling ECC Detection inside Cortex-R4F

pl5, #0, rl, cl, cO,
RO, #0x1 <<25;

R1 ,R1, RO

pl5, #0, rl, cl, cO,
pl5, #0, rl, cl, cO,
RO, #0x1 <<0;

Rl ,R1, RO

pl5, #0, rl, cl, cO,
PC, 1r

#1;

#1;

#1;

#1;

Read Auxiliary control register

Clearing Bit25 disables ATCM ECC check

Write Auxiliary control register

Read Auxiliary control register

Clearing Bit0O disables ATCM external error into CPU

Write Auxiliary control register

Blocking Single and Multiple Bit Errors from the CPU

Once the ECC logic in CPU detects a flash ECC error, it will notify the flash wrapper. Then, the flash error will
trigger an ESM (Error Signaling Module - see ESM user guide for detail information) error. This section
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discusses how to prevent flash ECC errors showing as ESM errors. This feature can be used to prevent
unintended ESM errors due to speculative reads. The single and double bit flash ECC errors are blocked
under following conditions.

1. If EDACEN is set to 0x5, CPU single and double error signals are blocked for all flash memory accesses.

Note:

This mode is a legacy from previous devices. Texas Instruments does NOT
recommend to use this mode when the ECC logic in the CPU is enabled.

2. If EDACEN is set to any value other than 0xD, ECC errors generated from the OTP memory regions are
blocked. Only if EDACEN is set to OxD are OTP memory generate ESM errors.

3. At any given time, ECC errors in four different sectors can be blocked during CPU ATCM access. This is
done by specifying the bank/sector to be excluded and its inverse value in the sector disable register
FEDACSDIS and FEDACSDIS2. Only when the programmed bank/sector ID value and its calculated
inverted value matches the programmed inverse value will the sector selected be excluded from ESM
errors. After reset the sector register is reset to all zeros which means that no sector is excluded from ESM
errors.

In normal operation, to prevent the ESM errors due to speculative reads of ECC and OTP space, EDACEN
should be NOT set to 0xD; to prevent the ESM errors due to speculative reads of flash sectors with wrong
ECC value (sectors used for special purpose), ESM errors of these sectors should be blocked through
programming the FEDACSDIS and FEDACSDIS2 registers.

Speculative Reads: The Cortex-R4F CPU might do a data read because it sees a
conditional instruction in the pipeline that may generate a read. If the read is not
used, it is discarded by the CPU, but the ECC checking has already occurred. Since
the address in the register used for the read is not necessarily pointing to a location
that would normally be read, this speculative read could occur anywhere in the ATCM
space.

Table 8-1 summarizes the effects of registers (EDACMODE and EDACEN) on ECC generation and CPU
events.
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Table 8-1. Effects of Registers on ECC Generation and ESM Errors
AXI Slave Access FWM Generate ECC from Data ESM Respond to Flash ECC Error
EDACMODE EDACEN

=5 =5 =5 =D Other
OTP N Y N Y N
OTP all 1s or Os Y Y N Y N
OTP ECC N Y N N N
MAIN ECC N Y N N N
All 1s or Os Y Y N Y Y
Disabled sector’ N Y N Y Y
Program Memory N Y N Y Y

CPU ATCM Access FWM Generate ECC from Data ESM Respond to Flash ECC Error

EDACEN

=5 =D Other
oTP N N Y N
OTP all 1s or Os N N Y N
OTP ECC N N N N
MAIN ECC N N N N
All 1s or Os N N Y Y
Disabled sector’ N N Y N
Program Memory N N Y Y

(1) Sectors defined in FEDACSDIS or FEDACSDIS2.

8.5.3.5

ECC Memory Map

In this device ECC bits are mapped to a 4M byte offset from the flash memory base address. Each 64-bit data

has its corresponding 8 ECC bits mapped to an address in the ECC space. Refer to Figure 8-4 for an
illustration.

As shown in Figure 8-4, the flash bank in this device is 144 bits wide, including 128 bits for normal data width
and two sets of 8 ECC bits. Each 8 ECC bits check 64 data bits and 19 address bits. Logically, these 8 ECC
bits repeat themselves four times as shown in Figure 8-4. In other words, physically, flash ECC occupies only
1/8 of the corresponding flash data; logically, the size of flash ECC is half of the corresponding flash data.
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Figure 8-4. ECC Word Memory Mapping in CPU Address Space
Program data space ECC space
OX1FFFFC 32 bit word 7 Ox4FFFFC

| |
| |
| |
| |
| |
| |
| |
| |

0x20 32 bit word 7 S ECC

0x18 32 bit word 6 el Words

0x14 32 bit word 5 .

0x10 32 bi ﬂd 4 45 [ 67 | 45 | 67 | 0x40000C

0xC 32 bit word 3 45 | 67 | 45 | 67 | 0x400008

0x8 32 bit word 2 01 | 23 | 01 | 23 | 0x400004

0x4 32 bit word 1

0x0 32 bit word 0 01 | 23 | 01 | 23 | 0x400000

""""" 31

ECC word 23: checks data word2+word3
L5 ECC word 01: checks data wordO+word1
Ly ECC word 23: checks data word2+word3
L » ECC word 01: checks data wordO+word1
143:136 135:128 127:64 63:0

ECC_UO ECC_U1 DATA_U1 | DATA_UO |
Flash Bank Wide Word Organization

Only 16-bit and 8-bit reads are supported when reading from the ECC space. The flash wrapper cannot
support 32-bit reads of the ECC bits because only 16 ECC bits are implemented in one flash row physically.
During both 16-bit and 8-bit reads, the flash wrapper will duplicate the physical 16 ECC bits as shown in
Figure 8-4.

8.5.3.6 Reading the ECC Bits

ECC values should be read from the RD_ECC field of the FEMU_ECC register during AXI slave access (refer
to Figure 8-3). The ECC bits can be read directly by the CPU, but this could create an ECC error. If required
to be read directly by the CPU the user can disable ECC checking in the CPU, but this will mean no ECC
protection during this operation.

To load the FEMU_ECC register with ECC values, application software should read the data from the
program data memory and not the special ECC memory region. Make sure the read is an AXI slave access
read. Also make sure the read is a data read and not an opcode or instruction fetch. After this the FEMU_ECC
register will contain the ECC bits for the specific address read during the AXI access.

8.5.3.7 ECC Generation Algorithm

The F035 Flash stores 8 ECC bits for every 64 bits of data. This ECC is derived from both address and data
values to protect both fields. As shown in Figure 8-5, it takes four steps to generate the 8 ECC bits.

1. Convert each 32-bit word in to little endian format
2. Generate the 8 ECC bits for data only

3. Generate the 8 ECC bits for address only

4. XOR the results from 2 and 3 together
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Figure 8-5. Flash ECC Calculation
Data%53:0) Address(21:3)
64

Convert to little endian -
Swap bytes 0:3, 1:2, 4:7 19
and 5:6 for every 32 bits

64

Generate 8 ECC bits for Generate 8 ECC bits for
64 bit data based on the address based on the al-
algorithm in Table 8-4 gorithm in Table 8-5

8 8

2y

8

8 ECC Bits stored in flash

This device is a big endian (BE32) device. However, the ECC logic in the Cortex-R4F generates ECC bits
based on little endian format. Therefore, the first step to calculate the ECC is to “Convert each 32-bit word in
to little endian format”. For every 32-bit word, swap bytes 0:3, 1:2, 4:7 and 5:6 before calculating the ECC.
For example, assume the application software has 0x01234567 at address 0x2415D8 and 0x89ABCDEF at
address 0x2415DC, the data should be re-formatted as follows:

Table 8-2. Data in Flash (BE32)

ADDR 21:0 Data 31:0 ADDR ECC Data ECC Final ECC
0x2415D8 0x1234567 0x97 0x0C 0x9B
0x2415DC 0x89ABCDEF

Table 8-3. Data in Little Endian Format

ADDR 21:0 Data 31:0
0x2415D8 0x67453412
0x2415DC OxEFCDAB89

The second step is to “Generate the 8 ECC bits for data only”. Table 8-4 shows how to encode the ECC bits
for 64 bits of data (in little endian format) without address information. Each ECC bit is calculated as the parity
bit for the corresponding data bits marked with ‘X’ in the same column. The second row shows the
corresponding parity used for each ECC bit calculation. For even parity, XOR all data bits with an ‘x’ across
each column to get the corresponding ECC bit. For odd parity, XNOR all data bits with an ‘x’ across each
column to get the corresponding ECC bit. For example, ECC bit 7 is xor_reduce(D55:40,D31:24,D7:0). This
could also be calculated as: Sum(D55:40,D031:24,D7:0) modulo 2.

For example, the 64 bits of data in Table 8-3 will generate the 8 bit ECC value 0x0C for the data only.

Table 8-4. ECC Encoding inside Cortex-R4F for the Data Bits

ECC bits ECC[7] | ECC[6] | ECC[5] | ECC[4] | ECC[3] | ECC[2] | ECC[1] | ECC[O0]
Parity? Even Even Even Even Odd Odd Even Even
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x

XX |X|X|X|X]|X|X

XX |X|X|X|X]|X|X

XX [ XXX |Xx

x

X XXX XXX |X|X|X|X|X]|X|X]|X|X

XX |X|X|X|X|X|X

XXX XX |Xx

x

Participating Data bits

XX |X|X|X|X|X|X

X XX XXX |X|X|X|X|X|X]|X|X]|X|X

XX |X|X|X|X|X|X

XX [ XXX |Xx

x

XX |X|X|X|X|X|X

XXX XX |Xx

X

x

=IN|W(AlO|O|N|0

XXX [X[X[X[X

X

X

0

X

XX |X|X|X|X|X|X

X

X

X

Notes:

1) Each ECCJx] bit represents the parity bit for the corresponding data bits marked with x in the same column.

2) The ECC bit is generated as either an XOR(Even) or an XNOR(Odd) of the data bits marked with x in the same column.
The third step is to “Generate the 8 ECC bits for address only”. The ECC calculation or algorithm for the
address is done as shown in Table 8-5. XOR all address bits with an ‘X’ across each column to get the
corresponding ECC(x) bit. For example, ECC bit 7 is xor_reduce(A9,A8,A7,A6,A5,A4,A3). This could also be
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calculated as: (A9+A8+A7+A6+A5+A4+A3) modulo 2. For example, the address in Table 8-2 will generate

the 8 bit ECC value of 0x97 for the address only.

Table 8-5. ECC Encoding for the Address Bits

ECC bits” ECC[7] | ECC[6] | ECC[5] | ECC[4] | ECC[3] | ECC[2] | ECC[1] | ECC[0]
Parity? Even Even Even Even Even Even Even Even
ADDR HEX 0007F 7FF80 07F80 19F83 6A78D 2A9B5 0BAD1 554EA
21 X X X
0 20 X X X
5= 19 X X X
o] 18 X X X X X
0 17 X X X
8 16 X X X X X
_E 15 X X X X X
14 X X X X X
3 13 X X X X X
12 X X X X X
g’ 11 X X X X X
= 10 X X X X X X X
(30 9 X X X
Q— 8 X X X
o 7 x x X
+© 6 X X X
© 5 X X X
o 4 X X X
3 X X X X X

Finally, the 8-bit data ECC and the 8-bit address ECC will be XORed together to calculate the final 8-bit ECC
value stored in flash. For example, the final 8-bit ECC result for the data / address in Table 8-2 is 0x9B.

8.5.3.8 ECC Syndrome Decoding

As shown in Figure 8-3, during a flash read, when the ECC in the CPU is enabled, the address component
is removed from the combined addr+data ECC value stored in flash. After that, the 8-bit ECC value will be
XORed with the 8-bit ECC generated by the CPU, creating an 8-bit syndrome. The syndrome is decoded to
determine if an error has occurred:

¢ No error

This is the normal condition. No further action is taken.

» Single error correction
The ECC algorithm is able to correct a single bit error. This erroneous bit could be one of the 64 data bits
or one of the 8 ECC bits. The syndrome is decoded and generates a signal to invert the failing bit. In this
case, the data read by the CPU is automatically corrected but the data in flash will not be corrected unless
the application code fixes the erroneous bit by reprogramming the flash.

There are two types of interrupts the ECC logic can generate when a single-bit error is detected and

corrected:

1. Interrupt on single error interrupt

The address and failing bit of each correctable error is latched and an interrupt can be generated to
inform the program that a failure has occurred.

When a correctable error is detected and the “Correctable errors interrupt enable (EZFEN)” bit is set,
an interrupt is generated and the “SBE FLG” flag is set. The address and error position are frozen from

being updated until this flag is cleared by the application software.

Note: Instructions to clear the status flag should be placed at the end of the interrupt
subroutine. This is to avoid the address and position registers latching new values
during the interrupt subroutine.
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2. Interrupt on error profiling
When the profiling interrupt is enabled by setting EPEN bit, each time a correctable error is detected by
the ECC logic, the correctable error occurrence counter (SEC_OCCUR bits in the FCOR_ERR_CNT
register) is incremented. A profiling interrupt is generated when the correctable error occurrence
counter is equal to the threshold value. The threshold is a 16-bit user programmable value
(SEC_THRESHOLD) stored in the FEDACCTRL2 register. The error occurrence counter is frozen in
suspend mode (during JTAG debug mode).

* Non-correctable error detection
The ECC logic is able to detect double bit errors, but can not correct them. Address errors will also be
treated as an un-correctable error. When an un-correctable error is detected, the CPU will assert a multiple
bit error signal to the flash wrapper.
Once the error signal is generated, the un-correctable error address registeriFUNC_ERR_ADD is frozen
until it is read by the CPU.

8.5.3.9 JTAG Debug Mode
During JTAG debug mode, reads from the Flash memory are sill corrected by ECC if the ECC logic in the
CPU is enabled. If a correctable error is detected then it is corrected but the error interrupt is not generated
and the error occurrence counter is not incremented if in error profiling mode. If an un-correctable error is
detected then the data is returned without generating an un-correctable error signal.
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8.5.4 Data Security

Data security against either accidental or deliberate access by unauthorized agents is built into the flash
module. Level 1 security allows each sector to be individually protected from any access other than read.

At power up, all of the sector-enable bits in FBSE are initialized to 0 so that the flash memory location cannot
be modified. The sector should only be enabled when erasing or programming flash memory. The sector-
enable bits can only be modified in privileged mode AND when the PROTL1DIS bit in the FBPROT register
is 1. The sector-enable bits of the sectors within the bank selected by bits BANK[2:0] in register FMAC can
be modified by writing the corresponding FBSE bit.
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8.5.5 Automatic Power-down of Flash Banks

The flash module provides a mechanism to automatically power down flash banks after they have not been
accessed for some user programmable time. Special timers automatically sequence the power up and power
down of each bank independently of each other. The charge pump module has its own independent power
up/down timers as well.

8.5.5.1  Active Grace Period

The active grace period (AGP) can be used to optimize the flash module power consumption vs access time.
Faster access times are associated with higher power modes of operation. At one extreme, the power control
logic could attempt to reduce power consumption by putting the banks and charge pump into a low-power
mode immediately at the end of every flash access. However, if accesses are only a few cycles apart, this
can actually increase power consumption versus leaving the flash powered, because the banks and charge
pump consume more power during flash startup and access.

The active grace periods (supported for each bank independently in addition to the charge pump module)
allow the banks and/or charge pump to be maintained in active mode for a specified period following an
access. This is done in anticipation of another read within the AGP time, to allow the subsequent read to have
a faster access and spend less time dissipating power than if the bank went into one of the low power modes
immediately. If the next access does not occur within the AGP time, the power control logic can automatically
put the bank and/or charge pump into a low-power mode to reduce power consumption during long periods
of inactivity.

The AGP value is programmed by a set of programmable counters (FBAC and FPAC2) which keep the flash
bank or charge pump in active mode until the counter expires, at which time the bank or charge pump reverts
to its fallback power mode as defined in the FBFALLBACK and FPAC1 registers. The application software
can program the fallback power mode to be standby or sleep mode to reduce power consumption, or program
it to be active mode to keep the bank active regardless of counter settings (default). The charge pump AGP
counter remains in its initialized state when any one of the banks is active, including the AGP counter of the
bank. The charge pump AGP counter begins counting when all banks have become inactive. The application
software can also check the current power mode of flash bank and charge pump by reading the FBPRDY
register. See register descriptions for detail information.

8.5.5.2  Wakeup of Flash Banks/Pumps

Any access to a flash bank causes the bank and charge pump to go into active mode, regardless of their
current state. Also, any erase, program, or validate sector command causes the charge pump to become
active.

If the charge pump is in sleep mode when the flash access begins, the power mode control logic automatically
sequences the charge pump to standby mode, then to active mode. Also, if any bank is active or in standby
mode, the charge pump is active, independent of the charge pump fallback power mode.

The CPU can override the power control functions of the flash module by setting all of the AGP counters to
zero. In this case, the power mode control logic still sequences the pump through standby mode automatically
if needed, and it activates the pump automatically if any bank is put into any power mode other than sleep
mode.
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8.6 Control Registers
This section details the flash module registers, summarized in Figure 8-6. A detailed description of each
register and its bits is also provided.

The flash module control registers can only be read and/or written by the CPU while in privileged mode. Each
register begins on a word boundary. All registers are 32-bit, 16-bit and 8-bit accessible. The start address of
the flash module is 0xFFF87000.

Figure 8-6. Flash Control Register Summary

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
0xFFF87000 Reserved
FRDCNTL
Page 288 ASW- EN
Reserved RWAIT Reserved STEN Reserved PIPE
OxFFF87004 Reserved
FSPRD
Page 289 Reserved RM1 | RMO
SUSP
OXEFF87008 Reserved _ Reserved EDACMODE
IGNR
FEDACCTRLA1
Page 290 Reserved EEZI\IF EPEN| reserved |EOCV|EZCV EDACEN
0xFFF8700C Reserved
FEDACCTRL2
Page 293 SEC_THRESHOLD
OxFFF87010 Reserved
FCOR_ERR_CN
T
Page 294 COR_ERR_CNT
OxFFF87014 Reserved COR_ERR_ADD[26:16]
FCOR_ERR_AD
D
Page 295 COR_ERR_ADD[15:3] word offset[2:0]
Reserved
0xFFF87018
Reserved

284 F035 Flash Module February 2012



{'? TEXAS

INSTRUMENTS
www.ti.com .
Control Registers
Figure 8-6. Flash Control Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1 10 9 8 6 5 4 3 2 1 0
OXFFF8701C ReEEEd
FEDACSTATUS ADD ECC SBE ERR
Page 296 Reserved PAR | Res | MUL Reserved LG | PRF
ERR ERR FLG
0xFFF87020 UNC_ERR_ADDI[31:16]
FUNC_ERR_AD
D
Page 298 UNC_ERR_ADD[15:3] 00
) reserv SectorlD1 i reserv
OXFFF87024 BankID1_inverse ed ectoriD1_inverse BankID1 . SectorID1
FEDAC%SS ) reserv . reserv
age BankIDO_inverse ed SectorIDO_inverse BankIDO ed SectorIDO
OxFFF87028 - Reserved
0xFFF8702C
Reserved
O0xFFF87030 Reserved
FBPROT
Page 300 PROT
L1DIS
OxFFF87034 Reserved
FBSE
Page 301 BSE[15:0]
Reserved
0xFFF87038
Reserved Reserved for Flash API
0xFFF8703C reserved OTPPROTD|8[70]
FBAC
Page 302 BAGP[7:0] VREADST[7:0]
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Figure 8-6. Flash Control Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1 10 9 7 6 5 4 3 2 1 0
O0xFFF87040 Reserved
FBFALLBACK
Page 303 E BANKPWR3 | BANKPWR2 | BANKPWR1 | BANKPWRO
[1:0] [1:0] [1:0] [1:0]
OxFFF87044 Reserved
FBPRDY PUMP
Page 304 .
RDY Reserved BANKRDYT(3:0]
OxFFF87048 reserved PSLEEP[10:0]
FPAC1 PUMP
Page 305
Reserved PWR
OxFFF8704C Reserved
FPAC2
Page 306
PAGP[15:0]
OxFFF87050 Reserved
FMAC
Page 307
Reserved BANK([2:0]
Reserved
0xFFF87054
Reserved for Flash API
Reserved
OxFFF87058 -
OxFFF8705C
Reserved
OxFFF87060 Reserved RD_ECC[?IO]
FEMU_ECC
Page 308 Reserved EMU_ECC[7:0]
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Figure 8-6. Flash Control Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved
OXFFF87064
Reserved for Flash API
Reserved
OXFFF87068 -
OXFFF87078
Reserved
OXFFF8707C gz
FPAR_OVR ADD_|
Page 309 BUS_PAR _DIS PAR_OVR_KEY | NV_P Reserved
AR
Reserved
OxFFF87080 -
OXFFF870BC
Reserved
i reserv . reserv
OxFFF870C0 BankID3_inverse ed SectorlD3_inverse BankID3 ed SectorlD3
FEDACSDIS? reserv reserv
Page 310 BankID2_inverse od SectorlD2_inverse BankID2 od SectorlD2
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8.6.1 Flash Option Control Register (FRDCNTL)
FRDCNTL supports pipeline mode. There is only one FRDCNTL register for the entire FO35 Flash.
Figure 8-7. Flash Option Control Register (FRDCNTL) [0xFFF87000]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved RWAIT Reserved é'IS'I\EAII\] Reserved PIIEIL\IE
R-0 RWP-0001 R-0 RWP-0 R-0 RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

Table 8-6. Flash Option Control Register (FRDCNTL) Field Descriptions

Bit

Name

Value

Description

31-12

Reserved

Reads return zeros and writes have no effect.

RWAIT

0x0-0xF

Random/data Read Wait State

The random read wait state bits indicate how many wait states are
added to a flash read access.

In Pipeline mode there is always one wait state even when they
are set to 0.

Note: The required wait states for each HCLK frequency can be
found in device datasheet.

7-5

Reserved

Reads return zeros and writes have no effect.

ASWSTEN

Address Setup Wait State Enable

Address Setup Wait State is disabled.

Address Setup Wait State is enabled. Address is latched one
cycle before decoding to determine pipeline hit or miss. Address

Setup Wait State is only available in pipeline mode.

Note: The required address wait state for each HCLK frequency
can be found in device datasheet.

Reserved

Reads return zeros and writes have no effect.

ENPIPE

Enable Pipeline Mode
Pipeline mode is disabled.

Pipeline mode is enabled.
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8.6.2 Flash Special Read Control Register (FSPRD)
Figure 8-8. Flash Special Read Control Register (FSPRD - 0xFFF87004)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved RM1 RMO
R-0 RWP-0x0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

Table 8-7. Flash Special Read Control Register (FSPRD) Field Descriptions

Bit Name Value Description
31-2 Reserved Reads return zeros and writes have no effect.
1 RMA1 Read Margin 1
0 Read Margin 1 mode is enabled.
1 Read Margin 1 mode is enabled.
0 RMO Read Margin 0
0 Read Margin 0 mode is disabled.
1 Read Margin 0 mode is enabled.
Note: If both RMO and RM1 are set then Read Margin 0 is taken.
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8.6.3 Flash Error Detection and Correction Control Register 1 (FEDACCTRL1 - OxFFF87008)

Figure 8-9. Flash Error Detection and Correction Control Register 1 (FEDACCTRL1 - 0xFFF87008)

31 30 29 28 27 26 25

24 23 22 21 20 19 18 17 16

SUSP_ Reserved
Reserved IGNR EDACMODE
R-0 RWP-0 R-0 RWP-0xA
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
EZF
Reserved EN EPEN Reserved EOCV | EZCV EDACEN
R-0 RWP-0 RWP-0 R-0 RWP-0 RWP-0 RWP-0x5

-n = Value after reset, R=Read, WP=Write in Privilege Mode

This register controls ECC detection.

Table 8-8. Flash Error Detection and Correction Control Register 1 (FEDACCTRL1) Field Descriptions

Bit Name Value

Description

31-25 Reserved

Reads return zeros and writes have no effect.

24 SUSP_IGNR

Suspend Ignore.

In emulation mode, for example, viewing memory in the debug-
ger’s window, the CPU suspend signal is set. This bit determines
whether the CPU suspend signal is ignored by the FWM.

CPU suspend signal blocks error bits setting and un-freezing.

The flash module blocks all errors from setting the error bits in
emulation mode and blocks the un-freezing of the bits and regis-
ters by reading the FUNC_ERR_ADD register.

CPU suspend has no effect on error bit setting and un-freezing.

The flash module ignores the CPU suspend signal and allows the
error bits to set even in emulation mode. It also allows the flash
module to un-freeze the error bits and other registers by reading
the FUNC_ERR_ADD register even in emulation mode.

23-20 Reserved

Reads return zeros and writes have no effect.

19-16 | EDACMODE

0101

all other values

Error Correction Mode.

During all AXI slave access, flash wrapper will calculate the ECC
value from the flash data and send it to the CPU.

This is useful while programming the flash and the flash bank con-
tains incomplete words with invalid ECC bytes.

Note: These bits have no impact on non AXI slave access.

The flash wrapper will send the ECC bits in the flash bank to the
CPU directly after stripping out the address component.
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Table 8-8. Flash Error Detection and Correction Control Register 1 (FEDACCTRL1) Field Descriptions

Bit Name Value Description
When this field is “0101” the integrity of the flash wrapper is
slightly lowered because during AXI slave access, an error in a
stored bit is not reflected in the ECC sent to the CPU.
15-10 Reserved Reads return zeros and writes have no effect.
9 EZFEN Correctable errors interrupt enable
0 Single error interrupt is disabled.
1 Single error interrupt is enabled.
8 EPEN Error Profiling Enable.
0 Error profiling is disabled.
1 Error profiling is enabled.
The correctable error interrupt is generated when number of CPU
accesses of correctable bit errors detected and corrected has
reached the threshold value defined in the FEDACCTRL2 register
7-6 Reserved Reads return zeros and writes have no effect.
5 EOCV One Condition Valid.
0 One condition valid is disabled.
Reading of an erased location (64 data bits and the corresponding
8 ECC bits are all ones) will generate ECC errors. The error
counter for profiling will increment if all ones are detected.
1 One condition valid is enabled.
During AXI slave accesses, reading of an erased location (64
data bits and the corresponding 8 ECC bits are all ones) will NOT
generate ECC errors. The error counter for profiling will NOT
increment if all ones are detected.
Note: This bit only applies to AXI slave accesses. This bit has no
impact during normal CPU ATCM reads.
4 EZCV Zero Condition Valid.
0 Zero condition valid is disabled.

Reading of all zeros (64 data bits and the corresponding 8 ECC
bits are all zeros) will generate ECC errors. The error counter for
profiling will increment if all zeros are detected.

Zero condition valid is enabled.

During AXI slave accesses, reading of all zeros (64 data bits and
the corresponding 8 ECC bits are all zeros) will NOT generate
ECC errors. The error counter for profiling will NOT increment if all
zeros are detected.

Note: This bit only applies to AXI slave accesses. This bit has no
impact during normal CPU ATCM reads.
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Table 8-8. Flash Error Detection and Correction Control Register 1 (FEDACCTRL1) Field Descriptions

Bit

Name

Value

Description

3-0

EDACEN

0101

1101

all other values

Error Detection and Correction Enable
CPU single and double error signals are blocked.

Note: It is NOT recommended to use mode with ECC in CPU
enabled. If the ECC in CPU is enabled, the CPU will still check
and correct ECC errors, which would cause reading the wrong
data and generating abort.

Error Detection and Correction is enabled, ECC errors generated
from the OTP memory regions and disabled sectors are NOT
blocked.

Error Detection and Correction is enabled, ECC errors generated
from the OTP memory regions and disabled sectors are blocked.

Note: It is recommended writing “1010” to enable EDACEN to
guard against soft errors from flipping EDACEN to a disable state.
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8.6.4 Flash Error Correction and Correction Control Register 2 (FEDACCTRL?2 - 0xFFF8700C)

Figure 8-10. Flash Error Correction and Correction Control Register 2 (FEDACCTRL2 - 0xFFF8700C)

20 19 18 17 16

31 30 29 28 27 26 24 23 22 21
Reserved
R-0
15 14 13 12 11 10 8 7 6 5 4 3 2 1 0
SEC_THRESHOLD

-n = Value after reset, R=Read, WP=Write in Privilege Mode

RWP-0

Table 8-9. Flash Error Correction Control and Correction Register 2 (FEDACCTRL2) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 SEC_THRESHOLD Single Error Correction Threshold

This register contains the threshold value for the SEC (single error
correction) occurrences before a single interrupt request is gener-
ated. A threshold of zero disables the threshold so that it never
triggers the profile interrupt.
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8.6.5 Flash Error Correction Counter Register (FCOR_ERR_CNT - 0xFFF87010)
Figure 8-11. Flash Error Correction Counter Register (FCOR_ERR_CNT - 0xFFF87010)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved

R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

COR_ERR_CNT

RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

Table 8-10. Flash Error Correction Counter Register (FCOR_ERR_CNT) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 COR_ERR_CNT Correctable Error Counter

This 16 bit counter contains the number of correctable error
occurrences. A write to this register with any value will reset the
counter to all zeros. The counter resets to 0 when it is greater
than or equal to the threshold value and continues to increment if
it detects an error again. This counter is frozen in emulation
mode. The register only counts when the error profiling bit EPEN
in the FEDACCTRLA1 register is set to one.
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8.6.6 Flash Correctable Error Address (FCOR_ERR_ADD - OxFFF87014)
Figure 8-12. Flash Correctable Error Address (FCOR_ERR_ADD - 0xFFF87014)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved COR_ERR_ADDI[26:16]
R-0 R-u
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
COR_ERR_ADD[15:3] word offset[2:0]
R-u R-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode
-u = unchanged value on internal reset, cleared on power up

This register is not changed after the reset. This register will not get updated when SBE_FLG is ‘1’. The error
address is captured during errors when the EZFEN enable bit is set. During error profiling mode when EPEN
is set, the error address is NOT captured if a correctable error is detected.

Table 8-11. Flash Correctable Error Address (FCOR_ERR_ADD) Field Descriptions

Bit Name Value Description
31-27 Reserved Reads return zeros and writes have no effect.
26-3 COR_ERR_ADD Error Address

COR_ERR_ADD records the CPU logical address of which a cor-
rectable error (ECC single bit error) is detected by the ECC logic
in the CPU. This register is frozen from changing during emulation
mode.

2-0 word offset 0 The last 3 digit of the correctable error address. Since ECC is
checked on 64 bit data, the address captured is aligned to a 64-bit
boundary with bit[2:0] tied to 0. These bits always read 0; writes
have no effect
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8.6.7 Flash Error Status Register (FEDACSTATUS - OxFFF8701C)
Figure 8-13. Flash Error Status Register (FEDACSTATUS - 0xFFF8701C)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
ADD ECC sge. | ERR
Reserved PAR | Res | MUL Reserved L G- PRF
ERR ERR FLG
R-0 RCP-u R-0 RCP-u R-0 RCP-u RCP-u

-n = Value after reset, R=Read, CP=Clear in Privilege Mode by writing a 1,
-u = unchanged value on internal reset, cleared on power up

All these error status bits can be cleared by writing a one to the bit. Writing a zero has no effect.

These error bits are not set in the emulation mode but they can be cleared in the emulation mode by writing
‘1’s to the bits. By setting the SUSP_IGNR bit to ‘1’ these error bits can be set in suspend mode.

Bits 0 to 1 show correctable errors while bits 8 and 10 show uncorrectable errors.

When the correctable errors are detected, the current address is stored in the FCOR_ERR_ADD register and
frozen. The correctable errors in bits 1:0 must be cleared before the end of the interrupt service routine or
else the interrupt will re-issue. The FCOR_ERR_ADD registers will not update while SBE FLG (bit 1) is set.

When the uncorrectable errors are detected, the current address is stored in the FUNC_ERR_ADD register
and frozen. The FUNC_ERR_ADD will not change again unless it is first unfrozen by being read. Additional
uncorrectable errors are blocked from setting additional error bits until the FUNC_ERR_ADD is unfrozen. All
the uncorrectable error bits will assert a UERR to the ESM module while unfrozen. Then, the UERR signal is
frozen until the FUNC_ERR_ADD is read.

Flash wrapper has higher priority than the CPU to set the error bit. This could cause a condition where the
error bit is cleared before it can be read by the CPU. To avoid the freezing of the error bits and error address
under this situation, the application should read the FUNC_ERR_ADD to un-freeze the error bits and error
address if an interrupt is generated but no error bit is set.

Table 8-12. Flash Error Status Register (FEDACSTATUS) Field Descriptions

Bit Name Value Description
31-11 Reserved Reads return zeros and writes have no effect.
10 ADD PAR ERR Address Parity Error.
A parity error was detected on the incoming address bus. The full
32 bit address will be stored in FUNC_ERR_ADD.
9 Reserved Reads return zeros and writes have no effect.
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Bit Name Value Description
8 ECC MUL ERR Multiple bit ECC StatusFlag
0 Un-correctable double bit or multiple bit ECC Error is not detected
1 Un-correctable double bit or multiple bit ECC Error is detected
Note: Address error in flash bank is also treated as multiple bit
ECC Error.
7-2 Reserved Reads return zeros and writes have no effect.
1 SBE FLG Single bit ECC Status Flag. Only apply when EZFEN bit is set.
0 Single bit ECC error is not detected
1 Single bit ECC error is detected
0 ERR PRF FLG ERR_PRF_FLG flag. Only apply when EPEN is set.
0 Profiling error is not detected.
1 Profiling error is detected.
The number of occurrences of correctable error detected and cor-
rected by ECC logic in the CPU has reached the programmed
threshold value stored in FEDACCTRL2 register
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8.6.8 Flash Un-correctable Error Address (FUNC_ERR_ADD - OxFFF87020)

Figure 8-14. Flash Un-correctable Error Address (FUNC_ERR_ADD - 0xFFF87020)

31 30 29 28 26 24 23 22 21 20 19 18 17 16
UNC_ERR_ADDI[31:16]
R-u
15 14 13 12 10 8 7 6 5 4 3 2 1 0
UNC_ERR_ADDI[15:3] 00

-n = Value after reset, R=Read, WP=Write in Privilege Mode
-u = unchanged value on internal reset, cleared on power up

During emulation mode, this address is frozen even when read. By setting the SUSP_IGNR bit, this register
can be un-frozen in emulation mode.
This register is not changed with the reset signal and contains unknown data at powerup.

Table 8-13. Flash Un-correctable Error Address (FUNC_ERR_ADD) Field Descriptions

Name

Value

Description

UNC_ERR_ADD

Un-correctable Error Address

UNC_ERR_ADD records the CPU logical address of which an un-
correctable error is detected by the ECC logic in the CPU. The
UNC_ERR_ADD also captures the error address when a address
bus parity mismatch is detected. This error address is frozen from
begin updated until it is read by the CPU. Additional error are
blocked until this register is read.

This register captures the full 32 bit incoming address when there
is a bus parity error. It only captures address of 22:3 for multiple
bit ECC errors. Address parity errors take priority over other errors
that happen in the same cycle.

2-0

word offset

The last 3 digit of the address. Since ECC is checked on 64 bit
data, the address captured is aligned to a 64-bit boundary with
bit[2:0] tied to 0. If the ECC error was due to an address bit then
this value will be questionable.
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8.6.9 Flash Error Detection Sector Disable (FEDACSDIS - OxFFF87024)

Figure 8-15. Flash Error Detection Sector Disable (FEDACSDIS - 0xFFF87024)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
reserve ) reserve
BankID1_inverse d SectorID1_inverse BankID1 d SectoriD1
RWP-0 R-0 RWP-0 RWP-0 R-0 RWP-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
reserve . reserve
BankIDO_inverse d SectorIDO_inverse BankIDO d SectorlDO
RWP-0 R-0 RWP-0 RWP-0 R-0 RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

The sectors specified in this register can block single and multiple bit ECC errors detected by the CPU when
read from the main address (offset 0). The user must specify the bank/sector to be excluded and its inverse
value in this register. Only when the programmed bank/sector ID value and its calculated inverted value
matches the programmed inverse value will the sector selected be excluded from ECC checking.
FEDACSDIS2 serves the same purpose. Bank/sector ID is the Bank NO./Sector NO. in the device datasheet.

Table 8-14. Flash Error Detection Sector Disable (FEDACSDIS) Field Descriptions

Bit Name Value Description
31-29 BankID1_Inverse This is the inverse value of the bank ID which contains the sector to be dis-
abled from error detection checking.
28 Reserved Reads return zeros and writes have no effect.
27-24 | SectorID1_Inverse This is the inverse value of the sector ID to be disabled from error detection
checking.
23-21 BankID1 This is the value of the bank ID which contains the sector to be disabled from
error detection checking.
20 Reserved Reads return zeros and writes have no effect.
19-16 | Sector1D1 This is the value of the sector ID to be disabled from error detection checking.
15-13 | BankIDO_lInverse This is the inverse value of the bank ID which contains the sector to be dis-
abled from error detection checking.
12 Reserved Reads return zeros and writes have no effect.
11-8 SectorIDO_Inverse This is the inverse value of the sector ID to be disabled from error detection
checking.
7-5 BankIDO This is the value of the bank ID which contains the sector to be disabled from
error detection checking.
4 Reserved Reads return zeros and writes have no effect.
3-0 Sector1D0 This is the value of the sector ID to be disabled from error detection checking.
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8.6.10 Flash Bank Protection Register (FBPROT - OxFFF87030)
Figure 8-16. Flash Bank Protection Register (FBPROT - 0xFFF87030)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 (]
PROTL
1DIS
.R-0 RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

Table 8-15. Flash Bank Protection Register (FBPROT) Field Descriptions

Bit Name Value Description
31-1 Reserved Reads return zeros and writes have no effect.
0 PROTL1DIS PROTL1DIS: Level 1 Protection Disabled

Level 1 Protection Disable bit. Setting this bit disables protection
from writing to the OTPPROTDIS bits as well as the Sector
Enable registers FBSE for all banks. Clearing this bit enables pro-
tection and disables write access to the OTPPROTDIS register
bits and FBSE register.

0 Level 1 protection is disabled.

1 Level 1 protection is enabled.
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8.6.11 Flash Bank Sector Enable Register (FBSE- OxFFF87034)

FBSE provides one enable bit per sector for up to 16 sectors per bank. Each bank in the flash module has
one FBSE register. The bank is selected via the BANK][2:0] bits of the FMAC register. As only one bank at a

time can be selected by FMAC, only the register for the bank selected appears at this address.

Figure 8-17. Flash Bank Sector Enable Register (FBSE - 0x34)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

BSE[15:0]

RWP-0

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 8-16. Flash Bank Sector Enable Register (FBSE)

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 BSE[15:0] Bank Sector Enable

Each bit corresponds to a flash sector in the bank specified by the FMAC
register. This bit can be set only when PROTL1DIS =1 and in privilege mode.

0 The corresponding numbered sector is disabled for program or erase access.

1 The corresponding numbered sector is enabled for program or erase access.

February 2012 F035 Flash Module
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8.6.12 Flash Bank Access Control Register (FBAC - 0x3C)

Figure 8-18. Flash Bank Access Control Register (FBAC - 0xFFF8703C)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
reserved OTPPROTDIS[7:0]
R-0 RWP-00000000
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
BAGPI[7:0] VREADST[7:0]
RWP-0 RWP-00001111

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 8-17. Flash Bank Access Control Register (FBAC) Field Descriptions

Bit

Name Value Description

31-24 Reserved Reads return zeros and writes have no effect.

23-16 OTPPROTDIS[7:0] OTP Sector Protection Disable.

Each bit corresponds to a flash bank. This bit can be set only when
PROTL1DIS = 1 and in privilege mode.

0 Programming of the OTP sector is disabled.

1 Programming of the OTP sector is enabled.

15-8 BAGPJ[7:0] Bank Active Grace Period.

These bits contain the starting count value for the BAGP down counter.
Any access to a given bank causes its BAGP counter to reload the
BAGP value for that bank. After the last access to this flash bank, the
down counter delays from 0 to 255 prescaled HCLK clock cycles before
putting the bank into one of the fallback power modes as determined by
the FBFALLBACK register. This value must be greater than 1 when the
fallback mode is not ACTIVE.

Note: The prescaled clock used for the BAGP down counter is a clock
divided by 16 from HCLK.

70 VREADST[7:0] VREAD Setup.

VREAD is generated by the flash pump and used for flash read opera-
tion. The bank power up sequencing starts VREADST HCLK cycles
after VREAD power supply becomes stable.

Note: There is not a programmable Bank Sleep counter and Standby
counter register. The number of clock cycles to transition from sleep to
standby and standby to active is hardcoded in the flash wrapper design.
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8.6.13 Flash Bank Fallback Power Register (FBFALLBACK - OxFFF87040)

Figure 8-19. Flash Bank Fallback Power Register (FBFALLBACK - 0xFFF87040)

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 8 7 6 5 4 3 2 1 0
Reserved BANKPWR3 BANKPWR2 BANKPWR1 BANKPWRO
[1:0] [1:0] [1:0]
RWP-0xF RWP-11 RWP-11 RWP-11 RWP-11
-n = Value after reset, R = Read, WP = Write in Privilege Mode
Table 8-18. Flash Bank Fallback Power Register (FBFALLBACK) Field Descriptions
Bit Name Value Description
31-16 | Reserved Reads return zeros and writes have no effect.
15-8 Reserved Not used in this device.
7-6 BANKPWR3[1:0] Bank 3 Fallback Power Mode
00 Bank sleep mode
01 Bank standby mode
10 Reserved
11 Bank active mode
5-4 BANKPWR2[1:0] Bank 2 Fallback Power Mode - See BANKPWR3[1:0] for details.
3-2 BANKPWR1[1:0] Bank 1 Fallback Power Mode - See BANKPWR3[1:0] for details.
1-0 BANKPWRO[1:0] Bank 0 Fallback Power Mode - See BANKPWR3[1:0] for details.
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8.6.14 Flash Bank/Pump Ready Register (FBPRDY - OxFFF87044)
FBRDY allows the user to determine if the associated bank or the pump is ready for read access.

Figure 8-20. Flash Bank/Pump Ready Register (FBPRDY - 0OxFFF87044)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PUMP Reserved Reserved BANKRDYT[3:0]
RDY
R-1 R-0 R-0xF R-0xF

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 8-19. Flash Bank/Pump Ready Register (FBPRDY) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15 PUMPRDY Pump Ready

Pump Ready is a read-only bit which allows software to determine
if the pump is ready for flash access before attempting the actual
access. If an access is made to a bank when the pump is not
ready, wait states are asserted until it becomes ready.

0 Pump is not ready

1 Pump is ready, in active power state.
14-8 Reserved Reads return zeros and writes have no effect.
7-4 Reserved Reads return Ones and writes have no effect.
3-0 BANKRDYT[3:0] Bank Ready

This is a read-only register which allows software to determine if
the corresponding bank is ready for flash access before the
access is attempted.

Note: User should wait for both the pump and the targeted bank
to be ready before attempting an access.

0 The corresponding bank is not ready. For example,
BANKRDY[1]=0 means BANK1 is not ready for access.

1 The corresponding bank is ready, in active power mode. For
example, BANKRDY[1]=1 means BANK1 is ready for access.
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8.6.15 Flash Pump Access Control Register 1 (FPAC1 - OxFFF87048)

Figure 8-21. Flash Pump Access Control Register 1 (FPAC1 - 0OxFFF87048)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
reserved PSLEEP[10:0]
R-0 RWP-0x64
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PUMP
Reserved PWR
R-0 RWP-1

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 8-20. Flash Pump Access Control Register 1 (FPAC1) Field Descriptions

Bit

Name

Value

Description

31-27

Reserved

Reads return zeros and writes have no effect.

26-16

PSLEEP[10:0]

Pump Sleep

These bits contain the starting count value for the charge pump
sleep down counter. While the charge pump is in sleep mode, the
power mode management logic holds the charge pump sleep
counter at this value. When the charge pump exits sleep power
mode, the down counter delays from 0 to PSLEEP pump sleep
down clock cycles before putting the charge pump into active
power mode.

Note: Pump sleep down counter clock is a divide by 2 input of
HCLK. That is, there are 2*HCLK cycles for every PSLEEP
counter cycle.

15-1

Reserved

Reads return zeros and writes have no effect.

PUMPPWR

Flash Charge Pump Fallback Power Mode
Sleep (all pump circuits disabled)

Active (all pump circuits active)
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8.6.16 Flash Pump Access Control Register 2 (FPAC2 - OxFFF8704C)
Figure 8-22. Flash Pump Access Control Register 2 (FPAC2 - 0OxFFF8704C)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved

R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PAGP[15:0]

RWP-0

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 8-21. Flash Pump Access Control Register 2 (FPAC2) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 PAGP[15:0] Pump Active Grace Period

This register contains the starting count value for the PAGP mode
down counter. Any access to flash memory causes the counter to
reload with the PAGP value. After the last access to flash memory,
the down counter delays from 0 to 65535 prescaled HCLK clock
cycles before entering one of the charge pump fallback power
modes as determined by PUMPPWR in the FPAC1 register.

Note: The PAGP down counter is clocked by the same prescaled
clock as the BAGP down counter which is a divide by 16 of HCLK.
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8.6.17 Flash Module Access Control Register (FMAC - OxFFF87050)

Figure 8-23. Flash Module Access Control Register (FMAC - 0xFFF87050)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved BANK][2:0]
R-0 RWP-0

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 8-22. Flash Module Access Control Register (FMAC) Field Descriptions

Bit Name

Value

Description

Reserved

Reads return zeros and writes have no effect.

2-0 | BANK[2:0]

Bank Enable

These bits select which bank is enabled for operations such as
local register access, OTP sector access, and program/erase
commands. These bits select only one bank at a time from up to
eight banks depending on the specific device being used. For
example, a “000” selects bank 0; “011” selects Bank 3.

Note: BANK[2:0] can identify up to 8 flash banks. If less than 8
banks are configured and if BANK[2:0] is selected for an un-
implemented bank then the BANK][2:0] will set itself to the highest
implemented bank. To determine the number of implemented
banks, write “111” to this register and then read it back for the
number of implemented banks -1.
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8.6.18 Flash Emulation ECC Register (FEMU_ECC - OxFFF87060 )

Figure 8-24. Flash Emulation ECC Register (FEMU_ECC - 0xFFF87060 )

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved RD_ECC[7:0]
R-0 R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved EMU_ECCI7:0]
R-0 RWP-00000011

-n = Value after reset, R=Read, WP=Write in Privilege Mode; t-see text

Table 8-23. Flash Emulation ECC Register (FEMU_ECC) Field Descriptions

Bit Name Value Description
31-24 Reserved Reads return zeros and writes have no effect.
23-17 | RD_ECC This field will contain the ECC value of the address read during an

AXI slave access.

This allows for reading the ECC values without getting an ECC
error from the CPU. Application code can read out the ECC value
in this field after reading the mirrored program data flash. Care
should be taken to avoid overwriting this value with a DMA action.

15-8 Reserved

Reads return zeros and writes have no effect.

70 | EMU_ECcC

This field will contain the ECC bits written to the flash wrapper
module, which is a function of both the address and the data of
the write and put into this field. This field is read only and resets
to all zeros.
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8.6.19 Flash Parity Override (FPAR_OVR - OxFFF8707C)

Figure 8-25. Flash Parity Override (FPAR_OVR - 0xFFF8707C)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
BUS_PAR_DIS PAR_OVR_KEY ADD_INV_PAR Reserved
RWP-0101 RWP-010 RWP-0 R-0
-n = Value after reset, R=Read, WP=Write in Privilege Mode
Table 8-24. Flash Parity Override (FPAR_OVR) Field Descriptions
Bit Name Value Description
31-16 | Reserved Reads return zeros and writes have no effect.
15-12 | BUS_PAR _DIS Disable address bus parity key
1010 The address bus parity checking is disabled.
Other Enable the parity checking on the Address bus.
11-9 PAR_OVR_KEY Parity overwrite key
101 The selected ADD_INV_PAR field becomes active
Other The module uses the global system parity bit in the system register
DEVCR1.
11 -8 ADD_INV_PAR Address Odd Parity
1 The incoming address bus will invert system parity bit in the system reg-
ister DEVCR1 for parity calculations.
Note: This is only valid when PAR_OVR_KEY is set to '"101".
0 System parity bit in the system register DEVCR1 is used for parity cal-
culations.
This bit is set to the system parity bit value on reset.
7-0 Reserved Reads return zeros and writes have no effect.
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8.6.20 Flash Error Detection Sector Disable (FEDACSDIS2 - 0xFFF870C0)
Figure 8-26. Flash Error Detection Sector Disable (FEDACSDIS2 - 0xFFF870C0)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

reserve ) reserve
BankID3_inverse d SectorID3_inverse BankID3 d SectorlD3
RWP-0 R-0 RWP-0 RWP-0 R-0 RWP-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
reserve . reserve
BankID2_inverse d SectorID2_inverse BankID2 d SectorlD2
RWP-0 R-0 RWP-0 RWP-0 R-0 RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

The sectors specified in this register can block single and multiple bit ECC errors detected by the CPU when
read from the main address (offset 0). The user must specify the bank/sector to be excluded and its inverse
value in this register. Only when the programmed bank/sector ID value and its calculated inverted value
matches the programmed inverse value will the sector selected be excluded from ECC checking errors.
FEDACSDIS serves the same purpose.

Table 8-25. Flash Error Detection Sector Disable (FEDACSDIS2) Field Descriptions

Bit Name Value Description

31-29 BankID3_Inverse This is the inverse value of the bank ID which contains the sector to be dis-
abled from error detection checking.

28 Reserved Reads return zeros and writes have no effect.
27-24 | SectorID3_Inverse This is the inverse value of the sector ID to be disabled from error detection
checking.
23-21 BankID3 This is the value of the bank ID which contains the sector to be disabled from
error detection checking.
20 Reserved Reads return zeros and writes have no effect.
19-16 | Sector1D3 This is the value of the sector ID to be disabled from error detection checking.
15-13 | BanklD2_Inverse This is the inverse value of the bank ID which contains the sector to be dis-

abled from error detection checking.

12 Reserved Reads return zeros and writes have no effect.
11-8 SectorlD2_Inverse This is the inverse value of the sector ID to be disabled from error detection
checking.
7-5 BankID2 This is the value of the bank ID which contains the sector to be disabled from

error detection checking.

4 Reserved Reads return zeros and writes have no effect.

3-0 Sector1D2 This is the value of the sector ID to be disabled from error detection checking.
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CPU Self Test Controller (STC) Module

This document describes the behavior and specification of the CPU SelfTest Controller and briefly present
the Logic BIST concept present in the device.
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General Description

9.1 General Description

The CPU Self Test Controller (STC) is used to test the ARM CPU core using the Deterministic Logic Built-In
Self Test (LBIST) Controller as the test engine.

Software based Selftest program for the cores are available but offers slightly less test coverage. Due to the
complexity of the soft cores it is very difficult to achieve the required coverage and also the program size will
be much larger. For these complex cores, on-chip logic BIST support for the self test is preferred solution.

The main features of this solution includes:

» Implement Logic BIST controller along with On-chip Self-Test controller for the synthesizable CPU cores
which enables to achieve high test coverage

+ Ability to divide the complete test run into independent test sets (intervals).
» Capable of running the complete test as well as running few intervals at a time.

« Ability to continue from the last executed interval (test set) as well as ability to restart from the beginning
(First test set).

» Complete isolation of the self tested CPU core with rest of the system during the self-test run.

» The Self tested CPU core master bus transaction signals are configured to be in Idle mode during the self
test run.

* Any master access to the CPU Core under Self Test (example: DMA access to CPU TCM) will be held till
the completion of the self test.

+ Ability to capture the Failure interval number.
« Timeout counter for the CPU self test run as a fail-safe feature.

* Able to read the MISR data (shifted from LBIST controller) of the last executed interval of the selftest run
for debugging purposes

» Supports single CPU as well as dual CPU architecture with two LBIST controllers.

» Generically parameterizable options for the number of shadow scan channels to support different LBIST
controller configurations with different shadow scan chains.

» The number of patterns per interval is fixed to 32.
+ STC Clock divider support in system module to achieve desired clock rate.

Note: There are minor differences in logic BIST (LBIST) and Deterministic Logic
BIST (DBIST) implementations and how different tool vendors name it. This
document refers to the DBIST implementation. But the terms LBIST and DBIST are
used interchangeably.
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Deterministic Logic BIST concept

9.2

Deterministic Logic BIST concept

Deterministic Logic BIST is a methodology which moves the test pattern generation to on-chip. Logic BIST
will be implemented on functional partitions (BISTe’d CORES) that are speed critical and have high gate
count. A conceptual diagram of Deterministic Logic BIST implementation is shown in Figure 9-1. The
architecture contains a Linear feedback shift register (LFSR) which is initialized to a particular value or seeds.
The DBIST tools uses deterministic test patterns to produce the seeds or initial values. This functions as a
pseudo-random pattern generator (PRPG). The test patterns are compressed in PRPG seeds which are
applied through the PRPG shadow registers. The patterns pass through a phase shifter (LFSR) which
basically converts the patterns generated by the PRPG into a 2-dimensional arrays of parallel scan chains
which are scanned into the design under test (BISTe’d CORE). The idea is to have as many parallel scan
chains as possible which are kept short which increases the controllability and observability of the design with
the minimum set of patterns. The Deterministic Logic BIST tool supports up to 512 parallel scan chains. The
captured data from the LBIST core are loaded in parallel into signature analyzer which compacts the scan
outputs into a signature.

The signature analyzer is a modified LFSR know as multiple input signature register (MISR), A compactor is
a combinational logic block which reduces the scan chain outputs coming from the Logic BIST core so that
the MISR can be smaller. The shadow PRPG, PRPG, Phase shifter, compactor and MISR together constitute
an LBIST CODEC. THE LBIST CODEC in turn is controlled by an LBIST controller. A wrapper is also
generated around the BIST'ed CORE this contains all the Input bounding cells suppress X propagation to the
LBIST ed core so that the MISR can generate a proper signature.

Figure 9-1. LBIST conceptual diagram
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9.3 STC Block diagram
STC module provides an interface to the LBIST controller implemented on the core.

The CPU STC is composed of 5 blocks of logic.

ROM Interface

FSM and Sequence control

Register file

Peripheral Bus Interface (VBUSP Interface)
STC Bypass/ATE interface

Figure 9-2. Block diagram for Dual CPU architecture with CCM
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9.4 Module Description

9.4.1 ROM Interface

This block handles the ROM address and control signal generation to read the self test microcode from the
ROM. The test microcode and golden signature value for each interval is stored in ROM.

9.4.1.1 FSM and Sequence control

This block generates the signals and data to LBIST controller based on the seed, test_type, scan chain depth.
The sequence of operation per interval are defined in the Flow chart in Section 9.5. The timing protocol and
flow diagrams are covered in Section 9.11.

9.4.1.2 Clock Control

The CLOCK CNTRL sub-block is handles the clock selection and clock generation for ROM, LBIST controller
as well as BIST’ed core (CPU) clocks.

9.4.2 Register Block

9.4.2.1 Control Registers

This block handles the control of the Self Test Controller. It includes control registers to specify the test model
type like Stuck-at or transition delay methodologies. This also controls the reseeding (Reloading the existing
seed of the PRPG) in the LBIST controller.

This also handles the buffering the LBIST seed data and pipelines according to the number of shadow scan
chains.

9.4.2.2 Configuration Registers

This contains various configuration and status registers which provide the result of selftest run. These
registers are memory mapped and accessible through Peripheral Bus (VBUSP) interface.

9.4.3 STC Bypass / ATE Interface

This is a production test interface. This module allows bypassing the self test FSM. The LBIST signal
interface are brought out directly to the module ports and these are accessible to ATE (tester) at the device
level. The intent on the block is to provide capability for fault isolation for parts failing the CPU self test run.

This modules receives two sets of LBIST signals; one from device test controller and another similar set from
self test FSM (test sequencer). The selftest enable key is used to select one of the above mentioned datapath
to the CPU LBIST controller.

9.4.4 Peripheral Bus (VBUSP) Interface

STC control registers are accessed through peripheral (VBUSP) interface. During application programming,
configuration registers are programmed through the peripheral interface, to enable and run the self test
controller.
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Application Self Test Flow Chart

9.5 Application Self Test Flow Chart
Figure 9-3. Application Self Test Flow Chart
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Application Self Test Flow Chart

STC generates a CPU reset after completion of the Test. Before initiating the self test user should take backup
of the registers that are used in the application that get reset by CPU reset and restore after the self test.

Following are some of the Registers that has to be backuped before and restored after Self Test.
1. All CPU core registers( All modes R0-R15, PC, CPSR)

2. CP15 System Control Coprocessor registers - MPU control and configuration registers, Auxiliary Control
Register used to Enable ECC, Fault Status Register etc.

3. CP13 Coprocessor Registers - FPU configuration registers, General Purpose Registers.
4. Hardware Break Point and watch point registers like BVR, BSR, WVR, WSR etc.

For more info on the CPU register description reset please refer to the Cortex-R4 Technical Reference
Manual version r1p3.

Note:

Check all reset source flags after running CPU selftest. If a flag in addition to CPU
reset is set , clear CPU reset flag and service the other reset source accordingly.
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9.6 SelfTest Execution Flow

Figure 9-4. SelfTest Execution Flow
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9.7 Self Test Completion and Error Generation

At the end of each interval, the 128 bit MISR value (reflected in registers CPUx_CURMISR[3:0]) from DBIST
controller is shifted into the STC. This is compared with the golden MISR value stored in the ROM.

At the end of CPU self test, the STC controller updates the status flags in Global Status Register (STCGSTAT)
and resets the CPU. In case of a MISR mismatch or a test timeout, error signals are generated to ESM
module. TEST_ERR signal is asserted, when a MISR miscompare occurs during the self test.
TIMEOUT_ERR is asserted when a time out occurs during the self test, meaning the test could not complete
within the time specified in Timeout counter Preload register STCTPR. However at the device level, these
two errors may be combined and mapped to a single ESM channel.

February 2012 CPU Self Test Controller (STC) Module 319



STC Test Coverage and Duration

s

TEXAS

INSTRUMENTS

www.ti.com

9.8 STC Test Coverage and Duration
The test coverage and number of test execution cycles (STCCLK) for each test interval is shown in Table 9-1.

Table 9-1. STC Test Coverage and Duration

Intervals | Test Coverage Test Cycle Intervals | Test Coverage Test Cycle

0 0 0

1 57,14 1555 17 86,97 26403
2 65,82 3108 18 87,33 27956
3 70,56 4661 19 87,67 29509
4 73,56 6214 20 88,01 31062
5 76,06 7767 21 88,31 32615
6 78,07 9320 22 88,58 34168
7 79,62 10873 23 88,87 35721
8 80,92 12426 24 89,11 37274
9 82,1 13979 25 89,34 38827
10 82,94 15532 26 89,59 40380
11 83,76 17085 27 89,82 41933
12 84,51 18638 28 90,05 43486
13 85,12 20191 29 90,26 45039
14 85,62 21744 30 90,46 46592
15 86,19 23297 31 90,64 48145
16 86,56 24850 32 90,84 49698

Table 9-2 gives the Typical STC execution times for 32 intervals at different clock rates.

Table 9-2. Typical STC Execution Times

Number of (@ HCLK =160 MHz |@ HCLK=100MHz|@ HCLK =133 MHz
Intervals VCLK = 80 MHz VCLK =100 MHz VCLK = 66.5 MHz
STCCLK =53.3MHz| STCCLK =50MHz |STCCLK =44.33MHz
32 0.926 msec 0.989 msec 1.11 msec
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STC Control Registers

9.9 STC Control Registers

STC control registers are accessed through Peripheral Bus (VBUSP) interface. Read and write access in
8,16 and 32 bit are supported. The base address for the control registers is OxFFFF E600.

All reserved bits are read as zeros. Write to reserved fields has no effect.

Note:
In suspend mode all register write accesses to the privilege mode only write registers
can also be performed in user module.

Table 9-3. Registers

25
3 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Offset
Addresst Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 (1]
INTCOUNT
0x00
STCGCRO
Page 324
Reserved RS?CN
Reserved
0x04
STCGCR
Page 325
Reserved STC_ENA
RTOD[31:16]
0x08
STCTPR
Page 326
RTODI[15:0]
ADDR[31:16]
0x0C
STC_CADDR
Page 327
ADDR[15:0]
Reserved
0x10
STCCICR
Page 328
N[15:0]
Reserved
0x14
STCGSTAT
Page 329 Reserved TEST | TEST_
FAIL DONE
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Table 9-3. Registers (Continued)

0x18
STCFSTAT Reserved
Page 330
ResenEd TO_ER | CPU2_ | CPU1_
R FAIL FAIL
MISR[31:16]
0x2C
CPU1_CURMISR3
Page 331
MISR[15:0]
MISR[63:48]
0x30
CPU1_CURMISR2
Page 331
MISR[47:32]
MISR[95:80]
0x34
CPU1_CURMISR1
Page 331
MISR[79:64]
MISR[127:112]
0x38
CPU1_CURMISRO
Page 331
MISR[111:96]
MISR[31:16]
0x3C
CPU2_CURMISR3
Page 333
MISR[15:0]
MISR[63:48]
0x40
CPU2_CURMISR2
Page 333
MISR[47:32]
MISR[95:80]
0x44
CPU2_CURMISR1
Page 333
MISR[79:64]
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Table 9-3. Registers (Continued)
MISR[127:112]
0x48
CPU2_CURMISRO

Page 333

MISR[111:96]
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9.9.1 STC global control register0 (STCGCRO0)
This register is described in Figure 9-5 and Table 9-4. The offset address is 0x00.

Figure 9-5. STC global control register0 (STCGCRO)

31 30 29 28 26 24 23 22 21 20 19 18 17 16
INTCOUNT
RWP -1
15 14 13 12 10 8 7 6 5 4 3 2 1 0
Reserved RS_CN
T
RWP -1 RWP -0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset

Table 9-4. STC global control register0 (STCGCRO) Field Descriptions

Bit Name Value Description
31-16 INTCOUNT Number of intervals of selftest run
This register specifies the number of intervals to run for the selftest
run. This correspond to the number of intervals to be run from the
value reflected in the current interval counter.
15-1 Reserved Reads return 0 and writes have no effect.
0 RS_CNT Restart or Continue
This bit specifies the selftest controller whether to continue the run
from next interval onwards or to restart from interval 0. This bit gets
reset after the completion of selftest run.
0 Continue STC run from previous interval.
1 Restart STC run from interval 0.
Note:

On a powerup reset or system reset this register gets reset to its default values.
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STC Control Registers

9.9.2 STC Global Control Register1 (STCGCR1)
This register is described in Figure 9-6 and Table 9-5. The offset address is 0x04.

Figure 9-6. STCGCR1 (STC Global Control Register1)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
RWP -0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
REEERES STC_ENA
RWP -0 RWP-0 RWP-1 RWP-0 RWP-1

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after nPORST (power on reset) or System reset

Table 9-5. STCGCR1 (STC Global Control Register1) Field Descriptions

Bit Name Value Description
31-4 Reserved Reads return 0 and writes have no effect.
3-1 STC_ENA Self test run enable key
1010 Self test run enabled.
all others Self test run disabled
Note:

On a powerup reset or system reset this register resets to its default values. Also this
register automatically resets to its default values at the completion of a self test run.
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9.9.3 Self Test Run Timeout Counter Preload Register (STCTPR)
This register is described in Figure 9-7 and Table 9-6. The offset address is 0x08.

Figure 9-7. Self Test Run Timeout Counter Preload Register (STCTPR)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

RTOD[31:16]

RWP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

RTOD[15:0]

RWP -1

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after nPORST (power on reset or system reset)

Table 9-6. Self Test Run Timeout Counter Preload Register (STCTPR)

Bit Name Value Description

31-0 RTOD Self Test timeout count preload

This register contains the total number of VBUS clock cycles it will
take before an self test timeout error (TIMEOUT_ERR) will be trig-
gered after the initiation of the self test run. This is a fail safe feature
to not hang-up the system on account of any run away self test
issues,

The above preload count value gets loaded into the self test time
out down counter whenever a self test run is initiated (STC_KEY is
enabled) and gets disabled on completion of a self test run.

Note: This register gets reset to its default value with Power on
or system reset assertion.
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9.9.4 STC Current ROM Address Register (STC_CADDR)
This register is described in Figure 9-8 and Table 9-7. The offset address is 0x0C.

Figure 9-8. STC Current ROM Address Register (STC_CADDR)

20 19 18 17 16

31 30 29 28 26 24 23 22 21
ADDR[31:16]
R-0
15 14 13 12 10 8 7 6 5 4 3 2 1 0
ADDR15:0]
R-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after nPORST (power on reset) or system reset

Table 9-7. STC Current ROM Address Register (STC_CADDR) Field Descriptions

Bit Name Value Description
31-0 ADDR Current ROM Address
This register reflects the current address ROM address (for micro
code load) which is the current value of the STC program counter.
Note:

When the global configuration register restart bit STCGCRO[0] is set to a 1 on the start
of a self test run or on a powerup reset or system reset this register resets to all

zZeroes.
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9.9.5 STC Current Interval Count Register (STCCICR)
This register is described in Figure 9-9 and Table 9-8. The offset address is 0x10.

Figure 9-9. STC Current Interval Count Register (STCCICR)
31 30 29 28 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 10 9 8 7 6 5 4 3 2 1 0
N[15:0]
R-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset

Table 9-8. STC Current Interval Count Register (STCCICR) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return 0 and writes have no effect.
15-0 N Interval Number
This specifies the Last executed Interval number.
Note:

When the global configuration register restart bit STCGCRO[0] is settoa 1 oron a
powerup reset the Current interval counter resets to default value else it always
maintains its value.
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STC Control Registers

9.9.6 SelfTest Global Status Register (STCGSTAT)
This register is described in Figure 9-10 and Table 9-9. The offset address is 0x14.

Figure 9-10. SelfTest Global Status Register (STCGSTAT)

31 30 29 28 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 10 8 7 6 5 4 3 2 1 0
R g TEST_ | TEST_
eserve FAIL” | DONE
R-0 RWP-0 RWP-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset

Table 9-9. SelfTest Global Status Register (STCGSTAT) Field Descriptions

Bit Name Value Description
31-2 Reserved Reads return 0 and writes have no effect.
1 TEST_FAIL Test Fail
0 Self test run has not failed
1 Self test run has failed
0 TEST_DONE Test Done
0 Not completed

Self test run completed

Note: The above 2 status bits can be cleared to their default values
on a write 1 to the above bits. Additionally when the STC_ENA Key
is enabled from a non 1010 value to a 1010 value the above 2 sta-
tus flags get cleared to their default values.

The test done flag is set to a 1 for any of the following conditions
1) When the STC run is complete without any failure.

2) When a failure occurs on a STC run.

3) When a timeout failure occurs.

An reset is generated to the CPU on which the STC run is being
performed when TEST_DONE goes high (The test is completed).
This register gets reset to its default value with Power on reset
assertion.
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9.9.7 SelfTest Fail Status Register (STCFSTAT)
This register is described in Figure 9-11 and Table 9-10. The offset address is 0x18.
Figure 9-11. SelfTest Fail Status Register (STCFSTAT)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved TO_ER | CPU2_ | CPU1_
R FAIL FAIL
R-0 RWP-0 RWP-0  RWP-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after nPORST or system reset

Table 9-10. SelfTest Fail Status Register (STCFSTAT) Field Descriptions

Bit Name Value Description
31-3 Reserved Reads return 0 and writes have no effect.
2 TO_ERR Timeout Error
0 No time out error occurred
1 SelfTest run failed due to a timeout error
1 CPU2_FAIL CPU2 failure info
0 No MISR mismatch for CPU2
1 Self test run failed due to MISR mismatch for CPU2
0 CPU1_FAIL CPU1 failure info
0 No MISR mismatch for CPU1
1 Self test run failed due to MISR mismatch for CPU1
Note:

The above 3 status bits can be cleared to their default values on a write 1 to the above
bits. Additionally when the STC_ENA Key in STCGCR1 is enabled from a non 1010
value to a 1010 value the above 3 status flags get cleared to their default values.
This register gets reset to its default value with Power on reset assertion.
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9.9.8 CPU1 Current MISR Register (CPU1_CURMISR[3:0])

This register is described in Figure 9-12 through Figure 9-15 and Table 9-11. The offset address for
CPU1_CURMISR3 is 0x2C.

Figure 9-12. CPU1 Current MISR Register (CPU1_CURMISR3)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

MISR[31:16]

R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

MISR[15:0]

R-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset

The offset address for CPU1_CURMISR2 is 0x30.
Figure 9-13. CPU1 Current MISR Register (CPU1_CURMISR2)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

MISR[63:48]

R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

MISR[47:32]

R-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset

The offset address for CPU1_CURMISR1 is 0x34.
Figure 9-14. CPU1 Current MISR Register (CPU1_CURMISR1)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

MISR[95:80]

R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

MISR[79:64]

R-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset
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The offset address for CPU1_CURMISRO is 0x38.
Figure 9-15. CPU1 Current MISR Register (CPU1_CURMISRO)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
MISR[127:112]
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
MISR[111:96]
R-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset

Table 9-11. CPU1 Current MISR Register (CPU1_CURMISR[3:0]) Field Descriptions

Bit Name Value Description
127-0 MISR MISR data from CPU1
This register contains the MISR data from the CPU1 for the current
interval. This value will be compared with the GOLDEN MISR value
copied from ROM.
Note:

This register gets reset to its default value with Power on or system reset assertion.
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9.9.9 CPU2_CURMISR[3:0] (CPU2 Current MISR Register)

This register is described in Figure 9-16 through Figure 9-19 and Table 9-12. The offset address for
CPU2_CURMISR3 is 0x3C.

Figure 9-16. CPU2 Current MISR Register (CPU2_CURMISR3)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

MISR[31:16]

R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

MISR[15:0]

R-0
U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset
The offset address for CPU2_CURMISR2 is 0x40.
Figure 9-17. CPU2 Current MISR Register (CPU2_CURMISR2)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

MISR[63:48]

R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

MISR[47:32]

R -0
U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset

The offset address for CPU2_CURMISR1 is 0x44.
Figure 9-18. CPU2 Current MISR Register (CPU2_CURMISR1)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
MISR[95:80]
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
MISR[79:64]
R-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset
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The offset address for CPU2_CURMISRO is 0x48.
Figure 9-19. CPU2 Current MISR Register (CPU2_CURMISRO)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
MISR[127:112]
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
MISR[111:96]
R-0

U = Undefined; R = Read, WP = Write in privilege mode,-n = Value after reset

Table 9-12. CPU2 Current MISR Register (CPU2_CURMISR[3:0]) Field Descriptions

Bit Name Value Description
127-0 MISR MISR data from CPU2
This register contains the MISR data from the CPU2 for the current
interval. This value will be compared with the GOLDEN MISR value
copied from ROM.
Note:

This register gets reset to its default value with Power on or system reset assertion.
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ROM Organization

9.10 ROM Organization

Figure 9-20. ROM Organization for a Interval (Their might be a maximum of 32 Seed_datas/interval)
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The ROM contains the data to be processed by STC for the self test run. This includes the SEED_DATA,

Golden MISR compare and the interval specific configuration data for the STC and the DBIST controller. The
ROM space is divided into chunks and each chunk contains the data corresponding to one DBIST interval.
The size required for each interval may vary depending on the number of seeds required for that particular
interval. The first selftest run starts reading the ROM from address 0. Then STC continues to read the ROM
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till it finishes the particular selftest of ‘N’ intervals. STC retains its ROM address (STC_CADDR) for the next
selftest run unless there is power on reset or an self test restart.

Golden MISR contains the Golden signature data of the current Interval. This value is used to compare with
actual MISR value to generate the pass/fail information of the interval.
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9.11 Timing Diagrams
9.11.1 BIST Operation: For a self test run for One Interval

Figure 9-21. BIST Operation
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The above diagram shows the protocol for a self test run with one interval:

1. Test setup procedure: Once the self test run is initiated and the interval configuration and MISR values are
stored in the STC an reset is generated for 2 controller clock cycles to clear the scan_en counter of the
BIST controller to its reset state.

2. Shadow Init seed load procedure: The shadow PRPG of the BIST controller is loaded with its initial seed

value by the STC from the ROM.
The seed in the shadow PRPG is loaded into the PRPG at the end of this procedure
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3. BIST setup procedure: An reset is generated to the BIST controller to clear the values of the BIST
controllers MISR

4. Core Load_unload procedure: While the PRPG is generating the scan patterns to the BISTe’d core the
next seed value is loaded into the shadow PRPG (if re-seed = 1) else the shadow PRPG maintains its
previous value. Step 4 is repeated for 32 times which constitutes an interval.

5. The BIST controller scan’s out the MISR value to the STC on which it is compared with its golden value to
indicate the pass or fail of an interval.

Clock considerations:

1. During a pattern shift (At-speed and Stuck-At) the slowest clock of the BISTe’d core is activated as the shift
clock for all the clock domains in the BISTe'd core.

2. For an Stuck-At interval the slowest clock of the BISTe’d core is the source for all the functional clock
domains of the BISTe’'d core during capture.

3. Captures for At-speed interval are done per individual BISTe’d core domain clock during which all other
clock domains are gated off.

These GTM interface signals are muxed with the STC FSM generated respective signals in the Bypass Block.
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9.12 STC Configuration Example

The following examples assumes that the PLL is locked and selected as clock source with HCLK = 160MHz
and VCLK = 80MHz

9.12.1 Example 1 : Self test run for 32 Interval
This example explains the configurations for running STC Test for maximum Test Intervals 32

1.

Maximum STC clock rate support at 160MHz HCLK is 53.33 MHz. Divide HCLK by 3 to achieve this clock
rate. STCCLKDIV[26:24] register in the secondary system module frame at location OxFFFF E108 is used.
STCCLKDIV[26:24] = 2

. Clear CPU RST status bit in System Exception Status Register in system Module.

SYSESR[5] = 1

. Configure the Test Interval count in STC module

STCGCRO[31:16] = 32

. Configure SelfTest Run Time out counter preload Register.

STCTPR[31:0] = OXFFFFFFFF

. Enable CPU Self Test

STCGCR1[3:0]= OxA;

. Take Backup of CPU state and configuration registers that gets reset on CPU reset.
. Configure CPU in Idle Mode by executing CPU Idle Instruction

asm(“  WFI”)

. On CPU reset verify CPU RST status bit in System Exception Status Register is set. This also verifies that

no other resets occurred during the self test.
SYSESRI[5] ==

. Check the STCGSTAT register for the Self Test Status.

Check TEST_DONE TEST_DONE bit before evaluating TEST_FAIL bit.
If TEST_DONE =0 the Self test is not completed. Restart the STC test.
If (TEST_DONE =1 and TEST_FAIL = 1) the Self test is completed and Failed.

— Read STC Fail Status Register STCFSTAT[2:0] to identify the type of Failure ( Timeout, CPU1 fail,
CPU2 fail)

In case there is no failure (TEST_DONE =1 and TEST_FAIL = 0) the Memory self test is completed
successfully.

— Recover the CPU status, configurations registers and continue application software.
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10.1 Introduction

This document describes the operation of the asynchronous external memory interface (EMIF) in the
TMS570LS20x/10x Safety MCUs device.

10.1.1 Purpose of the Peripheral

The purpose of this EMIF is to provide a means to connect to an asynchronous SRAM device. Section 10.3
contains examples of operating the EMIF in this configuration

10.1.2 Features

The EMIF includes many features to enhance the ease and flexibility of connecting to external asynchronous
devices. The EMIF features includes support for:

* 4 addressable chip select spaces of up to 32MB each

* 16-bit data bus width

» Programmable cycle timings such as setup, strobe, and hold times as well as turnaround time
+ Select strobe mode

* Extended Wait mode

+ Data bus parking

+ Little-endian operating mode

10.1.3 Functional Block Diagram

Figure 10-1 illustrates the connections between the EMIF and its internal requesters, along with the external
EMIF pins. Section 10.2.2 contains a description of the entities internal to the device that can send requests
to the EMIF, along with their prioritization. Section 10.2.3 describes the EMIF's external pins and summarizes
their purpose when interfacing with SDRAM and asynchronous devices.

Figure 10-1. EMIF Functional Block Diagram

EMIF

EMIFCS
EMIFOE

I

Other bus master <

SCR EMIFWE

EMIFBADD[1:0]
EMIFDQM[1:0]

EMIFDATA[15:0]
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(read only path)
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10.2 Peripheral Architecture
This section provides details about the architecture and operation of the EMIF.

10.2.1 Clock Control
The EMIF's internal clock is sourced from VCLK_P.

10.2.2 EMIF Requests

The on chip master can access external memory by EMIF through two separate data paths. The POM
(Parameter Overlay Memory) module can issue only read VBUSP transactions to EMIF. The other master
(CPU, etc.) can issue either read or write VBUSP transactions to EMIF to interface to external memory. The
other master can also read or write EMIF configuration registers. There is one SCRP (switch central resource
VBUSP) which has a fixed priority scheme. The POM module will have the highest priority.

10.2.3 Signal Descriptions
Table 10-1 describes the function of each of the EMIF pins.
Table 10-1. EMIF Pins

Pins(s) /10 Description

EM_ A[21:0] (0] EMIF address bus. These pins are used in conjunction with the EM_BA pins to form the address that
is sent to the device.

EM_BA[1:0] (0] EMIF bank address. These pins are used in conjunction with the EM_A pins to form the address that
is sent to the device.

EM_CSJ[3:0] (0] Active-low chip enable pin for asynchronous devices. These pins are meant to be connected to the
chip-select pin of the attached asynchronous device.

EM_D[15:0] /O  EMIF data bus.

EM_RW (0] Read/Write select pin. This pin is high for the duration of an asynchronous read access cycle and
low for the duration of an asynchronous write cycle.

EM_OE (0] Active-low pin enable for asynchronous devices. This pin provides a signal which is active-low dur-
ing the strobe period of an asynchronous read access cycle.

EM_DQM[1:0] I/O Byte High (bit 1) and Byte Low (bit 0) enable

EM_WE (0] Active-low write enable. This pin provides a signal which is active-low during the strobe period of an
asynchronous write access cycle.
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10.2.4 Pin Multiplexing

The EMIF does not share pins with any other IP.

10.2.5 Asynchronous Controller and Interface

The EMIF easily interfaces to a variety of asynchronous devices including Flash and ASRAM. It can be
operated in two major modes:

* Normal mode
» Select Strobe (SS) mode

The behavior of the EM_CS signal is the single difference between Normal mode and Select Strobe mode
(see Table 10-2). In Normal mode, the EM_CS signal becomes active at the beginning of the setup period
and remains active for the duration of the transfer. In Select Strobe mode, the EM_CS signal functions as a
strobe signal, active only during the strobe period of an access.

Table 10-2. Behavior of EM_CS Signal Between Normal Mode and Select

Strobe Mode

Mode Operation of EM_CS[3:0]
Normal Active during the entire asynchronous access cycle
Select Strobe Active only during the strobe period of an access cycle

10.2.5.1 Interfacing to Asynchronous Memory

Figure 10-2 shows the EMIF's external pins used in interfacing with an asynchronous device. Of special note
is the connection between the EMIF and the external device's address bus. Because the device uses 32-bit
data paths internally, the EMIF address pin EM_A[Q] always provides the least-significant bit of a 32-bit word
address.

When interfacing to an 8-bit asynchronous device, the EM_BA[1] and EM_BA][0] pins are used to provide the
least-significant bits of the byte address.

Figure 10-3 shows the mapping between the EMIF and the connected device's data and address pins.
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Figure 10-2. EMIF Asynchronous Interface
EMIF
EMIFCS[30] |—»
EMIFWE |[—»
EMIFOE |—»
EMFDOM1:0] |—>»
EMIFDATA[150] |—
EMFADD[21:0] [—»
EMIFBADD[1:0] |—»
Figure 10-3. EMIF to 8-Bit Memory Interface
EMIF 8-bit
asynchronous
memory
EMIFDATA[7:0] > DQ7:0]
EMIFADD[21:0] > A23:2]
EMIFBADD[1:0] > A1:0]

10.2.5.2 Programmable Asynchronous Parameters
The EMIF allows a high degree of programmability for shaping asynchronous accesses. The
programmable parameters are:

« Setup: The time between the beginning of a memory cycle (address valid) and the activation of the output
enable or write enable strobe

» Strobe: The time between the activation and deactivation of output enable or write enable strobe.

* Hold: The time between the deactivation of output enable or write enable strobe and the end of the cycle,
which may be indicated by an address change or the deactivation of the EM_CS signal.

Separate parameters are provided for read and write cycles. Each parameter is programmed in terms of EMIF
clock cycles.
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10.2.5.3 Configuring the EMIF for Asynchronous Accesses

The operation of the EMIF's asynchronous interface can be configured by programming the appropriate
memory-mapped registers. The reset value and bit position for each register field can be found in Section 4.
The following tables list the programmable register fields and describe the purpose of each field. These
registers should not be programmed while an asynchronous access is in progress. The transfer following a
write to these registers will use the new configuration.

Table 10-3 describes the asynchronous configuration register (AnCR). There are four AnCRs. Each chip
select space has a dedicated AnCR. This allows each chip select space to be programmed independently to
interface to different asynchronous memory types.

Table 10-3. Description of the Asynchronous Configuration Register (AnCR)

Parameter Description
SS Select Strobe mode. This bit selects the EMIF's mode of operation in the fol-
lowing way:

SS = 0h selects Normal mode. EM_CS is active for duration of access.
SS = 1h selects Select Strobe mode. EM_CS acts as a strobe.

W_SETUP/R_SETUP Read/Write setup widths. These fields define the number of EMIF clock
cycles of setup time for the address pins (EM_A and EM_BA) and asynchro-
nous chip enable (EM_CS) before the read strobe pin (READ_OE) or write
strobe pin (WRITE_WE) falls, minus 1 cycle. For writes, the W_SETUP field
also defines the setup time for the data pins (EM_D). Refer to the datasheet
of the external asynchronous device to determine the appropriate setting for
this field.

W_STROBE/R_STROBE Read/Write strobe widths. These fields define the number of EMIF clock
cycles between the falling and rising of the read strobe pin (READ_OE) or
write strobe pin (WRITE_WE), minus 1 cycle. If Extended Wait mode is
enabled by setting the EW bit in the asynchronous configuration register
(AnCR), these fields must be set to a value greater than zero. Refer to the
datasheet of the external asynchronous device to determine the appropriate
setting for this field.

W_HOLD/R_HOLD Read/Write hold widths. These fields define the number of EMIF clock
cycles of hold time for the address pins (EM_A and EM_BA) and asynchro-
nous chip enable (EM_CS) after the read strobe pin (READ_OE) or write
strobe pin (WRITE_WE) rises, minus 1 cycle. For writes, the W_HOLD field
also defines the hold time for the data pins (EM_D). Refer to the datasheet
of the external asynchronous device to determine the appropriate setting for
this field.

TA Minimum turnaround time. This field defines the minimum number of EMIF
clock cycles between the end of one asynchronous access and the start of
another, minus 1 cycle. This delay is not incurred when a read is followed by
a read, or a write is followed by a write to the same chip select space. The
purpose of this feature is to avoid contention on the bus. Refer to the
datasheet of the external asynchronous device to determine the appropriate
setting for this field.

ASIZE Asynchronous Device Bus Width. This field reflects the data bus width of the
asynchronous interface in the following way:

ASIZE = Oh indicates an 8-bit bus. Note that a request for a 32-bit word
requires four external accesses with ASIZE = Oh.
ASIZE = 1h indicates an 16-bit bus.
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10.2.5.4 Read and Write Operations in Normal Mode

Normal mode is the asynchronous interface's default mode of operation. The Normal mode is selected when
the SS bit in the asynchronous configuration register (AnCR) is cleared to 0. In this mode, the EM_CS signal
operates as a chip enable signal, active throughout the duration of the memory access.
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10.2.5.4.1 Asynchronous Read Operations (Normal Mode)

An asynchronous read is performed when any of the requesters mentioned in Section 10.2.2 request a read
from the attached asynchronous memory. In the event that the read request cannot be serviced by a single
access cycle to the external device, multiple access cycles will be performed by the EMIF until the entire

request is fulfilled. The details of an asynchronous read operation in Normal mode are described in Table 10-

4 and an example timing diagram of a basic read operation is shown in Figure 10-4.

Note:

During the entirety of an asynchronous read operation, the WRITE_WE and EM_RW

pins are driven high.

Table 10-4. Asynchronous Read Operation in Normal Mode

Time Interval Pin Activity in WE Strobe Mode

Turnaround Period

Once the EMIF receives a read request, the EMIF waits for the programmed number of turn-

around cycles period before proceeding to the setup period of the operation. The number of
wait cycles is taken directly from the TA field of the asynchronous configuration register

(AnCR). There are two exceptions to this rule:

If the current read operation was directly proceeded by another read operation to the same

CS space, no turnaround cycles are inserted.

If the current read operation was not directly proceeded by a read operation to the same CS
space and the TA field has been cleared to 0, one turn-around cycle will be inserted.

After the EMIF has waited for the turnaround cycles to complete, it proceeds to the setup

period of the operation.

Start of setup period At the beginning of the setup period:
The setup, strobe, and hold values are set according to the R_SETUP, R_STROBE, and

R_HOLD values in AnCR.
The address pins EM_A and EM_BA become valid

EM_CS falls to enable the external device (if not already low from a previous operation)

Start of strobe period At the beginning of the strobe period
READ_OE falls
Start of hold period At the beginning of the hold period:

READ_OE rises
The EMIF samples the data on the EM_D bus.

End of hold period At the end of the hold period:

The address pins EM_A and EM_BA become invalid

EM_CS rises (if no more operations are required to complete the current request)

The EMIF will be required to issue additional read operations to a device with a small data
bus width in order to complete an entire word access. In this case, the EMIF immediately re-
enters the setup period to begin another operation without incurring the turn-round cycle
delay. The setup, strobe, and hold values are not updated in this case. If the entire word
access has been completed, the EMIF returns to its previous state unless another asynchro-
nous request has been submitted and is currently the highest priority task. If this is the case,
the EMIF instead enters directly into the turnaround period for the pending read or write

operation.
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Figure 10-4. Timing Waveform of an Asynchronous Read Cycle in Normal Mode
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10.2.5.4.2 Asynchronous Write Operations (Normal Mode)

An asynchronous write is performed when any of the requesters mentioned in Section 10.2.2 request a write
to asynchronous memory. In the event that the write request cannot be serviced by a single access cycle to
the external device, multiple access cycles will be performed by the EMIF until the entire request is fulfilled.
The details of an asynchronous write operation in Normal mode are described in Table 10-5 and an example
timing diagram of a basic write operation is shown in Figure 10-5.

During the entirety of an asynchronous write operation, the EM_OE pin is driven high.

Table 10-5. Asynchronous Write Operation in Normal Mode

Time Interval

Pin Activity in WE Strobe Mode

Turnaround Period

Once the EMIF receives a write request, the EMIF waits for the programmed number of turn-
around cycles period before proceeding to the setup period of the operation. The number of
wait cycles is taken directly from the TA field of the asynchronous configuration register
(AnCR). There are two exceptions to this rule:

If the current write operation was directly proceeded by another write operation to the same
CS space, no turnaround cycles are inserted.

If the current write operation was not directly proceeded by a write operation to the same CS
space and the TA field has been cleared to 0, one turnaround cycle will be inserted. After the
EMIF has waited for the turnaround cycles to complete, it proceeds to the setup period of the
operation.

Start of setup period

At the beginning of the setup period:

The setup, strobe, and hold values are set according to the W_SETUP, W_STROBE, and
W_HOLD values in AnCR.

The address pins EM_A and EM_BA and the data pins EM_D become valid.
The EM_RW pin falls to indicate a write (if not already low from a previous operation).

EM_CS falls to enable the external device (if not already low from a previous operation).

Start of strobe period

At the beginning of the strobe period of a write operation:

EM_WE falls

Start of hold Period

At the beginning of the hold period
EM_WE rises

End of hold Period

At the end of the hold period:

The address pins EM_A and EM_BA become invalid

The data pins become invalid

The EM_RW pin rises (if no more operations are required to complete the current request)

EM_CS rises (if no more operations are required to complete the current request) The EMIF
may be required to issue additional write operations to a device with a small data bus width in
order to complete an entire word access. In this case, the EMIF immediately re-enters the
setup period to begin another operation without incurring the turnaround cycle delay. The
setup, strobe, and hold values are not updated in this case. If the entire word access has been
completed, the EMIF returns to its previous state unless another asynchronous request has
been submitted. If this is the case, the EMIF instead enters directly into the turnaround period
for the pending read or write operation.
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Figure 10-5. Timing Waveform of an Asynchronous Write Cycle in Normal Mode
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10.2.5.5 Read and Write Operations in Select Strobe Mode

Select Strobe mode is the EMIF's second mode of operation. The SS mode is selected when the SS bit in
the asynchronous configuration register (AnCR) is set to 1. In this mode, the EM_CS pin functions as a strobe
signal and is therefore only active during the strobe period of an access cycle.

10.2.5.5.1 Asynchronous Read Operations (Select Strobe Mode)

An asynchronous read is performed when any of the requesters mentioned in Section 10.2.2 request a read
from the attached asynchronous memory. In the event that the read request cannot be serviced by a single
access cycle to the external device, multiple access cycles will be performed by the EMIF until the entire
request is fulfilled. The details of an asynchronous read operation in Select Strobe mode are described in
Table 10-6 and an example timing diagram of a basic read operation is shown in Figure 10-6.

Note:
During the entirety of an asynchronous read operation, the EM_WE and EM_RW pins
are driven high.

Table 10-6. Asynchronous Read Operation in Select Strobe Mode

Time Interval Pin Activity in Select Strobe Mode

Turnaround Period Once the EMIF receives a read request, the EMIF waits for the programmed number of turn-
around cycles before period proceeding to the setup period of the operation. The number of
wait cycles is taken directly from the TA field of the asynchronous configuration register
(AnCR). There are two exceptions to this rule:

If the current read operation was directly proceeded by another read operation to the same
CS space, no turnaround cycles are inserted.

If the current read operation was not directly proceeded by a read operation to the same CS

space and the TA field has been cleared to 0, one turnaround cycle will be inserted. After the
EMIF has waited for the turnaround cycles to complete, it proceeds to the setup period of the
operation.

Start of setup period At the beginning of the setup period:

The setup, strobe, and hold values are set according to the R_SETUP, R_STROBE, and
R_HOLD values in AnCR.

The address pins EM_A and EM_BA become valid.

Start of strobe period At the beginning of the strobe period:
EM_CS and EM_OE fall at the start of the strobe period

Start of hold period At the beginning of the hold period: period
EM_CS and EM_OE rise
The EMIF samples the data on the EM_D bus
End of hold period At the end of the hold period:

The address pins EM_A and EM_BA become invalid The EMIF may be required to issue addi-
tional read operations to a device with a small data bus width in order to complete an entire
word access. In this case, the EMIF immediately re-enters the setup period to begin another
operation without incurring the turnaround cycle delay. The setup, strobe, and hold values are
not updated in this case. If the entire word access has been completed, the EMIF returns to its
previous state unless another asynchronous request has been submitted. If this is the case,
the EMIF instead enters directly into the turnaround period for the pending read or write oper-
ation.
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Figure 10-6. Timing Waveform of an Asynchronous Read Cycle in Select Strobe Mode
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10.2.5.5.2 Asynchronous Write Operations (Select Strobe Mode)

An asynchronous write is performed when any of the requesters mentioned in Section 10.2.2 request a write
to memory in the asynchronous bank of the EMIF. In the event that the write request cannot be serviced by
a single access cycle to the external device, multiple access cycles will be performed by the EMIF until the
entire request is fulfilled. The details of an asynchronous write operation in Select Strobe mode are described
in Table 10-7 and an example timing diagram of a basic write operation is shown in Figure 10-7.

Note: During the entirety of an asynchronous write operation, the EM_OE pin is driven high.
Table 10-7. Asynchronous Write Operation in Select Strobe Mode

Time Interval Pin Activity in Select Strobe Mode

Turnaround Period Once the EMIF receives a write request, the EMIF waits for the programmed number of turn-
around cycles period before proceeding to the setup period of the operation. The number of
wait cycles is taken directly from the TA field of the asynchronous configuration register
(AnCR). There are two exceptions to this rule:

If the current write operation was directly proceeded by another write operation to the same
CS space, no turnaround cycles are inserted.

If the current write operation was directly proceeded by a write operation to the same CS
space and the TA field has been cleared to 0, one turnaround cycle will be inserted. After the
EMIF has waited for the turnaround cycles to complete, it proceeds to the setup period of the
operation.

Start of setup period At the beginning of the setup period:

The setup, strobe, and hold values are set according to the W_SETUP, W_STROBE, and
W_HOLD values in AnCR.

The address pins EM_A and EM_BA and the data pins EM_D become valid.

The EM_RW pin falls to indicate a write (if not already low from a previous operation).

Start of strobe period At the beginning of the strobe period:
EM_CS and EM_WE fall

Start of hold period At the beginning of the hold period:
EM_CS and EM_WE rise
End of hold period At the end of the hold period:

The address pins EM_A and EM_BA become invalid
The data pins become invalid

The EM_RW pin rises (if no more operations are required to complete the current request)
The EMIF may be required to issue additional write operations to a device with a small data
bus width in order to complete an entire word access. In this case, the EMIF immediately re-
enters the setup period to begin another operation without incurring the turnaround cycle
delay. The setup, strobe, and hold values are not updated in this case. If the entire word
access has been completed, the EMIF returns to its previous state unless another asynchro-
nous request has been submitted. If this is the case, the EMIF instead enters directly into the
turn-around period for the pending read or write operation.
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Figure 10-7. Timing Waveform of an Asynchronous Write Cycle in Select Strobe Mode
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10.2.5.6 Data Bus Parking

The EMIF always drives the data bus to the previous write data value when it is idle. This feature is called
data bus parking. Only when the EMIF issues a read command to the external memory does it stop driving
the data bus. After the EMIF latches the last read data, it immediately parks the data bus again.

10.2.5.7 Reset and Initialization Considerations
The EMIF and its registers will be reset when any of the following events occur:
1. The nPORST pin on the device is asserted
2. Wake up from hibernate..

When a reset occurs, the EMIF will immediately abandon any access request that is in progress and reset all
registers and internal logic to their default state.

Following device power-up and deassertion of the nPORST pin, the internal clock to the EMIF can be turned
on and the EMIF memory-mapped registers are programmed to their default values.

The following steps are required to configure the EMIF module after a hardware reset:
1. Perform the necessary device pin multiplexing setup (see the device-specific data sheet).

2. Program the VDD3P3V_PWDN register to power up the IO pins for the EMIF (see the device-specific data
manual).

3. Program the Power and Sleep Controller (PSC) to enable the EMIF module. For details on the PSC, see
SPRU978.

4. Program the wait cycle register (AWCCR) to select the polarity of the wait signal and the maximum number
of extended wait states (steps 4-7 are described in this document).

5. Program the chip select space configuration registers (AnCR) to select the interface parameters for the
memory accesses.

6. Program the interrupt configuration registers (EIRR, EIMR, EIMSR, and EIMCR) to select the desired
interrupt configuration.

The EMIF module is now ready to perform memory accesses.
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10.2.5.8 Interrupt Support

The EMIF supports a single interrupt to the CPU. The interrupt is not multiplexed with another interrupt and
is therefore always available.

There are two conditions that may cause the EMIF to generate an interrupt to the CPU. These two conditions
are:

* An asynchronous time out

Only when the interrupt is enabled by setting the appropriate bit (ATMSET) in the EMIF interrupt mask set
register (EIMSR) to 1, will the interrupt be sent to the CPU. Once enabled, the interrupt may be disabled by
writing a 1 to the corresponding bit in the EMIF interrupt mask clear register (EIMCR). The bit fields in both
the EIMSR and EIMCR may be used to indicate whether the interrupt is enabled. When the interrupt is
enabled, the corresponding bit field in both the EIMSR and EIMCR will have a value of 1; when the interrupt
is disabled, the corresponding bit field will have a value of 0.

The EMIF interrupt raw register (EIRR) and the EMIF interrupt mask register (EIMR) indicate the status of
each interrupt. The appropriate bit (AT) in EIRR is set when the interrupt condition occurs, whether or not the
interrupt has been enabled. Whereas, the appropriate bit (ATM) in EIMR is set only when the interrupt
condition occurs and the interrupt is enabled. Writing a 1 to the bit in EIRR clears the EIRR bit as well as the
corresponding bit in EIMR.

Table 10-8 contains a brief summary of the interrupt status and control bit fields. See Section 10.4 for
complete details on the register fields.

Table 10-8. Interrupt Monitor and Control Bit Fields

T?egister Name Bit Name E)escription

EMIF interrupt raw register (EIRR) AT This bit is always set when an asynchronous timeout occurs. Writing a 1
clears the AT bit as well as the ATM bit in EIMR.

EMIF interrupt mask register ATM This bit is only set when an asynchronous timeout occurs and the inter-

(EIMR) rupt has been enabled by writing a 1 to the ATMSET bit in EIMSR.

EMIF interrupt mask set register ATMSET Writing a 1 to this bit enables the asynchronous timeout interrupt.

(EIMSR)

EMIF interrupt mask clear register ATMCLR Writing a 1 to this bit disables the asynchronous timeout interrupt.

(EIMCR)

10.2.5.9 Power Management

Power dissipation to the EMIF may be managed by gating the input clock to the EMIF off. The input clock is
turned off outside of the EMIF through the use of the CGM Module. The software must endure that all traffic
from the CPU or other master accessing the EMIF has stopped before disabling the EMIF.

10.2.5.10 Emulation Considerations

The operation of the EMIF is not affected when a breakpoint is reached or an emulation halt occurs.

10.2.5.11 Possible Race Condition

A race condition may exist when certain masters write data to the EMIF. For example, if master A passes a
software message via a buffer in EMIF memory and does not wait for indication that the write completes,
when master B attempts to read the software message it may read stale data and therefore receive an
incorrect message. In order to confirm that a write from master A has landed before a read from master B is
performed, master A must wait for the write completion status from the EMIF before indicating to master B
that the data is ready to be read. If master A does not wait for indication that a write is complete, it must
perform the following workaround:

1. Perform the required write.
2. Perform a dummy read from the EMIF memory from the same CS space where the write was issued.
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Indicate to master B that the data is ready to be read after completion of the read in step 2. The completion
of the read in step 2 ensures that the previous write was done.

The EDMA and ATA peripherals do not need to implement the above workaround. If a peripheral is not listed
here, then the above workaround is required. Refer to the device-specific data manual for more information.

10.2.6 Endianess Support

Since the device internal data bus is 32-bits wide and the device operates in little-endian mode, data from the
internal data bus is written to or read from the external 8-bit memory in a very specific sequence to maintain
the natural order of little-endian operations. That is, a stream of data starting at any address n will always be
accessed in the correct or incrementing order and the EMIF will always access address n prior to n+1. Table

10-9 shows the EMIF data ordering for memory accesses.
Table 10-9. 8-Bit Asynchronous Memory Data Ordering

Internal Bus External Bus
Data Address EM_BA[1:0] EM_D[7:0]
xxxx xXxDEh Oh Oh DEh
xxxx BCxxh Oh 1h BCh
XX9A xxxxh Oh 2h 9Ah
78xx xxxxh Oh 3h 78h
xxxx BCDEh Oh Oh DEh
Oh 1h BCh
789A xxxxh Oh 2h 9Ah
Oh 3h 78h
789A BCDEh Oh Oh DEh
Oh 1h BCh
Oh 2h 9Ah
Oh 3h 78h
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10.3 Example Configuration

The EMIF allows a high degree of programmability for shaping asynchronous accesses. As previously stated,
the shape and duration of the asynchronous access is determined by controlling the widths of the SETUP,

STROBE, HOLD, and turnaround periods. The widths of these periods are configured by programming the
asynchronous configuration register (AnCR) for the corresponding chip select space. See Section 10.2.5.3

and Section 10.4.2 for more information.

The programmability inherent to the EMIF, provides the EMIF with the flexibility to interface with a variety of
asynchronous memory types. By programming the W_SETUP/R_SETUP, W_STROBE/R_STROBE,
W_HOLD/R_HOLD, TA, and ASIZE fields in AnCR, the EMIF can be configured to meet the data sheet

specification for most asynchronous memory devices.

This section presents examples describing how to interface the EMIF to asynchronous SRAM.

10.3.1 Interfacing to Asynchronous SRAM (ASRAM)
The following example describes how to interface the EMIF to the ISSI IS61WV20488BLL device.

10.3.1.1 3.1.1 Connecting to ASRAM
Figure 10-8 shows how to connect the EMIF to the IS61WV20488BLL device.

Figure 10-8. Connecting the EMIF to the IS61WV20488BLL

EMIF

EMIFCS
EMIFWE
EMIFOE

EMIFADD[18:0]
EMIFBADDI1:0]

EMIFDATA[7:0]

VDD

:

IS61WV20488BLL

CE
WE
OE

A[20:2]

A[1:0]
10[7:0]

Figure 10-9 shows how to connect the EMIF to the CY7C1041CV33 device.
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Figure 10-9. Connecting the EMIF to the CY7C1041CV33

VDD
EMIF % CY7C1041CV33
EMIFCS CE
EMIFWE WE
EMIFOE OE
EMIFDQMO BLE
EMIFDQM1 BHE
EMIFADD[16:0] A[17:1]
EMIFBADD1 AO
EMIFDATA[15:0 10[15:0]

10.3.1.2 Meeting AC Timing Requirements for ASRAM

When configuring the EMIF to interface to ASRAM, you must consider the AC timing requirements of the
ASRAM as well as the AC timing requirements of the EMIF. These can be found in the data sheet for each
respective device. The read and write asynchronous cycles are programmed separately in the asynchronous
configuration register (AnCR).
For a read access, Table 10-10, Table 10-11 and TTable 10-12 list the AC timing specifications that must be
considered.

Table 10-10. EMIF Input Timing Requirements

"Parameter E)escription

tSuU Data Setup time, data valid before EM_OE high

tH Data Hold time, data valid after EM_OE high

Table 10-11. ASRAM Output Timing Characteristics

Parameter Description

tACC Address Access time

tOH Output data Hold time for address change

COD Output Disable time from chip enable

Table 10-12. ASRAM Input Timing Requirement for a Read

Parameter Description

tRC Read Cycle time

Figure 10-10 shows an asynchronous read access and describes how the EMIF and ASRAM AC timing
requirements work together to define the values for R_SETUP, R_STROBE, and R_HOLD.

From Figure 10-10, the following equations may be derived. tcyc is the period at which the EMIF operates.
The R_SETUP, R_STROBE, and R_HOLD fields are programmed in terms of EMIF cycles where as the data
sheet specifications are typically given in nano seconds. This explains the presence of tcyc in the

denominator of the following equations. A minus 1 is included in the equations because each field in AnCR
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is programmed in terms of EMIF clock cycles, minus 1 cycle. For example, R_SETUP is equal to R_SETUP

width in EMIF clock cycles minus 1 cycle.

R_SETUP + R_STROBE =

{tACC(m) + tsu)
tcyc

-1

R_SETUP + R_STRCBE + R_HOLD = teelm) _ 3

t
R_HOLD =

= to»—«(m))

tcyc

tcyc

=

The EMIF offers an additional parameter, TA, that defines the turnaround time between read and write cycles.
This parameter protects against the situation when the output turn-off time of the memory is longer than the
time it takes to start the next write cycle. If this is the case, the EMIF will drive data at the same time as the
memory, causing contention on the bus. By examining Figure 10-10, the equation for TA can be derived as:

TA = tCOD(m) -1

Figure 10-10. Timing Waveform of an ASRAM Read

« Setp ¥ |
) Setup St |

EMIFCS \

¢ Hold ¥

7
tWC(m) ; =E

EMIFBADD[1:0]

EMIFADD{18:0] X

EMIFWE

AN

:‘— twP(m) ———»
tAW(m) |

EMIFDATA7:0] X

For a write access, Table 10-13 lists the AC timing specifications that must be satisfied.
Table 10-13. ASRAM Input Timing Requirements for a Write

Parameter Description

tWP Write Pulse width

tAW Address valid to end of Write
tDS Data Setup time

tWR Write Recovery time

tDH Data Hold time

twC Write Cycle time
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Figure 10-11 shows an asynchronous write access and describes how the EMIF and ASRAM AC timing
requirements work together to define values for W_SETUP, W_STROBE, and W_HOLD.

From Figure 10-11, the following equations may be derived. tcyc is the period at which the EMIF operates.
The W_SETUP, W_STROBE, and W_HOLD fields are programmed in terms of EMIF cycles where as the
data sheet specifications are typically given is nano seconds. This is explains the presence of tcyc in the
denominator of the following equations. A minus 1 is included in the equations because each field in AnCR
is programmed in terms of EMIF clock cycles, minus 1 cycle. For example, W_SETUP is equal to W_SETUP
width in EMIF clock cycles minus 1 cycle.

W STROBE = (M) _
- tcyc

W_SETUP + W_STROBE = max(tAW(m

tcyc

Py
—
[}
4]
—
3
P
|
-

W_HOLD = max(t““(m),tDH(m)) —1

tcyc tcyc

W_SETUP + W_STROBE + W_HOLD = t"\fﬂ

cyc

-3

Figure 10-11. Timing Waveform of an ASRAM Write
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- e
SU ——> —> 4 OH(m)
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10.3.1.3 Taking Into Account PCB Delays

The equations described in Section 10.3.1.2 are for the ideal case, when board design does not contribute
delays. Board characteristics, such as impedance, loading, length, number of nodes, etc., affect how the
device driver behaves. Signals driven by the EMIF will be delayed when they reach the ASRAM and
conversely. Table 10-14 lists the delays shown in Figure 10-12 and Figure 10-13 due to PCB affects. The PCB
delays are board specific and must be estimated or determined though the use of IBIS modeling. The signals
denoted (ASRAM) are the signals seen at the ASRAM. For example, EM_CS represents the signal at the
EMIF and EM_CS (ASRAM) represents the delayed signal seen at the ASRAM.
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Table 10-14. ASRAM Timing Requirements With PCB Delays

Parameter Description
Read Access
tEM_CS Delay on EM_CS from EMIF to ASRAM. EM_CS is driven by EMIF.
tEM_A Delay on EM_A from EMIF to ASRAM. EM_A is driven by EMIF.
tEM_OE Delay on EM_OE from EMIF to ASRAM. EM_OE is driven by EMIF.
tEM_D Delay on EM_D from ASRAM to EMIF. EM_D is driven by ASRAM.
Write Access
tEM_CS Delay on EM_CS from EMIF to ASRAM. EM_CS is driven by EMIF.
tEM_A Delay on EM_A from EMIF to ASRAM. EM_A is driven by EMIF.
tEM_WE Delay on EM_WE from EMIF to ASRAM. EM_WE is driven by EMIF.
tEM_D Delay on EM_D from EMIF to ASRAM. EM_D is driven by EMIF.

From Figure 10-12, the following equations may be derived. tcyc is the period at which the EMIF operates.
The R_SETUP, R_STROBE, and R_HOLD fields are programmed in terms of EMIF cycles where as the data
sheet specifications are typically given in nano seconds. This is explains the presence of tcyc in the
denominator of the following equations. A minus 1 is included in the equations because each field in AnCR
is programmed in terms of EMIF clock cycles, minus 1 cycle. For example, R_SETUP is equal to R_SETUP
width in EMIF clock cycles minus 1 cycle.

e a + tacc(m) + to, + t
R_SETUP + R_STROBE = fon + focel) + b + feo) _

tcyc

R_SETUP + R_STROBE + R_HOLD = tptcﬂ -3
oye
(tH = tew o — ton(m) — tEMfA)

-1
tcyc

R_HOLD =

(tEM_CS + toap(m) + tEMiD)

tcyc

TA = -1
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Figure 10-12. Timing Waveform of an ASRAM Read with PCB Delays
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From Figure 10-13, the following equations may be derived. tcyc is the period at which the EMIF operates.
The W_SETUP, W_STROBE, and W_HOLD fields are programmed in terms of EMIF cycles where as the
data sheet specifications are typically given is nano seconds. This is explains the presence of tcyc in the
denominator of the following equations. A minus 1 is included in the equations because each field in AnCR
is programmed in terms of EMIF clock cycles, minus 1 cycle. For example, W_SETUP is equal to W_SETUP
width in EMIF clock cycles minus 1 cycle.

Ene(M)

tcyc

W_STROBE = 1

tcyo toyo

t + ta(m) —t t +t(m) — t
W_SETUP + W_STROBE = max(( EM_A kM) EM_WE) (EM_D ps(m) EM_WE)) _

tcyc : tcyc

W_HOLD = max((tEMWE + tyr(m) - tEM,A) (tEM,WE + toy(m) — tEMD)) _1

W_SETUP + W_STROBE + W _HOLD = bwelm) _ 3

CHYC
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Figure 10-13. Timing Waveform of an ASRAM Read with PCB Delays
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10.3.1.4 Example Using IS61WV20488BLL

This section takes you through the configuration steps required to implement ISSI’'s IS61WV20488BLL
ASRAM with the EMIF. The following assumptions are made:

+ SRAM is connected to chip select space 3 (EM_CS[3])
» EMIF clock speed is 100 MHz (tcyc = 10 nS)

Table 10-15 lists the data sheet specifications for the EMIF and Table 10-16 lists the data sheet specifications
for the ASRAM.

Table 10-15. EMIF Timing Requirements for IS61WV20488BLL Example

Parameter  Description Min Max Units
tSU Data Setup time, data valid before EM_OE high 5 nS
tH Data Hold time, data valid after EM_OE high 0 nS
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Table 10-16. ASRAM Timing Requirements for IS61WV20488BLL Example

Parameter  Description Min Max Units
tACC Address Access time 10 nS
tOH Output data Hold time for address change 2 nS
tRC Read cycle time 10 nS
tWP Write Pulse width 8 nS
tAW Address valid to end of Write 8 nS
tDS Data Setup time 6 nS
tWR Write Recovery time 0 nS
tDH Data Hold time 0 nS
twC Write Cycle time 10 nS
tCOD Output Disable time from chip enable 4 nS

Table 10-17 lists the values of the PCB board delays. The delays were estimated using the rule that there is
180 pS of delay for every 1 inch of trace.

Table 10-17. Measured PCB Delays for IS61WV20488BLL Example

Parameter Description Delay (ns)

Read Access

tEM_CS Delay on EM_CS from EMIF to ASRAM. EM_CS is driven by EMIF. 0.36
tEM_A Delay on EM_A from EMIF to ASRAM. EM_A is driven by EMIF. 0.27
tEM_OE Delay on EM_OE from EMIF to ASRAM. EM_OE is driven by EMIF. 0.36
tEM_D Delay on EM_D from ASRAM to EMIF. EM_D is driven by ASRAM. 0.45
Write Access
tEM_CS Delay on EM_CS from EMIF to ASRAM. EM_CS is driven by EMIF. 0.36
tEM_A Delay on EM_A from EMIF to ASRAM. EM_A is driven by EMIF. 0.27
tEM_WE Delay on EM_WE from EMIF to ASRAM. EM_WE is driven by EMIF. 0.36
tEM_D Delay on EM_D from EMIF to ASRAM. EM_D is driven by EMIF. 0.45

Inserting these values into the equations defined above allows you to determine the values for SETUP,
STROBE, HOLD, and TA. For a read:

(tEM_A + tacc(M) + tgy + tEM_D) 027 +10 + 5 + 0.45)

-1 = (

R_SETUP + R_STROBE = - > = — 12057
R_SETUP + R_STROBE + R_HOLD = @ -3 = (%) —B % —0
R HOLD = (ty — tewo —t:;:(m) —tewa) N 0.451—02 = QBT s i
T s lowes * TooolM +taws) | (036 +4+045) . .,

10

tcyc
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Therefore if R_SETUP =0, then R_STROBE =0, R_HOLD =0, and TA = 0. For a write:

W_STROBE = t“’tpﬂ— 1 = (%) B
cyo

]

t + tan(m) — 1 t + the (M) — t
W_SETUP + W_STROBE = max(( ema T tan(m) EM_WE) (EM_D ps (M) EM_WE)) _ 1

tcyc tcyc

=

((0.27 +8-038) (045 +6-0.36)
max

5 , o )—1>—o.21

v

W_HOLD

tcyo tcyc

max((tEMWE + tyr(m) — tEMiA) (tEM7V\/E + tou(m) — tEMD)) 1

vV

max((0'36 +100— 0.27) | (0.36 +100— 0-45)) -1= -099

W_SETUP + W_STROBE + W_HOLD = e _ 5 (E) ~3s =D

tcyc

Therefore, W_SETUP = 0, W_STROBE =0, and W_HOLD = 0.

Since the value of the W_SETUP/R_SETUP, W_STROBE/R_STROBE, W_HOLD/R_HOLD, and TA fields
are equal to EMIF clock cycles minus 1 cycle, the A2CR should be configured as in Table 10-18. In this
example, the EM_WAIT signal is not implemented; therefore, the asynchronous wait cycle configuration
register (AWCCR) does not need to be programmed.

Table 10-18. Configuring A2CR for IS61WV20488BLL Example

Parameter Setting
SS Select Strobe mode.

+ SS = 0. Places EMIF in Normal Mode.
EW Extended Wait mode enable.

+ EW = 0. Disabled Extended wait mode.
W_SETUP/R_SETUP Read/Write setup widths.

« W_SETUP=0

*+ R SETUP=0
W_STROBE/R_STROBE Read/Write strobe widths.

+ W_STROBE =0

+ R STROBE =0

W_HOLD/R_HOLD Read/Write hold widths.
« W HOLD=0
+« R HOLD=0
TA Minimum turnaround time.
« TA=0
ASIZE Asynchronous Device Bus Width.

» ASIZE = 0, indicating an 8-bit data bus width
* ASIZE = 1, indicating an 16-bit data bus width
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10.4 Registers

The external memory interface (EMIF) is controlled by programming its internal memory-mapped registers

(MMRs). Table 10-19 lists the memory-mapped registers for the EMIF. The base address for the control

registers is OXFFFF E800. All other register offset addresses not listed in Table 10-19 should be considered
as reserved locations and the register contents should not be modified.

Note:

The EMIF MMRs only support word (4 byte) accesses. Performing a byte (8-bit) or

halfword (16-bit) write to a register results in unknown behavior.

Table 10-19. External Memory Interface (EMIF) Registers

Offset Acronym Register Description Section
Oh RCSR Revision Code and Status Register Section 10.4.1
10h A1CR Asynchronous 1 Configuration Register (CS0 space) Section 10.4.2
14h A2CR Asynchronous 2 Configuration Register (CS1 space) Section 10.4.2
18h A3CR Asynchronous 3 Configuration Register (CS2 space) Section 10.4.2
1Ch A4CR Asynchronous 4 Configuration Register (CS3 space) Section 10.4.2
40h EIRR EMIF Interrupt Raw Register Section 10.4.3
44h EIMR EMIF Interrupt Mask Register Section 10.4.4
48h EIMSR EMIF Interrupt Mask Set Register Section 10.4.5
4Ch EIMCR EMIF Interrupt Mask Clear Register Section 10.4.6
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10.4.1 Revision Code and Status Register (RCSR)
The revision code and status register (RCSR) is shown in Figure 10-14 and described in Table 10-20.

Figure 10-14. Revision Code and Status Register (RCSR)

31 30 29 28 27 26 25 24 23 19 18 17 16
[ BE FR MODULE_ID |

R-0 R-1 R-Fh

15 14 13 12 10 9 8 7 3 2 1 0

MAJOR_REVISION

MINOR_REVISION I

R-2h

R = Read only, -n = value after reset

R-1h

Table 10-20. Revision Code and Status Register (RCSR) Field Descriptions

Bit Name Value Description

31 BE 0 Big Endian. Reflects the endianness mode of the EMIF. Little-endian
mode

30 FR 01 Full Rate. Reflects whether the EMIF is set to operate at full or half rate.
Half rate Full rate

29-16 MODULE_ID 0-3FFFh | Module identification. EMIF: Fh = asynchronous mode

15-8 MAJOR_REVISION 0-FFh Major Revision. EMIF code revisions are indicated by a revision code
taking the format MAJOR_REVISION.MINOR_REVISION. Major revi-
sion = 2h

7-0 MINOR_REVISION 0-FFh Minor Revision. EMIF code revisions are indicated by a revision code

sion = 1h

taking the format MAJOR_REVISION.MINOR_REVISION. Minor revi-
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10.4.2 Asynchronous Configuration Registers (A1CR-A4CR)

The asynchronous configuration register (AnCR) is used to configure the shaping of the address and control
signals during an access to asynchronous memory. It is also used to program the width of asynchronous
interface and to select from various modes of operation. This register can be written prior to any transfer, and
any asynchronous transfer following the write will use the new configuration. The AnCR is shown in Figure
10-15 and described in Table 21. There are four AnCRs. Each chip select space has a dedicated AnCR. This
allows each chip select space to be programmed independently to interface to different asynchronous

memory types.

Figure 10-15. Asynchronous n Configuration Register (AnCR)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
[ ss [Reserved W_SETUP W_STROBE [ W_HOLD R_SETUP |
RW-0 RO R/W-Fh R/W-3Fh R/W-7h R/W-Fh
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
[ R_SETUP | R_STROBE R_HOLD [ TA ASIZE |
R/W-Fh R/W-3Fh R/W-7h R/W-3h R/W-0

R/W = Read/Write; -n = value after reset

A The W_STROBE and R_STROBE bits must not be cleared to 0 when operating in Extended Wait mode.

Table 10-21. Asynchronous n Configuration Register (AnCR) Field Descriptions

Bit Name Value Description

31 SS Select Strobe bit. This bit defines whether the asynchronous interface oper-
ates in Normal mode or Select Strobe mode. See Section 2.5 for details on
the two modes of operation.

0 Normal mode is enabled.
1 Select Strobe mode is enabled.

30 Reserved 0 Reserved. The reserved bit location is always read as 0. If writing to this
field, always write the default value of 0.

29-26 W_SETUP 0-Fh Write setup width in EMIF clock cycles, minus 1 cycle. See Section 10.2.5.3
for details.

25-20 W_STROBE 0-3Fh | Write strobe width in EMIF clock cycles, minus 1 cycle. See Section 10.2.5.3
for details.

19-17 W_HOLD 0-7h Write hold width in EMIF clock cycles, minus 1 cycle. See Section 10.2.5.3
for details.

16-13 R_SETUP 0-Fh Read setup width in EMIF clock cycles, minus 1 cycle. See Section 10.2.5.3
for details.

12-7 R_STROBE 0-3Fh | Read strobe width in EMIF clock cycles, minus 1 cycle. See Section
10.2.5.3 for details.

6-4 R_HOLD 0-7h Read hold width in EMIF clock cycles, minus 1 cycle. See Section 10.2.5.3
for details.
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Table 10-21. Asynchronous n Configuration Register (AnCR) Field Descriptions
Bit Name Value Description
3-2 TA 0-3h Minimum Turn-Around time. This field defines the minimum number of EMIF
clock cycles between the end of one asynchronous access and the start of
another, minus 1 cycle. This delay is not incurred by a read followed by a
read or a write followed by a write to the same CS space. See Section 2.5.3
for details.
1-0 ASIZE 0-3h | Asynchronous data bus width.
0 8-bit data bus
1 16-bit data bus
2h-3h Reserved
370 Asynchronous External Memory Interface (EMIF) February 2012




{'f TeExAs
INSTRUMENTS

www.ti.com

Registers

10.4.3 EMIF Interrupt Raw Register (EIRR)

The EMIF interrupt raw register (EIRR) is used to monitor and clear the EMIF’s hardware-generated
interrupts. The bits in EIRR will be set when an interrupt condition occurs regardless of the status of the EMIF
interrupt mask set register (EIMSR) and EMIF interrupt mask clear register (EIMCR). Writing a 1 to these bit
fields will clear them as well as the corresponding bit field in the EMIF interrupt mask register (EIMR). The
EIRR is shown in Figure 10-16 and described in Table 22.

Figure 10-16. EMIF Interrupt Raw Register (EIRR)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
| Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
| Reserved AT
R-0 R/W1C-0

R/W = Read/Write; R = Read only; W1C = Write 1 to clear (writing 0 has no effect); -n = value after reset

Table 10-22. EMIF Interrupt Raw Register (EIRR) Field Descriptions

Bit

Name

Value

Description

31-1

Reserved

Reads return 0 and writes have no effect.

AT

Asynchronous Timeout. This bit is set to 1 by hardware to indicate
that during an extended asynchronous memory access cycle the
EM_WAIT pin did not go inactive within the number of cycles defined
by the MEWC field in the asynchronous wait cycle configuration reg-
ister (AWCCR).

Indicates that an asynchronous timeout has not occurred. Writing a
0 has no effect.

Indicates that an asynchronous timeout has occurred. Writing a 1
will clear this bit and the ATM bit in the EMIF interrupt mask register
(EIMR).

February 2012
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10.4.4 EMIF Interrupt Mask Register (EIMR)

Like the EMIF interrupt raw register (EIRR), the EMIF interrupt mask register (EIMR) is used to monitor and
clear the status of the EMIF’s hardware-generated interrupts. The main difference between the two registers
is that when the bit fields in EIMR are set, an active-high pulse will be sent to the CPU interrupt controller.
Also, the bit fields in EIMR are only set to 1 if the associated interrupt has been enabled in the EMIF interrupt
set register (EISR). The EIMR is shown in Figure 10-17 and described in Table 23.

Figure 10-17. EMIF Interrupt Mask Register (EIMR)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
| Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
| Reserved | ATM I
R-0 R/W1C-0

RW = Read/Write, RC = Read/Clear, -n = value after reset, RWP = Read in all modes, write in privileged mode only

Table 10-23. EMIF Interrupt Mask Register (EIMR) Field Descriptions

Bit

Name

Value

Description

31-1

Reserved

Reads return 0 and writes have no effect.

ATM

Asynchronous Timeout Masked. This bit is set to 1 by hardware to
indicate that during an extended asynchronous memory access
cycle the EM_WAIT pin did not go inactive within the number of
cycles defined by the MEWC field in the asynchronous wait cycle
configuration register (AWCCR), provided that the ATMSET bit is set
to 1 in the EMIF interrupt mask set register (EIMSR).

Indicates that an asynchronous timeout interrupt has not been gen-
erated. Writing a 0 has no effect.

Indicates that an asynchronous timeout interrupt has been gener-
ated. Writing a 1 will clear this bit and the AT bit in the EMIF interrupt
mask register (EIMR).
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10.4.5 EMIF Interrupt Mask Set Register (EIMSR)

The EMIF interrupt mask set register (EIMSR) is used to enable the interrupts. If a bit is set to 1, the

corresponding bit in the EMIF interrupt masked register (EIMR) will be set and an interrupt will be generated
when the associated interrupt condition occurs. If a bit is cleared to 0, the the corresponding bit in EIMR will
always read 0 and no interrupts will be generated when the associated interrupt condition occurs. Writing a
1 to the WRMSET and ATMSET bits enables each respective interrupt. The EIMSR is shown in Figure 10-
18 and described in Table 24.

Figure 10-18. EMIF Interrupt Mask Set Register (EIMSR)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
| Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
[ Reserved [ATMSET|
R-0 R/W-0

RW = Read/Write, RC = Read/Clear, -n = value after reset, RWP = Read in all modes, write in privileged mode only

Table 10-24. EMIF Interrupt Mask Set Register (EIMSR) Field Descriptions

Bit Name

Value

Description

31-1 Reserved

Reads return 0 and writes have no effect.

0 ATMSET

Asynchronous Timeout Mask Set. This bit determines whether or not
the asynchronous timeout interrupt is enabled. Writing a 1 to this bit
sets this bit, sets the ATMCLR bit in the EMIF interrupt mask clear
register (EIMCR), and enables the asynchronous timeout interrupt.
To clear this bit, a 1 must be written to the ATMCLR bit in EIMCR.

Indicates that the asynchronous timeout interrupt is disabled. Writing
a 0 has no effect.

Indicates that the asynchronous timeout interrupt is enabled. Writing
a 1 sets this bit and the ATMCLR bit in the EMIF interrupt mask clear
register (EIMCR).
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10.4.6 EMIF Interrupt Mask Clear Register (EIMCR)

The EMIF interrupt mask clear register (EIMCR) is used to disable the interrupts. If a bit is read as 1, the
corresponding bit in the EMIF interrupt masked register (EIMR) will be set and an interrupt will be generated
when the associated interrupt condition occurs. If a bit is read as 0, the corresponding bit in EIMR will always
read 0 and no interrupt will be generated when the corresponding interrupt condition occurs. Writing a 1 to
the ATMCLR and WRMCLR bits disables each respective interrupt. The EIMCR is shown in Figure 10-19 and

described in Table 25.

Figure 10-19. EMIF Interrupt Mask Clear Register (EIMCR)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
| Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
[ Reserved [ATMCLR]
R-0 R/W-0

RW = Read/Write, RC = Read/Clear, -n = value after reset, RWP = Read in all modes, write in privileged mode only

Table 10-25. EMIF Interrupt Mask Clear Register (EIMCR) Field Descriptions

Bit Name

Value

Description

31-1 Reserved

Reads return 0 and writes have no effect.

ATMCLR

Asynchronous Timeout Mask Clear. This bit determines whether or
not the asynchronous timeout interrupt is enabled. Writing a 1 to this
bit clears this bit, clears the ATMSET bit in the EMIF interrupt mask
set register (EIMSR), and disables the asynchronous timeout inter-
rupt. To set this bit, a 1 must be written to the ATMSET bit in EIMSR.

Indicates that the asynchronous timeout interrupt is disabled. Writing
a 0 has no effect.

Indicates that the asynchronous timeout interrupt is enabled. Writing
a 1 clears this bit and the ATMSET bit in the EMIF interrupt mask set
register (EIMSR).
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11.1 Introduction

In many applications it is important to be able to change certain parameters in the program without having to
re-flash the device and immediately test these changes either in a hardware-in-the-loop simulation or in a real
environment.

The POM provides a mechanism to redirect accesses to non-volatile memory into a volatile memory external
to the device. The data requested by the CPU will be fetched from the overlay memory instead of the main
non-volatile memory. The overlay memory can be accessed directly by other masters in the system to provide
an easy update path of the stored data. Other masters can be for example the main CPU, DMA, DMM or
JTAG.

11.1.1 Main Features

Redirects program memory accesses to internal/external memory interface (overlay)
Up to 4 MByte of external overlay memory

Provides up to 32 programmable memory regions to replace non-volatile memory

— Programmable region start address

— Programmable region size (64 Bytes up to 256kBytes in power of 2 steps)
Overlay memory is memory mapped

— Wiritable by any master (e.g. CPU, DMA, DMM, etc.)

Memory Patch functionality for production devices

376
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Block diagram

11.2 Block diagram

Figure 11-1. System block diagram for external memory configuration
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11.3 Module Operation

The POM has up to 32 programmable regions. Whenever the CPU requests data from the non-volatile
memory which address falls into one of the programmed regions, the POM will request the data from the
overlay memory. Waitstates will be automatically inserted until the data is available from the overlay memory.
This ensures that the overlay memory has the same (in the case that the latency from overlay memory is less
than the program memory latency) or slower access time than the program memory.

The POM does not provide a feature to write into the overlay memory. The write has to be performed directly
to the memory mapped address space of the overlay memory.

When the module is disabled, no redirection of access will be performed.

11.3.1 Decode Regions

There are 32 decode regions. Regions are defined by a start address and a region size. The start address is
22 bits wide to cover the maximum 4 MByte address space defined for program memory. The region size
ranges from 64 Bytes to 256 kBytes with a step size of power of 2. If a region size of 0 is selected, the region
is disabled. To support overlay memory which has not the same size as the program memory, an overlay
startaddress which is 22 bit wide, can be specified. The size of the overlay region is the same as the program
memory region. The startaddress of both program memory and overlay memory region have to be a multiple
of the programmed region size. When the address of the access falls into one of the programmed regions,
the POM will start requesting the data from the overlay memory address, based on the overlay startaddress.
If the address falls into multiple overlapping regions, the region with the lowest number has highest priority
and only one read request from overlay memory will be initiated. This avoids that regions with the same
program memory address, but different overlay memory addresses, request different data.

Figure 11-2. Region definition example

Program Memory Overlay Memory
0x00000000
0x00001000 64 Byte 1 kByte
0x00 64 Byte

0x00024400

1 kByte
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11.4 Control Registers

11.4.1 Control registers
This section describes the Parameter Overlay Module registers. The registers support only 32-bit writes. The

offset is relative to the associated peripheral select.
Table 11-1. POM Registers

Offset Adf'ess 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register(!) 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

Reserved
0x00

POMGLBCTRL
Page 383

Reserved ON/OFF

SCHEME Reserved FUNC
0x04
POMREV
Page 384

RTL MAJOR CUSTOM MINOR

Reserved
0x08

Reserved
Page 385

Reserved DNM

Reserved STARTADDRESS[21:16]
0x200, 0x210, ...,

POMPRGSTARTx?
Page 385

STARTADDRESS[15:0]

Reserved STARTADDRESS[21:16]

0x204, 0x214, ...,

POMOVLSTARTx
Page 387

STARTADDRESS[15:0]

Reserved
0x208, 0x218, ...,
POMREGSIZEx
Page 388
Reserved SIZE
Reserved
0xFO00
POMITCTRL
Page 389
Reserved
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Table 11-1. POM Registers (Continued)
Reserved
0xFAO
POMCLAIMSET
Page 390
Reserved SET1 | SETO
Reserved
0xFA4
POMCLAIMCLR
Page 391
Reserved CLR1 | CLRO
OXFBO Reserved
POMLOCKAC-
CESS
Page 391 Reserved
Reserved
0xFB4
POMLOCKSTATUS
Page 393
Reserved
Reserved
0xFB8
POMAUTHSTATUS
Page 394
Reserved
Reserved
0xFC8
POMDEVID
Page 395
Reserved
Reserved
0xFCC
POMDEVTYPE
Page 396
Reserved Sub Type Major Type
0xFDO Reserved
POMPERIPHERALI
D4
Page 397 Reserved 4KB Count JEP106 Continuation Code
0XxFD4 Reserved
POMPERIPHERALI
D5
Page 398 Reserved
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Table 11-1. POM Registers (Continued)

OXFD8 Reserved
POMPERIPHERALI

D6

Page 399 Reserved

OXEDC Reserved
POMPERIPHERALI

D7

Page 400 Reserved

OXFEO Reserved
POMPERIPHERALI

DO

Page 401 Reserved Part Number

OxFE4 Reserved
POMPERIPHERALI

D1
Page 402 Reserved JEP106 Identity Code

Part Number

OXFES Reserved
POMPERIPHERALI

D2
Page 403 Reserved Revision JEDEC

JEP106 Identity Code

OXFEC Reserved
POMPERIPHERALI

D3

Page 404 Reserved

OXFFO Reserved
POMCOMPONENT]|

DO

Page 405 Reserved Preamble

OXFF4 Reserved
POMCOMPONENT]

D1

Page 406 Reserved Component Class

Preamble

OxFF8 Reserved
POMCOMPONENT]|

D2

Page 407 Reserved Preamble
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Table 11-1. POM Registers (Continued)

O0XFFC Reserved
POMCOMPONENT]|
D3
Page 408

Reserved Preamble

a.x=0.31
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11.4.2 POM Global Control Register (POMGLBCTRL)
This register contains a key to enable the POM module. Logic remains reset until this key is set.

Figure 11-3. POM Global Control Register (POMGLBCTRL) [offset = 0x00h]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1
Reserved ON/OFF
R-0 R/WP-0101

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-2. POM Global Control Register (POMGLBCTRL) Field Descriptions

Bit Name Value Description
31-4 Reserved Reads return 0 and writes have no effect.
3-0 ON/OFF Turn functionality of POM on or off.
all other POM is held in reset.
NOTE: The key should be written to 0101, to avoid single bit flips
inadvertently turning on the module.
1010 POM is functional.
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11.4.3 POM Revision ID (POMREYV)
This register contains the revision ID of the POM module.
Figure 11-4. POM Revision ID (POMREYV) [offset = 0x04h]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
SCHEME Reserved FUNC
R-0x1 R-0 R-0x0A03
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
RTL MAJOR CUSTOM MINOR
R-0x0 R-0x1 R-0x0 ROx4

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-3. POM Revision ID (POMREYV) Field Descriptions

Bit Name Value Description
31-30 SCHEME 0x1 Used to distinguish between different ID schemes.
29-28 Reserved Reads return 0 and writes have no effect.
27-16 FUNC 0x0A03 Indicates the SW compatible module family
15-11 RTL 0x0 RTL version number
10-8 MAJOR 0x1 Maijor revision number
7-6 CUSTOM 0x0 Indicates a device specific implementation
5-0 MINOR Ox4 Minor revision number
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11.4.4 Reserved

This register is for Tl internal use only.

Figure 11-5. Reserved [offset = 0x08h]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 8 7 6 5 4 3 2 1 0
Reserved DNM
R-0 R/WP-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-4. POM Clock Gate Control Register (POMCLKCTRL) Field Descriptions

Bit Name Value

Description

31-1 Reserved

Reads return 0 and writes have no effect.

0 DNM

Do not modify this bit. Leave it in its reset state. Modifying the bit
while the POM module is switched on can result in unexpected
behavior.
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11.4.5 POM Program Region Start Address Register x (POMPROGSTARTXx)

This register contains the start address of the region in program memory. x goes from 0 to 31, since up to 32

regions can be defined.

Figure 11-6. POM Program Region Start Register x (POMPROGSTARTX) [offset = 0x200, 0x210, ... 0x3F0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved STARTADDRESS[21:16]
R-0 R/WP-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

STARTADDRESS[15:0]

R/WP-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-5. POM Program Region Start Address Register x (POMPROGSTARTX) Field Descriptions

Bit Name Value Description
31-22 Reserved Reads return 0 and writes have no effect.
21-0 STARTADDRESS Defines the startaddress of the program memory region. The star-
taddress has to be a multiple of the region size.

NOTE: If the region start address is programmed to a non-region size
boundary, the region will begin at the next lower region size boundary.

386 Parameter Overlay Module (POM) February 2012



{9 TeExAs
INSTRUMENTS

ti.
www.ti.com Control Registers

11.4.6 POM Overlay Region Start Address Register x (POMOVLSTARTX)

This register contains the start address of the region in overlay memory. x goes from 0 to 31, since up to 32
regions can be defined.

Figure 11-7. POM Overlay Region Start Register x (POMOVLSTARTX) [offset = 0x204, 0x214, ..., 0x3F4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved STARTADDRESS[21:16]
R-0 R/WP-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

STARTADDRESS[15:0]

R/WP-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-6. POM Overlay Region Start Address Register x (POMOVLSTARTX) Field Descriptions

Bit Name Value Description
31-22 Reserved Reads return 0 and writes have no effect.
21-0 STARTADDRESS Defines the startaddress of overlay memory region. The startad-
dress has to be a multiple of the region size.

NOTE: If the region start address is programmed to a non-region size
boundary, the region will begin at the next lower region size boundary.
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11.4.7 POM Region Size Register x (POMREGSIZEXx)

This register contains the region size for both program memory and overlay memory. x goes from 0 to 31,
since up to 32 regions can be defined.

Figure 11-8. POM Region Size Register x (POMREGSIZEX) [offset = 0x208, 0x218, ..., 0x3F8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved SIZE
R-0 R/WP-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-7. POM Region Size Register x (POMREGSIZEX) Field Descriptions

Bit Name Value Description
31-4 Reserved Reads return 0 and writes have no effect.

3-0 SIZE 0000b Region disabled

0001b 64 Bytes

0010b 128 Bytes

1101b 256 kBytes

1110b Reserved

1111b Reserved

NOTE: If the region is enabled by writing a non-zero value to the SIZE
bitfield, it will take up to 3 VCLK cycles until the write takes effect. If
during this time an access to the programmed region is taking place
and the POM is already enabled in the POMGLBCTRL register, it either
decodes the previous setting of the SIZE field or the access will be
directed to the program memory when the region was disabled.
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11.4.8 POM Integration Control Register (POMITCTRL)

This is a CoreSight register and is for debug purpose only. The integration functionality is not implemented.
The register reads 0x00000000.

Figure 11-9. POM Integration Control Register (POMITCTRL) [offset = 0xF00]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-8. POM Integration Control Register (POMITCTRL) Field Descriptions

Bit Name Value Description

31-0 Reserved Reads return 0 and writes have no effect.
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11.4.9 POM Claim Set Register (POMCLAIMSET)

This is a CoreSight register and is for debug purpose only. This register allows different masters to claim the
control for the POM module. There is no control functionality for POM register accesses implemented. The
only functionality of these bits is to indicate that another master is controlling the module.

Figure 11-10. POM Claim Set Register (POMCLAIMSET) [offset = 0xFAO]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved SET1 SETO
R-0 RWP-1 R/WP-1

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-9. POM Claim Set Register (POMCLAIMSET) Field Descriptions

Bit Name Value Description
31-2 Reserved Reads return 0 and writes have no effect.
1 SET1 The module is claimed
0 Read: This claim tag bit is not implemented

Write: no effect

Read: This claim tag is implemented
Write: Set claim tag

0 SETO The module is claimed

0 Read: This claim tag bit is not implemented
Write: no effect

1 Read: This claim tag is implemented
Write: Set claim tag
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11.4.10 POM Claim Clear Register (POMCLAIMCLR)

This is a CoreSight register and is for debug purpose only. This register allows different masters to claim the
control for the POM module. There is no control functionality for POM register accesses implemented. The
only functionality of these bits is to indicate that another master is controlling the module.

Figure 11-11. POM Claim Clear Register (POMCLAIMCLR) [offset = 0xFA4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved CLR1 CLRO
R-0 RWP-1 R/WP-1

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-10. POM Claim Clear Register (POMCLAIMCLR) Field Descriptions

Bit Name Value Description
31-2 Reserved Reads return 0 and writes have no effect.
1 CLR1 The module is claimed
Read: Current claim tag value
Write 0: no effect
Write 1: Clear claim tag
0 CLRO The module is claimed

Read: Current claim tag value
Write 0: no effect
Write 1: Clear claim tag
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11.4.11 POM Lock Access Register (POMLOCKACCESS)
This is a CoreSight register and is for debug purpose only. The register reads 0x00000000.

Figure 11-12. POM Lock Access Register (POMLOCKACCESS) [offset = 0xFBO0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-11. POM Lock Access Register (POMLOCKACCESS) Field Descriptions

Bit Name Value Description

31-0 Reserved Reads return 0 and writes have no effect.
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11.4.12 POM Lock Status Register (POMLOCKSTATUS)
This is a CoreSight register and is for debug purpose only. The register reads 0x00000000.

Figure 11-13. POM Lock Status Register (POMLOCKSTATUS) [offset = 0xFB4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-12. POM Lock Status Register (POMLOCKSTATUS) Field Descriptions

Bit Name Value Description

31-0 Reserved Reads return 0 and writes have no effect.
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11.4.13 POM Authentication Status Register (POMAUTHSTATUS)
This is a CoreSight register and is for debug purpose only. The register reads 0x00000000.

Figure 11-14. POM Authentication Status Register (POMAUTHSTATUS) [offset = 0xFB8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-13. POM Authentication Status Register (POMAUTHSTATUS) Field Descriptions

Bit Name Value Description

31-0 Reserved Reads return 0 and writes have no effect.
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11.4.14 POM Device ID Register (POMDEVID)

This is a CoreSight register and is for debug purpose only. The register reads 0x00000000.

Figure 11-15. POM Device ID Register (POMDEVID) [offset = 0xFC8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0
R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;
Table 11-14. POM Device ID Register (POMDEVID) Field Descriptions
Bit Name Value Description
31-0 Reserved Reads return 0 and writes have no effect.
February 2012 Parameter Overlay Module (POM) 395




Control Registers

{? TEXAS
INSTRUMENTS

www.ti.com

11.4.15 POM Device Type Register (POMDEVTYPE)
This is a CoreSight register and is for debug purpose only. The device type register defines the CoreSight

module class.

Figure 11-16. POM Device Type Register (POMDEVTYPE) [offset = 0xFCC]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 8 7 6 5 4 3 2 1 0
Reserved Sub Type Major Type
R-0 R-0x0 R-0x4

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-15. POM Device Type Register (POMDEVTYPE) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return 0 and writes have no effect.
7-4 Sub Type 0x0 Other

3-0 Major Type 0x4 Debug Control
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11.4.16 POM Peripheral ID 4 Register (POMPERIPHERALID4)

This is a CoreSight register and is for debug purpose only. This register shows the peripheral identification of
the CoreSight component.

Figure 11-17. POM Peripheral ID 4 Register (POMPERIPHERALID4) [offset = 0xFDO0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved 4KB Count JEP106 Continuation Code
R-0 R-0x0 R-0x0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-16. POM Peripheral ID 4 Register (POMPERIPHERALID4) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return 0 and writes have no effect.
7-4 4KB Count 0x0 only 4KB implemented
3'0 JEP Continuation OXO JEP106 Code
Code
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11.4.17 POM Peripheral ID 5 Register (POMPERIPHERALIDS)
This is a CoreSight register and is for debug purpose only. This register reads 0x00000000.

Figure 11-18. POM Peripheral ID 5 Register (POMPERIPHERALID5) [offset = 0xFD4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-17. POM Peripheral ID 5 Register (POMPERIPHERALID5) Field Descriptions

Bit Name Value Description

31-0 Reserved Reads return 0 and writes have no effect.
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11.4.18 POM Peripheral ID 6 Register (POMPERIPHERALIDG)
This is a CoreSight register and is for debug purpose only. This register reads 0x00000000.

Figure 11-19. POM Peripheral ID 6 Register (POMPERIPHERALIDG) [offset = 0xFD8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-18. POM Peripheral ID 6 Register (POMPERIPHERALIDG6) Field Descriptions

Bit Name Value Description

31-0 Reserved Reads return 0 and writes have no effect.

February 2012 Parameter Overlay Module (POM) 399



{? TEXAS
INSTRUMENTS

ti.
Control Registers www_ti.com

11.4.19 POM Peripheral ID 7 Register (POMPERIPHERALID?)
This is a CoreSight register and is for debug purpose only. This register reads 0x00000000.

Figure 11-20. POM Peripheral ID 7 Register (POMPERIPHERALID7) [offset = 0xFDC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-19. POM Peripheral ID 7 Register (POMPERIPHERALID7) Field Descriptions

Bit Name Value Description

31-0 Reserved Reads return 0 and writes have no effect.
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11.4.20 POM Peripheral ID 0 Register (POMPERIPHERALIDO)

This

is a CoreSight register and is for debug purpose only. This register shows the peripheral identification of

the CoreSight component.

Figure 11-21. POM Peripheral ID 0 Register (POMPERIPHERALIDO) [offset = 0xFEO0]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved Part Number
R-0 R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-20. POM Peripheral ID 0 Register (POMPERIPHERALIDO) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return 0 and writes have no effect.
7-0 Part Number 0x0 Reads 0, since POMREYV defines the module

February 2012
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11.4.21 POM Peripheral ID 1 Register (POMPERIPHERALID1)

This is a CoreSight register and is for debug purpose only. This register shows the peripheral identification of
the CoreSight component.

Figure 11-22. POM Peripheral ID 1 Register (POMPERIPHERALID1) [offset = OxFE4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved JEP106 Identity Code Part Number
R-0 R-0x7 R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-21. POM Peripheral ID 1 Register (POMPERIPHERALID1) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return 0 and writes have no effect.
-4 | JEP106 Identity Ox7 Part of TI JEDEC number
Code
3-0 Part Number 0x0 Reads 0, since POMREYV defines the module
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11.4.22 POM Peripheral ID 2 Register (POMPERIPHERALID2)
This is a CoreSight register and is for debug purpose only. This register shows the peripheral identification of

the CoreSight component.

Figure 11-23. POM Peripheral ID 2 Register (POMPERIPHERALID2) [offset = OxFE8]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 8 7 6 5 4 3 2 1 0
Reserved Revision JEDEC JEP106 Identity Code
R-0 R-0x0 R-1 R-0x1

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-22. POM Peripheral ID 2 Register (POMPERIPHERALID2) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return 0 and writes have no effect.
7-4 Revision 0x0 Reads 0, since POMREYV defines the module
3 JEDEC 0x1 Indicates JEDEC assigned value
2-0 JEP106 Identity 0x1 JEDEC+JEP106 Identity Code (POMPERIPHERALID2)+JEP106
Code Identity Code (POMPERIPHERALID1) form TI JEDEC ID of 0x97

February 2012

Parameter Overlay Module (POM)

403



{? TEXAS
INSTRUMENTS

ti.
Control Registers www_ti.com

11.4.23 POM Peripheral ID 3 Register (POMPERIPHERALID3)
This is a CoreSight register and is for debug purpose only. This register reads 0x00000000.

Figure 11-24. POM Peripheral ID 3 Register (POMPERIPHERALID3) [offset = OxFEC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-23. POM Peripheral ID 3 Register (POMPERIPHERALID3) Field Descriptions

Bit Name Value Description

31-0 Reserved Reads return 0 and writes have no effect.
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11.4.24 POM Component ID 0 Register (POMCOMPONENTIDO0)
This is a CoreSight register and is for debug purpose only.

Figure 11-25. POM Component ID 0 Register (POMCOMPONENTIDO) [offset = 0xFFO0]

31 30 29 28 27 26 24 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 8 4 3 2 1
Reserved Preamble
R-0 R-0x0D

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-24. POM Component ID 0 Register (POMCOMPONENTIDO) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return 0 and writes have no effect.
7-0 Preamble 0x0D Preamble
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11.4.25 POM Component ID 1 Register (POMCOMPONENTID1)
This is a CoreSight register and is for debug purpose only.

Figure 11-26. POM Component ID 1 Register (POMCPOMPONENTID1) [offset = 0xFF4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved Component Class Preamble
R-0 R-0x9 R-0x0

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-25. POM Component ID 1 Register (POMCOMPONENTID1) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return 0 and writes have no effect.

7-4 Component Class 0x9 CoreSight Component

3-0 Preamble 0x0 Preamble

406 Parameter Overlay Module (POM) February 2012



{'f TeExAs
INSTRUMENTS

ti.
www.ti.com Control Registers

11.4.26 POM Component ID 2 Register (POMCOMPONENTID2)
This is a CoreSight register and is for debug purpose only.

Figure 11-27. POM Component ID 2 Register (POMCPOMPONENTID2) [offset = 0xFF8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved Preamble
R-0 R-0x05

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-26. POM Component ID 2 Register (POMCOMPONENTID2) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return 0 and writes have no effect.
7-0 Preamble 0x05 Preamble
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11.4.27 POM Component ID 3 Register (POMCOMPONENTID3)
This is a CoreSight register and is for debug purpose only.

Figure 11-28. POM Component ID 3 Register (POMCPOMPONENTID3) [offset = OxFFC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved Preamble
R-0 R-0xB1

R = Read in all modes; WP = Write in privilege mode only; -n = value after reset; -x = indeterminate;

Table 11-27. POM Component ID 3 Register (POMCOMPONENTID3) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return 0 and writes have no effect.
7-0 Preamble 0xB1 Preamble
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The general-purpose input/output (GIO) module provides the TMS570 family of devices with input/output (I/
O) capability. The I/O pins are bidirectional and bit-programmable. The GIO module also supports external

interrupt capability.
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12.1 Overview

The GIO module on this device supports two ports, GIOA and GIOB. Each module has 8 I/O pins. The I/O
pins are bidirectional and bit-programmable. The GIOA module also supports external interrupt capability.

Figure 12-1. Device Level Overview

GIOA[7:0)/INT[7:0]«¢ GIOA

A
A 4

External
interrupt block |[¢———»

v
VIM

A
A 4

(snq |esayduad) dSngA

GIOB[7:0] «—}—» GIOB

A
A 4

TMS570

The GIO module has the following features:
» Each I/O pin is controlled by bits in these registers:
— Data direction (GIODIR)
— Data input (GIODIN)
— Data output (GIODOUT)
— Data set (GIODSET)
— Data clear (GIODCLR)
— Open drain (GIOPDR)
— Pull disable (GIOPULDIS)
— Pull select (GIOPSL)
+ The interrupts have the following characteristics:
— Programmable interrupt detection either on both edges or on a single edge (set in GIOINTDET)
— Programmable edge-detection polarity, either rising or falling edge (set in GIOPOL register)
— Individual interrupt flags (set in GIOFLG register)

— Individual interrupt enables, set and cleared through GIOENASET and GIOENACLR registers
respectively

— Programmable interrupt priority, set through GIOLVLSET and GIOLVLCLR registers
* Internal pullup/pulldown allows unused I/O pins to be left unconnected.
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12.2 Quick Start Guide

The GIO module comprises two separate components: an input/output (I/O) block and an external interrupt
block. Figure 12-2 and Figure 12-3 shows what the user should do after power reset to configure the GIO

module as I/O and external interrupt.

Figure 12-2. 1/0 Function Quick Start Flow Chart

Power Reset |

v

Enable Peripherals by setting PENA bit in Clock Con-
trol Register (OXFFFFFFDO)

v

Enable GIO through PCR (Check device datasheet for
the peripheral select)

v

‘ Bring GIO out of reset (See register GIOGCRO) ‘

v

Configure as input/output?

Inputl

%Output

Clear corresponding bits in GIODIR to 0

Set corresponding bits in GIODIR to 1

Enable pull?
N Y

Y N

Set corresponding bits in
GIOPDR to 1

Clear corresponding bits in
GIOPULDIS to 0

Set corresponding bits in
GIOPULDIS to 1

Clear corresponding bits in
GIOPDR to 0

Pull up/down?

Clear corresponding Set corresponding bits

Down Up

>
| Output 1 or 07 0

bits in GIOPSL to 0 in GIOPSL to 1 Write 1 to corresponding bis
¢ ¢ in GIODSET

y

Write 1 to corresponding bits
in GIODCLR

Read corresponding bits in GIODIN, getting input
value

February 2012

General-Purpose Input/Output (GIO) Module

411



{? TEXAS
INSTRUMENTS

www.ti.com

Quick Start Guide

Figure 12-3. External Interrupt Function Quick Start Flow Chart

Power Reset

v

‘ Enable Peripherals by setting PENA bit in Clock Control Register (0xFFFFFFDO) ‘

’

‘ Enable GIO through PCR (Check device datasheet for the peripheral select) ‘

v

Initialize vector interrupt table - Map GIO low level interrupt and / or high level
interrupt service routine to pre-defined device specific interrupt channel. (Check
device datasheet)

v

| Enable the FIQ/IRQ interrupt in VIM (Check VIM User Guide) |

v

‘ Enable the FIQ/IRQ interrupt in CPU (Check CPU User Guide) ‘

v

‘ Bring GIO out of reset (See register GIOGCRO) ‘

v

Both e dgeﬁ)th rising and falling edge / single edge trigger interrupt? iSingle edge

Set corresponding bits in GIOINTDET to 1 | | Clear corresponding bits in GIOINTDET to 0

|

Rising/Falling edge?

Rising Falling
Set corresponding bits in Clear corresponding bits in
GIOPOL to 1 GIOPOL to 0

| |
v

Configure as high /low level interrupt?

High levell
Write 1 to corresponding bits in GIOLVLSET ‘ ‘ Write 1 to corresponding bits in GIOLVLCLR

v v

‘ Write OXFF to clean the GIO interrupt flag register GIOFLG ‘

v

‘ Write 1 to corresponding bits in GIOENASET to enable interrupt ‘

lLow level

In GIO interrupt service routine, user shall read the GIO offset register GIOOFFA / GIOOFFB (depending on
high/low level interrupt) to clear the flag and find the pending interrupt GIO channel.
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12.3 Functional Description of GIO Module

The GIO module (see Figure 12-4) comprises two separate components: an input/output (1/0) block and an
external interrupt block. The GIO module has 2 ports (A and B) with 8 pins (0 through 7) per port. The pins
for port B handle the standard I/O functions only; see Figure 12-4. Port A can handle interrupts in addition to
the standard 1/O functions.

Figure 12-4. GIO Module Diagram

Port B . 5
< C

IOblock [« ™%

PortA B
=

>

(]

o

External o

> interrupt block S

The pins on port A, shown in Figure 12-5, are all interrupt-capable pins and can be used to handle either
general 1/O functions or external interrupt signals. The pins are connected to both an I/O block and an
external interrupt block. Each of the eight I/O blocks is connected to the VBUSP bus, whereas the interrupt
blocks are physically attached to a single high-level-interrupt-handling block and to a single low-level-
interrupt-handling block. The high-level-interrupt-handling block, which is also denoted as level A, and the
low-level-interrupt-handling block, which is also denoted as level B, each send one signal to the vectored
interrupt manager (M3VIM) for processing. The interrupt priority of level A and level B interrupt handling
blocks can be re-programmed in the M3VIM.

Figure 12-5. GIO Port A Module Diagram

Pin 0
1/0 block <
|_|External interrupt block
Pin 1
1/0 block < g
L_]External interrupt block

L Low-level To
(level B) ——
interrupt handling M3Vl

A 2 4

High-level To
(Ievel A) +M3V|
interrupt handling

(snq |esayduad) 4SNGA

[ ]
YYVY

Pin7

D—|: 1/0 block
External interrupt block

12.3.1 GIO Block Diagram

The GIO block diagram (see Figure 12-6) represents the flow of information through a pin. The shaded area
corresponds to the 1/O block; the unshaded area corresponds to the external interrupt block.

Because port B is not interrupt-capable, the block diagram for that port reduces to the shaded portion of the
block diagram in Figure 12-6.
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Figure 12-6. GIO Block Diagram
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1 A single low-level-interrupt-handling block and a single high-level-interrupt-handling block service all of the interrupt-capable external pins,
but only one pin can be serviced by an interrupt block at a time.

12.3.2 1/0O Blocks

Each pin serviced by port A and B contains its individual 1/0 block.

12.3.2.1

1/0 Function

The GIO module sends data to the external pin through the output buffer and receives data from the external
pin through the input buffer (see Figure 12-6). The associated registers are:

* GIODIR[7:0] —Controls the direction that information is sent. The GIODIR[7:0] register determines
whether or not values in the data output register are sent to the external pin. The input buffer is enabled
except in the case when the pin direction is set as an input (GIODIR[7:0]) AND the pull control is disabled
(GIOPULDIS[7:0]) AND pull down is selected as the pull bias (GIOPSL[7:0]). Refer to Table 12-1. When
the input buffer is enabled, information that is sent to the external pin is also received in the input buffer.
GIODOUT[7:0] —Controls what information is sent to the external pin when it is configured as an output.
When the output buffer is enabled, writing values to the data output register (GIODOUT]J7:0]) applies a
voltage to the output pin. A low value (0) written to the data output register forces the pin to a low output
voltage (Vg or lower). A high value (1) written to the data output register forces the pin to a high output
voltage (Vgn or higher) if the open drain functionality is disabled (GIOPDR[7:0]). If open drain functionality
is enabled, a high value (1) written to the data output register forces the pin to a high impedance state (z).

414 General-Purpose Input/Output (GIO) Module
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+ GIODIN[7:0] —Receives the information from the external pin. A high voltage (V| or greater) applied to
the pin causes a high value (1) in the data input register (GIODIN[7:0]). When a low voltage (V,_or less)
is applied to the pin, the data input register reads a low value (0). The V| and V,,_values are device specific
and can be found in the device datasheet.

+ GIOPDR[7:0] —Controls the open drain configuration of the pin. If the pin is set as open drain, a high value
(1) written to the data output register (GIODOUT[7:0]) forces the pin to a high impedance state (z). Open
drain functionality is enabled or disabled using the open drain register GIOPDR][7:0].

* GIOPULDIS[7:0] —Disables the pull control capability at pin. The pull functionality for the pin can be
enabled or disabled in the GIOPULDIS[7:0] register.

* GIOPSL[7:0] —Selects the pull type at pin. Pull down or pull up can be selected using the GIOPSL[7:0]
register.
12.3.2.2 Output Control Registers

When a GIO pin is configured as an output pin, the value in the data output register (GIODOUT[7:0]) specifies
the voltage applied to the external pin. The GIO module provides three ways of communicating with the data
output register (see Figure 12-7).

» The control register bit can be written directly by writing to the data output register (GIODOUT[7:0]).
» The data output register bit can be set to 1 using the data set register (GIODSET[7:0]).
» The data output register bit can be cleared to 0 using the data clear register (GIODCLR[7:0]).

Figure 12-7. Communication With the Data Output Register
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The GIODSET[7:0] and GIODCLR[7:0] registers allow improved handling of data. The data set and data clear
registers preclude any possibility of a read-modify-write (RMW) operation. RMW operations are possible
when the CPU reads a register, performs some action (for example, an OR operation), and then writes the
values back into the register. Under such conditions, it is possible that the contents of the original register
(GIODOUT]7:0]) can change (for example, an interrupt procedure) between the time when the CPU originally
reads the register and the time when the CPU writes the new value. If the contents of the register changes
between the time the CPU reads the register and the time it writes the new value to that register, then the
CPU has ended up using an outdated register value as the basis for its operations, and therefore generates
an erroneous result from those operations that also ends up being written back into the register. RMW
operations can be avoided by using the GIODSET[7:0] and GIODCLR[7:0] registers.

12.3.2.3  Pullup/Pulldown Function

GIO module pins can have either an active pullup or active pulldown that makes it possible to leave the pins
unconnected externally when the pins are input pins. The pull capability is enabled by programming the
GIOPULDIS[7:0] register. By enabling the pull capability, the default pull on the GIO pins, as indicated in the
device datasheet, are enabled. The pins also have the capability to be programmed as either a pullup or a
pulldown using the GIOPSL][7:0] register. Programming GIOPSL][7:0] overrides the default pull on the pins.
See Table 12-1.

The default pullup/pulldown functionality of all GIO pins at system reset is pulldown.
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Note:

Itis possible to disable the GIO Input buffer altogether by configuring the pin direction
to input via the GIODIR[A-B][7:0], disabling the pin's pull functionality using
GIOPULDIS[7:0], and setting the pin's corresponding bit in the GIOPSL[7:0] to 0.
Once an input buffer is disabled, the external signal can not be read from the buffer
internally.

12.3.2.4 Open Drain Function

The GIO pins can be configured to include an open drain functionality using the GIOPDR[7:0] registers, when
the pins are configured as output pins. When the open drain functionality is enabled (GIOPDR[7:0] =1),a 0
written to the data output register GIODOUT[7:0] forces the pin to a low output voltage (Vg or lower),
whereas a 1 written to the data output register forces the pin to a high impedance state. The open drain
functionality is disabled when the pin is configured as an input pin.

12.3.2.5 Summary
The behavior of the input buffer, output buffer, and the pull control is summarized in Table 12-1.

Table 12-1. Input Buffer, Output Buffer, and Pull Control Behavior as GPIO Pins

Device Pin
under Direction Pull Disable Pull Select
Reset? (GIODIR) (GIOPULDIS) (GIOPSL) Pull Control Output Buffer  Input Buffer

Yes X X X Device- and Disabled Depends on pull
module-specific control

No 0 0 0 Pull down Disabled Enabled

No 0 0 1 Pull up Disabled Enabled

No 0 1 0 Disabled Disabled Disabled

No 0 1 1 Disabled Disabled Enabled

No 1 X X Disabled Enabled Enabled

X = Don't care
GIODIR = 0 for input, 1 for output
GIOPULDIS = 0 for enabling pull control
= 1 for disabling pull control
4  GIOPSL= 0 for pull-down functionality
= 1 for pull-up functionality
5 If open drain is enabled, output buffer will be disabled if output 1.

WN =

12.3.3 External Interrupt Block

Each interrupt-capable pin connects to the GIO module’s single low-level-interrupt-handling block and single
high-level-interrupt-handling block. Depending on the priority, the interrupt signal is sent through the
appropriate offset register to the vectored interrupt manager (M3VIM) in the system module (see Section
12.3.3.3). Figure 12-8 shows the external interrupt block.
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Figure 12-8. External Interrupt Block
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12.3.3.1 Edge Detection and the Flag Register

The edge-detection hardware and flag register, like the input buffer, are always enabled. The GIOINTDET
register specifies whether interrupt detection is on both edges or on a single edge only. If interrupt detection
is on a single edge only, then the GIOPOL register is used to define whether a rising edge or a falling edge
is recognized as an interrupt.

Arising edge occurs when the voltage on a given pin transitions from a low value (V|_or lower) to a high value
(V\n or higher). The voltage on the external pin must remain at the high level for at least one VCLK cycle to
ensure recognition. (For an explanation of VCLK, please refer to TMS570 architecture user guide).

A falling edge occurs when the voltage on the external pin transitions from a high value (V4 or higher) to a
low value (V_or lower). The voltage on the external pin must remain at the low level for at least one VCLK
cycle to ensure recognition. (GIOPOL behaves differently in a low-power state. See Section 12.4.2 for more
information.)

The corresponding flag in the GIOFLG register is set when a transition appearing on the external pin matches
the combination of edges chosen by the GIOINTDET and GIOPOL registers. For example, to set the flag on
only a rising edge on pin 2 of GIO port A, clear the bit in the interrupt detection register (GIOINTDET[2] = 0),
and set the bit in the polarity register (GIOPOL[2] = 1). Then, when the signal transition takes place, the GIO
module will set the appropriate flag in the flag register (GIOFLG[2] = 1).

Note: Setting Flag With Interrupt Disabled

A flag can be set whether or not the interrupt is enabled. The flag register can then be
polled instead of driving an interrupt. Additionally, the flag should not be set before
enabling the interrupt; specifically, the flag register should be cleared before enabling
the interrupt.

The edge-detection hardware responds to voltages on the external pin and does not discriminate between
the source of these voltages. Therefore, the interrupt will respond to the correct edge even when generated
from a pin whose output buffer is enabled.

12.3.3.2 Interrupts and Interrupt Levels

The interrupt flag is set when an edge transition on the external pin is detected and matches the edge as
chosen by the GIOINTDET and GIOPOL registers. An interrupt can be generated from the set flag if the
interrupt is enabled (see Figure 12-8).

The external interrupt can be enabled or disabled using the GIOENASET and GIOENACLR register bits
respectively. These two registers are physically implemented as a single register. If the interrupt is enabled,
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the signal with an appropriate edge leads to an interrupt. If multiple interrupts occur simultaneously, the GIO
module must prioritize the interrupts so that they can be handled in the proper order.

The order in which simultaneous GIO interrupts are processed is determined by the following criteria:

1. The GIO priority control registers (GIOLVLSET and GIOLVLCLR) provide a software-implemented
prioritization scheme. Each pin can be set as either a high-level (level A) or low-level interrupt (level B). By
default in the Vectored Interrupt Manager (M3VIM), interrupts with level A are higher priority than those of
level B and therefore are serviced first. However, the priority of level A and level B can be re-programmed
in the M3VIM. Refer to the M3VIM module user’s guide. The handling of interrupts with the same priority
is determined by the interrupt with the lowest bit value having the highest priority. This prioritization is
hardwired into the module.

Note: Wakeup Condition

GIOA interrupts are also used to awaken the device from the low power modes. The
wakeup interrupt is level-based rather than edge-based. Please refer to VIM user
guide for wakeup configuration.

Table 12-2 shows an example of how interrupt priorities are determined. Four interrupts occur simultaneously
on GIO port A pins 3-0, and are handled as following:

1. The interrupts on pin 1 and pin 0 are both sent to the Vectored Interrupt Manager (M3VIM) for servicing
because they have the lowest bit values among the high-level and low-level interrupts. Assuming that the
M3VIM is set to service level A interrupt priority before level B interrupt priority, pin 1 is serviced first
because it is the high-priority interrupt of the two.

2. Next, the interrupts on pin 3 and pin 0 are sent to the M3VIM for servicing. The interrupt on pin 3 is serviced
because it is the only remaining high-priority interrupt.

3. The interrupt on pin 0 is serviced third because it has the lowest bit value.
The interrupt on pin 2 is serviced last because it is the only remaining interrupt.

Table 12-2. Determining Interrupt Priority

Pin (bit) 3 2 1 0
Priority High Level Low Level High Level Low Level
(Level A) (Level B) (Level A) (Level B)

Order 2 4 1 3

12.3.3.3 High-Level-Interrupt Block and Low-Level-Interrupt Block

The interrupt-handling blocks each contain two registers: an offset register and an emulation register. The
high-level interrupts are denoted as level A and consequently, the registers for the high-level-interrupt-
handling block are GIOOFFA and GIOEMUA; see Figure 12-9. Likewise, the registers for the low-level-
interrupt-handling block (denoted as level B) are GIOOFFB and GIOEMUB; see Figure 12-10.
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Figure 12-9. High-Level-Interrupt-Handling Block
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Figure 12-10. Low-Level-Interrupt-Handling Block
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The read-only registers GIOOFFA and GIOOFFB generate a numerical offset value that represents the
highest-priority pending external interrupt (see Table 12-3). The offset can be used to locate the position of
the interrupt routine in the vector table. A read of the offset register clears the offset register and the
corresponding flag bit in the GIOFLG register.

The high-level offset register, GIOOFFA, receives signals from each active interrupt that is configured as
high-level. The GIOOFFA displays the high-level interrupt with the highest priority (that is, the interrupt that
was generated by the lowest bit in the flag register). Similarly, the GIOOFFB displays the low-level interrupt
with the highest priority.

The emulation control registers (GIOEMUA and GIOEMUB) mirror the offset registers. The emulation
registers contain a numerical offset value that represent the highest priority pending external interrupt (see
Table 12-3). A read of the emulation registers does not clear any bit in any register. These registers allow the
device emulator to read and display the offset register values without affecting interrupt execution.

Table 12-3. GIO Offset A Values and Corresponding Interrupt

GIOOFF(5-0) Pending External Interrupt

000000 No interrupt
000001 Interrupt 0
000010 Interrupt 1
000011 Interrupt 2
000100 Interrupt 3
001000 Interrupt 7
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GIOOFF(5-0) Pending External Interrupt

0001001- Reserved
111111

Table 12-4 illustrates how to identify the interrupt being serviced. In this example, interrupts are enabled for
pins 0, 1 and 2 and all three pins are set to the same interrupt level (same priority). This example assumes
that interrupts on pins 0 and 2 occur simultaneously. Reading the flag control register, GIOFLG, returns a
value of xxxxx101, indicating that interrupt flags have been set for pins 0 and 2. The first five values are
indeterminate because only pins 0, 1 and 2 are interrupt-enabled. Reading the offset B control register,
GIOOFFB, returns a value of 00000001, indicating that the interrupt on pin 0 is currently being processed
(see Table 12-3).

Table 12-4. Reading the Offset Register to Determine Serviced Interrupt

Bits 7 6 5 4 3 2 1 0
GIOENA Reserved 1 1 1
GIOPOL Reserved 1 0 0
GIOFLG Reserved 1 0 1

GIOLVL Reserved 0 0 0
GIOOFFA 0 0 0 0 0 0 0 0
GIOEMUA 0 0 0 0 0 0 0 0
GIOOFFB 0 0 0 0 0 0 0 1
GIOEMUB 0 0 0 0 0 0 0 1

12.3.3.4 Special Considerations for Interrupts
Please note that interrupts are subject to the following special considerations:

» To use the enabled pins as interrupts, the 1/O function of the pins are typically set as input. If the pin’s /O
function is set as output, the signal feeds directly into the input. In this case, interrupts are only generated
when the device toggles the data output register, thereby creating the appropriate interrupt edge. See
section 12.6.1, Example: Setting Interrupts and Configuring Pins for Output, page 445.

» The interrupt flag can be set even though the interrupt is not enabled. Therefore, you must clear the flag
register before enabling the interrupts to ensure that a spurious interrupt is not generated. See section
12.6.3, Example: Clearing Interrupt Flags and Setting Interrupts, page 447.

 If interrupts are enabled when GIODIN[7:0] is read, the bits corresponding to the enabled interrupts must
be masked to avoid ambiguous results. For example, if GIO port A pins [2:0] are configured as interrupts
and pins [7:3] are configured as inputs (V|4 applied), then a read of GIODINO will read 11111xxx, where
the x values are interrupt levels and not inputs. Mask the input register against (in this case) 11111000.
See section 12.6.4, Example: Reading Port B Input Register, page 447.
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12.4 Device Modes of Operation
The GIO module behaves differently in different modes of operation. There are two main modes:
* Emulation mode
* Power-down mode (Low-power mode)
— Module level power-down
— Device level power-down

12.4.1 Emulation Mode

Emulation mode is used by debugger tools to stop the CPU at breakpoints to read registers. When the device
is in emulation mode, it pulls the suspend signal high.

Note: Emulation Mode and Emulation Registers

Emulation mode is a mode of operation of the device and is separate from the GIO
emulation registers (GIOEMUA and GIOEMUB). The contents of these emulation
registers are identical to the contents of GIO offset registers (GIOOFFA and
GIOOFFB). Both emulation registers and GIO offset registers are NOT cleared when
they are read in emulation mode. GIO offset registers are cleared when they are read
in normal mode (other than emulation mode). The emulation registers are NOT
cleared when they are read in normal mode. The intention for the emulation registers
is that software can use them without clearing the flags.

During emulation mode:

» External interrupts are not captured because the M3VIM is unable to service interrupts.
* Any register can be read without affecting the state of the system.

» A write to a register affects the state of the system.

12.4.2 Power-Down Mode (Low-Power Mode)

In the power-down mode, the clock signal to the GIO module is disabled. Thus, there is no switching and the
only current draw comes from leakage current. The GIO module has two power-down modes: module-level
power down and device-level power down. In both these power-down modes (low-power modes), interrupt
pins become level-sensitive rather than edge-sensitive. The polarity bit changes function from falling edge
and rising edge to low and high. A corresponding level on an interrupt pin pulls the module out of low-power
mode.

12.4.2.1 Module-Level Power Down

The GIO module can be placed into a power down state by disabling the GIO peripheral module via the
appropriate bit in the peripheral power down register. Please refer to the Peripheral Central Resource
Register for details.

12.4.2.2 Device-Level Power Down

The entire device can be placed in one of the pre-defined low-power modes: doze, snooze, or sleep. See the
device datasheet for details.
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12.5 GIO Control Registers

Table 12-5 shows the summary of the GIO registers. It has two ports designated A—B (GIOA is interrupt
capable ports), with eight pins per port. As an example, port B bits [2:0] of the GIODIR register would be
represented as GIODIR[B][2:0]. Each port has a set of registers that control the I/O function of the pins for
that port - they are GIODIR[A-B][7:0], GIODIN[A-B][7:0], GIODOUT[A-B][7:0], GIODSET[A-B][7:0],
GIODCLR[A-B][7:0], GIOPDR[A-B][7:0], GIOPULDIS[A-B][7:0], and GIOPSL[A-B][7:0].

The registers are accessible in 8-, 16-, and 32-bit reads or writes. Consult the device-specific data sheet to
verify the pin configuration. The start address for the GIO module is 0xFFF7BCOO.

Table 12-5. GIO Control Register Summary
31 30 |29 |28 27 26 25 24 23 22 71 20 |19 18 7 |16

Offset Address
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

Reserved
O0xFFF7BCO00
GIOGCRO
Page 425

Reserved RESE

Reserved

OxFFF7BC08

GIOINTDET
Page 426

Reserved GIOINTDET 0[7:0]

Reserved
OxFFF7BCOC
GIOPOL
Page 427

Reserved GIOPOL 0[7:0]

Reserved

OxFFF7BC10

GIOENASET
Page 428

Reserved GIOENASET 0[7:0]

Reserved

OxFFF7BC14

GIOENACLR
Page 428

Reserved GIOENACLR 0[7:0]

Reserved

OxFFF7BC18

GIOLVLSET
Page 430

Reserved GIOLVLSET 0[7:0]

Reserved

OxFFF7BC1C

GIOLVLCLR
Page 430

Reserved GIOENACLR 0[7:0]

1 See the specific device data sheet to verify the base address of the GIO registers.
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Table 12-5. GIO Control Register Summary (Continued)
31 30 |29 |28 27 26 25 24 23 22 71 20 |19 18 7 |16

Offset Address
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

Reserved
OxFFF7BC20
GIOFLG
Page 432

Reserved GIOFLG 0[7:0]

Reserved
OxFFF7BC24

GIOOFFA
Page 433

Reserved GIOOFFA[5:0]

Reserved
OxFFF7BC28
GIOOFFB
Page 434

Reserved GIOOFFBI5:0]

Reserved
O0xFFF7BC2C
GIOEMUA
Page 435

Reserved GIOEMUA[5:0]

Reserved
O0xFFF7BC30

GIOEMUB
Page 436

Reserved GIOEMUB[5:0]

OxFFF7BC34, Reserved

OxFFF7BC54

GIODIR[7:0]
Page 437

Reserved GIODIRO[A-B][7:0]

OXFFF7BC38, Reserved

OXFFF7BC58

GIODIN[7:0]
Page 438

Reserved GIODINO[A-B][7:0]

O0xFFF7BC3C, Reserved

0xFFF7BC5C

GIODOUTI[7:0]
Page 439

Reserved GIODOUTO[A-B][7:0]

T See the specific device data sheet to verify the base address of the GIO registers.
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Table 12-5. GIO Control Register Summary (Continued)

Offset Address
Register

31 30 29 28 27

15 14 13 12 1

26

10

25

24

23

22

21

20 19 18

17 16

O0xFFF7BC40,

OxFFF7BC60

GIOSETI[7:0]
Page 440

Reserved

Reserved

GIOSET[A-B][7:0]

OxFFF7BC44,

OxFFF7BC64

GIOCLR][7:0]
Page 441

Reserved

Reserved

GIOCLRIA-B][7:0]

OxFFF7BC48,

OxFFF7BC68

GIOPDR][7:0]
Page 442

Reserved

Reserved

GIOPDRIA-BJ[7:0]

OxFFF7BC4C,
OxFFF7BC6C
GIOPULDIS[7:0]
Page 443

Reserved

Reserved

GIOPULDIS[A-B][7:0]

OxFFF7BC50,

OxFFF7BC70

GIOPSL[7:0]
Page 444

Reserved

Reserved

GIOPSL[A-B][7:0]

1T See the speci

¢ device data sheet to verify the base address of the GIO registers.
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12.5.1 GIO Global Control Register (GIOGCRO0)

The GIOGCRO register contains one bit that controls the module reset status. Writing a zero (0) to this bit
puts the module in a reset state. After system reset, this bit must be set to 1 before normal operations can
begin on this module. Figure 12-11 and Table 12-6 describe this register.

Figure 12-11. GIO Global Control Register (GIOGCRO0) [0xFFF7BC00]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved RESET
R-0 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 12-6. GIO Global Control Register (GIOGCRO) Field Descriptions

Bit Name Value Description
31-1 Reserved Reads return zeros and writes have no effect.
0 RESET GIO reset.
0 The GIO is in reset state.
1 The GIO is operating normally.

February 2012

General-Purpose Input/Output (GIO) Module 425



GIO Control Registers

{? TEXAS
INSTRUMENTS

www.ti.com

12.5.2 GIO Interrupt Detect Register (GIOINTDET)

The GIOINTDET register provides the flexibility to either ignore the polarity of the edges that are recognized
as an interrupt, in which case both rising and falling edges are recognized, or recognizing the interrupt on

specifically a rising or falling edge as determined by the GIOPOL register. To ensure recognition of the signal
as an edge, the signal must maintain the new level for at least one VCLK cycle. Figure 12-12 and Table 12-
7 describe this register.

Figure 12-12. GIO Interrupt Detect Register (GIOINTDET) [0xFFF7BC08]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 8 7 6 5 4 3 2 1 0
Reserved GIOINTDET 0[7:0]
R-0 R/W-0

R = Read in all modes; W = Write in user and privileged modes; -n = Value after reset

Table 12-7. GIO Interrupt Detect Register (GIOINTDET) Field Descriptions

Bit Name Value Description
31-8 Reserved 1 Reserved.
7-0 GIOINTDET 0[7:0] Interrupt detection select for pins GIOA[7:0].
0 The flag sets on either a falling or a rising edge on the correspond-

ing pin, depending on the polarity setup in the polarity register
(GIOPOL).

The flag sets on both the rising and falling edges on the correspond-
ing pin.
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12.5.3 GIO Interrupt Polarity Register (GIOPOL)

The GIOPOL register controls the polarity—rising edge (low to high) or falling edge (high to low)—that sets
the flag. To ensure recognition of the signal as an edge, the signal must maintain the new level for at least
one VCLK cycle. When the device is in low power mode, the interrupts are no longer triggered by an edge,

but instead by a level. Therefore, in low power mode, the GIOPOL register controls the level, high or low,

which will trigger the interrupt. Figure 12-13 and Table 12-8 describe this register.

Figure 12-13. GIO Interrupt Polarity Register (GIOPOL) [0OxFFF7BCOC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved GIOPOL 0[7:0]
R-0 R/W-0
R = Read in all modes; W = Write in user and privileged modes; -n = Value after reset
Table 12-8. GIO Interrupt Polarity Register (GIOPOL) Field Descriptions
Bit Name Value Description
31-8 Reserved Reserved.
7-0 GIOPOL 0[7:0] Interrupt polarity select for pins GIOA[7:0].
Normal operation (user or privileged mode):
0 The flag is set on the falling edge on the corresponding pin.
1 The flag is set on the rising edge on the corresponding pin.
Low-power mode (doze, snooze, sleep or hibernate):
0 The interrupt is triggered on the low level.
1 The interrupt is triggered on the high level.
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12.5.4 GIO Interrupt Enable Registers (GIOENASET and GIOENACLR)

The GIOENASET and GIOENACLR register controls which interrupt-capable pins are configured as

interrupts. These two registers are physically implemented as a single register. If the interrupt is enabled, the
signal with an appropriate edge leads to an interrupt.

12.5.4.1 GIOENASET Register
Figure 12-14 and Table 12-9 describe this register.

Note: Enabling Interrupt at the Device Level

GIO can be mapped to two different device level interrupts, the GIO high level (level
A) and low level (level B) interrupts through programming registers GIOLVLSET and
GIOLVLCLR. The corresponding bit to the mapped device level interrupt must be set
within the vectored interrupt manager (M3VIM) in the interrupt mask register
(REQMASK ) to enable the appropriate interrupts. Additionally, the ARM CPU (CPSR
bit 7 or 6) must be cleared to recognize interrupt requests (IRQ/FIQ); .

Figure 12-14. GIO Interrupt Enable Set Register (GIOENASET) [OxFFF7BC10]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved

R-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

Reserved GIOENASET 0[7:0]

R-0 R/W-0

R = Read in all modes; W = Write in user and privileged modes; -n = Value after reset

Table 12-9. GIO Interrupt Enable Set Register (GIOENASET) Field Descriptions

Bit Name Value Description
31-8 Reserved Reserved.
7-0 GIOENASET 0[7:0] Interrupt enable for pins GIOA[7:0]
0 Read: The interrupt is disabled.
Write: Writing a zero to this bit has no effect.
1 Read or write: The interrupt is enabled.
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12.5.4.2 GIOENACLR Register

This register disables the interrupt. Figure 12-15 and Table 12-10 describe this register.

Figure 12-15. GIO Interrupt Enable Clear Register (GIOENACLR) [0OxFFF7BC14]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 8 7 6 5 4 3 2 1 0
Reserved GIOENACLR 0[7:0]
R-0 R/W-0
R = Read in all modes; W = Write in user and privileged modes; -n = Value after reset
Table 12-10. GIO Interrupt Enable Clear Register (GIOENACLR) Field Descriptions
Bit Name Value Description
31-8 Reserved Reserved.
7-0 GIOENACLR 0[7:0] Interrupt disable for pins GIOA[7:0].
0 Read: The interrupt is disabled.
Write: Writing a zero to this bit has no effect.
1 Read: The interrupt is enabled.
Write: Writing a one to this bit disables the interrupt.
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12.5.5 GIO Interrupt Priority Registers (GIOLVLSET and GIOLVLCLR)

The GIOLVLSET and GIOLVLCLR registers configure the interrupts as high-level (level A) or low-level
(level B) going to the M3VIM. Each interrupt is individually configured.

* The high-level interrupts are recorded to GIOOFFA and GIOEMUA.
* The low-level interrupts are recorded to GIOOFFB and GIOEMUB.

12.5.5.1 GIOLVLSET Register

The GIOLVLSET register is used to configure an interrupt as a high-level interrupt going to the M3VIM. An
interrupt can be configured as a high level interrupt by writing a 1 into the corresponding bit of the GIOLVLSET
register. Writing a zero has no effect. Figure 12-16 and Table 12-11 describe this register.

Figure 12-16. GIO Interrupt Priority Register (GIOLVLSET) [0OxFFF7BC18]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved GIOLVLSET 0[7:0]
R-0 R/W-0

R = Read in all modes; W = Write in user and privileged modes; -n = Value after reset

Table 12-11. GIO Interrupt Priority Register (GIOLVLSET) Field Descriptions

Bit Name Value Description
31-8 Reserved Reserved.
7-0 GIOLVLSET 0[7:0] GIO high priority interrupt for pins GIOA[7:0].
0 Read: The interrupt is a low-level interrupt. The low-level interrupts

are recorded to GIOOFFB and GIOEMUB.
Write: Writing a zero to this bit has no effect.

1 Read or write: The interrupt is set as a high level interrupt. The
high-level interrupts are recorded to GIOOFFA and GIOEMUA.
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12.5.5.2 GIOLVLCLR Register

The GIOLVLCLR register is used to configure an interrupt as a low level interrupt going to the M3VIM. Figure
12-17 and Table 12-12 describe this register.

Figure 12-17. GIO Interrupt Priority Register (GIOLVLCLR) [0xFFF7BC1C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved

R-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

Reserved GIOLVLCLR 0[7:0]

R-0 R/W-0

R = Read in all modes; W = Write in user and privileged modes; -n = Value after reset

Table 12-12. GIO Interrupt Priority Register (GIOLVLCLR) Field Descriptions

Bit Name Value Description
31-8 Reserved 1 Reserved.
7-0 GIOLVLCLR 0[7:0] GIO low priority interrupt for pins GIOA[7:0].
0 Read: The interrupt is a low-level interrupt.

Write: Writing a zero to this bit has no effect.

1 Read: The interrupt is set as a high level interrupt. The high-level
interrupts are recorded to GIOOFFA and GIOEMUA.

Write: The interrupt is set as a low level interrupt. The low-level
interrupts are recorded to GIOOFFB and GIOEMUB.

February 2012 General-Purpose Input/Output (GIO) Module 431




GIO Control Registers

{? TEXAS
INSTRUMENTS

www.ti.com

12.5.6 GIO Interrupt Flag Register (GIOFLG)

The GIOFLG register contains flags indicating that the transition edge (as set in GIOINTDET and GIOPOL)
has occurred. The flag is also cleared by reading the appropriate offset register; see Section 12.3.3.3. Figure
12-18 and Table 12-13 describe this register.

Figure 12-18. GIO Interrupt Flag Register (GIOFLG) [0xFFF7BC20]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 8 7 6 5 4 3 2 1 0
Reserved GIOFLG 0[7:0]
R-0 R/WC-0

R = Read in all modes; WC = Write clears the bit, -n = Value after reset

Table 12-13. GIO Interrupt Flag Register (GIOFLG) Field Descriptions

Bit Name Value Description
31-8 Reserved Reserved.
7-0 GIOFLG 0[7:0] GIO flag for pins GIOA[7:0].
0 Read: A transition has not occurred since the last clear.

Write: Writing a zero to this bit has no effect.

Read: The selected transition on the corresponding pin has
occurred.
Write: The corresponding bit is cleared to 0.

Note: This bit is also cleared by a read to the corresponding bit
in the appropriate offset register
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12.5.7 GIO Offset A Register (GIOOFFA)

The GIOOFFA register provides a numerical offset value that represents the pending external interrupt with
high priority. The offset value can be used to locate the position of the interrupt routine in a vector table in
application software.Figure 12-19 and Table 12-14 describe this register.

Note:

Reading this register clears it, GIOEMUA and the corresponding flag bit in the
GIOFLG register. However, in emulation mode, a read to this register does not clear
any register or flag.

Figure 12-19. GIO Offset A Register (GIOOFFA) [0xFFF7BC24]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved

R-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

Reserved GIOOFFA[5-0)

R-0 R-0

R = Read in all modes; W = Write in user and privileged modes; -n = Value after reset

Table 12-14. GIO Offset A Register (GIOOFFA) Field Descriptions

Bit Name Value Description
31-6 Reserved Reads return zero and writes have no effect.
5-0 GIOOFFA(5-0) GIO offset A. These bits index the currently pending high-priority

interrupt. This register and the flag bit (in the GIOFLG register) are
also cleared when this register is read, except in emulation mode.

000000 No interrupt is pending.

000001 Interrupt 0 (correspond to GIOAO) is pending with a high priority.
001000 Interrupt 7 (correspond to GIOA7) is pending with a high priority.
001001 Reserved

111111
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12.5.8 GIO Offset B Register (GIOOFFB)

The GIOOFFB register provides a numerical offset value that represents the pending external interrupt with
low priority. The offset value can be used to locate the position of the interrupt routine in a vector table in
application software. Figure 12-20 and Table 12-15 describe this register.

Note:

Reading this register clears it, GIOEMUB and the corresponding flag bit in the
GIOFLG register. However, in emulation mode, a read to this register does not clear
any register or flag.

Figure 12-20. GIO Offset B Register (GIOOFFB) [0OxFFF7BC28]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved

R-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

Reserved GIOOFFB(5-0)

R-0 R-0

R = Read in all modes; W = Write in user and privileged modes; -n = Value after reset

Table 12-15. GIO Offset B Register (GIOOFFB) Field Descriptions

Bit Name Value Description
31-6 Reserved Reads return zero and writes have no effect.
5-0 GIOOFFB GIO offset register B. These bits index the currently pending low-pri-

ority interrupt. This register and the flag bit (in the GIOFLG register)
are also cleared when this register is read, except in emulation

mode.
000000 No interrupt is pending.
000001 Interrupt 0 (correspond to GIOAOQ) is pending with a low priority.
001000 Interrupt 7 (correspond to GIOA7) is pending is pending with a low
priority.
001001- Reserved

111111
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12.5.9 GIO Emulation A Register (GIOEMUA)

The GIOEMUA register is a read-only register. The contents of this register are identical to the contents of
GIOOFFA. The intention for the this register is that software can use it without clearing the flags. Figure 12-
21 and Table 12-16 describe this register.

Note:

The corresponding flag in the GIOFLG register (Section 12.5.6) is not cleared when
the GIOEMUA register is read.

Figure 12-21. GIO Emulation A Register (GIOEMUA) [0xFFF7BC2C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved GIOEMUA
R-0 R-0
R = Read in all modes; n = Value after reset
Table 12-16. GIO Emulation A Register (GIOEMUA) Field Descriptions
Bit Name Value Description
31-6 Reserved Reads return zero and writes have no effect.
5-0 GIOEMUA GIO emulation register A. These bits index the currently pending
high-priority interrupt.
000000 No interrupt is pending.
000001 Interrupt 0 (correspond to GIOAO) is pending with a high priority.
001000 Interrupt 7 (correspond to GIOA7) is pending with a high priority.
001001— Reserved
111111
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12.5.10 GIO Emulation B Register (GIOEMUB)

The GIOEMUB register is a read-only register. The contents of this register are identical to the contents of
GIOOFFB. The intention for the this register is that software can use it without clearing the flags. Figure 12-
22 and Table 12-17 describe this register.

Note:

The corresponding flag in the GIOFLG register (Section 12.5.6) is not cleared when
the GIOEMUB register is read.

Figure 12-22. GIO Emulation B Register (GIOEMUB) [0xFFF7BC30]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0
Reserved GIOEMUB(5-0)
R-0 R-0
R = Read in all modes; -n = Value after reset
Table 12-17. GIO Emulation B Register (GIOEMUB) Field Descriptions
Bit Name Value Description
31-6 Reserved Reads return zero and writes have no effect.
5-0 GIOEMUB GIO emulation register B. These bits index the currently pending
low-priority interrupt.
000000 No interrupt is pending.
000001 Interrupt 0 (correspond to GIOAOQ) is pending with a low priority.
001000 Interrupt 7 (correspond to GIOA7) is pending with a low priority.
001001- Reserved
111111
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12.5.11 GIO Data Direction Registers [A-B][7:0] (GIODIR[A-B][7:0])

The GIODIR register controls whether the pins of a given port are configured as inputs or outputs. Figure 12-

23 and Table 12-18 describe this register.
Figure 12-23. GIO Data Direction Registers [A-B][7:0] (GIODIR[A-B][7:0])[0xFFF7BC34, 0xFFF7BC54]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved

R-0

15 14 13 12 1" 10 9 8 7 6 5 4 3 2 1 0

Reserved GIODIR[A-B][7:0]

R-0 R/W-0

R = Read in all modes; W = Write in user and privileged modes; -n = Value after reset

Table 12-18. GIO Data Direction Registers [A-B][7:0] (GIODIR[A-B][7:0]) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 GIODIR[A-B][7:0] GIO data direction of ports [A-B], pins[7:0].
0 The GI